SA WG2 Temporary Document

Page 2

3GPP TSG SA WG2 Meeting #67
S2-085497
25 - 29 August 2008

Sophia Antipolis, France
Source:
Ericsson
Title:
Update of TAU Procedure
Document for:
Approval / Discussion

Agenda Item:
8.3 
Work Item / Release:
SAES/Rel-8
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Introduction

This discussion paper lists the updates propose in clause 5.3.3 TAU Procedure in TS 23.401. The reason for the update of the TAU Procedures is make the procedures more readable for and reduce the number of LSs from the CT working groups due to misunderstandings. There are no changes of functionality in this update.
The show the proposed changes a draft version of the TS 23.401 including approved CR's  from SA2#66 meeting is included in this discussion paper.

Discussion

The following updates are done:
· Step 4 & 5 in 5.3.3.1 and  5.3.3.2 and step 3 & 4 in 5.3.3.3 and 5.3.3.6
These steps handles the Context Request and Context Response between new and old CN nodes. In the existing revision of TS 23.401 the same parameters is sent in Context Request independent if the receiver of the message is a SGSN or a MME. Examples where this messages needs differentiations is the parameters for temporary UE ID and security validation of the context request. In SGSN the security validation of the Context Request is based on the P-TMSI Signature and in the MME this is done by transferring the complete TAU Request message in the Context Request.  The proposal to solve the above issue in the specification is to have different message content if the Context Request is sent to an old MME or old S4 SGSN. The proposal is to perform all mapping between GUTI and P-TMSI/RAI in the MME, which gives the same behaviour in MME independent if the SGSN is a pre rel-8 SGSN or a rel-8 SGSN 
It's proposed to use the following principles:
· TAU with previous access in 2G/3G
TAU Request (GUTI mapped from P-TMSI, P-TMSI Signature, …)
Context Request (P-TMSI, P-TMSI Signature, …) from new MME to old S4 SGSN using S3
· TAU with previous access in LTE
TAU Request (GUTI, …)
Context Request (GUTI, Complete TAU Request, …) from new MME to old MME using S10

· RAU with previous access in 2G/3G
RAU Request (P-TMSI, old RAI, P-TMSI Signature)
Context Request (P-TMSI, P-TMSI Signature, …) from new S4 SGSN to old S4 SGSN using S16

· RAU with previous access in LTE
RAU Request (P-TMSI and old RAI mapped from GUTI, P-TMSI Signature field bits shall be filled with a NAS-token  )
Context Request (P-TMSI, P-TMSI signature, …) from new S4 SGSN to old MME using S16
The NAS-token and handling of the NAS-token is defined in clause 9.1.1 in TS 33.401 v.8.0.0.
· Parameter list in messages (several steps in all procedures)
The level of details in the parameter list for different messages has a great span from "KSI" and "NAS Sequence Numbers" to only one parameter "context". The proposal is to try to unify this in the specification and only include parameters which are relevant for the procedure itself. 
· S4 SGSN
In some places S4 SGSN is used and in some places SGSN is used, this has been unified to always use S4 SGSN.
The writing "MME/S4 SGSN" is used in some places to show that either MME or S4 SGSN is the actor. This principles was not fully implemented in all parts of the flows which are corrected.
· Iu Release Command and Iu Release Complete introduced as step 15 and 16 in clause 5.3.3.1
These steps was missing in clause 5.3.3.1 TAU procedure with Serving GW change but exists in clause 5.3.3.2 TAU procedure with Serving GW change.

· Texts related to Serving GW change in procedures without Serving GW change and vice versa
Texts related to the case without Serving GW change was removed from the procedures only handling Serving GW change. This steps are, step 7 in clause 5.3.3.1 and steps 6, 16 and 18 in clause 5.3.3.6.
Step 6 in 5.3.3.3 discusses the handling of Serving GW change in a procedure only related to without Serving GW change. Text removed and the parameter in the Context Acknowledge was changed from "serving GW change indication" to "ISR" as ISR shall be activated.  
· Unifying clause 5.3.3.2 with the principles for the other three procedures.
The clause 5.3.3.2 was change to show old MME and old S4 SGSN in one box in the same way as the other three procedures is shown. No change of functionality but unifying the presentation and description.

· Iu Release Command/Complete moved and placed after step 15 Cancel Location Ack in clause 5.3.3.2
In the existing specification it looks as the Cancel Location message triggers the Iu Release Command but in the text the Iu Release Command is triggered by step 7 Context Acknowledge.
· FFS "It is FFS what triggers the sending of this message"   in step 13 in clause 5.3.3.3 and 5.3.3.6 are removed.
The FFS is related to which signal triggers the S1-U Release Command. The FFS is removed and a statement is included that the Context Acknowledge triggers the release command, same principles as already agreed for Iu Release Command.

· "Editor's note: The URA-PCH handling needs to be shown in the steps below." Removed from clause 5.3.3.2.
This is covered in e.g. clause 5.3.3.0 and the editor's note is irrelevant. 
Complementing text related to URA_PCH state handling is added in step 2 in 5.3.3.2.
· Removal of editor's note in step 3 in clause 5.3.3.2 and step 2b in clause 5.3.3.3.
" Editor's Note: It is FFS whether and how an S-TMSI is derived from the P-TMSI. It is also FFS whether this facilitates the collocated MME/SGSN or whether additional information is used for this." Mapping is approved and defined in annex H
· "Editor's note: It is FFS if data forwarding needs to be avoided for this procedure." Removed in step 7 in clause 5.3.3.2, step 3b and 6b in clause 5.3.3.3 and step 3b and 6 in clause 5.3.3.6 an the data forwarding is kept in the standard.
Proposal

Agree on below updates to TAU procedure in TS 23.401. If the below changes are agreed a CR is going to be submitted to the SA2#68 meeting.
5.3.3
Tracking Area Update procedures

5.3.3.0
Triggers for tracking area update 

A standalone tracking area update (with or without S-GW change, described in clause 5.3.3.1 and 5.3.3.2 respectively) occurs when a GPRS- or E-UTRAN attached UE experiences any of the following conditions:

-
UE detects it has entered a new TA that is not in the list of TAIs that the UE registered with the network;

-
the periodic TA update timer has expired;

-
UE was in UTRAN PMM_Connected state (e.g. URA_PCH) when it reselects to E-UTRAN;

-
UE was in GPRS READY state when it reselects to E-UTRAN;

-
the GUTI update status is “update-needed” (e.g. due to bearer configuration modifications performed on GERAN/UTRAN);

-
the RRC connection was released with release cause “load balancing TAU required”;

-
a change of the UE Core Network Capability information of the UE.

The procedure is initiated by an UE in either ECM-IDLE state or ECM-CONNECTED state. The decision to perform S-GW change during the tracking area update procedure is made by the MME independently from the triggers above.

The cell selection for UTRAN is described in TS 25.304 [12] and TS 25.331 [33].

5.3.3.1
Tracking Area Update procedure with Serving GW change






[image: image4]
Figure 5.3.3.1-1: Tracking Area Update procedure with Serving GW change

NOTE 1:
For a PMIP-based S5/S8, procedure steps (A) and (B) are defined in TS 23.402 [2]. Steps 9 and 10 concern GTP based S5/S8.

1.
One of the triggers described in sub-clause 5.3.3.0 for starting the TAU procedure occurs.
2.
The UE initiates the TAU procedure by sending, to the eNodeB, a TAU Request (UE Network Capability, old GUTI, last visited TAI, active flag, EPS bearer status, P-TMSI Signature, additional GUTI, KSI, NAS sequence number, NAS-MAC) message together with RRC parameters indicating the Selected Network and the old GUMMEI.


If the UE's TIN indicates "GUTI" or "RAT‑related TMSI" and the UE holds a valid GUTI then the old GUTI indicates this valid GUTI. If the UE's TIN indicates "P‑TMSI" and the UE holds a valid P‑TMSI and related RAI then these two elements are indicated as the old GUTI. Mapping a P‑TMSI and RAI to a GUTI is specified in Annex H.


If the UE holds a valid GUTI then the UE indicates the GUTI as additional GUTI, regardless whether the old GUTI also indicates this GUTI or a GUTI mapped from a P‑TMSI.


The RRC parameter “old GUMMEI” takes its value from the identifier that is signalled as the old GUTI according to the rules above. For a combined MME/SGSN the eNB is configured to route the MME‑code(s) of this combined node to the same combined node. This eNB is also configured to route MME‑code(s) of GUTIs that are generated by the UE's mapping of the P‑TMSIs allocated by the combined node. Such an eNB configuration may also be used for separate nodes to avoid changing nodes in the pool caused by inter RAT mobility.


The last visited TAI shall be included in order to help the MME produce a good list of TAIs for any subsequent TAU Accept message. Selected Network indicates the network that is selected. Active flag is a request by UE to activate the radio and S1 bearers for all the active EPS Bearers by the TAU procedure when the UE is in ECM-IDLE state. The EPS bearer status that indicates each EPS bearer that is active in the UE. If the UE has valid security parameters, the TAU Request message shall be integrity protected by the NAS-MAC in order to allow validation of the UE by the MME. KSI is included if the UE has valid security parameters. NAS sequence number indicates the sequential number of the NAS message.
3.
The eNodeB derives the MME from the RRC parameters carrying the old GUMMEI and the indicated Selected Network. If that MME is not associated with that eNodeB or the GUMMEI is not available, the eNodeB selects an MME as described in clause 4.3.8.3 on "MME Selection Function".


The eNodeB forwards the TAU Request message together with an indication of the E-UTRAN Area Identity, a globally unique E-UTRAN ID, of the cell from where it received the message and with the Selected Network to the new MME.

4.
If the UE provided an old GUTI that identifies an old MME, the new MME sends a Context Request (old GUTI, MME Address, UE Validated, complete TAU Request message) message to the old MME to retrieve user information. If the UE provided an old GUTI, that identifies an old S4 SGSN, the new MME sends a Context Request (old P-TMSI, MME Address, UE Validated, P-TMSI Signature) message to the old S4 SGSN. The new MME  derives the old MME/old S4 SGSN from the old GUTI. If the new MME indicates that it has authenticated the UE or if the old MME/old S4 SGSN correctly validates the UE, then the old MME/old S4 SGSN starts a timer.

5.
The old MME responds with a Context Response ( IMSI, MSISDN, unused EPS Authentication Vectors, KSIASME, KASME, EPS Bearer Contexts, Serving GW signalling Address and TEID(s), ISR) message. The old S4 SGSN responds with a Context Response (IMSI, MSISDN, unused Authentication Quintets, CK, IK, KSI, EPS Bearer Context(s), Serving GW address and TEID for control signalling, ISR) message. The PDN GW Address and TEID(s) (for GTP-based S5/S8) or GRE Keys (PMIP-based S5/S8 at the PDN GW(s) for uplink traffic), and the TI(s) is part of the EPS Bearer Context. The Bearer contexts shall be sent in a prioritized order, i.e. the most important Bearer context first. The prioritization method is implementation dependent, but should be based on the current activity.

NOTE 2:
Assigning the highest priority to the Bearer context without TFT could be done to get service continuity for all ongoing services regardless of the number of supported EPS bearers in the UE and network.


The new MME shall ignore the UE Network Capability contained in the Context of Context Response only when it has previously received an UE Network Capability in the Tracking Area Update Request If the UE is not known in the old MME/old S4 SGSN or if the integrity check for the TAU Request message fails, the old MME/old S4 SGSN responds with an appropriate error cause. The MSISDN is included if the old MME/old S4 SGSN has it stored for that UE.

6.
If the integrity check of TAU Request message (sent in step 2) failed, then authentication is mandatory. The authentication functions are defined in clause 5.3.10 on "Security Function". Ciphering procedures are described in clause 5.3.10 on "Security Function". If GUTI allocation is going to be done and the network supports ciphering, the NAS messages shall be ciphered.

7.
The new MME determines to relocate the Serving GW. The Serving GW is relocated when the old Serving GW cannot continue to serve the UE. The new MME may also decide to relocate the Serving GW in case a new Serving GW is expected to serve the UE longer and/or with a more optimal UE to PDN GW path, or in case a new Serving GW can be co-located with the PDN GW.  Selection of a new Serving GW is performed according to clause 4.3.8.2 on "Serving GW selection function".


The new MME sends a Context Acknowledge (Serving GW change indication) message to the old MME/old S4 SGSN. Serving GW change indication indicates a new Serving GW has been selected. The old MME/old S4 SGSN marks in its context that the information in the GWs and the HSS are invalid. This ensures that the old MME/old S4 SGSN updates the GWs and the HSS if the UE initiates a TAU procedure back to the old MME/old S4 SGSN before completing the ongoing TAU procedure. If the security functions do not authenticate the UE correctly, then the TAU shall be rejected, and the new MME shall send a reject indication to the old MME/old S4 SGSN. The old MME/old S4 SGSN shall continue as if the Identification and Context Request was never received.


ISR is not indicated in the Context Acknowledge as ISR is not activated due to the S-GW change.

8.
The MME constructs an MM context for the UE. The MME verifies the EPS bearer status received from the UE with the bearer contexts received from the old MME/old S4 SGSN and releases any network resources related to EPS bearers that are not active in the UE. If there is no bearer context suitable for default bearer or no bearer context at all, the MME rejects the TAU Request. If the new MME selected a new Serving GW it sends a Create Bearer Request (IMSI, bearer contexts, MME Context ID, Type, the Protocol Type over S5/S8) message to the selected new Serving GW. The PDN GW address and DL TFT (for PMIP-based S5/S8) are indicated in the bearer Contexts. Type indicates to the Serving GW to send the Update Bearer Request the PDN GW. The Protocol Type over S5/S8 is provided to Serving GW which protocol should be used over S5/S8 interface.

Editor's note:
It is FFS whether a TAU Accept can be done instead with an indication that default bearer is not established.

9.
The new Serving GW sends the message Update Bearer Request (Serving GW Address, Serving GW TEID) to the PDN GW concerned.

10.
The PDN GW updates its bearer contexts and returns an Update Bearer Response (MSISDN, PDN GW address and TEID(s)) message. The MSISDN is included if the PDN GW has it stored in its UE context.

11.
The Serving GW updates its bearer context. This allows the Serving GW to route bearer PDUs to the PDN GW when received from eNodeB.


The Serving GW returns a Create Bearer Response (MME Context ID, Serving GW address and TEID and TEIDs (for GTP-based S5/S8) or GRE keys (for PMIP-based S5/S8) at the PDN GW(s) for uplink traffic , Serving GW Context ID) message to the new MME.

12.
The new MME verifies whether it holds subscription data for the UE identified by the GUTI, the additional GUTI or by the IMSI received with the context data from the old CN node. If there are no subscription data in the new MME for this UE then the new MME sends an Update Location Request (MME Identity, IMSI, Update Type, MME Capabilities) message to the HSS. Update Type indicates that only the MME registration shall be updated in HSS. Update Type indicates whether HSS should cancel location to the other RAT as well. The MME capabilities indicate the MME's support for regional access restrictions functionality.
13.
The HSS sends the message Cancel Location (IMSI, Cancellation Type) to the old MME with Cancellation Type set to Update Procedure.

14.
If the timer started in step 4 is not running, the old MME removes the MM context. Otherwise, the contexts are removed when the timer expires. It also ensures that the MM context is kept in the old MME for the case the UE initiates another TAU procedure before completing the ongoing TAU procedure to the new MME. The old MME acknowledges with the message Cancel Location Ack (IMSI).
15. When receiving the Context Acknowledge message and if the UE is Iu Connected, the old S4 SGSN sends an Iu Release Command message to the RNC.

16 The RNC responds with an Iu Release Complete message.

17.
The HSS acknowledges the Update Location message by sending an Update Location Ack (IMSI, Subscription Data) message to the new MME. If the Update Location is rejected by the HSS, the new MME rejects the Attach Request from the UE with an appropriate cause. The new MME validates the UE's presence in the (new) TA. If due to regional subscription restrictions or access restrictions the UE is not allowed to be attached in the TA, the MME rejects the Tracking Area Update Request with an appropriate cause to the UE and notifies the HSS of the rejection (details of this notification is a stage 3 detail).
18.
When the timer started in step 4 expires the old MME/old S4 SGSN releases any local MME or SGSN bearer resources and if it received the Serving GW change indication in the Context Acknowledge message, the old MME/old S4 SGSN deletes the EPS bearer resources by sending Delete Bearer Request (Cause, TEID) messages to the old Serving GW. Cause indicates to the old Serving GW that the old Serving GW shall not initiate a delete procedure towards the PDN GW. If ISR is established on the old S‑GW then the old S‑GW deletes the bearer resources on the other old CN node by sending Delete Bearer Request message(s) to that CN node. If the MME has not changed, step 11 triggers the release of EPS bearer resources when a new Serving GW is allocated.

19.
The Serving GW acknowledges with Delete Bearer Response (TEID) messages.

20.
The MME sends a TAU Accept (GUTI, TAI list, EPS bearer status, KSI, NAS sequence number, NAS-MAC, NAS security algorithm) message to the UE. If the active flag is set the MME may provide the eNodeB with Handover Restriction List. GUTI is included if the MME allocates a new GUTI. If the "active flag" is set in the TAU Request message the user plane setup procedure can be activated in conjunction with the TAU Accept message. The procedure is described in detail in TS 36.300 [5]. The message sequence should be the same as for the UE triggered Service Request procedure specified in clause 5.3.4.1 from the step when MME establishes the bearer(s). The MME indicates the EPS bearer status IE to the UE. The UE removes any internal resources related to bearers that are not marked active in the received EPS bearer status. Handover Restriction List is described in clause 4.3.5.7 "Mobility Restrictions".


NAS security algorithm indicates the NAS algorithm selected by the MME. This information element shall not be ciphered. The MME starts using the indicated NAS security algorithm with this NAS message


When receiving the TAU Accept message and there is no ISR indication the UE sets its TIN to "GUTI". When ISR is not indicated the UE clears any internal ISR status by setting its internal update status for the P‑TMSI to "update‑needed".

For a S‑GW change, ISR is never indicated by the MME as it needs a RAU with the same S‑GW first to activate ISR. In case of an MME change ISR is not activated by the new MME to avoid context transfer procedures with two old CN nodes.

21.
If GUTI or NAS security algorithm was included in the TAU Accept, the UE acknowledges the received message by returning a TAU Complete message to the MME. If NAS security algorithm was included in the TAU Accept, the NAS sequence number and NAS-MAC message shall be included in the TAU Complete. With the TAU Complete message the UE starts using the NAS security algorithm indicated by the MME, i.e. the TAU Complete message shall be protected by the NAS security algorithm indicated by the MME.


When the "Active flag" is not set in the TAU Request message and the Tracking Area Update was not initiated as the part of the handover, the new MME releases the signalling connection with UE, according to clause 5.3.5.

NOTE 2:
The new MME may initiate RAB establishment after execution of the security functions, or wait until completion of the TA update procedure. For the UE, RAB establishment may occur anytime after the TA update request is sent.

In the case of a rejected tracking area update operation, due to regional subscription, roaming restrictions, or access restrictions (see TS 23.221 [27] and TS 23.008 [28]) the new MME shall not construct a bearer context. A reject shall be returned to the UE with an appropriate cause and the S1 connection shall be released. Upon return to idle, the UE shall act according to TS 23.122 [10].

The new MME shall determine the Maximum APN restriction based on the received APN Restriction of each bearer context from the P-GW and then store the new Maximum APN restriction value.

If the new MME is unable to support the same number of active bearer contexts as received from old SGSN, the new MME should use the prioritisation sent by the old SGSN as input when deciding which bearer contexts to maintain active and which ones to delete. In any case, the new MME shall first update all contexts in one or more P-GWs and then deactivate the context(s) that it cannot maintain as described in the clause "MME Initiated Dedicated Bearer Deactivation Procedure". This shall not cause the MME to reject the tracking area update.

NOTE 3:
In case MS (UE) was in PMM-CONNECTED state the bearer contexts are sent already in the Forward Relocation Request message as described in the clause "Serving RNS relocation procedures" of TS 23.060 [7].

If the tracking area update procedure fails a maximum allowable number of times, or if the MME returns a Tracking Area Update Reject (Cause) message, the UE shall enter EMM DEREGISTERED state.

5.3.3.2
E-UTRAN Tracking Area Update without SGW Change
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Figure 5.3.3.2-1: E-UTRAN Tracking Area Update without SGW change

NOTE 1:
For a PMIP-based S5/S8, procedure steps (A) are defined in TS 23.402 [2]. Steps 12 and 14 concern GTP based S5/S8.

1.
One of the triggers described in sub-clause 5.3.3.0 for starting the TAU procedure occurs.
2.
The UE initiates a TAU procedure by sending, to the eNodeB, a Tracking Area Update Request (UE Network Capability, active flag, EPS bearer status, old GUTI, last visited TAI, P-TMSI signature, additional GUTI, KSI, NAS sequence number, NAS-MAC) message together with RRC parameters indicating the Selected Network and the old GUMMEI.

If the UE's TIN indicates "GUTI" or "RAT‑related TMSI" and the UE holds a valid GUTI then the old GUTI indicates this valid GUTI. If the UE's TIN indicates "P‑TMSI" and the UE holds a valid P‑TMSI and related RAI then these two elements are indicated as the old GUTI. Mapping a P‑TMSI and RAI to a GUTI is specified in Annex H. If the UE is in UTRAN URA_PCH state when it reselects to E-UTRAN, the UE will set it's TIN to "P-TMSI".

If the UE holds a valid GUTI then the UE indicates the GUTI as additional GUTI, regardless whether the old GUTI also indicates this GUTI or a GUTI mapped from a P‑TMSI.


The RRC parameter “old GUMMEI” takes its value from the identifier that is signalled as the old GUTI according to the rules above. For a combined MME/SGSN the eNB is configured to route the MME‑code(s) of this combined node to the same combined node. This eNB is also configured to route MME‑code(s) of GUTIs that are generated the UE's mapping of the P‑TMSIs allocated by the combined node. Such an eNB configuration may also be used for separate nodes to avoid changing nodes in the pool caused by inter RAT mobility.


The last visited TAI shall be included in order to help the MME produce a good list of TAIs for any subsequent TAU Accept message. Selected Network indicates the network that is selected. Active flag is a request by the UE to activate the radio and S1 bearers for all the active EPS Bearers by the TAU procedure. The UE's ISR capability is included in the UE Network Capability element. The EPS bearer status that indicates each EPS bearer that is active in the UE. If the UE has valid security parameters, the TAU Request message shall be integrity protected by the NAS-MAC in order to allow validation of the UE by the MME. KSI is included if the UE has valid security parameters. NAS sequence number indicates the sequential number of the NAS message.
3.
The eNodeB derives the MME from the RRC parameters carrying the old GUMMEI  and the indicated Selected Network. If that GUMMEI is not associated with the eNodeB, or the GUMMEI is not available, the eNodeB selects the MME as described in clause 4.3.8.3 on "MME Selection Function". The eNodeB forwards the TAU Request message together with the ECGI of the cell from where it received the message and with the Selected Network to the MME.

Editor's Note:
It is FFS how the S-TMSI and P-TMSI handling is performed to let RAN select the same CN node for GERAN/UTRAN access as for E-UTRAN access, this to support co-location of the MME function and the SGSN function in one node.


4.
If the UE provided an old GUTI, that identifies an old MME, the new MME sends a Context Request (old GUTI, MME Address, UE Validated, complete TAU Request message) message to the old MME to retrieve the user information. . If the UE provided an old GUTI, that identifies an old S4 SGSN, the new MME sends a Context Request (old P-TMSI, MME Address, UE Validated, P-TMSI Signature) message to the old S4 SGSN. The MME derives the old MME/old S4 SGSN from the old GUTI. If the new MME indicates that it has authenticated the UE or if the old MME/old S4 SGSN authenticates the UE, the old MME/old S4 SGSN starts a timer.

5.
The old MME responds with a Context Response ( IMSI, MSISDN, unused EPS Authentication Vectors, KSIASME, KASME, EPS Bearer Contexts, Serving GW signalling Address and TEID(s), ISR) message. The old SGSN responds with a Context Response (IMSI, MSISDN, unused Authentication Quintets, CK, IK, KSI, EPS Bearer Context(s), Serving GW address and TEID for control signalling, ISR) message. The PDN GW Address and TEID(s) (for GTP-based S5/S8) or GRE Keys (PMIP-based S5/S8 at the PDN GW(s) for uplink traffic), and the TI(s) is part of the EPS Bearer context(s). ISR indicates that the old S4 SGSN is capable to establish ISR for the UE. The Bearer contexts shall be sent in a prioritized order, i.e. the most important Bearer context first. The prioritization method is implementation dependent, but should be based on the current activity.
NOTE 2:
Assigning the highest priority to the Bearer context without TFT could be done to get service continuity for all ongoing services regardless of the number of supported EPS bearers in the UE and network.


The new MME shall ignore the UE Network Capability contained in the Context of Context Response only when it has previously received an UE Network Capability in the Tracking Area Update Request. If the UE is not known in the old MME/old S4 SGSN or if the integrity check for the TAU request message fails, the old MME/old S4 SGSN responds with an appropriate error cause.




6.
Security functions may be executed. Procedures are defined in clause 5.3.10 on "Security Function".

7.
If the old node is a MME the new MME sends a Context Acknowledge message to the old MME. The old MME marks in its context that the information in the GWs and the HSS are invalid. This ensures that the old MME updates the GWs and the HSS if the UE initiates a TAU procedure back to the old MME before completing the ongoing TAU procedure.
If the old node is a S4 SGSN the new MME sends a Context Acknowledge (ISR) message to the old SGSN. Unless ISR is indicated by the MME the old SGSN marks in its context that the information in the GWs and the HSS are invalid. This ensures that the old SGSN updates the GWs and the HSS if the UE initiates a RAU procedure back to the old SGSN before completing the ongoing TAU procedure. ISR indicates to the old SGSN that it shall maintain the UE's contexts and the SGSN stops the timer started in step 4. When ISR is not indicated and this timer expires the old SGSN deletes all bearer resources of that UE. As the Context Acknowledge from the MME does not include any S‑GW change the SGSN does not send any Delete Bearer Request message to the S‑GW.

If the security functions do not authenticate the UE correctly, then the TAU shall be rejected, and the MME shall send a reject indication to the old MME/old S4 SGSN. The old MME/old S4 SGSN shall continue as if the Identification and Context Request was never received.



7b.
Forwarding occurs if applicable.


8.
The new MME adopts the bearer contexts received from the old MME/SGSN as the UE's EPS bearer contexts to be maintained by the new MME. If necessary, the new MME maps PDP contexts to the EPS bearers 1-to-1 and maps the pre-Rel-8 QoS parameter values of a PDP context to the EPS QoS parameter values of an EPS bearer as defined in Annex E. The MME establishes the EPS bearer(s) in the indicated order. The MME deactivates the EPS bearers which cannot be established.


The new MME verifies the EPS bearer status received from the UE with the EPS bearer contexts it maintains and releases any network resources related to EPS bearers that are not active in the UE. If there is no bearer context suitable for default bearer or no bearer context at all, the MME rejects the TAU Request. The new MME sends an Update Bearer Request (new MME address and TEID, QoS Negotiated, Serving network identity, ISR) message to the Serving GW. The PDN GW address is indicated in the bearer contexts. The information element ISR indicates whether ISR is established.

When the Update Bearer Request does not indicate ISR the S‑GW deletes any ISR resources by sending a Delete Bearer Request to the other CN node that has bearer resources on the S‑GW reserved.

Editor's note:
It is FFS whether a TAU Accept can be done instead with an indication that default bearer is not established.

9.
The Serving GW informs the PDN GW(s) about the change of for example the RAT type that e.g. can be used for charging, by sending the message Update Bearer Request (Serving GW Address and TEID, RAT type) to the PDN GW(s) concerned.

10.
If dynamic PCC is deployed, and RAT type information needs to be conveyed from the PDN GW to the PCRF, then the PDN GW shall send RAT type information to the PCRF by means of an IP‑CAN Session Modification procedure as defined in TS 23.203 [6].

NOTE 4:
The PDN GW does not need to wait for the PCRF response, but continues in the next step. If the PCRF response leads to an EPS bearer modification the PDN GW should initiate a bearer update procedure.

11.
The PDN GW updates its context field to allow DL PDUs to be routed to the correct Serving GW. PDN GW returns an Update Bearer Response (PDN GW address and TEID, MSISDN) to the Serving GW. The MSISDN is included if the PDN GW has it stored in its UE context.

12.
The Serving GW updates its bearer context. This allows the Serving GW to route Bearer PDUs to the PDN GW when received from eNodeB. The Serving GW returns an Update Bearer Response (MME Context ID, Serving GW address and TEID and TEIDs (for GTP-based S5/S8) or GRE keys (for PMIP-based S5/S8) at the PDN GW(s) for uplink traffic, Serving GW Context ID) message to the new MME.

Editor's note:
It is FFS whether the same SGW address and TEIDs are used for S4 and S1 or whether separate parameters are needed.

13.
The new MME verifies whether it holds subscription data for the UE identified by the GUTI, the additional GUTI or by the IMSI received with the context data from the old CN node. If there are no subscription data in the new MME for this UE then the new MME informs the HSS of the change of MME by sending an Update Location Request (MME Id, IMSI, Update Type, MME Capabilities) message to the HSS. Update Type indicates that only the MME registration shall be updated in HSS. The MME capabilities indicate the MME's support for regional access restrictions functionality.
14.
The HSS sends a Cancel Location (IMSI, Cancellation type) message to the old MME with a Cancellation Type set to Update Procedure.



15.
When receiving a Cancel Location message and the timer started in step 4 is not running, the old MME removes the MM and bearer contexts. Otherwise, the contexts are removed when the timer expires. It also ensures that the MM context is kept in the old MME for the case the UE initiates another TAU procedure before completing the ongoing TAU procedure to the new MME. The old MME acknowledges with a Cancel Location Ack (IMSI) message.

NOTE 5:
ISR is never indicated from new to old MME.


So an old MME deletes all bearer resources of an UE in any case when the timer started in step 4 expires, which is independent from receiving a Cancel Location message.
16.
When receiving the Context Acknowledge message and if the UE is Iu Connected, the old S4 SGSN sends an Iu Release Command message to the RNC.

17.
The RNC responds with an Iu Release Complete message.


18.
The HSS acknowledges the Update Location by returning an Update Location Ack (IMSI, Subscription Data) message to the new MME after the cancelling of the old MME context is finished. If the Update Location is rejected by the HSS, the MME rejects the TAU Request from the UE with an appropriate cause sent in the TAU Reject message to the UE. The new MME validates the UE's presence in the (new) TA. If due to regional subscription restrictions or access restrictions the UE is not allowed to be attached in the TA, the MME rejects the Tracking Area Update Request with an appropriate cause to the UE and notifies the HSS of the rejection (details of this notification is a stage 3 detail). If all checks are successful, the MME constructs an MM context for the UE.
19.
The new MME responds to the UE with a Tracking Area Update Accept (GUTI, TAI-list, EPS bearer status, KSI, NAS sequence number, NAS-MAC, NAS security algorithm, ISR) message. If the active flag is set the Handover Restriction List may be sent to eNodeB as eNodeB handles the roaming restrictions and access restrictions in the Intra E-UTRAN case. If the "active flag" is set in the TAU Request message the user plane setup procedure is activated in conjunction with the TAU Accept message. The procedure is described in detail in TS 36.300 [5]. The message sequence should be the same as for the UE triggered Service Request procedure specified in clause 5.3.4.1 from the step when MME establish the bearers(s). The EPS bearer status indicates the active bearers in the network. The UE removes any internal resources related to bearers not marked active in the received EPS bearer status. ISR indicates to the UE that its P-TMSI and RAI remain registered with the network and remain valid in the UE. If ISR is not indicated the UE sets in its internal data the update status of the P-TMSI to "update-needed". Handover Restriction List is described in clause 4.3.5.7 "Mobility Restrictions".

NAS security algorithm indicates the NAS algorithm selected by the MME. This information element shall not be ciphered. The MME starts using the indicated NAS security algorithm with this NAS message

When receiving the TAU Accept message and there is no ISR indication the UE sets its TIN to "GUTI". When ISR is indicated and the UE's TIN indicates "GUTI" the UE's TIN is not changed. When ISR is indicated and the Next Update is "P‑TMSI" or "RAT‑related TMSI" the UE sets its TIN to "RAT‑related TMSI".


In case of an MME change ISR is not activated by the new MME to avoid context transfer procedures with two old CN nodes.

20.
If the GUTI or NAS security algorithm was included in the TAU Accept,  the UE acknowledges the received message by returning a Tracking Area Update Complete message to the MME.
.
 If NAS security algorithm was included in the TAU Accept, the NAS sequence number and NAS-MAC message shall be included in the TAU Complete. With the TAU Complete message the UE starts using the NAS security algorithm indicated by the MME, i.e. the TAU Complete message shall be protected by the NAS security algorithm indicated by the MME.


When the "Active flag" is not set in the TAU Request message and the Tracking Area Update was not initiated as the part of the handover, the new MME releases the signalling connection with UE, according to clause 5.3.5.
NOTE 6:
The new MME may initiate RAB establishment after execution of the security functions, or wait until completion of the TA update procedure. For the UE, RAB establishment may occur anytime after the TA update request is sent.

In the case of a rejected tracking area update operation, due to regional subscription, roaming restrictions, or access restrictions (see TS 23.221 [27] and TS 23.008 [28]) the new MME shall not construct a bearer context. A reject shall be returned to the UE with an appropriate cause and the S1 connection shall be released. Upon return to idle, the UE shall act according to TS 23.122 [10].

If the new MME is unable to update the bearer context in one or more P-GWs, the new MME shall deactivate the corresponding bearer contexts as described in subclause "MME Initiated Dedicated Bearer Deactivation Procedure". This shall not cause the MME to reject the tracking area update.

The new MME shall determine the Maximum APN restriction based on the received APN Restriction of each bearer context from the P-GW and then store the new Maximum APN restriction value.

If the new MME is unable to support the same number of active bearer contexts as received from old SGSN, the new MME should use the prioritisation sent by old SGSN as input when deciding which bearer contexts to maintain active and which ones to delete. In any case, the new MME shall first update all contexts in one or more P-GWs and then deactivate the context(s) that it cannot maintain as described in subclause "MME Initiated Dedicated Bearer Deactivation Procedure". This shall not cause the MME to reject the tracking area update.

NOTE 7:
In case MS (UE) was in PMM-CONNECTED state the bearer contexts are sent already in the Forward Relocation Request message as described in subclause "Serving RNS relocation procedures" of TS 23.060 [7].

If the tracking area update procedure fails a maximum allowable number of times, or if the MME returns a Tracking Area Update Reject (Cause) message, the UE shall enter EMM DEREGISTERED state.

If the Update Location Ack message indicates a reject, this should be indicated to the UE, and the UE shall not access non-PS services until a successful location update is performed.

5.3.3.3
Routeing Area Update with MME interaction and without SGW change

The Routeing Area Update without SGW change procedure takes place when a UE that is registered with an MME selects a UTRAN or GERAN cell and the SGW is not changed by the procedure. In this case, the UE changes to a Routeing Area that the UE has not yet registered with the network. This procedure is initiated by an ECM-IDLE state UE and may also be initiated if the UE is in ECM-CONNECTED state. The RA update case is illustrated in Figure 5.3.3.3-1.

NOTE 0:
This procedure covers the MME to 2G or 3G SGSN RAU and the 2G or 3G SGSN to 2G or 3G SGSN RAU with MME interactions, e.g. when ISR is used.
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Figure 5.3.3.3-1: Routeing Area Update with MME interaction and without SGW change

NOTE 1:
For a PMIP-based S5/S8, procedure steps (A) and (B) are defined in TS 23.402 [2]. Steps 8 and 10 concern GTP based S5/S8.

1.
The UE selects a UTRAN or GERAN cell. This cell is in a Routeing Area that is not yet registered with the network or the UE reselects a UTRAN or GERAN cell and is not registered or updated with the SGSN (e.g. periodic RAU timer expired while camping on E‑UTRAN). The UE in ECM‑CONNECTED state may change to the GERAN cell through Network Assisted Cell Change (NACC).

2a.
The UE sends a Routeing Area Update Request (old P-TMSI, old RAI, UE Network Capability, P‑TMSI Signature, additional P‑TMSI/RAI) message to the new SGSN.


If the UE's internal TIN indicates "GUTI" and the UE holds a valid GUTI then the UE indicates the GUTI as the old P‑TMSI and old RAI. If the UE's TIN indicates "P‑TMSI" or "RAT‑related TMSI" and the UE holds a valid P‑TMSI and related RAI then these two elements are indicated as old P‑TMSI and old RAI. Mapping a GUTI to a P‑TMSI and an RAI is specified in Annex H.


If the UE holds a valid P‑TMSI and related RAI then the UE indicates these parameters as additional P‑TMSI/RAI, regardless whether the old P‑TMSI and old RAI indicate the same parameters or parameters mapped from a GUTI.


The old P‑TMSI is indicated in the RAU Request message for Iu‑mode only. For Gb mode the TLLI is derived from the value that is determined as the old P‑TMSI according to the rules above. The routing parameter that is signalled in the RRC signalling to the RNC for routing to the SGSN is derived from the identifier that is signalled as the old P‑TMSI according to the rules above. For a combined MME/SGSN the RAN is configured to route the NRI(s) of this combined node to the same combined node. The RAN is also configured to route NRI(s) of P‑TMSIs that are generated by the UE's mapping of the GUTIs allocated by the combined node. Such a RAN configuration may also be used for separate nodes to avoid changing nodes in the pool caused by inter RAT mobility.


If the UE has a follow-on request, i.e. if there is pending uplink traffic (signalling or data), the 3G SGSN may use, as an implementation option, the follow-on request indication to release or keep the Iu connection after the completion of the RA update procedure.

Editor's note:
It is FFS whether, for O+M purposes, the Release 8 RAU Request should be extended to carry the last visited TAI.

2b.
The RNC shall add the Routeing Area Identity before forwarding the message to the SGSN. This RA identity corresponds to the RAI in the MM system information sent by the RNC to the UE. The BSS shall add the Cell Global Identity (CGI) of the cell where the UE is located before passing the message to the new SGSN.

Editor's Note:
It is FFS how the S-TMSI and P-TMSI handling is performed to let RAN select the same CN node for GERAN/UTRAN access as for E-UTRAN access, this to support co-location of the MME function and the SGSN function in one node.

3.
The new S4 SGSN uses the old RAI received from the UE to derive the old MME or old S4 SGSN address. If the old RAI identifies an old MME the new S4 SGSN sends a Context Request (P-TMSI, New SGSN Address, P-TMSI Signature) message to the old MME to get the context for the UE. If the old RAI identifies an old S4 SGSN the new S4 SGSN sends a Context Request (P-TMSI, New SGSN Address, P-TMSI Signature) message to the old S4 SGSN If the UE is not known in the old MME/old S4 SGSN, the old MME/old S4 SGSN responds with an appropriate error cause. If the new S4 SGSN indicates that it has authenticated the UE or if the old MME/old S4 SGSN authenticates the UE, the old MME/old S4 SGSN starts a timer.

3a.
If the UE was in ECM-CONNECTED state, the source MME sends a Context Request message to the source eNodeB. The source eNodeB begins buffering downlink packets for forwarding rather than transmitting them to the UE.

3b.
The source eNodeB sends a Context Response message to the source MME. Data forwarding is optional.


4.
The old MME responds with one Context Response (IMSI, MSISDN, unused EPS Authentication Vectors, KSIASME, KASME, EPS Bearer Contexts, Serving GW signalling Address and TEID(s)) message. The old S4 SGSN responds with a Context Response (IMSI, MSISDN, unused Authentication Quintets, CK, IK, KSI, EPS Bearer Context(s), Serving GW address and TEID for control signalling) message. The PDN GW Address and TEID(s) (for GTP-based S5/S8) or GRE Keys (PMIP-based S5/S8 at the PDN GW(s) for uplink traffic), and the TI(s) is part of the EPS Bearer context(s). The old MME maps the EPS bearers to PDP contexts 1-to-1 and maps the EPS QoS parameter values of an EPS bearer to the pre-Rel-8 QoS parameter values of a bearer context as defined in Annex E. The bearer contexts shall be sent in a prioritized order, i.e. the most important bearer context first. The prioritization method is implementation dependent, but should be based on the current activity.

NOTE 2:
Assigning the highest priority to the bearer context without TFT could be done to get service continuity for all ongoing services regardless of the number of supported EPS bearers in the UE and network.


The new SGSN shall ignore the UE Network Capability contained in the context of the Context Response only when it has previously received an UE Network Capability in the Routeing Area Update Request. If UE is not known in the old MME/old S4 SGSN, the old MME/old S4 SGSN responds with a appropriate error cause.


The new SGSN establishes the PDP context(s) in the indicated order. The SGSN deactivates the PDP contexts which cannot be established.

5.
Security functions may be executed. Procedures are defined in clause 5.3.10 on "Security Function".

6.
 If the old node is a S4 SGSN the new SGSN sends a Context Acknowledge to the old S4 SGSN. The old S4 SGSN marks in its context that the information in the GWs and the HSS are invalid. This ensures that the old S4 SGSN updates the GWs and the HSS if the UE initiates a RAU procedure back to the old S4 SGSN before completing the ongoing RAU procedure.

If the old node is a MME the new SGSN sends an Context Acknowledge (ISR) message to the old MME. Unsless ISR is indicated by the SGSN the old MME marks in its context that the information in the GWs and the HSS are invalid. This ensures that the old MME updates the GWs and the HSS if the UE initiates a TAU procedure back to the old MME before completing the ongoing RAU procedure. ISR indicates to the old MME that it shall maintain the UE's contexts and the MME stops the timer started in step 3. When ISR is not indicated and this timer expires the old MME deletes all bearer resources of the UE. As the Context Acknowledge from the SGSN does not include any S-GW change the MME does not send any Delete Bearer Request message to the S-GW.

If the security functions do not authenticate the UE correctly, then the RAU is rejected, and the SGSN sends a reject indication to the MME. The MME shall continue as if the Identification and Context Request was never received.

6a.
If packets are to be forwarded, the MME sends a Data Forwarding Command message to trigger the eNodeB to begin data forwarding. 

6b.
Forwarding occurs if applicable.


7.
In this procedure flow the Serving GW is not relocated. The SGSN sends an Update Bearer Request (new SGSN Address and TEID, QoS Negotiated, serving network identity, RAT type, ISR) message to the Serving GW. The information element ISR indicates whether ISR is established.


When the Update Bearer Request does not indicate ISR the S‑GW deletes any ISR resources by sending a Delete Bearer Request to the other CN node that has bearer resources on the S‑GW reserved.

8.
The Serving GW informs the PDN GW(s) about the change of for example the RAT type that e.g. can be used for charging, by sending the message Update Bearer Request (Serving GW Address and TEID, RAT type) to the PDN GW(s) concerned.

9.
If dynamic PCC is deployed, and RAT type information needs to be conveyed from the PDN GW to the PCRF, then the PDN GW shall send RAT type information to the PCRF by means of an IP‑CAN Session Modification procedure as defined in TS 23.203 [6].

NOTE 3:
The PDN GW does not need to wait for the PCRF response, but continues in the next step. If the PCRF response leads to an EPS bearer modification the PDN GW should initiate a bearer update procedure.

10.
The PDN GW updates its context field and returns an Update Bearer Response (MSISDN, PDN GW address and TEID) message to the Serving GW. MSISDN is included if the PDN GW has it stored in its UE context.

11.
The Serving GW updates its context fields and returns an Update Bearer Response (Serving GW address and TEID, PDN GW address and TEIDs (for GTP-based S5/S8) or GRE keys (for PMIP-based S5/S8) at the PDN GW(s) for uplink traffic) message.

12.
The new SGSN verifies whether it holds subscription data for the UE identified by the P‑TMSI, the additional PTMSI/RAI or by the IMSI received with the context data from the old CN node. If there are no subscription data in the new SGSN for this UE then the new SGSN informs the HSS of the change of the SGSN by sending an Update Location (SGSN Number, SGSN Address, IMSI) message to the HSS.

13.
The HSS sends a Cancel Location (IMSI, Cancellation Type) message to the old SGSN with the Cancellation Type set to Update Procedure.


When receiving the Cancel Location message and the old node is an SGSN and the timer started in step 3 is not running, the old S4 SGSN removes the MM and bearer contexts. Otherwise, the contexts are removed when the timer expires. It also ensures that the MM context is kept in the old S4 SGSN for the case the UE initiates another RAU procedure before completing the ongoing RAU procedure to the new SGSN. The old S4 SGSN acknowledges with a Cancel Location Ack (IMSI) message.

NOTE 4:
ISR is never indicated from new to old SGSN.


An old SGSN deletes all bearer resources of an UE in any case when the timer started in step 3 expires, which is independent from receiving a Cancel Location message.


When the timer started in step 3 expires and the old node is an MME the old MME releases any EPS bearer resources of the UE.


When receiving the Context Acknowledge and if the old MME has an S1-MME association for the UE, the source MME sends a S1-U Release Command to the source eNodeB. The RRC connection is released by the source eNodeB. The source eNodeB confirms the release of the RRC connection and of the S1-U connection by sending a S1-U Release Complete message to the source MME.

14
The HSS sends Insert Subscriber Data (IMSI, Subscription Data) to the new SGSN. The new SGSN validates the UE's presence in the (new) RA. If due to regional subscription restrictions or access restrictions the UE is not allowed to be attached in the RA, the SGSN rejects the Routeing Area Update Request with an appropriate cause to the UE, and may return an Insert Subscriber Data Ack (IMSI, SGSN Area Restricted) message to the HSS. If all checks are successful, the SGSN constructs an MM context for the UE and returns an Insert Subscriber Data Ack (IMSI) message to the HSS.

15.
The HSS acknowledges the Update Location message by sending an Update Location Ack to the new SGSN. If the Update Location is rejected by the HSS, the new SGSN rejects the Attach Request from the UE with an appropriate cause.

18.
The new SGSN responds to the UE with a Routeing Area Update Accept (P-TMSI, P-TMSI signature, ISR) message to the UE. P-TMSI is included if the SGSN allocates a new P-TMSI.


ISR indicates to the UE that its GUTI and list of TAs remain registered with the network and remain valid in the UE. If ISR is not indicated the UE sets in its internal data the update status of the GUTI to "update‑needed".

When receiving the RAU Accept message and there is no ISR indication the UE sets its TIN to "P‑TMSI". When ISR is indicated and the UE's TIN indicates "P‑TMSI" the TIN is not changed. When ISR is indicated and the UE's TIN indicates "GUTI" or "RAT‑related TMSI" the UE sets its TIN to "RAT‑related TMSI".


In case of an SGSN change ISR is not activated by the new SGSN to avoid context transfer procedures with two old CN nodes.

19.
If P-TMSI was included in the Routeing Area Update Accept message, the UE acknowledges the new P-TMSI by returning a Routeing Area Update Complete message to the SGSN.

20.
For Iu-mode, if the UE has uplink data or signalling pending it shall send a Service Request (P-TMSI, CKSN, Service Type) message to the new SGSN. If a P-TMSI was allocated in step 18, that P-TMSI is the one included in this message. Service Type specifies the requested service. Service Type shall indicate one of the following: Data or Signalling.

21.
If the UE has sent the Service Request, the new 3G SGSN requests the RNC to establish a radio access bearer by sending a RAB Assignment Request (RAB ID(s), QoS Profile(s), GTP SNDs, GTP SNUs, PDCP SNUs) message to the RNC. If Direct Tunnel is established the SGSN provides to the RNC the Serving GW's Address for User Plane and TEID for uplink data.

22.
If the SGSN established Direct Tunnel in step 21) it shall send Update Bearer Request to the Serving GW and include the RNC's Address for User Plane and downlink TEID for data. The Serving GW updates the Address for User Plane and TEID for downlink data and return an UpdateBearer Response.

NOTE 5:
EPS does not support any CAMEL procedures.

NOTE 6:
The new SGSN may initiate RAB establishment after execution of the security functions (step 5), or wait until completion of the RA update procedure. For the MS, RAB establishment may occur anytime after the RA update request is sent (step 2).

In the case of a rejected routeing area update operation, due to regional subscription, roaming restrictions, or access restrictions (see TS 23.221 [27] and TS 23.008 [28]) the new SGSN shall not construct an MM context. A reject shall be returned to the UE with an appropriate cause. The UE shall not re-attempt a routeing area update to that RA. The RAI value shall be deleted when the UE is powered up. It is FFS whether the RAI value being deleted until power up as specified both here and in TS 23.060 [7] is correct.
 If the network supports the MOCN configuration for network sharing, the SGSN may, if the UE is not a 'Network Sharing Supporting MS', in this case decide to initiate redirection by sending a Reroute Command to the RNS, as described in TS 23.251 [24] instead of rejecting the routeing area update.

If the new SGSN is unable to update the bearer context in one or more P-GWs, the new SGSN shall deactivate the corresponding bearer contexts as described in clause "SGSN-initiated PDP Context Deactivation Procedure" of TS 23.060 [7]. This shall not cause the SGSN to reject the routeing area update.

The bearer contexts shall be sent from old to new SGSN in a prioritized order, i.e. the most important bearer context first in the SGSN Context Response message. (The prioritization method is implementation dependent, but should be based on the current activity).

The new SGSN shall determine the Maximum APN restriction based on the received APN Restriction of each bearer context from the P‑GW and then store the new Maximum APN restriction value.

If the new SGSN is unable to support the same number of active bearer contexts as received from the old MME/SGSN, the new SGSN should use the prioritisation sent by old MME/SGSN as input when deciding which bearer contexts to maintain active and which ones to delete. In any case, the new SGSN shall first update all contexts in one or more P-GWs and then deactivate the context(s) that it cannot maintain as described in subclause "SGSN-initiated PDP Context Deactivation Procedure" of TS 23.060 [7]. This shall not cause the SGSN to reject the routeing area update.

NOTE 6:
In case the UE was in PMM-CONNECTED state the bearer contexts are sent already in the Forward Relocation Request message as described in subclause "Serving RNS relocation procedures" of TS 23.060 [7].

If the routeing area update procedure fails a maximum allowable number of times, or if the SGSN returns a Routeing Area Update Reject (Cause) message, the UE shall enter PMM DETACHED state.

If the Update Location Ack message indicates a reject, this should be indicated to the UE, and the UE shall not access non-PS services until a successful location update is performed. 

5.3.3.6
Routeing Area Update with MME interaction and with SGW change

The Routeing Area Update with SGW change procedure takes place when a UE that is registered with an MME selects a UTRAN or GERAN cell and the SGW is changed by the procedure. In this case, the UE changes to a Routeing Area that the UE has not yet registered with the network. This procedure is initiated by an ECM-IDLE state UE and may also be initiated if the UE is in ECM-CONNECTED state. This RA update case is illustrated in Figure 5.3.3.6-1.

NOTE 0:
This procedure covers the MME to 2G or 3G SGSN RAU and the 2G or 3G SGSN to 2G or 3G SGSN RAU with MME interactions, e.g when ISR is used.
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Figure 5.3.3.6-1: Routeing Area Update with MME interaction and with SGW change

NOTE 1:
For a PMIP-based S5/S8, procedure steps (A) and (B) are defined in TS 23.402 [2]. Steps 8 and 10 concern GTP based S5/S8

1.
The UE selects a UTRAN or GERAN cell. This cell is in a Routeing Area that is not yet registered with the network. The UE in ECM‑CONNECTED state may change to the GERAN cell through Network Assisted Cell Change (NACC).

2a.
The UE sends a Routeing Area Update Request (old RAI, old P-TMSI, UE Network Capability, P‑TMSI Signature, additional P‑TMSI/RAI) message to the new SGSN.


If the UE's TIN indicates "GUTI" and the UE holds a valid GUTI then the UE indicates the GUTI as the old P‑TMSI and old RAI. If the UE's TIN indicates "P‑TMSI" or "RAT‑related TMSI" and the UE holds a valid P‑TMSI and related RAI then these two elements are indicated as old P‑TMSI and old RAI. Mapping a GUTI to a P‑TMSI and an RAI is specified in Annex H.


If the UE holds a valid P‑TMSI and related RAI then the UE indicates these parameters as additional P‑TMSI/RAI, regardless whether the old P‑TMSI and old RAI indicate the same parameters or parameters mapped from a GUTI.


The old P‑TMSI is indicated in the RAU Request message for Iu‑mode only. For Gb mode the TLLI is derived from the value that is determined as the old P‑TMSI according to the rules above. The routing parameter that is signalled in the RRC signalling to the RNC for routing to the SGSN is derived from the identifier that is signalled as the old P‑TMSI according to the rules above. For a combined MME/SGSN the RAN is configured to route the NRI(s) of this combined node to the same combined node. The RAN is also configured to route NRI(s) of P‑TMSIs that are generated by the UE's mapping of the GUTIs allocated by the combined node. Such a RAN configuration may also be used for separate nodes to avoid changing nodes in the pool caused by inter RAT mobility.


If the UE has a follow-on request, i.e. if there is pending uplink traffic (signalling or data), the 3G-SGSN may use, as an implementation option, the follow-on request indication to release or keep the Iu connection after the completion of the RA update procedure.

Editor's note:
It is FFS whether, for O+M purposes, the Release 8 RAU Request should be extended to carry the last visited TAI.

Editor's Note:
It is FFS how the S-TMSI and P-TMSI handling is performed to let RAN select the same CN node for GERAN/UTRAN access as for E-UTRAN access, this to support co-location of the MME function and the SGSN function in one node.

2b.
The RNC shall add the Routeing Area Identity before forwarding the message to the SGSN. This RA identity corresponds to the RAI in the MM system information sent by the RNC to the UE. The BSS shall add the Cell Global Identity (CGI) of the cell where the UE is located before passing the message to the new SGSN.

Editor's note:
It is FFS how the S-TMSI and P-TMSI handling is performed to let RAN select the same CN node for GERAN/UTRAN access as for E-UTRAN access, this to support co-location of the MME function and the SGSN function in one node.

3.
The new S4 SGSN uses the old RAI received from the UE to derive the old MME orold S4 SGSN address. If the old RAI identifies an old MME the new S4 SGSN sends a Context Request (P-TMSI, New SGSN Address, P-TMSI Signature) message to the old MME to get the context for the UE. If the old RAI identifies an old S4 SGSN the new S4 SGSN sends a Context Request (P-TMSI, New SGSN Address, P-TMSI Signature) message to the old S4 SGSN. If the UE is not known in the old MME/old S4 SGSN, the old MME/old S4 SGSN responds with an appropriate error cause. If the new SGSN indicates that it has authenticated the UE or if the old MME/old S4 SGSN authenticates the UE, the old MME/old S4 SGSN starts a timer.

3b.
If the UE was in ECM-CONNECTED state, the source MME sends a Context Request message to the source eNodeB.  The source eNodeB begins buffering downlink packets for forwarding rather than transmitting them to the UE.


If the UE was in PMM-CONNECTED state, the source SGSN sends a Context Request message to the source RNS. The source RNC begins buffering downlink packets for forwarding rather than transmitting them to the UE.

3c.
The source eNodeB sends a Context Response message to the source MME. Data forwarding is optional.


The source RNC sends a Context Response message to the source SGSN. Data forwarding is optional.


4.
The old MME responds with one Context Response (IMSI, MSISDN, unused EPS Authentication Vectors, KSIASME, KASME, EPS Bearer Contexts, Serving GW signalling Address and TEID(s)) message. The old S4 SGSN responds with a Context Response (IMSI, MSISDN, unused Authentication Quintets, CK, IK, KSI, EPS Bearer Context(s), Serving GW address and TEID for control signalling) message. The PDN GW Address and TEID(s) (for GTP-based S5/S8) or GRE Keys (PMIP-based S5/S8 at the PDN GW(s) for uplink traffic), and the TI(s) is part of the EPS Bearer context(s). The old MME/SGSN maps the EPS bearers to PDP contexts 1-to-1 and maps the EPS QoS parameter values of an EPS bearer to the pre-Rel-8 QoS parameter values of a PDP context as defined in Annex E. The bearer contexts shall be sent in a prioritized order, i.e. the most important bearer context first. The prioritization method is implementation dependent, but should be based on the current activity.

NOTE 2:
Assigning the highest priority to the bearer context without TFT could be done to get service continuity for all ongoing services regardless of the number of supported EPS bearers in the UE and network.


The new SGSN shall ignore the UE Network Capability contained in context of the Context Response only when it has previously received an UE Network Capability in the Routeing Area Request. If UE is not known in the old MME/old S4 SGSN, the old MME/old S4 SGSN responds with a appropriate error cause.


The new SGSN establishes the PDP context(s) in the indicated order. The SGSN deactivates the PDP contexts which cannot be established.

5.
Security functions may be executed. Procedures are defined in clause 5.3.10 on "Security Function".

6.
The SGSN determines to relocate the Serving GW. The Serving GW is relocated when the old Serving GW cannot continue to serve the UE. The SGSN may also decide to relocate the Serving GW in case a new Serving GW is expected to serve the UE longer and/or with a more optimal UE to PDN GW path, or in case a new Serving GW can be co-located with the PDN GW. Selection of a new Serving GW is performed according to clause 4.3.8.2 on "Serving GW selection function".


The new SGSN sends a Context Acknowledge (Serving GW change indication) message to the old MME/old S4 SGSN. Serving GW change indication indicates a new Serving GW has been selected. The old MME/old S4 SGSN marks in its context that the information in the GWs and the HSS are invalid. This ensures that the old MME/old S4 SGSN updates the GWs and the HSS if the UE initiates a TAU/RAU procedure back to the old MME/old S4 SGSN before completing the ongoing RAU procedure. ISR is not indicated in the Context Acknowledge as ISR is not activated due to the S-GW change.

If the security functions do not authenticate the UE correctly, then the RAU is rejected, and the SGSN sends a reject indication to the old MME/old S4 SGSN. The old MME/old S4 SGSN shall continue as if the Identification and Context Request was never received.


If packets are to be forwarded, the MME sends a Data Forwarding Command message to trigger the eNodeB to begin data forwarding. Forwarding occurs if applicable.


7.
In this procedure flow the Serving GW is relocated. The SGSN sends a Create Bearer Request (IMSI, bearer contexts, SGSN Context ID, RAT Type, Type, the Protocol Type over S5/S8, etc) message to the selected new Serving GW. The PDN GW address is indicated in the bearer contexts. Type indicates to the Serving GW to send the Update Bearer Request  the PDN GW. The Protocol Type over S5/S8 is provided to Serving GW which protocol should be used over S5/S8 interface.

8.
The new Serving GW sends the message Update Bearer Request (Serving GW Address, Serving GW TEID, RAT type) to the PDN GW concerned.
9.
If dynamic PCC is deployed, and RAT type information needs to be conveyed from the PDN GW to the PCRF, then the PDN GW shall send RAT type information to the PCRF by means of an IP-CAN Session Modification procedure as defined in TS 23.203 [6].

NOTE 3:
The PDN GW does not need to wait for the PCRF response, but continues in the next step. If the PCRF response leads to an EPS bearer modification the PDN GW should initiate a bearer update procedure.

10.
The PDN GW updates its context field and returns an Update Bearer Response (PDN GW address and TEID, MSISDN) message to the Serving GW. The MSISDN is included if the PDN GW has it stored in its UE context.

11.
The new Serving GW updates its bearer context. This allows the Serving GW to route Bearer PDUs to the PDN GW when received from RNC. The new Serving GW returns an Create Bearer Response (Serving GW address and TEID, PDN GW Address and TEIDs (for GTP-based S5/S8) or GRE keys (for PMIP-based S5/S8) at the PDN GW(s) for uplink traffic) message to the SGSN.

12.
The new SGSN verifies whether it holds subscription data for the UE identified by the P‑TMSI, the additional P‑TMSI/RAI or by the IMSI received with the context data from the old CN node. If there are no subscription data in the new SGSN for this UE then the new SGSN informs the HSS of the change of SGSN by sending an Update Location (SGSN Number, SGSN Address, IMSI) message to the HSS.

13.
The HSS sends a Cancel Location (IMSI, Cancellation Type) message to the old S4 SGSN with the Cancellation Type set to Update Procedure.


When the timer started in step 3 expires and the old node is an SGSN, the old S4 SGSN removes the MM and bearer contexts. Otherwise, the contexts are removed when the timer expires. It also ensures that the MM context is kept in the old S4 SGSN for the case the UE initiates another RAU procedure before completing the ongoing RAU procedure to the new SGSN. The old S4 SGSN acknowledges with a Cancel Location Ack (IMSI) message.

NOTE 6:
ISR is never indicated from new to old SGSN.


An old SGSN deletes all bearer resources of an UE in any case when the timer started in step 3 expires, which is independent from receiving a Cancel Location message.


If the timer started in step 3 expires and the old node is an MME the old MME releases any EPS bearer resources of the UE.


When receiving the Context Acknowledge and if the old MME has an S1-MME association for the UE, the source MME sends a S1-U Release Command to the source eNodeB. The RRC connection is released by the source eNodeB. The source eNodeB confirms the release of the RRC connection and of the S1-U connection by sending a S1-U Release Complete message to the source MME.

14
The HSS sends Insert Subscriber Data (IMSI, Subscription Data) to the new SGSN. The new SGSN validates the UE's presence in the (new) RA. If due to regional subscription restrictions or access restrictions the UE is not allowed to be attached in the RA, the SGSN rejects the Routeing Area Update Request with an appropriate cause to the UE, and may return an Insert Subscriber Data Ack (IMSI, SGSN Area Restricted) message to the HSS. If all checks are successful, the SGSN constructs an MM context for the UE and returns an Insert Subscriber Data Ack (IMSI) message to the HSS.

15.
The HSS acknowledges the Update Location message by sending an Update Location Ack to the new SGSN. If the Update Location is rejected by the HSS, the new SGSN rejects the Attach Request from the UE with an appropriate cause.

16.
When the timer started in step 3 expires and the old MME/old S4 SGSN received the Serving GW change indication in the Context Acknowledge message, the old MME/old S4 SGSN deletes the EPS bearer resources by sending Delete Bearer Request (Cause, TEID) messages to the old Serving GW. Cause indicates to the old Serving GW that the old Serving GW shall not initiate a delete procedure towards the PDN GW. If ISR is established on the S‑GW then the S‑GW deletes the bearer resources on the other old CN node by sending Delete Bearer Request message(s) to that CN node.

17.
The old Serving GW acknowledges with Delete Bearer Response (TEID) messages.
18.
The new SGSN responds to the UE with a Routeing Area Update Accept (P-TMSI, P-TMSI Signature) message.


If ISR is not indicated the UE sets in its internal data the update status of the GUTI to "update‑needed".

In case of an S‑GW change ISR is never indicated by the SGSN to the UE as it needs a TAU with the same S‑GW first to activate ISR. In case of an SGSN change ISR is not activated by the new SGSN to avoid context transfer procedures with two old CN nodes.


When receiving the RAU Accept message and there is no ISR indication the UE sets its TIN to "P‑TMSI". 
19.
If the P-TMSI was included in the RAU Accept message.the UE acknowledges the new P-TMSI by returning a Routeing Area Update Complete message to the SGSN.

20.
For Iu-mode, if the UE has uplink data or signalling pending it shall send a Service Request (P-TMSI, CKSN, Service Type) message to the new SGSN. If a P-TMSI was allocated in step 18, that P-TMSI is the one included in this message. Service Type specifies the requested service. Service Type shall indicate one of the following: Data or Signalling.

21.
If the UE has sent the Service Request, the new 3G SGSN requests the RNC to establish a radio access bearer by sending a RAB Assignment Request (RAB ID(s), QoS Profile(s), GTP SNDs, GTP SNUs, PDCP SNUs) message to the RNC. If Direct Tunnel is established the SGSN provides to the RNC the Serving GW's Address for User Plane and TEID for uplink data.

22.
If the SGSN established Direct Tunnel in step 21) it shall send Update Bearer Request to the Serving GW and include the RNC's Address for User Plane and downlink TEID for data. The Serving GW updates the Address for User Plane and TEID for downlink data and return an Update Bearer Response.

NOTE 7:
EPS does not support any CAMEL procedures.

In the case of a rejected routeing area update operation, due to regional subscription, roaming restrictions, access restrictions (see TS 23.221 [80] and TS 23.008 [79]) or because the SGSN cannot determine the HLR address to establish the locating updating dialogue, the new SGSN shall not construct an MM context. A reject shall be returned to the UE with an appropriate cause. The UE does not re-attempt a routeing area update to that RA. The RAI value shall be deleted when the UE is powered-up. It is FFS whether the RAI value being deleted until power up as specified both here and in TS 23.060  [7] is correct.
If the new SGSN is unable to update the bearer context in one or more P-GWs, the new SGSN shall deactivate the corresponding bearer contexts as described in clause "SGSN-initiated PDP Context Deactivation Procedure" of TS 23.060 [7]. This shall not cause the SGSN to reject the routeing area update.

The bearer contexts shall be sent from old MME to new SGSN in a prioritized order, i.e. the most important bearer context first in the Context Response message. (The prioritization method is implementation dependent, but should be based on the current activity).

The new SGSN shall determine the Maximum APN restriction based on the received APN Restriction of each bearer context from the P-GW and then store the new Maximum APN restriction value.

If the new SGSN is unable to support the same number of active bearer contexts as received from old MME, the new SGSN should use the prioritisation sent by old MME as input when deciding which contexts to maintain active and which ones to delete. In any case, the new SGSN shall first update all contexts in one or more P-GWs and then deactivate the context(s) that it cannot maintain as described in subclause "SGSN-initiated PDP Context Deactivation Procedure" of TS 23.060 [7]. This shall not cause the SGSN to reject the routeing area update.

If the routeing area update procedure fails a maximum allowable number of times, or if the SGSN returns a Routeing Area Update Reject (Cause) message, the MS shall enter IDLE state.
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