Page 1



3GPP TSG SA WG2 Meeting #65
 S2-084116
Prague, Czech Republic, 12 - 16 May 2008
	CR-Form-v9.4

	CHANGE REQUEST

	

	(
	23.402
	CR
	0332
	(
rev
	
	(
Current version:
	8.1.1
	(

	

	For HELP on using this form look at the pop-up text over the ( symbols. Comprehensive instructions on how to use this form can be found at http://www.3gpp.org/specs/CR.htm.

	


	Proposed change affects:
(
	UICC apps(
	
	ME
	
	Radio Access Network
	X
	Core Network
	X


	

	Title:
(
	Recovery and Restoration Procedures for PMIP-based S5/S8 variant

	
	

	Source to WG:
(
	Huawei

	Source to TSG:
(
	S2

	
	

	Work item code:
(
	SAES
	
	Date: (
	02/05/2008

	
	
	
	
	

	Category:
(
	B
	
	Release: (
	Rel-8

	
	Use one of the following categories:
F  (correction)
A  (corresponds to a correction in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
R99
(Release 1999)
Rel-4
(Release 4)
Rel-5
(Release 5)
Rel-6
(Release 6)
Rel-7
(Release 7)
Rel-8
(Release 8)
Rel-9
(Release 9)

	
	

	Reason for change:
(
	There aren't Recovery and Restoration Procedures in TS 23.402.

	
	

	Summary of change:
(
	Add Recovery and Restoration Procedures in TS 23.402 for PMIP-based S5/S8 variant

	
	

	Consequences if 
(
not approved:
	Without the clarification, it is unclear how the network elements deal with failure.

	
	

	Clauses affected:
(
	5.x (new), 5.x.1 (new) , 5.x.2 (new), 5.x.3（new）, 5.x.4(new), 5.x.5(new)

	
	

	
	Y
	N
	
	

	Other specs
(
	
	X
	 Other core specifications
(
	

	affected:
	
	X
	 Test specifications
	

	
	
	X
	 O&M Specifications
	

	
	

	Other comments:
(
	


5.x
Recovery and Restoration Procedures

The recovery and restoration procedures are intended to maintain service if inconsistencies in databases occur and at lost or invalid database information. "Invalid" in this context means that the database entry cannot be regarded as reliable.

5.x.1
HSS Failure

When an HSS restarts, it behaves as per 3GPP TS 23.401 subclause 5.x.1

5.x.2
MME FailureWhen an MME fails, MM and Bearer contexts stored in the MME are lost. Error detection, bearer release and MME recovery apply as per 3GPP TS 23.401 subclause 5.x.2

5.x.3
Serving GW Failure

When a Serving GW fails, all the bearer contexts stored are lost. 

The PDN GW may detect the Serving GW failure and shall release locally all related PMIP tunnels. 

The eNodeB on detection of a Serving GW failure behaves as per 3GPP TS 23.401 subclause 5.x.3.

5.x.4
PDN GW Failure

When a PDN GW fails, all the bearer contexts stored are lost. 

The PDN GW may detect the Serving GW failure and shall release locally all related PMIP tunnels. 

5.x.5
eNodeB Failure

When an eNodeB fails, all the bearer contexts stored are lost. Error detection, bearer release and eNodeB recovery apply as per 3GPP TS 23.401 subclause 5.x.5

