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### Start 1st modified section ###

6.1.1

Binding mechanism

6.1.1.1

General

The binding mechanism is the procedure that associates a service data flow (defined in a PCC rule by means of the SDF template and the associated QoS parameters), with the IP-CAN bearer deemed to transport the service data flow. A QoS rule is a subset of the corresponding PCC rule and includes all the data relevant for binding. Therefore, the QoS rule is valid input for bearer binding at the BBERF as well as the PCC rule is at the PCEF. For service data flows that are authorized over Rx, the binding mechanism shall associate the resulting rule/rules with the IP-CAN bearer that is selected to carry the service data flow/flows.

NOTE 1:
The relation between authorizations over Rx and PCC rules is defined by the PCRF configuration. One Rx authorization can be covered by one or more PCC rules (e.g. one PCC rule per media component of an IMS session). Conversely, multiple Rx authorizations may be combined in a single PCC rule  
NOTE 2: 
The PCRF may generate dynamic PCC rules for service data flows without any corresponding Rx authorization. Such PCC rules may be statically configured at the PCRF or dynamically generated with the UE provided traffic mapping information. 
The binding mechanism creates bearer bindings. The algorithm and functional allocation, employed by the binding mechanism, may be specific for the kind of IP-CAN, see the IP-CAN specific Annexes.

The binding mechanism includes three steps:
1.
Session binding;
2
PCC Rule authorization;
3.
Bearer binding.
6.1.1.2

Session binding
Session binding is the association of the service data flow template (e.g. derived from an Rx authorization) to an IP-CAN session. 

The PCRF shall perform the session binding, which shall take the following IP-CAN parameters into account:

a)
The UE IP address(es);

b)
The UE identity (of the same kind), if present.

NOTE 3:
In case the UE identity in the IP-CAN and the application level identity for the user are of different kinds, the PCRF needs to maintain, or have access to, the mapping between the identities. Such mapping is not subject to specification within this TS.

c)
The information about the packet data network (PDN) the user is accessing.
NOTE 4:
Only a 1:1 mapping between the Rx session and IP-CAN session is supported in Release 7.

6.1.1.3

PCC Rule authorization
PCC rule authorization is the selection of the QoS parameters (QCI, GBR, MBR, etc.) for the PCC rule.

The PCRF shall perform the PCC rule authorization for the PCC rules inform the session binding step.
The PCRF shall take into account the IP-CAN specific restrictions and other information available to the PCRF. Each PCC rule receives a set of QoS parameters that can be supported by the IP-CAN.
The PCRF shall ensure consistency between active PCC and QoS rules in the nodes serving the IP-CAN session. Whether QoS rules apply, depends on network scenario. See Annexes for details.
6.1.1.4

Bearer Binding
Bearer binding is the association between the PCC rule and an IP-CAN bearer within that IP-CAN session. The  Bearer Binding Function performs the bearer binding. 
The Bearer Binding Function is located at the PCEF or, when present, at the BBERF.
The Bearer Binding Function at the BBERF uses the QoS rule, which the PCRF ensures to contain all the data from the corresponding PCC rule that is required, for bearer binding. For the Bearer Binding Function at the BBERF, within this clause, the QoS rule shall take the same role as the PCC rule.
For GPRS, as defined in Annex A.1 and clause 6.1.1.4.1, the Bearer Binding Function may be located at the PCRF .For details see clause 5.1, and Annexes. 
NOTE 5:
For an IP-CAN, limited to a single IP-CAN bearer per IP-CAN session, the bearer is implicit, so finding the IP-CAN session is sufficient for successful bearer binding.

For an IP-CAN which allows for multiple IP-CAN bearers for each IP-CAN session, the Bearer Binding Function  shall use the following parameters to create the bearer binding for a PCC rule:

a)
The service data flow template in the rule;

b)
The QoS parameters for the rule;

c)
The session binding result;
d)
The QoS parameters of the IP-CAN bearer, if available;

e)
The traffic mapping information, if available.


If there is an IP-CAN bearer with the same QoS class identifier value as the PCC rule, that bearer should be the first candidate for bearer binding. 
The Bearer Binding Function shall evaluate whether it is possible to use one of the existing IP-CAN bearers or not. If none of the existing bearers are possible to use, the Bearer Binding Function should initiate the establishment of a suitable IP-CAN bearer.
The bearer binding is successful if the following conditions are true:

1)
The rule and the selected IP-CAN bearer have the same QoS class identifier; 

2)
The resource reservation, corresponding to the GBR in the rule, is fulfilled;

3)
The traffic mapping, as defined by the rule, is compatible with the IP-CAN bearer traffic mapping negotiated with the UE.

The bearer binding remains valid as long as the above conditions remain fulfilled. 
NOTE 6:
 The handling of a PCC rule with MBR>GBR is up to operator policy (e.g. an independent IP-CAN bearer may be maintained for that SDF to prevent unfairness between competing SDFs).


NOTE 7:
For example, a PCC rule containing multiple service data flow filters that match traffic mapping information of more than one IP-CAN bearer could be segmented by the PCRF according to the different matching traffic mapping information. Afterwards, the PCRF can bind the generated PCC rules individually.
If there is any traffic mapping information not matching to any service data flow filter known to the PCRF and the UE is allowed to request for enhanced QoS for services not known to the PCRF, the PCRF shall add this traffic mapping information as service data flow filter to the corresponding authorized PCC rule. 


For an IP-CAN, where network cannot control what bearer to use, or the Bearer Binding Function gains no information on what IP-CAN bearer the UE selects to send an uplink IP flow on, then  the binding mechanism shall assume that, for bi-directional service data flows, both downlink and uplink packets travel on the same IP-CAN bearer.

Whenever the service data flow template, the QoS authorization or the negotiated traffic mapping information change, the existing bearer bindings shall be re-validated, i.e. the bearer binding shall be performed. The re-validation may, for a service data flow, cause the bearer binding to be with another IP-CAN bearer. If the re-validation fails, the rule shall be removed and the removal shall be reported to the PCRF.
6.1.1.4.1 Bearer binding at the PCRF

If traffic UE-requested mapping information of the IP-CAN bearer and the bearer identity are included in the request for rules, the PCRF shall, for the cases defined in the Annexes, perform the bearer binding. The binding mechanism shall associate the rule with the IP-CAN bearer that is intended to carry the service data flow, as indicated by the traffic mapping information synchronized between the PCEF and UE. The PCRF shall compare the available traffic mapping information of all IP-CAN bearers, for the same IP-CAN session, with the existing service data flow filter information. Each part of the traffic mapping information shall be evaluated separately in the order of their related precedence. Any matching service data flow filter creates the binding of its corresponding service data flow with the IP-CAN bearer to which the traffic mapping information belongs. Since a rule can contain multiple service data flow filters it shall be ensured by the PCRF that a service data flow is only bound to a single IP-CAN bearer, i.e. the same rule may not be established on multiple IP-CAN bearers. 

NOTE 7:
For example, a PCC rule containing multiple service data flow filters that match traffic mapping information of more than one IP-CAN bearer could be segmented by the PCRF according to the different matching traffic mapping information. Afterwards, the PCRF can bind the generated PCC rules individually.
6.1.2
Reporting

Reporting refers to the differentiated IP-CAN session usage information measured at and reported by the PCEF to the online or offline charging functions.

NOTE 1:
Reporting usage information to the online charging function is distinct from credit management. Hence multiple PCC rules may share the same charging key for which one credit is assigned whereas reporting may be at higher granularity if serviced identifier level reporting is used.

The PCEF shall report usage information for online and offline charging.

The PCEF shall report usage information for each charging key value.

The PCEF shall report usage information for each charging key/service identifier combination if service identifier level reporting is requested in the PCC rule.

NOTE 2:
For reporting purposes a) the charging key value identifies a service data flow if the charging key value is unique for that particular service data flow and b) if the service identifier level reporting is present then the service identifier value of the PCC rule together with the charging key identify the service data flow.

Charging information shall be reported based on the result from the service data flow detection and measurement on a per IP-CAN session or IP-CAN bearer basis.
A report may contain multiple containers, each container associated with a charging key or charging key/service identifier.

### End 1st modified section ###

### Start 2nd modified section ###








6.2.7

Bearer Binding and Event Reporting Function (BBERF)

6.2.7.1
General

The BBERF includes the following functionalities:

-
Bearer binding.

-
Uplink bearer binding verification.

Editor's Note:
The detailed definition of 'Uplink bearer binding verification' is FFS. The purpose is to discard traffic that does not comply with the present bearer binding.

-
Event reporting to the PCRF.

Editor's Note:
This functional entity is, when Gxc applies, located at the Serving Gateway and, when Gxa applies, located in a trusted non-3GPP access.

Editor's Note:
The remaining part of this clause remains to be completed.

6.2.7.2
Service data flow detection

The service data flow detection at the BBERF is identical to the detection at PCEF with the following modifications:

-
If the service data flow is tunnelled at the BBERF, the BBERF uses information on the mobility protocol tunnelling header provided by the PCRF and the QoS rules to detect the service data flows.
### End 2nd modified section ###
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