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Abstract of the contribution: Correlation of CS and SIP call legs when using more than one UE was mainly discussed within the context ICS, but the very same issue is present in MMSC (VCC) and SR-VCC.  This paper outlines the problems, the current status and proposes an alternative way forward.
1. Introduction
The issue how to correlate CS and SIP call legs, when a user uses a more than one terminal is not a new problem. Already within Rel-7 VCC this issue was lengthy discussed, but finally not solved which means that Rel-7 VCC only supports one active call per public user identity.
On the other hand for CSI (combinational services) the problem with forking was solved by introducing a Personal ME identifier that can be used to correlate the right device.
Up to now in Rel-8 the correlation issue was mainly discussed within ICS, but also MMSC and SR-VCC require a solution. This contribution tries to discuss the correlation issue beyond ICS for all services. 
Section 2 summarizes once more the issues for all three services, whereas section 3 raises the question whether one single solution can solve the problem for all three services.   
2. Correlations issues
2.1 Rel-7 VCC

The following figure shows the problem within Rel-7 VCC. The VCC application has two established calls towards two different UEs of the same user. Both UEs are sharing the same IMPU 123 in IMS. Once one of the UE requests domain transfer to IMS and uses the shared IMPU 123 for this request, the VCC application does not know which of the two call legs needs to be transferred.
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2.2 Rel-8 MMSC (VCC)

The second figure shows the problem for Rel-8 MMSC. The MMSC application has two established calls towards two different UEs towards the same user using the shared IMPU 123. Once one of the UE requests domain transfer to CS and uses tel 444. How can the MMSC application know which of the two call legs needs to be transferred? Tel 444 was not used to establish the session.

[image: image2]
2.3 Rel-8 SR-VCC

The second figure shows the problem for Rel-8 SR-VCC. The VCC application has two established calls towards two different UEs towards the same user using the shared IMPU 123. Once the network detects ther need to perform handover from LTE to CS and IWF sends INVITE with VDN. How can the VCC application know which of the two call legs needs to be transferred? Tel 444 was not used to establish the session.
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2.4 Rel-8 ICS

The third figure shows the problem for Rel-8 ICS. As UE1 and UE2 are sharing the same identity 123 and UE2 is allowed to use this shared identity as well, the ICS application does not know when to correlate the session request with the bearer leg.  
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4. Current status
Currently the discussion within SA2 goes towards using dynamic PSI (E.164), S2-083066 was agreed at the Jeju meeting. This seems to be sufficient for ICS but it is not generic enough to solve all similar issues at listed in sections above. In other words the solution in S2-083066 works only with ICS UE when using static I1-PS or I1-CS.

An alternative way forward is to use one of the user’s existing identities as a CS correlation identity as described in the next section.

5. Alternative way forward / Example
This alternative way forward could be that the S-CSCF ensures that AS gets the identifier that can be used to correlate the bearers (step 2 in figure below). The following example use case shall help to understand this alternative better.

A single user has two devices, here named UE1 and UE2 with the following identities:
UE1:

· MSISDN1=111; used for CS communication 

· tel: 111; used for IMS communication

· tel: 555; used for IMS communication personal and shared with the other device

· sip:mom@example.com; personal identifier in the IMS (default identity for this user)

· sip:family@example.com; shared identifier in the IMS

· IMPI1=user1@example.com
UE2

· MSISDN2=222; used for CS communication 
· tel: 222; used for IMS communication (default identity for this user)

· tel: 555; used for IMS communication personal and shared with the other device
· sip:dad@example.com; personal identifier in the IMS 

· sip:family@example.com; shared identifier in the IMS

· IMPI2=user2@example.com
UE1 (111) has an established session with UE4 (444). UE2 (222) has an established session with UE3 (333).  UE1 and UE2 share tel: 555. Now UE1 requests session transfer using tel: 555, S-CSCF receives the origination connection request, extracts suitable identifier for correlation and adds tel: 111 as P-Asserted-ID when sending the request to the AS. Now it is possible for the AS to correlate the request with UE1 and is able to perform call leg procedures to keep connection with UE4.
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The main advantage of this proposal is that it is applicable to MMSC (VCC), SR-VCC as well as ICS. The standardisation impacts are that the HSS should be able to mark identity as a ‘CS correlation identity’ (111 in the example above) and transfer this information to S-CSCF. The S-CSCF should be able to detect correlation identity and add it to a request to the AS.

5. Recommendation
It is recommended to agree only on a solution, which is applicable to MMSC, SR-VCC as well as ICS. The use of dynamic routing numbers does not fulfill this requirement. The alternative above is one possible solution fulfilling this requirement; but might not be the only one; other alternatives might be possible as well.
3. UE2 needs to perform domain transfer and sends domain transfer request to the dedicated identifier (VDI). Note: This request does not contain B-party number and it’s up to UE and network which A-party identity is given to the VCC application
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2. Call to YYY and A-party id 123





3. UE2 needs to perform domain transfer and it sends domain transfer request to the dedicated number (VDN). Note: This request does not contain B-party number and network gives 444 as A-party identity





1. Call to XXX and A-party id 123





How the MMSC application does detect which of existing calls should be transferred as number 444 was not used to make the call?
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This request shall not be associated to CS bearer made by UE1





Possibility to use tel-uri1 as A-party identifier!
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2. Call to YYY and A-party id 123





3. Network detects need to perform handover from LTE to CS and IWF sends INVITE with VDN





1. Call to XXX and A-party id 123





How the VCC application does detect which of existing calls should be transferred as number 444 was not used to make the call?
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4. Correlation is possible and existing procedures are followed





3. INVITE=handoverAS@example.com


P-Asserted-ID=tel:555; tel:111
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2. Detects originating connection and extracts suitable identifier for correlation
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