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Introduction

It is unclear what the A Party identity should be 

a) When an Enhanced MSC server for ICS sends a SIP INVITE out on behalf of a ICS subscriber

b) When an SCC AS receives a different A party ID over Gm / I1 than that received over I2.
Discussion

Current situation
An ICS UE can set-up service control signalling via 2 different mechanisms, Gm or I1.  If an ICS UE has an IMS profile that contains many Public User IDs, then these 2 signalling paths allow the ICS UE to provide an A party ID to the SCC AS that the ICE UE wishs to use for that session establishment.

In addition the core network MSC server can also be enhanced for ICS services allowing the MSC server to register on behalf of the UE.  However the MSC server is not aware of the capabilities of the UE and at the time of establishing the signalling for CS Bearer control establishment must also provide an A party address. 

Problem

General
2 problems have been identified

A
Enhanced MSC Server A Party

The Enhanced MSC sever can obtain a number of Public User Identities, they include MSISDN (MAP Insert Subscriber data), SIP / Te; URIs in Diameter message.  When the UE initiates a session which Public user ID should the Enhanced MSC server use?
B
SCC AS

The SCC AS receives 2 INVITES for a session establishment, optionally via Gm / I1 and also via I2.  Depending on the solution chosen to problem (A) these 2 A party IDs could be different, especially if the ICS UE is unaware that the MSC Server has been enhanced.  Which Public User ID takes precedence if 2 are received?

Solution

A
Enhanced MSC Server A Party

It is more than likely that the Enhanced MSC server solution has been deployed to support to none ICS UE's, some of these UEs may or may not be Gm capable for other services. However the subscriber would, if making a voice call via CS, would  traditionally assume that his MSISDN is released to the B party.  This MSISDN would be provisioned in the HSS data for CS services.  However the subscriber may also associate a SIP URI with any IMS sessions that he establishes, in fact he may be able to originate a VoIP call using WLAN or another RAT where by he identifies himself by his SIP URI and the network has an alias Tel URI incase the call breaks out into CS domain.  It is proposed that if the MSISDN appears in the implicit registration set received as part of the Registration Event package when the EMSC server registered that if this MSISDN is an alias to a SIP URI that the SIP URI associated with the MSISDN  and MSISDN are used as the A Party Address.  Else the MSISDN is used as A party address.
B
SCC AS

If the SCC AS receives a different A party address over Gm / I1 than via I2 then the A party address used over Gm / I1 is used as this is the master service control signalling being used to control the session.  If no A party address is received over Gm / I1 or Gm and or I1 was not used then the A party address received via I2 is used.

1st change
7
Procedures and flows

7.1
Sessions established using the Gm or I1 reference point

A Service Control Signalling Path is used to transport service control signalling between the ICS UE and the SCC AS, for enabling IMS services when using CS or PS access. The Service Control Signalling Path is used when needed, e.g. on session establishment and/or service control of IMS sessions using CS voice bearers.

For ICS UE sessions, the SCC AS combines the service control signalling received over the Service Control Signalling Path with the description of the bearer established via the CS network to present an IMS session on behalf of the UE. E.g. the service control signalling elements from Gm / I1 such as A party address shall be used while the bearer description signalling received via CS beater control signalling path shall be used  to construct the signalling for the remote leg.
The Service Control Signalling Path is established via the PS or CS network. 

Figure 7.1-1 illustrates how signalling and bearer paths established by the ICS UE are combined at the SCC AS when the Service Control Signalling Path is established via the PS network. 


[image: image1.emf]SCC AS

CSCF

AS

Service Control Signalling Path via IP-CAN

Media via CS & IMS network

CS Bearer Control Signalling Path via CS network

ICS UE

Access Leg

Remote Leg

 
Figure 7.1-1: ICS UE session signalling and bearer path using PS network for Service Control Signalling Path

Upon session initiation, the ICS UE or the SCC AS establishes the Service Control Signalling Path for communication of service control signalling via the PS network using the Gm reference point.

The ICS UE also sets up the CS Bearer Control Signalling Path using standard CS network procedures to establish the circuit media. 

The SCC AS combines the service control signalling received over the Service Control Signalling Path with the description of the bearer established using the CS Bearer Control Signalling Path by acting as a B2BUA as below:
-
Access Leg: The Access Leg is formed with a combination of the Service Control Signalling Path and the CS Bearer Control Signalling Path.

-
Remote Leg: The Remote Leg is presented by the SCC AS to the CSCF as an IMS session using 3GPP SIP signalling on behalf of the UE.
The TAS and other Application Servers are executed on the Remote Leg as part of standard service execution logic at the CSCF. 
The SIP UA at the UE maintains the SIP/SDP state machine with the SCC AS also maintaining a copy of the state data.
Figure 7.1-2 illustrates how signalling and bearer paths established by the UE are combined at the SCC AS when the Service Control Signalling Path is established via the CS network.
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Figure 7.1-2: ICS UE session signalling and bearer path using CS network for Service Control Signalling Path

Upon session initiation, the ICS UE or the SCC AS establishes the Service Control Signalling Path for communication of service control signalling via the CS network using the I1 reference point. In parallel, the ICS UE or the SCC AS sets up the CS Bearer Control Signalling Path using standard CS network procedures to establish the circuit media. The SCC AS combines the Service Control Signalling Path with the bearer established using the CS Bearer Control Signalling Path by acting as a B2BUA as described above for the case of Service Control Signalling Path established via the PS network.
End 1st change

2nf change

7.3
Originations

7.3.1
Originating sessions using PS media
When the ICS UE has access to a PS network that supports the full duplex speech component of the IMS multimedia telephony service, then standard originating IMS procedures (as described in sub-clause 5.6 in 3GPP TS 23.228[2]) are used to set up the session. The S-CSCF inserts the SCC AS in the IMS session path using originating initial filter criteria. The SCC AS is the first AS inserted into the session path.
7.3.2
Originating sessions using CS media

7.3.2.1
Non ICS UE originating sessions using CS media
7.3.2.1.1
Overview

Originating sessions using CS media made by non ICS UEs who have been successfully registered in IMS by the MSC Server may utilize IMS session control.  The non ICS UE initiates a standard CS originating session toward the MSC Server enhanced for ICS, which in turn may initiate an IMS originating session using the I2 reference point.  The A party address inserted by the MSC Server shall be the Tel URI equivalent of the MSISDN received from the HSS as well as any alias SIP URI associated with that Tel URI received in the implicit registration set.
For these sessions, the MSC Server shall perform the necessary interworking between the I2 reference point and CS signalling described in 3GPP TS 24.008 [6]. The MSC Server shall also control both a CS-MGW using the Mc reference point and an IMS-MGW using the I3 reference point to perform the necessary interworking between CS access bearers and RTP bearers on the Mb reference point.

The SCC AS shall be inserted in the IMS session path using the iFC.
 End change
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