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------ Start of Changes ------

4.1.x
Trusted/untrusted non-3GPP access network detection

During initial attach or handover attach a UE needs to discover the trust relationship (whether it is a Trusted or Untrusted Non-3GPP Access Network) of the non-3GPP access network in order to know which non-3GPP IP access procedure to initiate. The trust relationship of a non-3GPP access network is made known to the UE with one of the following options:

1) For initial attach or handover attach the UE may have pre-configured information about the trust relationship of the non-3GPP access network (e.g. the UE can have a list with non-3GPP access technologies and serving network operators that allow procedures for trusted access) and should try to use the procedure according to this pre-configured information first. If this procedure fails due to a reason indicating that the procedures for selected trust type are not supported, the UE can try to use the procedure for the opposite trust type

2) For handover attach, if the UE has no pre-configured trusted/untrusted information about the non-3GPP access network, the UE may discover the trust relationship before the handover during access network discovery and should try to use the procedure according to these information. If this procedure fails due to a reason indicating that the procedures for selected trust type are not supported, the UE can try to use the procedure for the opposite trust type

3) For initial attach or handover attach, if the non-3GPP access supports 3GPP-based access authentication, the UE may discover the trust relationship during the 3GPP-based access authentication 

4) For initial attach or handover attach, if the UE supports HBM and/or supports the mechanism described in option 3 and has not discovered the trust relationship of a non-3GPP access network by one of the options 1-3 it should try to use the procedure for trusted access. If this procedure fails due to a reason indicating that the procedures for trusted access are not supported, the UE can try to use the procedure for untrusted access

5) For initial attach or handover attach, if the UE supports NBM only and does not support the mechanism described in option 3 and has not discovered the trust relationship of a non-3GPP access network by one of the options 1-2 it should try to use the procedure for untrusted access. If this procedure fails the UE can consider the non-3GPP access network to be trusted

------ End of Changes ------
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