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1. Overall Description
SA3 would like to thank SA2 for the LS to inform the case of CSFB and like to provide the following reply to SA2 question.
Q: SA2 kindly asks SA3 what are the security requirements for sending CLI over the E-UTRAN air interface down to the MS both when MS is in ‘idle’ mode and ‘connected’ mode?
A: SA3 considers that CLI shall be encrypted over the E-UTRAN air interface down to the MS, but it shall not impact the current mechanism for paging (not encrypted). So, it’s suggested that CLI can be included in NAS signalling sending to the MS when MS is in ‘connected’ mode, and then E-UTRAN security mechanism over the air interface can be reused here. For MS in ‘idle’ mode, SA3 suggests that the MS first transforms into ‘connect’ mode through E-UTRAN paging procedure and then CLI can be sent using E-UTRAN security mechanism as above mentioned.

2. Actions:

To SA2: SA3 kindly asks SA2 to take the above information into account.

3. Dates of Next TSG-SA2 Meetings:

Meeting
Date
Location

SA3#52
23-27 Jun 2008
Sophia-Antipolis, France

SA3 ad hoc
24-26 Sep 2008
Sophia-Antipolis, France

SA3#53
17-21 Nov 2008
Japan
