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Handover between 3GPP access and I-WLAN with collocated GGSN-HA is studied in this section. 
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Figure XXX: Handover from 3GPP access to I-WLAN
1. The UE is first attached to a 3GPP access. There is a GTP tunnel between the SGSN and the GGSN.

2. The UE needs to handover to a WLAN access network. The HO decision mechanism could be based on local policy in the UE. Whether the HO is initiated by UE with assistance of the Network is FFS

3. The UE attaches to a WLAN system and gets a local IP address from the WLAN system. Subsequently, the UE performs PDG discovery, and starts an IKEv2 exchange with the PDG. The IKEv2 exchange may involve mutual authentication, and the PDG authorizing the UE for I-WLAN access. At the end of the IKEv2 exchange, an IPsec tunnel is created between the UE and the PDG. Via the IKEv2 configuration payload, the UE gets a local IP address (CoA). The UE may also obtain the Home Agent information via IKEv2 configuration payload if not already available in the UE.
Editor’s Note:  It is FFS that how the same GGSN/HA as it was used in GPRS is selected by the UE.
4. The UE perform IKEv2/IPsec security association setup procedure with the Home Agent for DSMIPv6.
5. The UE sends a binding update to its home agent to update the binding cache entry at the home agent. The UE will use its IP address used in 3GPP access as its Home Address. This address will be preserved unless further indication from the 3GPP access. The UE uses the address configured from the PDG as the care-of address. The care-of address may be an IPv4 or IPv6 address.

6. The Home Agent responds with a binding acknowledgement if the binding update process was successful.  The Home Agent also creates the binding cache entry with the new care-of address of the UE.

7. The successful exchange of binding update and binding acknowledgement results in a Mobile IP tunnel between the UE and the home agent over the IPsec tunnel between the UE and the PDG. Data packets are now routed by Home Agent to UE's Care-of-Address via I-WLAN.
8. During this procedure, Bearer Resources reserved for the UE is released.
********************* 1st CHANGE END ******************************
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