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* * * First Change * * * *

4.2.4
IP multimedia Subsystem Service Control Interface (ISC)

The ISC interface is between the Serving CSCF and the service platform(s).

An Application Server (AS) offering value added IM services resides either in the user's home network or in a third party location. The third party could be a network or simply a stand-alone AS.

The Serving‑CSCF to AS interface is used to provide services residing in an AS. Two cases were identified:

-
Serving‑CSCF to an AS in Home Network.

-
Serving‑CSCF to an AS in External Network (e.g., Third Party or Visited)

The SIP Application Server may host and execute services. The SIP Application Server can influence and impact the SIP session on behalf of the services and it uses the ISC interface to communicate with the S‑CSCF.

The ISC interface shall be able support subscription to event notifications between the Application Server and S‑CSCF to allow the Application Server to be notified of the implicit registered Public User Identities, registration state and UE capabilities and characteristics in terms of SIP User Agent capabilities and characteristics.
The S‑CSCF shall decide whether an Application Server is required to receive information related to an incoming initial SIP request to ensure appropriate service handling. The decision at the S‑CSCF is based on (filter) information received from the HSS. This filter information is stored and conveyed on a per Application Server basis for each user. The filter information shall be able to also determine additional information (SIP Headers, body) included in the request sent to the Application Server (subject to the procedures of RFC 3261 for the mode of operation (UA or proxy) of the S-CSCF in handling the request.) The name(s)/address(es) information of the Application Server (s) are received from the HSS.

For an incoming SIP request, the S‑CSCF shall perform any filtering for ISC interaction before performing other routing procedures towards the terminating user, e.g. forking, caller preferences etc.

The S‑CSCF does not handle service interaction issues.

Once the IM SSF, OSA SCS or SIP Application Server has been informed of a SIP session request by the S‑CSCF, the IM SSF, OSA SCS or SIP Application Server shall ensure that the S‑CSCF is made aware of any resulting activity by sending messages to the S‑CSCF.

From the perspective of the S‑CSCF, The "SIP Application server", "OSA service capability server" and "IM-SSF" shall exhibit the same interface behaviour.

When the name/address of more than one Application Server is transferred from the HSS, the S‑CSCF shall contact the Application Servers in the order supplied by the HSS. The response from the first Application Server shall be used as the input to the second Application Server. Note that these multiple Application Servers may be any combination of the SIP Application server, OSA service capability server, or IM-SSF types.

The S‑CSCF does not provide authentication and security functionality for secure direct third party access to the IM subsystem. The OSA framework provides a standardized way for third party secure access to the IM subsystem.

If a S‑CSCF receives a SIP request on the ISC interface that was originated by an Application Server destined to a user served by that S‑CSCF, then the S‑CSCF shall treat the request as a terminating request to that user and provide the terminating request functionality as described above. Both registered and unregistered terminating requests shall be supported.
It shall be possible for an Application Server to generate SIP requests and dialogs on behalf of users. Such requests are forwarded to the S‑CSCF serving the user, and the S‑CSCF shall perform regular originating procedures for these requests.

Originating requests on behalf of registered and unregistered users shall be supported.

More specifically the following requirements apply to the IMS Service control interface:

1.
The ISC interface shall be able to convey charging information as per TS 32.240 [25] and TS 32.260 [26].
2.
The protocol on the ISC interface shall allow the S‑CSCF to differentiate between SIP requests on Mw, Mm and Mg interfaces and SIP Requests on the ISC interface.

Figure 4.3: Void

Besides the Cx interface the S‑CSCF supports only one standardised protocol for service control, which delegates service execution to an Application Server. The protocol to be used on the ISC interface shall be SIP (as defined by IETF RFC 3261 [12], other relevant IETF RFC's, and additional enhancements introduced to support 3GPP´s needs on the Mw, Mm, Mg interfaces). On the ISC interface, extensions to SIP shall be avoided but are not expressly prohibited.

The notion of a "SIP leg" used throughout this specification is identical to the notion of a call leg which is the same as a SIP dialog defined by IETF RFC 3261 [12]. The same SIP leg that is received by the S‑CSCF on the Mw, Mm and Mg interfaces is sent on the ISC interface. The same SIP leg that is received by the S‑CSCF on the ISC interface is sent on the Mw, Mm and Mg interfaces.
Concerning the relationship between the SIP legs of the ISC interface and the SIP legs of the Mw, Mm, and Mg interfaces the S‑CSCF acts as a SIP proxy, as shown in Figures 4.3a – 4.3e below.

Figures 4.3a-4.3e below depict the possible high-level interactions envisioned between the S‑CSCF and the Application Server.
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Figure 4.3a: Application Server acting as terminating UA, or redirect server
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Figure 4.3b: Application Server acting as originating UA
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Figure 4.3c: Application Server acting as a SIP proxy
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Figure 4.3d: Application Server performing 3rd party call control
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Figure 4.3e: A SIP leg is passed through the S‑CSCF without Application Server involvement

* * * Next Change * * * *

4.2.4b
S‑CSCF Service Control Model
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Figure 4.3f: Service Control Model with Incoming Leg Control and Outgoing Leg Control

Figure 4.3f illustrates the relationship between the S‑CSCF and AS. It includes a first-level of modelling inside the S‑CSCF and inside the AS. To keep the model simple only one incoming leg and one outgoing leg are shown. In practice a session may consist of more than one incoming leg and/or more than one outgoing leg(s), when using User Agents. An AS may create one or more outgoing legs independent of incoming legs. An AS may create one or more outgoing legs even when there are no incoming legs.

While the above figures show session related flows, the service control model can be applied to other SIP transactions such as registration. Incoming or outgoing leg information e.g. state information, may be passed between the S‑CSCF and AS implicitly or explicitly. Implicitly means that SIP information in transit carries information about the state of the session (e.g. an INVITE message received at the S‑CSCF on an incoming leg may be sent to the AS with no changes or with some additional information determined by the filter information). Explicitly means that SIP information is generated, e.g. to transfer state change information from an S‑CSCF to an AS in circumstances where there is no ongoing SIP transaction that can be used. It is a matter for Stage 3 design to determine when to use implicit or explicit mechanisms and to determine what extensions to SIP are necessary.
The internal model of the S‑CSCF (shown in Figure 4.3f) may sometimes exhibit proxy server like behaviour either by passing the requests to the Application Server or by passing the requests out of the system. A Proxy server may maintain session state or not. The S‑CSCF may sometimes exhibit User Agent like behaviour. Some Applications require state to be maintained in the S‑CSCF. Their exact behaviour depends on the SIP messages being handled, on their context, and on S‑CSCF capabilities needed to support the services. It is a matter for Stage 3 design to determine the more detailed modelling in the S‑CSCF.

The internal model of the AS (shown in Figure 4.3f) may exhibit User Agent like behaviour. The exact behaviour depends on the SIP messages being handled and on their context. Detailed Stage 3 modelling for the AS is not required.

The definitions used in the model are:

Combined ILSM OLSM – Incoming/outgoing Leg State Model: Models the behaviour of an S‑CSCF for handling SIP messages on incoming and outgoing session legs. The Combined I/OLSM shall be able to store session state information. It may act on each leg independently, acting as a SIP Proxy, Redirect Server or User Agent dependant on the information received in the SIP request, the filter conditions specified or the state of the session.

It shall be possible to split the application handling on each leg and treat each endpoint differently.

ILCM - Incoming Leg Control Model: Models the behaviour of an S‑CSCF for handling SIP information sent to and received from an AS for an incoming session leg. The ILCM shall store transaction state information.

OLCM - Outgoing Leg Control Model: Models the behaviour of an S‑CSCF for handling SIP information received from and sent to an AS for an outgoing session leg. The OLCM shall store transaction state information.

AS-ILCM - Application Server Incoming Leg Control Model: Models AS behaviour for handling SIP information for an incoming leg. The AS-ILCM shall store Transaction State, and may optionally store Session State depending on the specific service being executed.

AS-OLCM - Application Server Outgoing Leg Control Model: Models AS behaviour for handling SIP information for an outgoing leg. The AS-OLCM shall store Transaction State, and may optionally store Session State depending on the specific service being executed.

* * * Next Change * * * *

5.2.1
Requirements considered for registration

The following points are considered as requirements for the purpose of the registration procedures.

1.
The architecture shall allow for the Serving‑CSCFs to have different capabilities or access to different capabilities. E.g. a VPN CSCF or CSCFs in different stages of network upgrade.

2.
The network operator shall not be required to reveal the internal network structure to another network. Association of the node names of the same type of entity and their capabilities and the number of nodes will be kept within an operator's network. However disclosure of the internal architecture shall not be prevented on a per agreement basis.

3.
A network shall not be required to expose the explicit IP addresses of the nodes within the network (excluding firewalls and border gateways).

4.
It is desirable that the UE will use the same registration procedure(s) within its home and visited networks.

5.
It is desirable that the procedures within the network(s) are transparent to the UE, when it register with the IM CN subsystem.

6.
The Serving‑CSCF is able to retrieve a service profile of the user who has IMS subscription. The S‑CSCF shall check the registration request against the filter information and if necessary inform Application Servers about the registration of the user; it shall be possible for the filter information to allow either just the initial registrations of the user or also subsequent re-registrations to be communicated to the Application Servers. It shall be possible for the filter information to determine the contents (Request-URI, SIP Headers, body) from the incoming register request and any additional statically defined contents (SIP Headers, body) that are included in the register request sent to each Application Server. The Serving‑CSCF knows how to reach the Proxy‑CSCF currently serving the user who is registered.

7.
The HSS shall support the possibility to bar a Public User Identity from being used for IMS non-registration procedures. The S‑CSCF shall enforce these barring rules for IMS. Examples of use for the barring function are as follows:

-
Currently it is required that at least one Public User Identity shall be stored in the ISIM application. In case the user/operator wants to prevent this Public User Identity from being used for IMS communications, it shall be possible to do so in the network without affecting the ISIM application directly.

8.
The HSS shall support the possibility to restrict a user from getting access to IM CN Subsystem from unauthorized visited networks.

9.
It shall be possible to register multiple public identities via single IMS registration procedure from the UE. See subclause 5.2.1a for details.

10.
It shall be possible to register a Public User Identity that is simultaneously shared across multiple contact addresses (at the same or via separate UEs) via IMS registration procedures. However, each registration and each de-registration process always relates to a particular contact address and a particular Private User Identity.


The number of allowed simultaneous registrations is defined by home operator policy.

10a.
It shall be possible for the UE to indicate to the network whether the registration adds a new contact to an existing registration from the same UE.

11.
Registration of a Public User Identity shall not affect the status of already registered Public User Identity(s), unless due to requirements by Implicit Registration set defined in subclause 5.2.1a.
12.
When multiple UEs share the same public identity (es), each UE shall be able to register its contact address(es) with IMS.
13.
The UE may indicate its capabilities and characteristics in terms of SIP User Agent capabilities and characteristics described in IETF RFC 3840 [38] during IMS registration. The UE may also update its capabilities by initiating a re-registration when the capabilities are changed on the UE. If the relevant Service Point Trigger is configured, the S-CSCF shall use the UE capabilities provided during registration for initial filter criteria match processing.
14.
If a UE supports GRUU, the UE shall indicate its support for GRUUs and obtain a P‑GRUU and a T‑GRUU for each registered Public User Identity during IMS registration as described in draft-ietf-sip-gruu [49].

15.
The P‑CSCF may subscribe to notifications of the status of the IMS Signalling connectivity after successful initial user IMS Registration.

16.
When the access network type information is available from the access network, the P‑CSCF shall ensure that the IMS registration request received from the UE to the SIP server (e.g. S‑CSCF) contains the correct information. The P‑CSCF may subscribe to notification of changes in the type of access network.

17.
The P‑CSCF shall cancel any active subscription e.g. to notifications of the status of the IMS Signalling connectivity and/or of the change of access network type when the user is de-Registered from the IM CN subsystem.
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