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Abstract of the contribution: As part of the REDOC_3GPP2 work item in CT1, a proposal was submitted to include the Timestamp header in the 3rd party REGISTER request. It was argued at CT1 that such would violate the principle of separating service and session concerns. A general solution is proposed in this document.
5.5
ISC improvements

The IMS service interaction management architecture may be able to be improved through enhancements to the IMS Service Control interface and supporting architecture (iFCs).  
5.5.1
Improvement when Retargeting R-URIs

5.5.1.1
Problem Description

During terminating call handling, the R-URI identifies both the served user/UE (the user/UE that the S-CSCF is serving) and the target user/UE (the user/UE that the session is finally destined towards).  As such, if a SIP-AS that is performing terminating services retargets the R-URI changes the R-URI in any manner then information about the served user/UE is lost and subsequent filter analysis in the S-CSCF is terminated and the S-CSCF forwards the SIP request towards the new target.  This has the effect of not linking in other application servers that may have been interested in the SIP request.  This includes the case where a terminating SIP-AS changes an IMPU to a GRUU.

This is illustrated below.
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Figure 5.5.1.1-1 Example of Retargeting the R-URI. 

In the figure above, for a call that would normally be terminated towards the user/UE identified through the R-URI of “A”, the S-CSCF would route the call through both SIP AS1, SIP-AS2 before forwarding towards the user.  If, however, SIP-AS1 changes the R-URI, the S-CSCF will not inlink SIP-AS2, but instead forward route the request towards the user/UE identified as R-URI=B.  This includes the case where SIP-AS1 updates the request URI from an IMPU to a GRUU.

It should be noted that if SIP-AS1 does re-target the R-URI, then SIP-AS 2 needs information about both the target User/UE and the user/UE who the S-CSCF is serving. This also requires changes to the SIP-AS2 invocation after the R-URI is modified. 

5.5.1.2
Potential Solution 1: Separation of the served and the target UE information

One solution to this problem identified could be to separate the information regarding the served user from the target user/UE information over the ISC.  The means to transport and the format of such a request is a stage 3 issue.

Editor's note: Interaction with other SIP-AS need to be studied, e.g., communication Diversion services and communication call bar services. 

5.5.1.3
Potential Solution 2:

5.5.1.4
Evaluation
5.5.2
Improvement for Incompatible Services
5.5.2.1
Problem description

Let's consider a user profile containing 3 initial filter criteria for triggering:

· A freephone service 

· A voice-activated dialling service

· An outgoing call barring service

When making an outgoing call, the user decides to speak or dial, on per-call basis. If the user dials a service access code to the voice-activated dialling service, the first initial filter criteria will be evaluated but will not match. The second initial filter criteria will be evaluated and will match. The AS hosting the voice-activated dialling service will ask the calling user to speak the name of the person he wants to call and translate this name into a destination number. According to the current IMS procedures, the third trigger will be evaluated when the AS returns an INVITE request with the destination number. The third trigger will match and the outgoing call barring service may reject the call if the user is not allowed to place outgoing calls to this number.

This is an acceptable behaviour.

If the user dials a freephone number, the first initial filter criteria matches and the INVITE request shall be routed to the appropriate AS. The AS translates the freephone number into a geographical number that can be used to route call to the appropriate location. According to the current IMS procedures, the second and third triggers will be evaluated when the AS generates an INVITE request with the translated number. The third trigger will match and the outgoing call barring service may reject the call if the user is not allowed to place outgoing calls to the area in which the actual destination is located.

This is not an acceptable behaviour.

5.5.2.2
Potential Solution 1: Addition of Compatibility Class to Initial Filer Criteria
To allow the S-CSCF to handle simple services interaction, such as avoiding to trigger the service corresponding to two incompatible services during the same sessions, the notion of class of compatibility could be introduced. This class of compatibility would be contained in the iFC information stored in the HSS and downloaded to the S-CSCF, and would indicate to the S-CSCF which iFC should not be triggered after other iFCs has been successful invoked , and the S-CSCF should obtain the actual service invocation status information.
The S-CSCF decides if a service was Successfully invoked based on two criterias 1) whether the actually iFC was triggered or not, and 2) whether the AS in case the iFC was triggered, returns an error or not or no response at all. I.e., Successfully invoked is when an AS is triggered and does not return any error response. In the case the AS returns an error or no response at all, it will be seen as an unsuccessful invocation and the procedures of Clause 5.5.3 may be applied to decide whether to continue or not. 

NOTE: For terminating services, if the Request-URI changes during processing, the information about successful invocation may be lost.

For example, in the figure below, the user profile contains 4 iFCs. Each of those iFC has been assigned a compatibility class:

· iFC1 has been assigned a compatibility class of 1

· iFC2 has been assigned a compatibility class of 1

· iFC3 has been assigned a compatibility class of 2

· iFC4 has been assigned a compatibility class of 3
The number of set of compatibility class needed is defined by the operator. The rules of allowed interaction between those different classes are pre-configured in the S-CSCF by the operator. Those set of rules could be defined for example as follow:

· COMPATIBILITY_RULE = COMPATIBILITY_CLASS, LIST_OF_NON_COMPATIBLE_CLASSES

· LIST_OF_NON_COMPATIBLE_CLASSES =  *{COMPATIBILITY_CLASS}

and stored in the S-CSCF (e.g. in an XML file) and could be provisioned in the S-CSCF (e.g. by O&M mechanisms).

NOTE: the detailed structure of those set of rules is left for stage 3.

An iFC is validated if none of the previously triggered iFCs compatibility class are part of the list of non compatible classes. This means that if iFCa has been triggered then this will result in a subsequent iFC (e.g. iFCb) being disabled if iFCa is in a compatibility class that is considered non compatible with iFCb.
In our case, iFCs belonging to compatibility class 2 must not be triggered if services corresponding to iFCs belonging to compatibility class of 1 have been successful invoked before. At the same time, iFCs belonging to compatibility class of 3 can be triggered if no services corresponding to iFC belonging to set 2 has been successful invoked.
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Figure 5.5.2.2-1 Example of iFC Compatibility Class Checking

The following aspects will need to be studied further: how to indicate the actual service invocation status.

5.5.2.3
Potential Solution 2:

5.5.2.4
Evaluation

5.5.3
The Handling of AS Generated Error Responses

5.5.3.1
Problem Description

During originating or terminating a session, if the S-CSCF receives any final response from the AS, it will forward the response towards the originating UE, without verifying the matching of filter criteria of lower priority and without proceeding for further steps.

However, under certain circumstances it may be desirable to invoke the succeeding AS if the service it hosts is immune to the fault and still meaningful to execute. The currently defined ISC/iFC behaviour lacks the means to handle this situation, as it is only possible to invoke an additional action when it is not possible to reach an AS.

5.5.3.2
Potential Solution 1: Enhancement of iFC

One solution is to update iFC to be able to express whether the session should be terminated or continued depending on the error response received. If the session is continued, the original request sent to the AS is used for the subsequent handling.

5.5.3.3
Potential Solution 2:

5.5.3.4
Evaluation

5.5.4
Enhanced Service Triggering Conditions

5.5.4.1
Problem Description

Under the existing specification SPT (service point trigger) only define five possible service triggering points, including Request-URI, SIP Method, SIP Header, Session Case and Session Description, which are all directly derived from the SIP initial request. At certain scenarios the services need route SIP request besides the existing SPT.

For example, User-A do an IMS registration using a handset supporting CSI capability. When the IMS network receives a terminating IMS service, the S-CSCF should invoke the CSI AS based on UE capability.

As the CSI is not a subscription service, if the CSI service has been implemented on the network and DSAI feature is not supported by the CSI AS then the terminated request should always route to the CSI AS no matter whether UE support CSI capability. But indeed the S-CSCF can get UE capability information from IMS registration procedure. If that information can be used by S-CSCF on the following SIP terminating process, it may be more efficient comparing to always route the request to the CSI AS.

Similar scenario can also be happened on the VCC case. It should be regarded as an IMS general issue.

5.5.4.2
Potential Solution 1:
The new SPT (service point trigger) shall include the UE capability information. S-CSCF can get that information from IMS registration procedure and using that information for subsequent originating and terminating request processing.
When the S-CSCF on terminating side executes the UE capability SPT, the following procedures should be adopted to avoid interaction problems with forking,

1) If the Request-URI can be resolved to one contact address then the terminal’s capability associated with that contact address should be used for iFC processing. 

2) Otherwise the UE capability SPT should not be used for service triggering to avoid the selected AS is not match with the destination terminal’s capability.

5.5.4.3
Potential Solution 2:

5.5.4.4
Evaluation
5.5.5
Indicating Specific Services Executed by the AS with Multiple Services Supplied

5.5.5.1
Problem Description

Normally multiple applications can be supplied in one AS. In order to identify correct application to be executed, the Application server class in iFC may contain specific identification of the application, such as “application @ as.home.net”. 

Although AS can supply multiple application with once invocation, and handle the priority sequence by itself, but when there have the priority sequence between part services of this AS and other As, it may be uncertain which application shall be executed next during once invocation of the AS. So normally AS will return the request to S-CSCF, let S-CSCF give a new indication of the application need be executed next based on iFC.  

Considering the following the user case:

The user A has the subscriptions to the AS1 with the outgoing call barring service (OCB), the customized colored Image service, and the originating identification restriction service (OIR), and the AS2 with the free phone service, and the user A hope that the services executed order is the outgoing call barring service, the free phone service, the customized colored Image service and the originating identification restriction service.

The user B has also the subscriptions to the four services, but the user B hope that the services executed order is the OCB service, the OIR service, and the free phone service, the customized colored Image service.

It is clear that AS1 should not execute the other service automatically after the OCB service has been executed. S-CSCF need give AS an indication which service it should executed. Also special service logic identification should not be introduced. Otherwise every time the application order has been changed, the new special logic indication will be introduced. This will cause the large management between HSS and AS. 

One way the user A and the user B both have the four iFCs, each iFC express one service to be executed, but this will add the unnecessary delay on the session setup time, for some application are executed continuously on the same Application server, but now it need return to S-CSCF then back.

5.5.5.2
Potential Solution 1:
One solution is to update iFC to support that multiple service can be invoked by a single SIP transaction, such as update Application server Class of iFC to reflect multiple service need be executed. An element will be added to the Application Server Class to identify the services and the services execution order on an Application Server within a single SIP transaction.

5.5.5.3
Potential Solution 2:

5.5.5.4
Evaluation
5.5.6
Service-specific behavior in an S-CSCF
5.5.6.1
Problem Description

When the S-CSCF behaves in a B2BUA mode, there is in some cases a need to forward information between the two UAs. For example, if a UE sends the SIP REGISTER request and the S-CSCF is instructed to imitate a third party SIP REGISTER request, it may be necessary to include additional information in the third party SIP REGISTER request, beyond e.g. the "application/3gpp-ims+xml" body and its <service-info> element.
Specifically, during the specification of 3GPP2 VCC standards, an issue was identified when VCC AS is not updated with the UE’s availability status properly. For example, when a UE registered on HRPD/IMS moves to the 1X access network, the VCC AS is not aware that the UE has moved to 1X. As a result, during call delivery, the VCC first tries to deliver the call over HRPD/IMS and when there is no response; call delivery is attempted over the 1X network. This causes wastage in paging resources (due to paging on both HRPD and 1X networks) and adds significant delay to call delivery. As long as the UE continues to remain on 1X network, all calls to the UE may be delayed and in those cases, over-the-air resources are wasted.

5.5.6.2
Potential Solution 1: case-by-case, support service specific behavior in S-CSCF
One approach could be to have a case-by-case enhancement of the S-CSCF. See below a solution for addressing the specific problem presented in subclause 5.5.6.1.
To address the call delivery delay issue, a solution was adopted in 3GPP2 VCC for the UE to indicate is current attachment status to the VCC AS: When a UE was last IMS registered via a HRPD/WLAN air-interface and the UE detects the loss of the HRPD/WLAN air-interface, and the UE was not able to de-register in IMS prior to losing coverage, and 1xBS air-interface is available, the UE registers (if necessary) with the 1x network and sends a SMS addressed to the E.164 number associated with the VCC AS PSI.  When the HRPD/WLAN becomes available again, the UE performs an IMS re-registration and the VCC AS is updated via 3rd party registration so that future calls are delivered over IMS through HRPD/WLAN. The solution is shown in the figure below.


[image: image2.emf]UE MSC MC

 1x: SMS

(Notification encapsulated in SMS)

 MAP: SMDPP 

(SMS_OriginalDestination-Address)

MAP: smdpp (ack) 

VCC AS

 MAP: SMDPP (SMS)

MAP: smdpp

 1x: Delivery Report

UE detects HRPD coverage: Re-register in IMS domain; VCC AS updated via 3

rd

 party registration

UE detects HRPD loss of coverage, registers on 1x CS if necessary

VCC AS updates the 

VCC UE’s status


Figure 1 -UE Initiated Notification after 1x CS Registration

One problem for this status notification procedure is that the SMS notification and IMS 3rd party registration may arrive at the VCC AS out of order. In order to make sure the VCC AS is clear about the sequencing between the SMS notification and the 3rd party registration, the following mechanism is used to order the SMS notification and the IMS 3rd party registration:

1. 1.
Every SMS notification generated by the UE includes a timestamp value;

2. 2.
Every IMS registration generated by the UE includes a Timestamp header with a value obtained from the same source in the UE as the timestamp value in the SMS notification message. When the S-CSCF sends 3rd party registration to the VCC AS, the same timestamp value is copied from the REGISTER request received from the UE.

3. 3.
The VCC AS is able to distinguish the freshness of the SMS notification message and the 3rd party registration based on the timestamp value included.

The following procedures are required at the S-CSCF to make this ordering mechanism possible:

If the "timestamp" header is sent by the UE in a REGISTER message, the S-CSCF shall transparently pass that along in the third-party REGISTER message to the VCC AS (as it would to all other AS in user's profile for the REGISTER message).  

This procedure is essential to make the 3GPP2 VCC works properly. 

5.5.6.3
Potential Solution 2: generic, support service specific behavior in iFC
An alternative to the case-by-case approach would be to enhance the iFC, downloaded from the HSS, such that they can instruct the UAC in the S-SCSF to include a header or a body, possibly after some modification, received as part of the corresponding SIP request on the S-CSCF’s UAS. Actual enhancements would be left to stage 3.
5.5.6.4
Evaluation
6
Conclusion

6.1
ISC Improvements

6.1.1
Improvement when retargeting R-URIs

It’s recommended to separate the information regarding the served user from the targeted user/UE information over the ISC. The means to transport the information and the format of such a request is a stage 3 issue.
6.1.2
Improvement when handling Application Server Generated Error Responses

It is recommended that iFC be enhanced to allow the marking of whether an error response from an applications server should result in the termination of the session and forwarding of the error onto the UE or whether the error should be discarded and processing continue to the next iFC in the list, with the original request sent to the Application Server used for subsequent handling.  
6.1.3
Enhanced Service Triggering Conditions

6.1.3.1
Enhanced Service Triggering Conditions: contact address SPT 
It is recommended to add UE capability as one of SPT. S-CSCF can get that information from IMS registration procedure. When S-CSCF on terminating side executes the UE capability SPT, if the Request-URI can be resolved to one contact address then this type of SPT can be used for service triggering, otherwise this type of SPT should not be used.

6.1.4 6.1.3.2
Enhanced Service Triggering Conditions: keep session level service agnostic
It is recommended to add passing of received information as one of SPT, if the S-CSCF is in B2BUA mode, where the information is passed between S-SCSF UAs. 
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