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Abstract of the contribution:

Rel.7 TS 23.167 “IMS emergency sessions” specifications for associating a Tel URI with an Emergency Public User Identity via an Implicit Registration Set (IRS) can not meet the recently specified callback requirements in TS 22.101 “Service aspects; Service principles” or feature interaction requirements in TS 22.173 “IMS Multimedia Telephony Service and supplementary services; Stage 1”.  In addition IRS requirements specified in TS 23.008 “Organization of subscriber data” are violated in 23.167 when the Tel URI is a UE’s general DN that is used for non-emergency calls as well emergency registrations.  This paper provides background on each of these issues and proposes a way forward.  
Discussion:

For comparison, let’s look at what happens today in CS:

In general, either the UE performs a normal registration with the CS network and is registered with current barring/roaming restrictions, or the UE normal registration fails.  Or, the UE can access the CS network to make an emergency call (where allowed per regulation) without a normal registration.  There are no specific HLR procedures for an emergency registration. Per US regulations, when the UE is validated, callback information (i.e., DN) is provided to the PSAP, otherwise a non-dialable number is provided “9-1-1+7 digits of equip id” so the PSAP knows the UE can not be called back. During an emergency call, the MSC restricts feature interactions that interrupt the voice path (e.g, call wait/hold).  Currently, in the US, there is no mandate for callback to be treated differently than any other incoming call.  If multiple lines ring, or call forwarding is active, the call is handled per subscription of the UE. Since the incoming call is not identified as coming from a PSAP, there is no difference in feature interactions.

Now let’s review various IMS specifications with emergency services requirements.

Feature interactions:

- TS 23.173 has 18 services defined.  Of the 18 services, 3 have emergency call and callback interactions and 2 others have callback interactions.  13 of the services specify no interactions with emergency calls or callback (e.g., Incoming/Terminating Id Presentation could be supported on callback).  The following emergency call/callback service interactions are specified:
· Communication Diversion: The use of any of the diversion services or a call identified as a callback to an emergency call, by a user that is not the PSAP, shall be precluded.

· Communication Hold: The use of HOLD on an emergency call, or a call identified as a callback to an emergency call, by a user that is not the PSAP, shall be precluded. 

· Incoming Call Barring: The use of ICB, or a call identified as a callback to an emergency call, by a user that is not the PSAP, shall be precluded. 

· Conferencing: The use of CONF on an emergency call, or a call identified as a callback to an emergency call, by a user that is not the PSAP, shall be precluded. Users shall support the use of CONF on an emergency call, or a call identified as a callback to an emergency call, by the remote party, i.e. the PSAP.

· Explicit Communication Transfer: The use of ECT on an emergency call, or a call identified as a callback to an emergency call, by a user that is not the PSAP, shall be precluded. Users shall support the use of ECT on an emergency call, or a call identified as a callback to an emergency call, by the remote party, i.e. the PSAP. 
· TS 22.101 Emergency Call feature interaction requirements:

· TS 22.101 does not specify any interactions between emergency call originations and supplementary services. 

For callback, there is a general interactions requirement in subclause 10.1.3

· “If the incoming call can be identified by the core network as a call-back to an emergency call (i.e. coming from a PSAP) then terminating supplementary services (e.g. Diversion Service, Hold, ICB) shall not be executed.”

· TS 23.167 specify the following interactions:
·  (Sec.4.1 Arch principles) The establishment of IMS emergency sessions shall be possible for users with a barred public user identity.

·  (Sec.7.2 Emer Reg) The user's home network should ignore roaming restrictions for emergency registration requests.

·  (Sec.7.2 Emer Reg) No originating and terminating services should be applied to emergency Public User Identifiers
Analysis: TS 22.173 does not limit the feature interactions to an Emergency Public User Identity whereas TS 23.167 does.  TS 23.167 also allows emergency calls without an emergency registration.  According to TS 22.173 even those without the emergency registration need to comply with the subset of features that have interactions with emergency calls.  Additionally, TS 22.101 does not limit callback duration to the emergency registration period.  If a callback occurs to the UE’s DN after emergency registration expiration and the call can be identified as a PSAP callback, the callback should be allowed and the feature interactions per TS 22.173 apply.  Additionally, TS 22.101 is incorrect in stating “no terminating services”.  It is only the subset identified in TS 22.173 and it could be an originating service as well (e.g., call hold).  TS 22.101 and TS 23.167 should be updated to properly reflect the interactions as specified in TS 22.173.

Emergency Public User Identity and the Tel URI
· TS 23.167 Emergency public user identity was defined for the purpose of: associating a contact address with the emergency registration (i.e., a 2nd contact address), as a mechanism to limit service interactions and to identify PSAP callbacks.  Perhaps it may also be used as a way to identify the registration as an emergency registration (although TS 23.167 specifies a separate indicator for this).  Applicable requirements in TS 23.167 for the emergency public user identity are:
·  (Sec.4.1 Arch principles) 22. The Emergency Public User Identifier shall only be used for emergency services and not for other services.
· (Sec.4.2 Naming) The UE shall use a special emergency Public User Identifier in the emergency registration request. The implicit registration set of the emergency Public User Identifier shall contain an associated Tel URI. 
· (Sec.6.1 UE) Use a special emergency Public User Identifier in the IMS emergency registration request.
· (based on Sec.6.1 UE) On emergency session initiation, the UE includes: Emergency session indication, Emergency Public User Identifier if an IMS emergency registration is performed, the Tel URI associated to the emergency Public User Identifier, if available.
· (Sec.7.1.1 UE detectable) If IMS emergency registration is performed, the UE shall initiate the IMS emergency session establishment using the IMS session establishment procedures containing an emergency session indication and emergency Public User Identifiers. Otherwise, the UE shall initiate the IMS emergency session establishment using the IMS session establishment procedures containing an emergency session indication and any registered Public User Identifier.
· (Sec.7.2 EmerReg) The UE shall use an emergency Public User Identifier in the emergency registration request. This indication may be used to route calls coming from the PSAP to the contact address registered during the emergency registration procedure and to inform the home network that roaming restrictions may not be applied.
· (Sec.7.2 EmerReg) No originating and terminating services should be applied to emergency Public User Identifiers
· TS 23.008 limits a public identity to 1 IRS.  Therefore, the Tel URI that a UE uses for normal VoIP calls can not be in the emergency IRS. 
· Each Public User Identity shall be included in no more than one Implicitly Registered Public User Identity Set.
· TS 23.003 has the Emergency Public User Identity defined as:

· The emergency public user identity shall be derived from a public user identity as follows: 

UE selects any public user identity that is a SIP URI from ISIM. If the UE does not have ISIM, UE derives a temporary public user identity from IMSI as described in clause 13.4.  

UE adds "sos." to the beginning of the domain part of the selected public user identity.  

For example if the SIP URI for the selected public user identity is "sip:user@domain", the corresponding emergency public user identity is "sip:user@sos.domain".

Analysis: Provisioning and managing an IRS for an emergency public user identity introduces additional burden for the service providers while not providing the ability to meet recently identified feature interaction requirements.  Through recent requirement clarifications by SA1 in TS 22.101 and TS 22.173, callback requirements and feature interactions were specified.  Until recently, these were not specified.  As a result, TS 23.167 requirements are now inconsistent.  Specifically, a PSAP is not limited to calling a UE only while it is emergency registered.   If the PSAP calls after the emergency registration expired, and the call can be identified as coming from a PSAP, they still should be able to callback the UE and have appropriate feature interaction handling per TS 22.173.  Therefore, feature interactions are not limited only to PSAPs that identify the UE with the emergency public user identity.  If an IMS registered UE made an emergency call without an emergency registration, the PSAP needs the ability to have callbacks handled per TS 22.173 as well.   Therefore, the emergency public identity can not be used as the callback identifier and another signalling attribute is needed (as stated previously in LS S2-080977 from SA2) to identify the caller as a PSAP.
Another problem is identified with the TS 23.003 definition of the Emergency public user identity. It states “any public user identity that is a SIP URI from ISIM”.  If the ISIM has many SIP URI’s then each of these would have to have an Emergency public user identity separately provisioned in the HSS and each of these would have to have a Tel URI associated with it.  Per TS 23.008, the Tel URI can not span multiple IRSs.  Therefore, there is no way to associate a single Tel URI with a normal IRS and then with each of the required Emergency IRS.   
Recommendations:

Eliminate use of the emergency public user identity within 3GPP specifications for Rel.7 and beyond.  For emergency registrations, use an indicator in the registration messages to indicate emergency registration.  This could be achieved as described below.  If only a Rel.8 solution is pursued notes need to be added to specifications associated with the emergency public user identity to note the gaps.

1. Send a LS from SA2 (#64) to CT1 and CT4 to remove specifications related to the emergency public user identity and instead define a separate indicator for emergency registration.  This indicator would be included in registration messages so that the UE, P-CSCF, S-CSCF and HSS can execute emergency registration procedures (e.g., ignore roaming/barring restrictions, associate contact address with emergency registration ).
2. Update TS 23.167 as follows:

1. Remove use of a special emergency public user identity 
2. Update emergency call feature interactions with those specified in TS 22.173:
· When a call can be identified as from a PSAP (new signalling information that identifies the caller as a PSAP), then feature interactions per TS 22.173 apply.
· Applies to UEs with IMS normal registrations as well as IMS emergency registrations, using any assigned public user identity.

3. Update emergency registration:
· An indicator is used to identify the registration for emergency purposes.
· No emergency public user identity is used.

· It is expected that UEs with subscriptions that are allowed to make IMS emergency calls will have a Tel URI assigned in the HSS.  (This may even be a reasonable expectation for UEs that are allowed to make/receive VoIP calls in general).

· Add a section for Tel URI provisioning considerations:

· If there is a single IRS and it includes a Tel URI, or multiple IRS and each has a Tel URI, there are no issues.
· If there is a single IRS and there is no Tel URI, then add a Tel URI that can be used for emergency services.  If it is not to be used for VoIP, then mark it barred.

· If there are multiple IRSs and only some have Tel URI’s then

· Either add a Tel URI to the others, and mark the Tel URI barred if it should only be used for emergency services.
· Or if there is an ISIM, identify which SIP URIs do have IRSs with Tel URIs
· Or if there is not an ISIM, then populate the IRS associated with the temporary public user identity with a Tel URI if there isn’t one already, and bar if only for emergency services.
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