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	Reason for change:
(

	At Non-3GPP to 3GPP Access Handover with DSMIPv6 over S2c it is evident that the DSMIP binding is deleted from the PDN GW when the UE de-registers with PDN GW.

What is not clear is the state of the IKEv2 security associations.

 RFC4877 (ch 4.2) , “Mobile IPv6 Operation with IKEv2 and the Revised IPsec Architecture” provides the following guidance:

      When the mobile node returns home and de-registers with the Home

      Agent, the tunnel between the home agent and the mobile node's

      care-of address is torn down.  The security policy entries, which

      were used for protecting tunneled traffic between the mobile node

      and the home agent, SHOULD be made inactive (for instance, by

      removing them and installing them back later through an API).  The

      corresponding security associations could be kept as they are or

      deleted depending on how they were created.  If the security

      associations were created dynamically using IKE, they are

      automatically deleted when they expire.  If the security

      associations were created through manual configuration, they MUST

      be retained and used later when the mobile node moves away from

      home again.  

It is proposed to add a NOTE  that is line with the above guidance.
Preservation of the IKEv2 session has some benefits. In the case that another handover occurs maintaining the IKEv2 sesssion would allow the handover to take place without having to re-establish the IKEv2 session.
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	The following text is added.
NOTE: As per RFC 4877 [22] the security associations should not be immediately deleted. As the security associations were created dynamically using IKE they will be automatically deleted when they expire. 
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**** Start of first changes ****
8.4.1

Trusted or Untrusted Non-3GPP IP Access to 3GPP Access Handover with DSMIPv6 over S2c

In this scenario, the session starts in a trusted or untrusted non-3GPP access system using DSMIPv6 and subsequently, the session hands over to a 3GPP access system.

The steps involved in the handover from a trusted/untrusted non-3GPP IP access to 3GPP Access connected to EPC are depicted below when DSMIPv6 is used on S2c over non-3GPP system.
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Figure 8.4.1-1: Trusted Non-3GPP S2c (DSMIPv6) to 3GPP with S5 handover
NOTE:
In case of connectivity to multiple PDNs, Steps (A) and (B) of Figure 8.2.1.1-1 and steps 3 of Figure 8.4.1-1 are repeated for each PDN the UE is connected to. Other impacts related to the handover for multiple PDNs are described in Section 8.1.
1)
The UE uses a trusted or untrusted non-3GPP access system. It has a DSMIPv6 session with the PDN GW.
2)
The UE discovers and attaches to the 3GPP access as defined in Step (C) of Figure 8.2.1.1-1.
3)
The UE sends a BU (lifetime) to the PDN GW to de-register its DSMIPv6 binding, as defined in draft-ietf-mip6-nemo-v4traversal [10] that was created while the UE was in non-3GPP access system. The PDNGW responds with a BA message as defined in draft-ietf-mip6-nemo-v4traversal [10].
NOTE: As per RFC 4877 [22] the security associations should not be immediately deleted.  As the security associations were created dynamically using IKEv2 they will be automatically deleted when they expire.
**** End of first changes ****
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