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Abstract of the contribution: Showing some MSC impacts with the compromised model proposal.
1. Introduction
At SA2 #62, TD S2-080822 was developed as an attempt to generalize the SRVCC architecture from Alt D/F, and E, as shown below.
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Figure 1: S2-080822 - SR-VCC Architecture 

One possible configuration is that the IWF can be separated from the MSC/IMSC with Iu-cs. This paper analyzes the impacts toward Iu-cs and MSC/IMSC node for supporting such configuration without 24.008 tunnelling.

2. Discussion
1. The IWF communicates with MSC using Iu’ with IP transport; Iu interface is modified for the following procedures:

· TMSI Reallocation: MSC does not trigger this procedure

· Identity Request for IMEI: FFS-MSC does not trigger this procedure if IMEI is not known by MME/IWF.

· Authentication and Ciphering: MSC does not trigger this procedure. Ciphering settings is given by the IWF via Iu-cs (e.g., reuse the D/F proposal-CS security keys is derived from LTE PS security key by MME)

· Skipping the RAB assignment as an option for optimization

2. The UE may be registered at MSC via the IWF based on Gs functionality.

3. The CS call setup is initiated by the handover signalling. 

4. VDN reuse the DF’s proposal

5. MME needs to pass the IMSI/TMSI to the IWF (TMSI if TMSI Reallocation occurred over Gs).

The following figure shows the call flow for this procedure. MSC is denoted as eMSC as it has the modification as described above.
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Figure 2: call flow with IWF separation from MSC 

1a-b. During LTE attach, MME may optionally use Gs to register the SRVCC UE to the CS domain

2. eNB detect HO needed

3a-b. MME forwards the HO relocation request to IWF

4. IWF starts the CM service request to eMSC. VLR-TMSI is used if known (i.e., from Gs). Otherwise, IMSI is used.  Location Area is preconfigured to the IWF. A new flag is sent to the eMSC to set SR-VCC service specific functionality in the eMSC, e.g. to suspend common mobility procedure with the mobile (see list in the figure) and optionally for the RAB Assignment with the IWF. IWF also sends the cipher info to eMSC. This cipher info is derived from the PS key by the MME.

4a-b. eMSC may request IMSI from IWF if VLR-TMSI is unknown. 
4c. CM service request is accepted by the eMSC.
5. IWF sends setup (VDN) to eMSC. VDN is given from MME as part of the S3’.

6. eMSC indicates to IWF that call is in progress. 

6b-c. Optionally, eMSC may send RAB assignment; otherwise eIMSC process to step 6d and 7 immediately.

6d. eIMSC setup to VCC AS with VDN. 

7. IWF starts the relocation to other RNS/BSS procedure. eMSC may need to start the inter-MSC HO procedure if needed. 

8. before sending the HO relocation cmd to MME, IWF ensure the VDN setup is successful (i.e., receipt of CONNECT from eMSC).
Note: If SGs is not used for CS attachment, eMSC may perform MAP Update-Loc to HSS/HLR if needed to retrieve the CS service profile..

3.  Proposal

As shown above, there will be some impacts to MSC. Furthermore, when IWF is behaving as RNC further study is also needed on how to interwork with RANAP mgt procedures (e.g., Reset, Reset Resource, Error indication, Location Report, Overload, Common ID, Trace, etc).
It is proposed to discuss whether such alternative can fit R8 timeframe, and whether SA2 should just focus the effort on the MSC collocation with IWF approach, in order to minimize the additional standardization effort on open interface (e.g,Iu'/IP).
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1a. LTE attach


1b. CS attach via SGs (follow the CS fallback TS)


2. HO trigger


3a. HO Req


3b. FW HO Req


4. L3-Info(LA Info, S-VCC service request,
Cipher info), CM service Req (..VLR-TMSI)


4a. ID req (IMSI)


4b. ID resp (IMSI)


If TMSI is unknown to VLR


4c. CM Service accpt


5. setup (VDN)


Based on suppress S-VCC Service Request  flag, eMSC may decide to  not do
1. TMSI reallcoation
2. Authenication
3. IMEI request, FFS
4. skip RAB Assignment
5. …TBD

e/IMSC uses the Cipher info from IWF for HO signaling to target cell 



6b. RAB: Assign Req


6c. RAB: Assign Resp


6. Call Proceeding


8. UE accessing via the 2G/3G CS system


6d. IAM (VDN)/ANM
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7. Complete Relocation to RNS/BSS



