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Abstract of the contribution:  This contribution resolves an editor’s note about updating the IMS network with the UE’s current access network type in TR 23.893 section 8.2.1. 
Discussion
TR 23.893 section 8.2 handles the impact of underlying mobility mechanism on IMS network and section 8.2.1 discusses the Access Network Info. It is recognised that while the UE may change several IP-CANs during an active multimedia session that can happen without updating the IMS network with the access network information (P-Access-Network-Info header) i.e. without sending any SIP signalling until it refreshes the session timers. The same holds true for the case when the UE does not have an active multimedia session. This is because the network supports extended mobility mechanisms (e.g. TS 23.401, TS 23.402), and as a consequence for using extended mobility in the underlying layers the IMS network may not be regularly updated with the UE's current access network type. As identified this could have a significant impact on IMS session terminating procedures or any other IMS procedures which rely on the UE's current access network type.

So due to the extended mobility mechanism in the underlying network the UE is not signalling (e.g. by SIP REGISTER or INVITE request ) its current changed IP-CAN information to the IMS network, and still this information would be needed by T-ADS for selecting the most suitable contact/terminating access. The document S2-080613 agreed in SA2#62 added a sentence stating that the P-CSCF may derive and/or validate UE´s IP-CAN information using  PCC mechanisms. 

The editor´s note in section 8.2.1 states that “It is FFS if and how the IMS network needs to be updated with the UE’s current access network type after an IP-CAN change.” As stated above the P-CSCF can have the valid IP-CAN information, however this information has not been delivered to the S-CSCF and via the S-CSCF to the Application Servers although this information would be needed in the terminating domain selection and possible for the network initiated domain transfers, for example. 
Therefore it is proposed to deliver updated access information further in the IMS to make available for other IMS entities that could benefit of this information.

Proposal
It is proposed that the following changes be made to the TR.

******1nd   Change******
8.2.1
Access Network Info

Several IMS elements may store the type of access network that is currently used by the UE (as provided in the P-Access-Network-Info header) and use it subsequently for performing access-specific service logic. For example, the Domain Selection Function (DSF, see 3GPP TS 24.206 [6]) can use the UE’s current access network type to determine the domain to be used for terminating an incoming session request. Therefore, when the UE hands over to a new IP-CAN with a different access type from the old IP-CAN (e.g. from GERAN to IEEE 802.11) it is desirable to update the IMS network with its current access network type. 

When the network supports extended mobility mechanisms, such as those specified in TS 23.401 [4] and TS 23.402 [5], then the UE may change several IP-CANs during an active multimedia session without updating the IMS network with a new P-Access-Network-Info header, i.e. without sending any SIP signalling until it refreshes the session timers. The same holds true for the case when the UE does not have an active multimedia session. As a consequence, by using extended mobility in the underlying layers the IMS network may not be regularly updated with the UE’s current access network type. This could have an significant impact on IMS session terminating procedures or any other IMS procedures which rely on the UE’s current access network type.

Note:
The value inserted by the UE in the P-Access-Network-Info header is considered as un-trusted information by the network.

P-CSCF may derive and/or validate UE’s IP-CAN information using PCC mechanisms as specified in 3GPP TS 23.203 [xx]. P-CSCF may also subscribe to IP-CAN update procedures provided by the PCRF via Rx reference point as specified in 3GPP TS 29.214 [yy].

P-CSCF shall propagate the derived and/or validated UE´s IP-CAN information to the S-CSCF and/or applications using suitable SIP protocol means.
******End Change******
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