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=== 1st Change ===
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 22.141: "Presence service; Stage 1".

[3]
IETF RFC 3863: "Presence Information Data Format", August 2004.
[4]
IETF RFC 3856: "A Presence Event Package for the Session Initiation Protocol (SIP)", August 2004.
[5]
3GPP TS 33.203: "3G security; Access security for IP-based services".

[6]
3GPP TS 32.240: "Telecommunication management; Charging management; Charging architecture and principles".

[7]
3GPP TS 32.260: "Telecommunication management; Charging management; IP Multimedia Subsystem (IMS) charging".

[8]
3GPP TS 33.210: "3G security; Network Domain Security (NDS); IP network layer security".

[9]
3GPP TS 23.228: "IP Multimedia Subsystem (IMS); Stage 2".

[10]
3GPP TS 23.218: "IP Multimedia (IM) session handling; IM call model; Stage 2".

[11]
IETF RFC 3265: "Session Initiation Protocol (SIP) Event Notification".

[12]
Void.

[13]
3GPP TS 29.061: "Interworking between the Public Land Mobile Network (PLMN) supporting Packet Based services and Packet Data Networks (PDN)".

[14]
3GPP TS 23.271: "Location Services (LCS); Functional description; Stage 2".

[15]
3GPP TS 23.198: "Open Service Access (OSA); Stage 2".

[16]
IETF RFC 2778: "A Model for Presence and Instant Messaging".

[17]
IETF RFC 2779: "Instant Messaging / Presence Protocol Requirements".

[18]
3GPP TS 23.002: "Network architecture".
[19]
3GPP TS 23.234: "3GPP system to Wireless Local Area Network (WLAN) interworking; System description".
[20]
LIF TS 101: "Mobile Location Protocol Specification"(Location Interoperability Forum 2001) [Available at http://www.openmobilealliance.org].

[21]
3GPP TR 23.981 "Interworking aspects and migration scenarios for IPv4 based IMS implementations".

[x]
3GPP2 X.S0027-004: "Network Presence".

[Y]
3GPP2 X.S0004: "Introduction to MAP".

=== 2nd Change ===
4.3.2
Reference point Presence Network Agent – Presence Server (Pen)

This reference point shall allow a presentity's presence information to be supplied to the Presence Server. The transport on this reference point shall not impose any limitations to the size of the presence information.

Pen shall provide mechanisms for the Network Agent to manage subscription authorisation policies.

Pen shall provide mechanisms for the Network Agent to supply or update only a certain subset of the presentity's presence information to the Presence Server.

Pen shall provide mechanisms for activating or deactivating the reporting of Presence Information for a given presentity from the network entities within the PLMN.

The Pen interface is an intra-operator interface. In order to provide the all the functionalities required on this reference point, a combination of multiple protocols may be used. In general, the protocols used at the Pen reference point are not standardised. However, for 3GPP2 systems this reference point is defined in X.S0027-004 [x]. At least, this interface shall support the transport of presence information under the PIDF format as specified in IETF RFC 3863 [3].

=== 3rd Change ===
4.3.8
Reference point Presence Network Agent – Location Server (Pl)

This reference point shall be used by the Presence Network Agent to retrieve location information related to a subscriber (associated with the presentity). This reference point is the interface to GMLC and it is an instance of the Le reference point (defined in TS 23.271 [14] and TS 23.002 [18]). In the case of Presence the LCS client (defined in TS 23.271) is the Presence Network Agent and so the protocol implementing Pl needs to be defined. Though normally a stage 3 responsibility in this case the protocol to be used is defined here since it is a reference to an existing protocol. Thus, Pl shall conform to OMA's LIF-MLP specification [20]. 

For 3GPP2 systems, the interface for this reference point is not supported in the current release of the specification.
=== 4th Change ===
4.3.9
Reference point Presence Network Agent – SGSN (Pg)

This reference point shall allow the SGSN to report mobility management related events (such as attach/not reachable for paging/detach/routing area update) to the Presence Network Agent.

This reference point may allow the SGSN to report Mobility States (such as Detached, Idle and Connected) and Session States (such as PDP context active and inactive).

This reference point is implemented using the existing mechanisms of CAMEL phase 4, 3GPP Release 5.
For 3GPP2 systems, this reference point is not supported.
=== 5th Change ===
4.3.10
Reference point Presence Network Agent –MSC Server/VLR (Pc)

This reference point shall allow the MSC Server/VLR to report the mobility management related events to the Network Agent (such as attach/detach/location area update) and may allow the MSC Server/VLR to report call related events (such as call setup with the bearer information and call release).
This reference point may allow the MSC Server/ VLR to report Mobility States (such as Detached, Idle and Connected) and Call States (such as Busy with Bearer information and Idle).

This reference point is implemented using the existing mechanisms of CAMEL phase 4, 3GPP Release 5.
For 3GPP2 systems, the interface to this reference point is defined in [Y].
=== 6th Change ===
4.3.11
Reference point Presence Network Agent – GGSN (Pk)

This reference point shall allow the GGSN to report presence relevant events to the Presence Network Agent (such as PDP context activation/de-activation). This reference point is implemented using the mechanisms of the RADIUS interface for reporting of access requests on Gi reference point as defined in TS 29.061 [13].
For 3GPP2 systems, this reference point is not supported.

=== 7th Change ===
4.3.12
Reference point Presence Network Agent – AAA Server (Pr)

This reference point shall allow the AAA Server to report IP-connectivity related events to the Presence Network Agent (such as WLAN UE attaching/detaching and tunnel establishment/removal). The Pr reference point shall be as much as possible based on mechanisms of existing interfaces.
For 3GPP2 systems, the interface for this reference point is defined in X.S0027-004 [x].
=== 8th Change ===
4.3.13
Reference point Presence Network Agent – PDG (Pp)

This reference point shall allow the PDG to report presence relevant events to the Presence Network Agent (such as tunnel establishment/removal, allocation of the remote IP address for the WLAN UE). This reference point is based on reusing of the Wi reference point.
For 3GPP2 systems, this reference point is not supported.
=== 9th Change ===
5
Functional Entities To Support Presence Service

5.1
Presence Server

The Presence Server shall reside in the presentity's home network.

The Presence Server shall be able to receive and manage presence information that is published by the Presence User/Network/External agents, and shall be responsible for composing the presence-related information for a certain presentity from the information it receives from multiple sources into a single presence document. The composing process to create the single presence document may involve complex transformations of presence information such as modifying the presence information from one presence source based on information from another presence source. In particular, the Presence server shall be able to receive and manage presence information that is published from multiple Presence User agents of the same presentity. The Presence Server shall be able to process partial publications of information from Presence User Agents. These partial publications contain the presence information of the presentity that has been modified since the latest publication sent to the Presence Server about this presentity.

These Presence User agents may be updating the same parts of the presence information.
The mechanisms for combining the presence related information shall be defined based on presence attributes, and according to certain policy defined in the Presence Server. The Presence Server shall be capable of receiving and composing the Presence information received in the standardized formats from authorized sources regardless of the source of the information or the ability to interpret the information contained in the presence tuples. The information that the Presence Server is not able to interpret shall be handled in a transparent manner.

The Presence Server shall also allow watchers to request and subscribe to either the full set of presence information of a presentity, or only certain information within. Watcher defines the subset of the presence information, that he is interested in, by the filter that is carried in presence information subscription. The Presence Server shall be able to generate partial notifications to a watcher, which has indicated the capability to process them. These partial notifications contain the presence information of the presentity that has been modified since the latest notification sent to the watcher about this presentity, and required additional information to be able to link the partial notification to the information watcher has received earlier. In case the watcher does not indicate the capability to process partial notifications the presence server shall send only full updates.
Before the subscription to presence information is accepted, the Presence Server should attempt to verify the identity of the watcher that subscribes to Presentity's Presence information, except if the watcher has indicated his desire to remain anonymous. The action taken by the Presence Server if the verification fails may include notifying the Presentity.
The Presence Server shall support SIP-based communications for publishing presence information.

The Presence Server shall support SIP-based communications with the Presentity Presence Proxy. The Presence Server is a SIP Application Server as defined by TS 23.228 [9], and is located using SIP URLs, standard SIP and existing IMS mechanisms (SIP routing, HSS query, ISC filtering, etc…).
The Presence Server shall provide Subscription Authorization Policy. The Subscription Authorization Policy determines which Watchers are allowed to subscribe to a Presentity's Presence information.
The Subscription Authorization Policy also determines which tuples of the Presentity's Presence information the watcher has access. It shall be possible for the Presentity's Presence User Agent to provide the Subscription Authorization Policy or it may be configured by the operator as part of the service provisioning.
The Presence Server may provide a watcher configurable filtering function that is used to limit the information that is delivered to a watcher. After subscription the authorized watchers get notified of the actual Presence Information based on the Subscription Authorization Policy and the filters set by the watcher in the subscription. If the Presence Server does not support the filters as requested by the watcher, this is indicated to the watcher. In this case the notification shall contain the actual Presence information based on the Subscription Authorization Policy and local policy in the Presence Server. The Presence Server may support one or more of the following types of filters: Filters, which allow watchers to define:

-
the tuples that the watcher is interested in;
Watcher can define a criteria which allows the complete tuple and all the information within the tuple to be transmitted. E.g. watcher can define the filter to permit notifying all the tuples (and all the information within those tuples) which has "tel:+16305551212" as the contact address or "Instant Messaging" as a communication means.

-
the attributes that the watcher is interested in; and
Watcher can define a criteria which result notifies to contain values only for defined attributes (attributes are defined by the filter and values for other attributes are not available in the notifications)

-
the triggers when a notification should be sent.
Watcher can define a criteria which specifies when to send a notification. E.g. every time the communication means status attribute changes its value, a notification is sent to the watcher. Another example: filter out and do not send the notifications resulting from the publication of the Presence User agent that is equal to the watcher.

The Presence Server shall collect watcher information to enable presentity to obtain information of the watchers that are or have been requesting, fetching or subscribing presentity's presence information. Service provider shall be able to define the maximum time period over which information is collected and stored. The watcher information list shall include:

-
identity of the watcher (unless anonymity was requested);
In case of anonymous watcher, the identity of the watcher shall not be provided to the presentity. The presentity shall be able to determine that an anonymous watcher has requested, fetched or subscribed presence information of the presentity including related information as specified in this list without revealing the watchers identity.

-
time of the request, fetch or subscription;

-
length of the subscription; and

-
state of the request or subscription.

The Presence Server shall be able to support the presentity obtaining the above watcher information. The Presence Server shall be able to receive watcher information fetches and subscriptions from the presentity. These watcher information fetch and subscribe requests shall be able to contain filters which define:

-
what watchers the presentity is interested in;

Possible categories are:
-
all watchers;
-
defined watchers;
-
new, unauthorised watchers; and
-
defined and new, unauthorised watchers.

-
what information the presentity is interested in; and

The information is all or part of the watcher information list as defined above.

-
the length of the watcher information history collection period that the presentity is interested in.

In response to watcher information fetches, the presence server shall be able to provide requested watcher information to the presentity. In response to watcher information subscriptions, the presence server shall provide notification to the presentity of the current state of the subscribed watcher information. When there are subsequent changes in the subscribed watcher information, notifications of the changes in watcher information are sent to the presentity.

The Presence Server may support rate-limiting or filtering of the presence notifications based on local policy in order to minimize network load.

=== 10th Change ===
6.1.1
Subscriber Presence Attributes and Values

A subscriber is described by attributes: subscriber's status, communication means status, one or more communication address(es) (containing communication means and contact address), location (subscriber provided location and/or network provided location), priority, text. The attributes can be categorised as communication means and contact address specific information or generic information. Generic information attributes shall be: subscriber's status, location and text. Communication means and contact address specific information attributes shall be: communication means status, communication means, contact address, priority and text.

-
Generic information attributes, if these attributes are used as part of any tuple they shall use following values (values in parenthesis) to enable interoperability:

-
Subscriber's status (willing, willing with limitations, not willing, not disclosed),

NOTE 1:
Attribute name subscriber's status has been defined in stage 1 and it does not imply any mapping to the IETF defined presence model e.g. IETF RFC 2778 [16], IETF RFC 2779 [17].


The subscriber's status attribute is not intended to be used when interworking with IM clients. Subscribers are able to provide more detailed willingness information as well as other information through the generic Text attribute, and the communication means and contact address specific Text attribute.

-
Location (e.g., Last known CGI/SAI and/or geographic co-ordinates and/or free format text and timestamp),

-
Text (free format text).

-
Communication means and contact address specific information attributes, if these attributes are used as part of any tuple they shall use following values (values in parenthesis) to enable interoperability:

-
communication means status (online, offline),

-
communication means (Service type (e.g. telephony, SMS, email, multimedia messaging service, instant messaging service)),

-
contact address (E.164 (e.g. MSISDN), SIP URL, Email, Instant message address e.g. IM:name@domain name),

-
Priority (Priority order for each of the defined communication means and contact address),

-
Text (free format text).

NOTE 2:
The mapping of these attributes and values to the IETF defined presence model IETF RFC 2778 [16], IETF RFC 2779 [17] may result one or several of the following:

-
using existing IETF defined attributes and values (or subset of them)

-
using existing IETF defined attributes but extending the value set

-
Creating new attributes to the tuples.

The mapping of these values for tuples and different fields of the tuple is defined in stage 3. Furthermore, mechanisms to allow extensibility of the presence information in order to ensure interoperability are defined in stage 3.

All these attributes shall be able to contain value NULL to enable polite blocking.
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