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2. The roaming considerations of the procedures in the sections revised by this CR are brought into conformance with the approach approved in SA2 #61.  

3. In the case of a S2c based detachment, the IP CAN session will be terminated.  
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6.8.1
UE-initiated Connectivity to Additional PDN with PMIPv6 on S2a

Establishment of connectivity to an additional PDN over trusted access with S2a is supported only for the accesses that support such feature and the UEs that have such capability.

PMIPv6 [8] is used to setup a IP connectivity between the trusted non-3GPP IP access and the EPC during initial attach. In both roaming and non-roaming cases, S2a is present. It is assumed that MAG exists in the trusted non-3GPP IP access.

NOTE:
The PDN GW treats each MN-ID+APN as a separate binding and may allocate a new IP address/prefix for each binding.

Editor's Note:
It is FFS if and how multiple PDN connections to one APN from a single UE is supported, i.e. whether the MN-ID + APN is sufficient to uniquely identify a PDN connection instance, or whether additional parameter(s) are needed.
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Figure 6.8.1-1: Additional PDN connectivity with Network-based MM mechanism over S2a for non-roaming and roaming

The steps in the procedure which are marked as optional occur only if dynamic policy provisioning has been deployed.

In the roaming case, messages are forwarded between the Trusted Non-3GPP IP Access and the hPCRF via the vPCRF. In the case of LBO, messages are forwarded between the PDN GW and the hPCRF via the vPCRF also. Further, in the case of LBO, messages between the PDN GW and the 3GPP AAA Server are sent via the 3GPP AAA Proxy.
If dynamic policy provisioning is not deployed, the optional steps 3 and 4 do not occur.  Instead, the PDN GW may employ static configured policies.
1)
The UE performs initial attach to the trusted non-3GPP access and gets IP connectivity to a default PDN served by a certain PDN GW, as indicated by the user profile.

2)
When the UE wishes to connect to an additional PDN, it sends a trigger indicating that connectivity with that specific PDN is desired. The UE provides information about the new PDN by using an APN.

Editors Note:
The definition of the trigger that the UE provides to the access network (MAG) is out of scope for 3GPP

3).
When the MAG receives this trigger for additional PDN connectivity, it selects a suitable PDN-GW-based on the APN information in the indication from the UE and it sends a Proxy Binding Update(MN NAI, Lifetime, IP Address(es), Access Technology Type option, APN) message to it.  The MN NAI identifies the UE. The IP Address(es) are indicated by the Trusted Non-3GPP IP Access to request a particular address be allocated to the UE. Within Access Technology Type option an indication for access type is set to a value matching the characteristics of the non-3GPP access; an indication for attachment over a new interface is also set. The APN indicates the desired PDN connectivity.  
Editor’s Note: It is FFS how the Trusted Non-3GPP IP Access will determine this ‘requested’ address.
Editors Note:
The details of PDN GW selection for additional PDN connectivity are FFS. The scenario where the existing PDN GW can provide access to the additional PDN is FFS.

4)
Upon successfully processing the Proxy Binding Update from the MAG, the PDN GW allocates an IP address to the UE. The PDN GW sends an Indication of IP CAN Session Establishment(MN NAI, APN, IP Address(es)) message to the hPCRF.  The IP CAN Type represents the non-3GPP access type.  The MN NAI identifies the UE.  The APN designates the PDN of the requested IP CAN session.  The IP Address(es) are those allocated to the UE.
5)
The hPCRF responds with an Acknowledge IP CAN Session Establishment(PCC Rules, Event Triggers) message, including the policy that the PDN GW needs to enforce and triggers for event reporting by the PDN GW to the PCRF.

6)
The PDN GW providing connectivity to the additional PDN (the same PDN GW that received the PBU) updates the AAA server with the PDN GW address and the corresponding APN information.

7)
After creating the binding cache entry for the UE, the PDN GW responds with a Proxy Binding Acknowledgement(MN NAI, Lifetime, UE Address Info) message to the MAG.  The MN NAI repeats the UE identity sent previously.  The Lifetime expresses the duration of validity of the binding.  The UE Address info includes the allocated IP Address(es) corresponding to the IP CAN session.
8)
The Trusted non-3GPP access system sends a Gateway Control Session Establishment(IP CAN Type, MN NAI, APN, IP Address(es)) message. The IP CAN Type represents the non-3GPP access type. The MN NAI identifies the UE. The APN designates the PDN of the requested IP CAN session. The IP Address(es) are those allocated to the UE.
9)
If the Gateway Control Session Establishment message sent by the Trusted non-3GPP access implies any change to the policy provisioned to the PDN GW in step 5, the hPCRF sends an updated policy to the PDN GW by means of a Policy and Charging Rules Provision(PCC Rules, Event Triggers) message. The PCC Rules will be enforced by the PCEF.  The PCEF will report events to the PCRF based on the Event Triggers.
10)
The PDN GW sends a Policy and Charging Rules Acknowledgement(Result) message to the hPCRF indicating whether the provisioning of the PCC rules was successful.

11)
The hPCRF responds to trusted non-3GPP access system by sending an Acknowledge Gateway Control Session Establishment(QoS Rules, Event Triggers) message. The reply contains QoS rules for use by the Trusted Non-3GPP access system and triggers for Event Reports to the PCRF.

12)
The trusted non-3GPP access system sends the reply message to the UE with the allocated IP address from the PDN that the UE indicated at 2. Since UE requested for additional PDN connectivity, the UE configures the IP address received from the MAG without deleting its configuration for connectivity with any other previously established PDN.

Editors Note:
It is FFS that which message will be used to carry the new connectivity information to the UE and it may be out of scope of 3GPP.

13)
The PMIPv6 tunnel is thus set up between the Trusted Non-3GPP IP Access and the PDN GW corresponding to the requested additional PDN while maintaining tunnels previously established for other PDNs.
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