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Abstract of this contribution: This paper proposes requirements on session identifier for the purpose of session transfer. 

1
Introduction

There is a need to uniquely identify a Multimedia (MM) session for the purpose of performing session transfers for MMSC UEs. This is essential in case a UE has one or multiple MM sessions established and would have to transfer each one during, e.g.  a handover from PS coverage to CS coverage or vice versa for session continuity purposes.
This paper proposes an approach for identifying such sessions for the purpose of session transfer within the context of MMSC UEs. The approach is generic enough to be applied to all MM sessions.
2     Creation of Session identifiers 
Session identifiers are typically included in a request for a session transfer by the UE requesting the transfer. There are 2 cases to consider in the various scenarios:

Case 1: The UE can generate a session identifier, and is able to transfer it within the protocol used for bearer control for the session.
Case 2: The UE can generate a session identifier but is unable to transfer it due to limitation in the protocol used by the UE for bearer control for the session. In this case, an AS in the session signaling path can generate such an identifier, which can be later retrieved by the UE. 
If the AS generating the session identifier is in the signaling path for all sessions covering the above cases, then the AS must conclusively be able to decide if it has to perform such a role for any given session.
In either case, the session identifier is relevant between the UE and the AS that performs session transfer. Hence, it is important that each session identifier can uniquely identify a single session in the AS performing the session transfer.
3    I1-CS and Session Identification for ICS UEs

In case of I1-CS, the UE can generate a session identifier but cannot transfer it in existing CS procedures which do not support such a capability. In this case, the USSD is used for service control. The ICS AS, or another AS in the signaling path, can generate a session identifier for the terminating leg of the call. USSD can be used by the ICE UE to retrieve the session identifier created by the ICS AS for the MM session. 
During domain transfer from CS to IMS, the ICS UE includes the session identifier in the SIP INVITE request. The SC AS uses the session identifier included in the INVITE request to identify the session.

During domain transfer from IMS to CS, after the bearer path is established, the ICS UE includes in the USSD the session identifier for the session. The ICS AS (or the AS that generated the identifier), in turn, includes the session identifier in the INVITE request it generates towards the SC AS. This allows the SC AS to identify the session to be transferred, and undertake the appropriate actions.
4     I1-PS and Session Identification for ICS UEs

In case of I1-PS control of CS bearers, SIP is used for bearer control. In such a case, the UE can generate the session identifier and can include it in the INVITE request generated by the UE. Optionally and for consistency purposes with the I1-CS approach, the ICS AS, or another AS, could generate such a session identifier for each established MM session on behalf of the UE. 

During domain transfer from CS to IMS, the ICS UE includes the session identifier in the SIP INVITE request. The SC AS uses the session identifier included in the INVITE request to identify the session.

During domain transfer from IMS to CS, after the bearer path is established, the ICS UE includes in the USSD the session identifier for the session. The ICS AS (or the AS that generated the identifier), in turn, includes the session identifier in the INVITE request it generates towards the SC AS. This allows the SC AS to identify the session to be transferred, and to undertake the appropriate actions.
5     MSC Server enhanced for ICS
In case of MSC server enhanced for ICS, the UE can generate a session identifier but cannot transfer it in existing CS procedures which do not support such a capability. In this case, the SC AS has to generate such an identifier if needed. 
6     PS Access used for both session signaling and media transport

This case is identical to l1-ps case
7     Requirements 

Based on the above, the following requirements for session identifiers for the purpose of session transfer of more than one session can be identified: 
· Req -1 : Each session subject to session transfer must have a session identifier 

· Req -2 : The SC AS must be able to uniquely identify a single session through the session identifier.
· Req -3 : The SC AS must be the application server that creates session identifiers for cases requiring an AS in the signaling path for the session to perform that role. This ensures the uniqueness of the session identifier for session transfer purposes.
· Req -4: A UE requesting session transfer must include the session identifier in the request. 
Note: If only one session needs to be transferred, then consequently only one unique identifier for session transfer is needed.

6     Recommendation
It is proposed to discuss the above-listed requirements in the meeting. Further it is proposed to add the following change to 3GPP TR 23.893.

( Begin 1st Change (
6.4.1
Session Transfer Information

The MMSC AS needs the following information to be able to perform multimedia session transfer. This information is included into the new session request or may be sent to MMSC AS via original session path for session continuity. This may include:

-
Session Transfer indicator to notify that this new session is for session transfer.

-
Information that identifies which session continuity scenario needs to be performed. 

-
Information that identifies which media component is to be transferred. 
-
Information that identifies which media component is to be retrieved. 

- 
Information that identifies which media component is to be added. 

-
Information that identifies which media component is to be removed. 

-
Session transfer identifier
-
IMS Communication Service Identifier defined in TS 23.228 [7], section 4.13.

The needed information depends on the multimedia session continuity scenario being used. For example, if one media component is to be transferred and the rest kept unchanged, there is no need to identify which media component is added and removed.
Editor's note:
Other parameters in Session Transfer Information are FFS. 

Editor's note:
It is FFS how to convey the session transfer information from the MMSC UE to the MMSC AS with minimizing the impact to the existing CS signalling. 

The session transfer identifier has to fulfil the following requirements if more than one session has to be identified:
· Req -1: Each session subject to domain session transfer must have a session identifier 

· Req -2: The SC AS must be able to uniquely identify a single session through the session identifier.

· Req -3: The DTF must be the application server that creates session identifiers for cases requiring an AS in the signaling path for the session to perform that role. 
· Req -4: A UE requesting session transfer must include the session identifier in the request. 

Note: If only one session needs to be transferred, then consequently only one unique identifier for session transfer is needed.

( End 1st Change (
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