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Abstract of the contribution: This paper describes an alternative SLF mechanism (referenced as SLF Proxy) defined in the 3GPP2 X.P0013 specifications. An overview of the differences between the 3GPP SLF defined in 3GPP TS 23.228, 3GPP TS29.228, 3GPP 29.229, 3GPP 29.328 and the SLF Proxy is given.
Discussion:
One of the aims in an IMS network is the ability to reduce the operational cost of a network. The complexity of operating a network increases with the number of subscribers, and one of the contributors will be the management of subscribers in the network. In large scale IMS Deployments, subscribers may be partitioned across many physical HSSs. Partitioning implies that each HSS or HSS server farm supports a specific sub-set of subscribers. In traditional deployments partitioning is done along geographical regions (e.g., a US operator may wish to deploy two HSS server farms to cover the US, HSS-1 to support the subscribers in the Western part of the US and HSS-2 to support subscribers in the Eastern part of the US). As networks become more sophisticated, subscriber partitioning may occur along types of service (e.g., best effort, gold, platinum), or type of customer (residential, business).  In most partitioned deployments an HSS performs two functions: 1) support for its primary set of subscribers and 2) backup for one or more of the other HSSs.
Partitioned deployments require the use a routing function to ensure that requests are sent to the correct HSS. In 3GPP this routing function is performed by a Subscriber Locator Function (SLF). The SLF contains a HSS Address to Public User Identities (PUI) binding for all Public User Identities within the operator’s network. This typically implies:
1) That each SLF is a replication of total operator database. The SLF must contain up to date information as to the correct HSS for each public user identity

2) That each SLF must be kept synchronized with PUI changes that might occur within any of the HSSs. For example, the moving of subscribers from one HSS to another HSS (e.g., when a company relocates from New York  to San Diego)

3) Redundancy mechanisms for each HSS and each routing function.
The SLF (as currently defined in 3GPP TS 23.228-830) is an enhanced Diameter redirect agent. A Diameter redirect agent is not capable of understanding application specific AVPs (see RFC3588 section 2.8.3, last paragraph in section). Thus the reason for the wording enhanced Diameter redirect agent above. When an SLF receives a message, it looks up the public user identity in its database (implementation specific) and maps it to an HSS address. The SLF then sends back a response with the result-code set to DIAMETER_REDIRECT_INDICATION, and the redirect-host AVP set to the destination host value determined from the database lookup. The originating node then re-sends the message to the actual host (see Figure-1).
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Figure 1: SLF (Partitioned HSS Deployment)

In 3GPP2 there are two routing function defined: SLF and SLF Proxy. Where as the SLF is based upon a Diameter Redirect agent (as per RFC3588), the SLF Proxy is based upon the Diameter Proxy agent (as per RFC3588). Even though the SLF is usually deployed as a stand alone function it may also be deployed as an integrated function of the HSS service. On the other hand, the SLF Proxy is a functional entity intended as an integrated function of the HSS service. By integrating the routing function with the HSS the SLF Proxy (or an integrated SLF) can capitalize upon the data synchronization mechanism used when an HSS acts as a backup HSS for one or more of the other HSSs. 
The SLF Proxy differs from the SLF in that the Dx Query (which is actually a Cx Query for which it is known that redirection will occur) is not redirected yet is instead proxied to the HSS that support the PUI within the request. An integrated SLF Proxy can make use of the HSS Database (which contains primary and backup subscriber information for one or more HSSs) for proxying the Cx Query. A comparison of the two mechanisms, when the subscriber is in his home region is shown in Figure 2.
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Figure 2: Comparison of SLF Proxy and SLF when Subscriber is in his Home Region
Figure 3 shows a two partitioned network where HSS-A acts as the backup for HSS-B and HSS-B acts as the backup for HSS-A
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Figure 3: Comparison of SLF Proxy and SLF when Subscriber is not in his Home Region.

If it is assumed that subscriber behaviour is somewhat the same as that observed in circuit-switch, then approximately 80% of time the subscriber will resided within his home region. For these scenarios the SLF-Proxy advantages are:
1) Reduced latency for IMS registrations and call terminations (e.g., I-CSCF actions required to locate the HSS serving the subscriber).
2) Reduced complexity when compared to a stand alone SLF.
· For stand alone SLFs, the I-CSCF, S-CSCF, and SIP Application Servers must maintain separate Diameter SLF and HSS sessions
General advantages of the SLF Proxy are:

1) The SLF might be unaware if an HSS is offline. This can result in needless messaging. The SLF Proxy has an interface to the HSS/HSSs and thus has established Diameter security associations. The SLF Proxy is aware when a HSS might be offline.

2) The SLF is unable to enforce any kind of network policy (i.e. admission control) for allowing communications from 3rd Party SIP Servers.
· The SLF Proxy is a Diameter Proxy agent (as per RFC3588) and is similar to a Diameter Relay agent in that it accepts requests and routes messages to other Diameter nodes based on information found in the messages (e.g., Destination-Realm).  However, a Diameter Proxy agent can also modify messages to implement policy enforcement (e.g. enforce resource usage)
3) A HSS Address to Public User Identity (PUI) binding for all Public User Identities within the operator’s network must be maintained and constantly updated for each SLF (this is due to most SLFs being deployed as stand alone functional entities). This complexity is reduced since the SLF Proxy is intended to be deployed as an integrated function with the HSS.
Conclusion:

The SLF Proxy is an alternative resolution mechanism that provides benefits for some network deployments. For a network deployment only one of the two resolution mechanisms (SLF or SLF Proxy) would be used. The SLF Proxy mechanism will require modifications to: 

1) 23.002 Network architecture
2) 23.228 IP Multimedia Subsystem (IMS); Stage 2, 

3) 29.228 IP Multimedia (IM) Subsystem Cx and Dx interfaces; Signalling flows and message contents, 

4) 29.229 Cx and Dx interfaces based on the Diameter protocol; Protocol details, 

5) 29.328 IP Multimedia (IM) Subsystem Sh interface; Signalling flows and message contents
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