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Abstract of the contribution: Emergency topics aren’t on the agenda for this meeting, so this contribution is provided for information only in order to give the discussions contained in it a public airing and provide interested companies with a chance to work with us off-line..
Introduction
Discussions at the meeting in Marina Del Rey (SA2#62) attempted to conclude on a way forward for supporting emergency calls for ICS UE’s. The discussion looked at I1-cs (I1, in the TS) originations and I1-ps (Gm, in the TS) originations. It wasn’t possible to conclude anything on Gm originations, but some progress was made on I1 originations: -

“The Setup message used in CS origination procedures should contain the B-Party number whenever an E.164 number is dialled so that the MSC can analyse the B-party digits and so detect any undetected emergency calls.”
This contribution looks at the implications of this conclusion on I1 (I1-cs) origination procedures.
Discussion

The conclusion that the Setup message should contain the B-Party number means that there needs to be a mechanism to redirect the call such that it is anchored in IMS (ie routed to the ICS AS). Such a mechanism (CAMEL-based) has already been described in TR 23.892 (clause 6.9.1). The following flow is based on that clause: -
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Figure A: Origination using CAMEL redirection

The flow above shows an origination based on CAMEL redirection, and it is not an emergency call. In the case that the B-Party DN is identified as an emergency number by the MSC the CAMEL triggers will not fire and the call will be treated as an emergency call in accordance with existing MSC procedures.
The discussions in Marina Del Rey centred around the cases where the UE does not detect that the user is attempting to make an emergency call. Thus from the UE’s perspective it is making a normal origination and so it must always include the B-Party number in the Setup if the MSC is to detect whether the digits are for an emergency call. The orgination procedures documented in TS 23.292 will need to take this into account.
Emergency SIP-URI and Emergency tel-URI handling
Returning to the text agreed in Marina Del Rey, it says that the B-Party digits must be included in the Setup “whenever an E.164 number is dialled”. So, what happens if the UE uses an emergency sip-uri or tel-uri?

Emergency sip-uri’s are defined in [1]. An emergency urn namespace is defined in [1], so in principle it should always be possible for the UE to detect an emergency sip-uri and behave accordingly. It isn’t clear whether this is existing UE functionality, however, since the requirements in 23.167 are not explicit.
However, the emergency tel-uri format is just tel:911, or tel:112, for example. It is therefore possible for the UE to fail to detect an emergency call request using a tel-uri and so the digits from the tel-uri must also be carried in the Setup message.
What happens when additional information needs to be conveyed to the far end? 23.892 includes procedures in clause 6.6.3.1.1, and these show the Setup carrying the ICS AS PSI DN and the B-Party id and additional information being sent via I1. However, in the case of a tel-uri we have just said that it is necessary for the digits to be carried in the Setup message. CAMEL redirection, as shown in Figure A, doesn't provide for the ICS AS to wait for a subsequent I1 message, so how can we ensure that the additional information could be provided?

One approach would be to send an I1 message BEFORE the Setup. This would be somewhat similar to the procedure described in 23.892 clause 6.6.3.1.1.2, but rather than the UE using the IMRN that the ICS AS allocated it would use the digits from the tel-uri. 
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Figure B: Origination using USSD and CAMEL redirection

Figure 6.6.3.1.1.2-1 in 23.892 shows an I1 “Call Initiation” message at step 1, and it could be argued that the message in step 1 above is also effectively an initiation of a call. If this is an acceptable interpretation then the ICS AS could send an additional information message to the UE when 200OK is received by the ICS AS from UE-B.

If the ICS AS receives the message in step 2 it needs to know to interpret this as additional information, and it will need to wait for a subsequent INVITE. A guard timer is likely to be needed in case that INVITE never arrives.

In the flow in 6.6.3.1.1.2-1 the ICS AS allocates an IMRN at the equivalent of the above step 2 and send it to the UE, rather than just providing an acknowledgement, as above. This would require the ICS AS and the CAMEL service logic to ensure that the same IMRN is allocated at step 4.

Alternative proposal – ICS AS detection

It has been suggested that to avoid mandating the use of CAMEL an alternative to using the procedures in Figure A and B is to rely on the ICS AS to detect the undetected emergency call request and instruct the UE to retry. 

In order to detect such emergency call requests the ICS AS must have a database of local emergency numbers for all possible roaming networks. One suggestion has been that this could be the same database of local emergency numbers that a P-CSCF requires in order for it to perform emergency request detection. However, the P-CSCF is always a visited network entity and so a P-CSCF in the home network (ie the same network as the ICS AS) will not have the same database of local numbers as a P-CSCF in a visited netwrok. Therefore, it is difficult to see how the same database could be used.
We therefore recommend that ICS AS detection of emergency requests should not be specified. It would of course remain as a possible implementation option.
Alternative proposal – download of local emergency numbers

The basic scenarios that this contribution is addressing are those where the UE does not detect an origination attempt as an emergency call/session origination attempt. It would seem possible to avoid these scenarios completely if the serving network could download the local emergency numbers to the UE.
SA1 requirements do allow for the optional downloading of such local emergency numbers, but as long as this functionality is optional, a solution is still needed for undetected emergency calls.
Conclusion

The discussion above leads to the following conclusions: -

· A UE must always use the I1 origination procedure shown in Figure A if it has dialled digits available

· A UE must always use the I1 origination procedure shown in Figure B if there is additional information to be sent

In both cases it is necessary to use CAMEL to redirect the call. 
Proposed changes

[To be decided.]
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