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Abstract of the contribution: the usefulness of the so called “chained” case for S2a/S2b in roaming is analysed. It is found that originally claimed benefits are not fully valid.
1. Introduction
In roaming, the “chained” case for S2a/S2b consists in S-GW being a local anchor in vEPC for mobility between 3GPP and non-3GPP accesses. Since its introduction already in the first version of TS 23.402, it has led to quite some complexity in both architecture and procedures, besides much discussion and tedious work.
We confine the discussion here to the chaining of S2a/b with S8b type of roaming protocols (S2c chained with S8, and S2x chained with S8a excluded).
2. Discussion
The main arguments for introducing the chained case were twofold (see also S2-063821, S2-071923):

1) taking account of the scenario where a non-3GPP access NW operator has no business relation with the hEPC operator (case of fig. 1): by using S-GW as a local anchor it was assumed that vEPD can provide service for a UE, based only on the roaming agreement between vEPC and hEPC.  
2) optimization of local mobility handling: S-GW is closer (in some roaming situations much closer) to the UE than P-GW, and it was assumed that utilizing it as a local anchor reduces latency and amount of signaling in handover procedures. 
These considerations focused on the mobility handling, and it is worth taking a closer look from security and policy point of view. Figure 1 shows a sketch of unchained and chained scenario (for the case of S8b); for the latter the mobility, security and policy related interfaces between vEPC and hEPC are indicated with questions marks “??”. The real question behind these question marks is actually, if and how mobility, security and policy related procedures are performed between vEPC and hEPC, if only a local mobility event (i.e. HO) happens for the UE anchored at S-GW.

[image: image1]
Figure 1: unchained (left) and chained case (right) for S2a/S2b in roaming (S8b assumed between vEPC and hEPC)
For mobility, we find that the mobility tunnel for the user data traffic is maintained between S-GW and PDN GW. This avoids mobility related signaling between potentially distant networks. Mobility handling is thus delegated to the vEPC. If provision of dynamic policies is not provided, it is an open question if and how the S8b should transport changes of access type to the hEPC (see below). For a full shielding of hEPC from local mobility it should not be signaled.
Regarding AAA signaling, we notice from the currently documented flows for HO to a non-3GPP access, that authentication and authorization has to be done like with initial attach. This means that, despite of AAA proxy being present in vEPC, the home AAA server is involved in HO signaling and a complete authentication procedure happens (whether always “full” or potentially “fast” seems to be FFS). Thus, security handling is currently not delegated to the vEPC. As a consequence, MAGs/FAs in trusted non-3GPP access need to be anway aware of hEPC entities.
For (dynamic) policy control with the chained case details of procedures are largely open; options are to have independent GW control sessions for S8b and S2a, or some combination under the control of vPCRF.  
Further arguments brought forward in favour of the chained case were: 

· Efficient Lawful Intercept in the visited EPC and 

· Reduction in the number of roaming interfaces
Lawful interception cannot be a decisive criterion for an architecture; in practice, the LI functionality is superimposed on the final architecture. For untrusted non-3GPP access ePDG is in the user plane path and LI functions can be used there, if required. For the trusted non-3GPP acees one can state: if a vEPC operator does not need to handle traffic of a user who is roaming in a non-3GPP access NW (while still relaying only signalling), based on the architecture and roaming agreements, he would not need to provide it due to LI requirements. The convenience of “seamlessness” for the LI client is in no interest of the 3GPP operator and anyway cannot be required.
The reduction in the number of roaming interfaces is an advantage of marginal importance, and can be achieved also without S-GW (any ISP needs to do this). As visible from above fig.1, there is anyway no direct interface for AAA and PCC between non-3GPP access and hEPC. The S2 interfaces do not seem to be of particular complexity. It should be enough to include them in a generic roaming agreement between hEPC and vEPC operator, based on which testing and regular operation can be done. The number of ePDGs in a vEPC is probably not high, so the only critical case is trusted non-3GPP access. For that improved means for flexible setup of security associations can be envisaged e.g. based on certificates (an almost automatic process). For this reason the business relationship is shown as “reduced” in fig. 1, unchained case. Comparing with the chained case on this issue, we note that any 3GPP access procedure that allocates or changes an S-GW has additional HSS interaction (which happens also on a roaming interface) just for the potential case of such mobility. These adverse efficiency impacts of the chained case have not been considered so far. 
3. Conclusion and Proposal
Looking at the complexity, restrictions and limited progress with outstanding issues for the chained case in roaming, we propose to endorse the following agreement:
1) Exclude the chaining case in roaming from the targets for Rel. 8.

2) Consider the chained case for completion in a subsequent enhancement
If SA2 takes this decision, NSN/Nokia are willing to provide appropriate CRs for TS 23.402 to implement bullet 1) in the specification.
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