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Abstract of the contribution:

This contribution gives a proposal that the EPS Emergency Call Bearer Establishment procedure should be initiated by MME.
Introduction
This contribution gives a proposal that the EPS Emergency Call Bearer Establishment procedure should be initiated by MME. The procedure is suitable for both UICC-less UE and the UE with UICC.
Discussion
When EPS network provides Emergency Call Service, we should take into account the following points:

1.  The EPS Bearer establishment time for the Emergency Call should minimize.

    2.  The PDN GW associated with the EPS Bearer for the Emergency Call should be localized, i.e. nearest PDN GW and nearest PDN providing Emergency service.

    3.  The QoS with EPS Bearer for the Emergency Call should be different from the default Bearer QoS. The EPS Bearer for Emergency Call should belong to the GBR type.

    4.  The EPS Bearer for the Emergency Call should be deleted after the Emergency Call session completes.

    5.  The EPS Bearer for the Emergency Call should take highest priority over other Bearer.

According to the above points, we believe that the EPS Bearer for the Emergency call should be established in the same way as the default bearer establishment, i.e. MME-initiated Emergency Bearer Establishment.

We think that MME-initiated Emergency Bearer Establishment will have the following benefits:

    1.  Minimize the establishment time. MME has the knowledge of the nearest PDN GW and local Emergency APN in order to establish valid Emergency PDN Connectivity. If PDN GW-initiated Dedicated Bearer procedure is used for the emergency call, the emergency call would be serviced after the default bearer establishment without respect to UICC-less UE or UE with UICC. It is clear that signalling back-and-forth time could be reduced in comparison to the PDN GW-initiated Dedicated Bearer procedure.

    2.  Ensure the highest priority. As soon as MME receives the Emergency Call request, it can make the signalling for emergency call Bearer establishment the highest priority in the MME-initiated Bearer Establishment procedure.

3.  Validly scheduling bearer resource. MME has the knowledge of UE resource usage situation in order to schedule bearer resource validly as sooner as possibly.

Contribution

According to the above discussion, it is proposed that the MME-initiated Emergency Bearer Establishment procedure should be adopted by SA2.

Proposal

The MME-initiated Emergency Bearer Establishment procedure is proposed as following. 
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           Figure 1  MME-initiated Emergency Bearer Establishment Procedure

1.  UE sends the NAS message Emergency Call Request (IMEI/IMSI/GUTI, Emergency Number, Emergency APN, PDN Address Allocation, PCO) message towards MME encapsulated in an RRC message to eNodeB. The RRC message(s) that can be used to carry this NAS message are described in TS36.300.
2.  The eNodeB forwards NAS message to MME. The NAS message is encapsulated in the S1-MME control message (NAS message, CGI).
3.  NAS authentication procedures may be performed.

4.  The new MME selects a nearest PDN GW as described in clause PDN GW selection functions according to the emergency APN and/or emergency number. The MME sends the Create Emergency Bearer Request (IMSI/IMEI, MME Context ID, Emergency APN, RAT type, Emergency Bearer QoS, PDN Address Allocation, EPS Bearer Identity, Protocol Configuration Options, User Location Information (ECGI), Serving Network) message towards the Serving GW.

5.  The Serving GW creates a new entry in the EPS Bearer table and sends a Create Emergency Bearer Request (IMSI/IMEI, Emergency APN, Serving GW Address for the user plane, Serving GW TEID of the user plane, Serving GW TEID of the control plane, RAT type, Emergency Bearer QoS, PDN GW Allocation, EPS Bearer Identity, Protocol Configuration Options, User Location Information (ECGI), Serving Network) message to the Serving GW.
6.  If dynamic PCC is deployed, the PDN GW interacts with the PCRF to get emergency PCC rules for the UE.

7.  The PDN GW returns a Create Emergency Bearer Response (PDN GW Address for the user plane, PDN GW TEID of the user plane, PDN GW TEID of control plane, PDN Address Information, EPS Bearer Identity, Protocol Configuration Options, UL TFT) message to the Serving GW.

8.  The Serving GW returns a Create Emergency Bearer Response (PDN Address Information, Serving GW address for user plane, Serving GW TEID for user plane, Serving GW Context ID, EPS Bearer Identity, Protocol Configuration Options, UL TFT) message to the MME.
9.  The MME sends an Emergency Call Accept (Emergency APN, GUTI, PDN Address Information, EPS Bearer Identity, Session Management Configuration IE, Protocol Configuration Options, KSI, NAS sequence number, NAS-MAC, NAS security algorithm) message to the eNodeB. This message is contained in an S1-MME control message. The S1-MME control message also includes the AS security context information for the UE, the Bearer level QoS parameters, EPS Bearer Identity, and radio bearer QoS information to be setup, Serving GW TEID and address of user plane.
10.  The eNodeB performs the Radio Bearer Establishment/Reconfiguration procedure with the UE.

11.  The eNodeB returns the S1-MME control response message (the eNodeB address, eNodeB TEID) to the MME.

12.  The MME sends an Update Bearer Request message (eNodeB address, eNodeB TEID) to the Serving GW. The Serving GW then returns Update Bearer Response message to the MME. 
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