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Abstract of the contribution:

This contribution proposes to define the functionality of the V-PCRF in case of visited access (LBO). ). A key question is whether the S9 interface for visited access is the same independent of what mobility protocol (GTP, PMIP, CMIP) is used in the V-PLMN. It is proposed here that the V-PCRF should be able to handle S7x signalling locally without forwarding  to the H-PCRF in case the H-PCRF only supports “on-path” model. In other cases, the V-PCRF may forward S7x signalling across S9.

 1. 
Introduction

SA2 approved at the last meeting a normative text in 23.203 v.8.0.0 to describe the role of the V-PCRF.

In clause 6.2.1.x.3, V-PCRF and Visited Access (local breakout) an Editor’s note was introduced to indicate that it had to be further investigated whether the S9 interface may differ depending on the VPLMN PCC architecture:

“Editor’s note: It is FFS if the Gateway Control Signalling is forwarded over S9 or if the V-PCRF “hides” the S7x from the roaming interface. It is FFS if there is a single S9 interface independent of whether the VPLMN deploys “off-path” or “on-path” PCC or if the S9 is different depending on the VPLMN PCC architecture”.  .

This contribution analyses whether it is needed to have variants of the S9 interface for LBO and whether S9 should be based it on Gx and S7x interfaces. 
A discussion on whether S9 is also based on Rx interface is also needed, but this is out of the scope of this paper. 
2. 
Discussion

In order to determine the properties of the S9 interface, it is required to consider the different scenarios that may occur between the VPLMN and the HPLMN operators both deploying PCC architecture.
The following table shows whether S9 interface for a visited access (LBO) is based on Gx or based on S7x or both, depending on both VPLMN and HPLMN PCC architecture. The table considers that a PMIP operator having roaming agreements with a GTP operator should choose a GTP based roaming interface for home routed traffic as stated in TS 23.402 Annex A. In this case it is reasonable to assume that the H-PCRF may only support the “on-path” PCC model. This means that the S9 interface is based on Gx and that the VPLMN should not forward any S7x signalling over the roaming interface for a visited access.
	
	VPLMN
	HPLMN
	S9 variant

	a)
	“on-path”
	“on-path”
	Gx-based

	b)
	“off-path”
	“on-path”
	Gx-based

	c)
	“on-path”
	“off-path”
	Gx-based

	d)
	“off-path”
	“off-path”
	Both Gx- and S7x- based


The table above shows that the only deployment scenario where S7x signalling can be forwarded over S9 interface when both VPLMN and HPLMN deploy “off-path model”.
The following two subsections present two alternatives for how this can be solved.

2.1
V-PCRF always handles S7x interactions locally 

For the off-path model that applies when S5-PMIP and S2a interface are used, it is possible to locally handle S7x signalling, so that S9 interface is based on S7 messages when visited access is used.

However for S2c interface, it is not possible to handle the S7x messages locally in all cases. When S2c interface is used the BBERF initiates a S7x session with the V-PCRF already when the UE configures its CoA in the non-3GPP access, before IP-CAN session establishment. The GW Control message is solely for the registration of the user identity as a user for the assigned CoA and is applicable for all PDN connections that the user may initiate, both home routed and visited access. Subsequent IP-CAN sessions may be both visited and home routed accesses. Therefore:

1. The V-PCRF should forward the registration of the user identity and CoA to the H-PCRF to be used at the H-PCRF to bind the Gx session for the case the user connects to a PDN in the home network.  

2. If the UE then connects to a visited access the V-PCRF should indicate to the H-PCRF that the QoS Rules provisioning in the BBERF for that IP-CAN session will be performed by the V-PCRF instead. 
3. If the UE connects to a home routed access, the V-PCRF should act as an S7x client towards the H-PCRF, i.e. relay the S7x interactions for the IP-CAN session. 

4. The V-PCRF shall forward the de-registration of the user identity to the H-PCRF to indicate that the user is not connected any longer.

The S9 session is still based on Gx and S7x protocol but the S7x messages will only be forwarded at GC session establishment/termination and for S7x interactions related to home routed access.. The next diagram shows the interactions for an IP-CAN session establishment in a visited access when S2 interface is used.
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2.2
V-PCRF handles locally S7x messages only when H-PCRF supports ‘on-path’ model.

The V-PCRF can also decide whether to handle locally S7x messages based on the roaming agreements and the H-PCRF capabilities.  The V-PCRF needs to know (e.g. be configured) whether the UE belongs to a PLMN that deploys the ‘on-path’ mode only in order to determine whether S7x signalling should be locally handled for the IP-CAN session

The next diagram shows the interactions for an IP-CAN session establishment in a visited access for a UE that belongs to a HPLMN that deploys ‘on-path’  model, note that not all the steps are shown. 
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The diagram shows the interactions for an IP-CAN session establishment (S2c interface) note that not all the steps are shown.
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3.
Conclusion
As a first step, it is simpler that the V-PCRF forwards the S7x signaling across S9 in case the H-PCRF supports the "off-path" model. If the HPLMN supports ‘on-path’ model, then the V-PCRF handles the S7x locally. The selection between the two alternatives is configured in the V-PCRF on a per HPLMN granularity.
3.
Proposal:

It is therefore proposed that to replace the Editor’s note in 23:203 and state the following conclusions in chapter 6.2.1.x.3  V-PCRF and Visited Access (LBO):
The V-PCRF shall decide whether S7x interactions (if applicable) associated to an IP-CAN session are handled locally depending on the HPLMN capabilities. When the HPLMN supports ‘on-path’ model, the V-PCRF handles S7x interactions locally. Otherwise, the V-PCRF shall forward the S7x interactions from the GW (BBERF) to the H-PCRF as well.
In case the V-PCRF handles S7x interactions locally, the following apply:
· When the V-PCRF is informed about the establishment of an IP-CAN session, then the V-PCRF shall request PCC Rules from the H-PCRF for that IP-CAN session and provision QoS Rules based on the PCC Rules received from the H-PCRF.
· When the V-PCRF is informed about the termination of an IP-CAN session, then the V-PCRF shall inform the H-PCRF about the IP-CAN session termination and remove the QoS Rules from the GW (BBERF).
· When the V-PCRF receives a Policy and Charging Rule Provisioning message for an IP-CAN session, the V-PCRF shall provision the PCC Rules in the PCEF and the QoS Rules in the BBERF. The QoS Rules are obtained from the received PCC Rules. 
· When the V-PCRF receives a Gateway Control and QoS Policy Request message from the BBERF for an IP-CAN session, the V-PCRF shall:

· If the H-PCRF has previously subscribed to an event that has occurred, initiate a Request Policy and Charging Rule message towards the H-PCRF including the event information received from the BBERF;

· Otherwise the V-PCRF shall act locally on the request. 

Editor’s note: It is FFS further optimizations are performed so that the V-PCRF always hide the S7x interactions to the H-PCRF independent of the HPLMN capabilities.
This proposal is included in the accompanying CR S2-081097.
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