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This contribution discusses the use of the S101 Session ID on the S101 and proposes the use of a single Session ID on the S101 interface. It also discusses the use of HovResult IE in handover messages. The contribution proposes a section in TS 23.402 for the S101 Session Identifier for approval.

1.  Introduction

SA2 has made progress in providing call flows for Handover between E-UTRAN access and cdma2000 HRPD Access in TS23.402. In particular section 5.6.3.1.1 in TS23.402-v1.3.0 added an architecture diagram for optimized 3GPP-HRPD handovers with a new S101 interface between the MME and the HRPD AN. In addition, RAN WG2 #59bis Shanghai forwarded an LS R2-074582 to SA2 suggesting a few design principles for the S101 interface.
This contribution discusses the use of the S101 Session ID on the S101 and proposes the use of a single Session ID on the S101 interface. It also discusses the use of HovResult IE in handover messages. The contribution proposes a section in TS23.402 for the S101 Session Identifier for approval.
1.1 Design of the Session ID for the S101 Interface 

The S101 interface will support procedures for Pre-Registration, Session Maintenance and Active handoffs between EUTRAN and HRPD networks. 
S101 signaling procedures between the MME and HRPD AN will require minimal context information located at the MME and HRPD AN to allow incoming S101 messages to be routed to the UE through the serving network.

S101 Session Identifier: The S101 signaling procedures require the establishment of a S101 Session ID which is used to identify the UE context at the MME and HRPD AN. This identifier is a simple scalar identifier which is established either by the MME or the HRPD AN as described in the scenarios below. Once established, the S101 Session identifier is unique on the specific instance of the S101 interface between an HRPD AN and a MME and is valid on that interface as long as the HRPD AN and/or the MME possess the UE context. When either end point changes, e.g. the HRPD AN or the MME change due to handover or MME relocation procedures, a new S101 Session ID is established. The S101 Session ID is used as an identifier to look up the UE context at both the MME and the HRPD AN and its format is therefore not necessarily based upon any specific UE identifier such as the IMSI. 
The S101 Session ID is established and maintained as described in scenarios below. 
1. UE active in LTE and performs HRPD Pre-registration: When the UE initiates pre-registration signaling with the HRPD AN, the MME creates a new S101 Session ID and includes this IE in the S101 message to the HRPD AN. The HRPD AN treats this IE as an opaque identifier and associates it with the UE context created at the AN. All subsequent messages sent by the MME and HRPD AN will use the S101 Session ID until the UE context is no longer valid at either end point.
2. UE active in LTE and performs UE initiated Session Maintenance procedure with HRPD AN: The MME and HRPD AN use the Session ID established earlier for session maintenance activities

3. UE active in LTE and performs Dormant Session Handoff with new HRPD AN: When UE detects a HRPD Seam (e.g. Color Code change) and initiates a HRPD dormant session handoff, the MME sends S101 messages to a new HRPD AN. The MME creates a new S101 Session ID for use on the new S101 interface. Since the S101 session with the old HRPD is no longer needed, the S101 Session ID is released.  
4. UE active in LTE and performs an Active Handover to HRPD: The MME and HRPD AN use the existing S101 Session ID to perform the handover procedure. After the handover procedure is completed, the S101 Session ID is released at both the MME and HRPD AN.
5. UE idle/active in LTE and HRPD AN initiates Session Maintenance procedure with UE: The HRPD AN uses the S101 Session ID already established on the S101 interface with the MME serving the UE.
6. UE active in LTE and performs MME Relocation procedure: The new MME creates a new S101 Session ID for signaling with HRPD AN. After the MME relocation procedure, the old MME and HRPD RNC release the old S101 Session ID.
7. UE active in HRPD and performs LTE Pre-Attach and Handover to LTE: As part of the pre-attach procedure, a new MME is selected and a UE context is created at the MME. The HRPD AN creates a S101 Session ID when it sends the first S101 message (e.g. S101 message with the LTE Attach Request message). After the handover is complete and UE is in LTE network, the HRPD session becomes dormant – however the S101 Session ID established by the HRPD AN continues to be used for subsequent S101 procedures (e.g. Session maintenance) on this S101 interface. There is no need for the LTE network to create a new S101 session ID as long as the UE is active on the same HRPD AN and same MME.

The S101 Session ID needs to be unique on the S101 interface between a specific HRPD AN – MME pair of end points. It will be left to Stage 3 specification to determine how the S101 Session ID is made unique e.g. the Session ID may be given a structure which partitions the ID space to allow for allocation by the HRPD AN and the MME in a mutually exclusive way.
As shown above, a single S101 Session ID can be uniquely created, maintained and released on the S101 interface between the MME and the HRPD AN. 

An alternative option is to use two S101 Session identifiers. The MME and HRPD AN each creates its own S101 Session Identifier (e.g. S101 MMESessionID and S101 HRPDSessionID) in the first S101 message it sends to the other end. Each session identifier can be based upon technology specific UE identifier such as the IMSI for the LTE and UATI or HWID for HRPD AN. The advantage of this solution is that each end can create a Session ID which is meaningful to that end point. Also no structure needs to be defined for these identifiers i.e. each end uses a value that is unique and meaningful at its end. However, the disadvantage is that there would be a need for 2 session identifiers in most S101 signaling messages. 

The solution with a single Session ID is not any more complex than the solution with 2 session identifiers. In both cases, the end points use an identifier to identify the UE context at each end and have the identifiers in the two solutions have the same lifecycle.
HOV Result: TS 23.402 provides LTE to HRPD Handover procedures in section 5.xxx. These procedures were added as part of contribution S2-074642 in TSG SA2 Meeting#60.  The procedure is reproduced below:

[image: image1]
Step 8 shows the S101 HO Command message with a HovResult IE from the HRPD AN to the MME. This IE is intended to indicate the status of the handover setup on the target HRPD AN. 
As shown in the procedure above, Step 8 shows a new S101 message name “S101 HO Command” which implies that the resource allocation at the target HRPD AN for the handover was successful. In this message, there would be no need for the HovResult IE since the message name itself is sufficient to indicate the status of the procedure and it would trigger handover specific downstream messages on S1 (RelocationCommand) for the handover. Similarly other handover specific messages could be defined both for unsuccessful handover procedures. For example, a new message such as  “S101 HO Rejected” or “S101 HO Failure” could be defined which would be sent by the HRPD AN if resources could not be allocated successfully for the handover. The HovResult IE would be added to these failure messages to further define the cause of the resource allocation failure (e.g. no resources, unknown session, unauthorized AT etc).

However, it is also possible to use generic “Direct Transfer” message names on Step8. In this case the HovResult IE is serves two purposes. It would indicate the whether setup was successful or if setup failed. If handover setup was a failure, it would also indicate the cause of the failure. If the HovResult IE indicated successful setup, the MME would trigger downstream handover specific procedures such as “Relocation Command”. If the HovResult IE indicated a failure, the MME would abort the handover procedure over S1. 
It should be noted that while the eNB is aware that the Handover procedure has been initiated at Step 3, the subsequent messages in Steps 4, 5 and 6 provide no indication to the eNB or the MME that these signaling messages are for requesting resources to be setup at the target HRPD AN.  This provides flexibility to the UE to perform several rounds of signaling message transfers with the target HRPD AN transparent to the eNB and the MME. As seen in the figure at Steps 4-7, the UE sends HRPD messages tunneled through direct transfer messages. While the eNB may infer that this message is for setting up resources at the target HRPD AN for the handoff, there is no IE in the message which informs the MME about the handoff event. It is possible for the HRPD AN to send other “direct transfer” messages to the UE before a HO Command message is sent. In effect it is possible for several rounds of such signaling messages can be exchanged before the HRPD AN sends the HO Command message. The MME will need to continually look for the presence of the HovResult IE in all S101 signaling messages received from the HRPD AN. If it finds a S101 message with the HovResult IE, it would further determine if handover should proceed or whether it should be aborted.
Text Proposal for 23.402
*** Start 1st change ***
5.6.3.1.3.1

Pre-registration phase

5. The MME selects an HRPD access node address. In order to be able to distinguish S101 signaling transactions

belonging to different UEs, the MME allocates an S101 Session ID to identify signaling related to that UE on

S101. The MME sends a Direct Transfer message (S101 Session ID, sector ID, HRPD Registration message) to

the HRPD access node. The MME determine the correct HRPD access node entity from the sector ID.

The usage of a separate S101 Session ID that is local to the specific S101 instance or another existing UE

specific identifier is FFS.
*** End of 1st change ***
*** Start of 2nd change ***
5.6.3.1.x S101 Session Identifier
All S101 messages contain a S101 Session ID which serves to identify the UE context at the MME and the HRPD AN. The S101 Session ID is a scalar value and is unique on the instance of the S101 interface between a HRPD AN and an MME. The S101 Session ID is created by the node (i.e. either the MME or the HRPD AN) which sends the first S101 message on the interface for the UE. The S101 Session Identifier is valid on the interface between a HRPD AN and an MME as along as both ends possess the UE context / session. When either end changes due to procedures such as  MME relocation or HRPD dormant session handoff, a S101 Session ID unique to the interface is selected for the UE between the two new pair of nodes. The S101 Session  ID may be structured to partition the identifier space to allow either end point to create a session identifier which is unique on this interface.  Once a S101 Session ID is established for the UE on an interface instance by an end point (either the MME or the HRPD AN), both nodes will include the S101 Session ID in all S101 signalling messages without modification as long as both end points possess the UE context.
*** End of 2nd change ***
*** Start of 3rd change ***
5.6.3.1.3.2 Handover phase
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Figure 5.6.3.1.3.2-1: E-UTRAN to HRPD handover
8. The HRPD access sends the HRPD Traffic Channel Assignment (TCA) message in S101 HO Command

message to the MME. If the handover preparation failed, the S101 HO Command will not be sent, but instead Direct Transfer message will be sent with appropriate cause, and the embedded HRPD message that indicates the failure to the UE. If data forwarding applies the HRPD access also provides data forwarding target

information (comparable to target IP address and TEID) to the MME. The HRPD access provides also a Hov

Result information element to the MME, which indicates that the handover preparation was successful
*** End of 3rd change ***
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