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Foreword

This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction

During the course of Release 7, TS 23.206 [3] (Voice Call Continuity between CS and IMS) was developed to provides the capability to offer VCC (Voice Call Continuity) for a subscriber moving from a CS radio environment into a VoIP-capable IMS radio environment connected by an IP-CAN.  However, for a variety of reasons, the TS specifically excludes the capability of allowing emergency calls to be subject to domain transfer. This TR documents alternatives for how to provide such voice call continuity between the CS Domain and IP-CANs for emergency calls.
1
Scope

This document contains the results of the feasibility study into the architectural requirements and alternatives for the support of active voice call continuity between Circuit Switched (CS) domain and the IP Multimedia Subsystem (IMS) for emergency calls.   Considerations include overall requirements, architectural requirements, evaluation of potential architectural solutions and alternative architectures.

The Feasibility Study considers different solutions for offering  voice call continuity for emergency calls when users move between the GSM/UMTS CS Domain and the IP Connectivity Access Network (e.g., WLAN interworking) with home IMS functionality.  The objective is to identify an architectural solution that allows completely automatic connectivity to the correct PSAP (from the end-user point of view) as specified in TS23.167 [4], and allow for the possibility of a domain transfer as specified in [3].   The study will also identify configuration impacts upon existing networks in order to realize the desired functionality.

Existing solutions developed by the 3GPP (e.g. 3GPP system to Wireless Local Area Network Interworking (I-WLAN)) should be reused as much as possible.

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies.  In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 41.001: "GSM Release specifications".

[2]
3GPP TS 23.234: "3GPP system to Wireless Local Area Network (WLAN) interworking".

[3]
3GPP TS 23.206: “Voice Call Continuity between CS and IMS”

[4]
3GPP TS 23.167: “IMS Emergency Calls”

[5]
3GPP TS 23.226: “Global Text Telephony (GTT)”

[6]
IETF RFC 4483: “A Mechanism for Content Indirection in Session Initiation Protocol (SIP) Messages”
[7]
3GPP TR 23.892: “IMS Centralized Services”
3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the [following] terms and definitions [given in ... and the following] apply.

<defined term>: <definition>.

example: text used to clarify abstract rules by applying them literally.
E-RUA: A Remote User Agent [7] which resides in the serving IMS network and presents an Emergency Call established via the CS domain as an IMS Emergency Call to the E-CSCF.
3.2
Symbols

For the purposes of the present document, the following symbols apply:

<symbol>
<Explanation>

3.3
Abbreviations

For the purposes of the present document, the following abbreviations apply:

VCC
Voice Call Continuity 

I-WLAN
Interworking WLAN

WLAN
Wireless Local Area Network
ICCF
IMS CS Control Function

RUA
Remote User Agent

E-RUA
Emergency RUA

4
Overall Requirements 

4.1
Service Characteristics

It is intended to develop capabilities that will allow the domain transfer of emergency calls in both the CS to IMS and IMS to CS directions. A minimal requirement is the support of VCC for emergency calls originated in the home PS domain. The following characteristics also need to be evaluated:
1) Emergency calls originated in the CS domain.
2) Roaming scenarios.

3) UEs that cannot be authenticated (e.g., UICC-less or with no roaming agreement).

5
Architectural Requirements and Considerations 

5.1
Basic Assumptions

5.2
Architectural Requirements

1) The use of GTT device (e.g., TTY) for CS emergency call [5] needs to be considered. The solution shall not require changes to the TTY device or the interface toward the terminal.
2) The solution shall be based on domain transfer procedures specified in Rel-07 VCC TS 23.206.

3) The solution shall be able to support multiple invocations of domain transfers in either direction (CS domain and IMS) while the user is engaged in an emergency call; i.e., subsequent domain transfer shall be supported.

4) The solution shall consider support of domain transfers of emergency Calls in areas where multiple visited IMS networks may be available to the user.

5) Support of the solution shall be optional in the UE and network. A UE or network that does not support the solution shall not be impacted.

6) The solution should be able to provide continuity of location support following domain transfer by providing the PSAP with an accurate initial and updated location estimate, according to applicable regional requirements and subject to the constraints of the PSAP interface.

7) The VCC procedure should be triggered only when both the UE and visited network support VCC for emergency calls.
5.3
Session Scenarios

6 Architecture Alternatives

Editor’s Note: This section will describe and evaluate detailed reference architectures, including network elements, interfaces and reference points, suitable to provide VCC support for emergency calls. 

6.1 VCC in the Visited Network - Alternative 1

6.1.1

Architectural Details

6.1.1.1

General

This clause presents an architectural alternative for enablement of Domain Transfers for Emergency calls between CS domain and IMS, which may be invoked multiple times in either direction while the user is engaged in an Emergency call. The solution is applicable to Emergency Calls made by authorized users. 

Editors Note: Applicability to Emergency calls made by unauthorized users is FFS.

The solution extends the VCC architecture specified in TS 23.206 using the following architectural principles:

· Standard IMS Emergency call setup procedures are used for establishment of Emergency Calls using IMS and Domain Transfers to IMS. 

· The CS network is used as a bare bones access network when establishing an Emergency Call via CS domain. CS Emergency Calls are redirected to the serving IMS for application of IMS Emergency Call procedures.

· An Emergency Remote User Agent (E-RUA) function, similar to the RUA of ICCF being defined as part of ICS in TR 23.892, in the serving IMS presents an Emergency Call established via CS domain as an IMS Emergency Call to the E-CSCF. 

· The call control signaling for CS and IMS Emergency Call is anchored at the DTF (Domain Transfer Function) in a local IMS network designated to perform VCC functions of call/session anchoring and Domain Transfers in a particular geographical region. The DTF may be optionally co-located with the E-CSCF and is invoked as a visited network option for Emergency Calls established using a VCC capable terminal. 

· Domain Transfers are executed by the DTF which switches the Access Leg from the transferring-out domain to the transferring-in domain, updating the Remote Leg toward the PSAP with the Access Leg info and Location Key associated with the transferring-in domain.

6.1.1.2

Reference Architecture

The reference architecture for VCC Emergency Calls is provided in Figure 6.1.1.2-1 below. 
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Figure 6.1.1.2-1: VCC Emergency Call Architecture
6.1.1.2.1
Domain Transfer Function (DTF)

The Domain Transfer Function is defined in TS 23.206. It anchors call control signalling for the VCC user’s CS and IMS sessions for enablement of Domain Transfers between CS domain and IMS. The DTF for Emergency Calls resides in a local IMS network designated to perform VCC functions of call/session anchoring and Domain Transfers in a particular geographical region. The DTF may be optionally co-located with the E-CSCF. 

6.1.1.2.2
IMS CS Control Function (ICCF)

The IMS CS Control Function (ICCF) is being defined as part of the ICS study being captured in TR 23.892. The Emergency Remote User Agent (E-RUA) of ICCF presents SIP User Agent behaviour on behalf of the UE for presentation of Emergency Calls made via the CS domain to the E-CSCF, as an IMS originated Emergency Call. The ICCF for Emergency Calls resides in the serving IMS. 

Editor’s Note: Further details including applicability of an ICCF are FFS.

6.1.1.3

Initial Call establishment

6.1.1.3.1
Emergency Calls established in or transferred to IMS

The procedures defined in TS 23.167 are used for establishment of Emergency Calls using IMS. The signalling/bearer paths and the paths for Location Push/Pull for Emergency calls established or transferred to IMS are as identified in Figure 6.1.1.3.1-1 below.
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Figure 6.1.1.3.1-1: Signalling/Bearer Paths for IMS Emergency Calls

Note: The local IMS designated for VCC functions is the same as the visited IMS in this illustration.
The DTF is inserted in the signalling path which invokes a 3pcc for enablement of Domain Transfers for the call as specified in TS 23.206.
The DTF may assign a Session Transfer ID. DTF would assign Session Transfer Identifiers when it receives emergency session request from the UE and could transport it to the UE in a SIP message. The UE would use the Session Transfer Identifiers for requesting handovers to CS and subsequent handback to IMS.
6.1.1.3.2
Emergency Calls established in or transferred to CS

The signalling/bearer paths and the paths for Location Push/Pull for Emergency calls established or transferred to the CS domain are as identified in Figure 6.1.1.3.2-1 below.
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Figure 6.1.1.3.2-1: Signalling/Bearer Paths for CS Emergency Calls

Note: The local IMS designated for VCC functions is the same as the visited IMS in this illustration.
The current location of the user is stored in the GMLC against a call reference as part of Emergency Call set-up at the VMSC. The Emergency call routing toward the PSAP is provided by a serving IMS; this is achieved by routing the Emergency call through the CS domain network toward the E-RUA in the serving IMS. 

The E-RUA presents the Emergency session to E-CSCF as an Emergency call originated in IMS. The Location Object [ref: RFC 4119 "A Presence-based GEOPRIV Location Object Format"] in the Emergency Invite is populated by the E-RUA with a Location key for retrieval of user’s current location from the GMLC using the information passed by the VMSC at call set-up.
The procedures defined in TS 23.167 are used for processing of the Emergency Call at the E-CSCF.

The DTF is inserted in the signalling path which invokes a 3pcc for enablement of Domain Transfers for the call as specified in TS 23.206.
Editor’s note: For emergency sessions established via the CS access, methods for setting up the emergency call through the CS domain network toward E-RUA in the serving IMS, or redirecting a CS emergency call to the E-RUA in the serving IMS are for further study. Use of methods being developed as part of ICS studies is one potential option.
6.1.1.4

Domain Transfers

The UE detects the trigger for Domain Transfer, registers in the transferring-in domain if needed, and establishes an Emergency Call in the transferring-in domain.
For Domain Transfers to CS, the UE could use the Session Transfer ID to establish the transfer leg of emergency session through the E-RUA of the ICCF by setting up a call toward the E-RUA of the ICCF; the call is treated as emergency call at the VMSC.
Editor’s Note: Further details of this including feasibility are FFS.

The DTF processes the Emergency Invite for execution of Domain Transfer as specified in Execution of Domain Transfer procedure specified in TS 23.206. The Remote Leg toward the PSAP is updated using the Access Leg Update toward the remote end procedure specified in TS 23.206. The location key at the LRF/VPC is updated as part of this procedure.
The source Access Leg established via the transferring-out domain is released. The source Access Leg release is coordinated b/w the UE and the DTF.  
6.1.2

Impact

6.1.3

Assessment

6.1.4

Procedures


6.1.4.1

Call Initiation

6.1.4.1.1
Calls established in IMS

The figure 6.1.4.1.1-1 provides an example flow for an emergency session established in IMS, illustrating how the emergency session is anchored and how the session transfer identifiers are transported back to the UE.
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Figure 6.1.4.1.1-1: VCC UE initiating an emergency session in IMS
NOTE 1: A pre-requisite is for the VCC UE to be IMS Emergency Registered if located in a VPLMN or located in the HPLMN are not already IMS Registered.

1. The VCC UE generates a SIP INVITE containing the UE’s location information or reference (if available).

2. The P-CSCF selects an E-CSCF and forwards the INVITE to the E-CSCF.

3. The E-CSCF sends the INVITE to the DTF. 

NOTE 2: The trigger for routing the INVITE from the E-CSCF to the DTF could be as simple as configuring the VCC user in the E-CSCF with the address of the DTF located in a local IMS network designated to perform the functions of call/session anchoring and domain transfers in a particular geographical region. 

4. The DTF (acting as a routing B2BUA) anchors the emergency session, i.e. the DTF is inserted in the signalling path which invokes a 3pcc for enablement of Domain Transfers for the call as specified in TS 23.206.
5. The DTF creates an INVITE and sends it back to E-CSCF.

6. The E-CSCF sends the INVITE to the LRF

7. The LRF obtains the UE’s location (if not provided in the INVITE), selects the most appropriate PSAP based on the UE’s location, allocates the necessary correlation information for the record stored in the LRF (e.g. ESQK) and allocates routing information for the call (e.g. ESRN). 
8. The LRF returns the location information, PSAP address, correlation information (e.g. ESQK) and routing information (e.g. ESRN) to the E-CSCF.
9. The E-CSCF uses the PSAP address or routing information (e.g. the ESRN) to format an INVITE message, and it sends it to the MGCF.

10. The MGCF performs the necessary interworking of the INVITE and formulates an IAM containing the correlation information (e.g. ESQK) and sends it to the PSAP.

11. The MGCF initiates 183 Session Progress through the IMS core back to the UE

12. Call set-up continues with the PSAP sending ACM/ANM back to the MGCF which is interworked into a 200OK and sent through the IMS Core Network. 

13. The DTF receives the 200 OK from the E-CSCF and allocates a Session Transfer Number (STN) that is used by the UE to initiate domain transfer requests.

NOTE 4: The protocol details related to the transfer of the STN in the 200 OK is a matter for Stage 3. It could be possible to utilise the mechanism defined by [6].

14. The DTF sends the 200 OK to the E-CSCF

15. The E-CSCF sends the 200 OK to the P-CSCF

16. The P-CSCF sends the 200 OK to the UE

17. The UE stores the STN.

6.1.4.2

Initial Domain Transfer from IMS to CS


Editor’s Note: The mechanism for continuity of location following domain transfer is FFS. For example, continuity of location could be provided passing an indicator to the LRF to update it with the positioning method and location server available for the current access network.

Editor’s Note: It is FFS whether it is required to obtain and push the actual UE location all the way to an IP-capable PSAP during domain transfer, as part of the VCC for IMS Emergency solution.

6.1.4.2.1
PSAP in the PSTN

The figure 6.1.4.2.1-1 provides an example flow for domain transfer of an emergency session (originally established in the PS domain) towards the CS domain. In this example, the PSAP is located in the PSTN.
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Figure 6.1.4.2.1-1: VCC UE performing initial domain transfer to CS domain (PSAP in the PSTN)  

1. The UE detects the necessary conditions and determines the need for domain transfer

2. The UE establishes the transfer leg of the emergency session towards the E-RUA by setting up a call in the CS domain towards the Session Transfer Number (STN). 

3. The VMSC uses the STN to determine how to route the call and decides that an emergency call needs to be set up and routed to the E-RUA. As part of call set-up the VMSC obtains a location reference for the UE. The VMSC routes the emergency call to the MGCF.
Editor’s Note: The procedure for obtaining the location reference for the UE is FFS.

4. The MGCF performs the necessary interworking of the IAM and sends an INVITE to the I-CSCF containing the STN as a Tel-URI in the Request-URI.

NOTE 5: The Tel-URI is treated as a PSI in IMS
5. The I-CSCF routes the INVITE to the E-RUA based on one of the PSI based application server termination procedures (i.e. indirect PSI routing or direct PSI routing) defined in TS 23.228

NOTE 6: Direct PSI routing to the E-RUA is shown above

6. The E-RUA acts as a remote user agent on behalf of the user in CS access and presents the emergency session to the E-CSCF as an emergency call originated in IMS (i.e. adapts the CS sessions to IMS for IMS Emergency service delivery when using CS access) . The Emergency INVITE sent towards the E-CSCF contains a Location Object [ref: RFC 4119] populated with the location information that was sent in from the VMSC during call set-up.

NOTE 7: The STN is used to form the “sos-urn” in the Request-URI in the Emergency Invite.
7. The E-CSCF routes the INVITE to the DTF (as it is configured to send all requests for the VCC user to the DTF).

8. The DTF identifies the anchored call/session from the Request-URI and then completes the establishment of the Access Leg via the CS domain. 

9. The DTF then performs the domain transfer by updating the remote leg with the connection information (SDP) of the newly established Access Leg by sending a Re-INVITE to the E-CSCF with the updated location information.

10. The E-CSCF sends a request to the LRF to indicate that a domain transfer from IMS to CS has occurred. 
11. The LRF obtains the updated location information for the UE from the GMLC/LIS if required. The LRF finds the most appropriate location server and positioning method for the current access network and stores this information against the currently allocated ESQK.

12. The LRF sends an Acknowledgement back to the E-CSCF

13. The E-CSCF forwards the Re-INVITE to the MGCF associated with the PSAP

14. When session modification procedures complete, the source access leg (i.e. the access leg previously established over IMS) is released.

NOTE 8: Releasing the source access leg does not result in releasing the resources (e.g. ESQK) allocated to the emergency call.

6.1.4.2.2
VoIP-capable PSAP

The figure 6.1.4.2.2-1 provides an example flow for domain transfer of an emergency session (originally established in the PS domain) towards the CS domain. In this example, the PSAP is located in IP network.
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Figure 6.1.4.2.2-1: VCC UE performing initial domain transfer to CS domain (PSAP in the IP Network)  
Steps 1-12 and Step 15 are the same as Figure 6.4.1.2.1-1.

In Step 13, the Re-INVITE is extended all the way to the PSAP. The u-plane path (between the UE and the PSAP) is switched end-to-end.

NOTE 9: This example shows updated location information being sent to the PSAP. It is a recognized limitation in some emergency specifications where by the updated location cannot be sent to the PSAP, for example during standard CS-CS radio handovers. 
6.1.4.3

Hand-back Domain Transfer from CS to IMS

6.1.4.3.1
PSAP in the PSTN

The figure 6.1.4.3.1-1 provides an example flow for domain transfer of an emergency session in the CS domain (that was originally established in the PS domain) being handed back to the PS domain. In this example, the PSAP is located in the PSTN.
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Figure 6.4.1.3.1-1: VCC UE performing hand-back to the PS domain (PSAP in the PSTN)  
1. The UE detects the necessary conditions and determines the need for domain transfer
NOTE 10: In this case as the UE is doing a hand-back, it assumed that the user is IMS registered or IMS emergency registered.
2. The UE sends a request for domain transfer from CS to IMS by setting up an IMS originated Emergency session (towards the P-CSCF) containing the Session Transfer Number (STN). This establishes the transfer leg of the emergency call (i.e. the new access leg via IMS). The INVITE may also include updated location information for the UE.
NOTE 11: The STN is used to form the “sos-urn” in the Request-URI in the Emergency Invite.

3. The P-CSCF routes the INVITE to the E-CSCF.
4. The E-CSCF routes the INVITE to the DTF (as it is configured to send all requests for the VCC user to the DTF).

5. The DTF identifies the anchored call/session from the Request-URI and then completes the establishment of the Access Leg via IMS 

6. The DTF then performs the domain transfer by updating the remote leg with the connection information (SDP) of the newly established Access Leg by sending a Re-INVITE to the E-CSCF with the updated location information.

7. The E-CSCF sends a request to the LRF to indicate that a domain transfer from CS to IMS has occurred. 
8. The LRF obtains the updated location information for the UE from the GMLC/LIS if required. The LRF finds the most appropriate location server and positioning method for the current access network and stores this information against the currently allocated ESQK.

9. The LRF sends an Acknowledgement back to the E-CSCF

10. The E-CSCF forwards the Re-INVITE to the MGCF associated with the PSAP.

11. When session modification procedures complete, the source access leg (i.e. the access leg previously established over CS) is released.

NOTE 12: Releasing the source access leg does not result in releasing the resources (e.g. ESQK) allocated to the emergency call.
6.1.4.3.2
VoIP-capable PSAP

The figure 6.1.4.3.2-1 provides an example flow for domain transfer of an emergency session in the CS domain (that was originally established in the PS domain) being handed back to the PS domain. In this example, the PSAP is located in IP network.
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Figure 6.1.4.3.2-1: VCC UE performing hand-back to the PS domain (PSAP in the IP Network)  
Steps 1-9 and Step 11 are the same as Figure 6.1.4.3.1-1.

In Step 10, the Re-INVITE is extended all the way to the PSAP. The u-plane path (between the UE and the PSAP) is switched end-to-end.

NOTE 13: This example shows updated location information being sent to the PSAP. It is a recognized limitation in some emergency specifications where by the updated location cannot be sent to the PSAP, for example during standard CS-CS radio handovers.
6.2
VCC in the Visited Network - Alternative 2

6.2.1

Architectural Details

Figure 6.2.1-1 shows a possible reference model based on Figure 6.4.1.2-1 in TS 23.206. The E-CSCF and DTF reside in the original visited IMS network. The visited network P-CSCF (which is also part of the model) is not shown in this figure.

NOTE: When the UE is not roaming the home IMS network becomes the visited IMS network.
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Figure 6.2.1-1 – Possible Reference Model for VCC support for an IMS Emergency Call

NOTE: It is assumed that for CS access, the MGCF can adequately populate the information needed in a SIP INVITE from information received in an ISUP IAM in the case of emergency call origination from the CS domain or PS to CS domain transfer using a new emergency call origination form the CS domain. It is FFS whether an additional RUA and/or CS Access Function may be needed in the serving IMS to fully populate and correctly route the SIP INVITE and support the remainder of the call establishment or domain transfer in these cases. 
The CS Access diagram above does not show all the components in the session path between the MGCF and the E-CSCF – e.g. the I-CSCF which handles the routing of the PSI in IMS.
Figure 6.2.1-2 shows the same reference model as Figure 6.2.1-1 but from the perspective of the model defined in 3GPP TS 23.167 to support IMS Emergency calls. In this figure, the VCC DTF is added with an interface to the E-CSCF. The emergency call will be anchored in the VCC DTF. In addition, location support will be anchored in an LRF in the visited network such that the PSAP can continue to obtain updated location estimates from the same LRF following any change of domain. This LRF is referred to as the anchor LRF.
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Figure 6.2.1-2 - Modified architecture from 23.167 perspective
6.2.2

Impact

6.2.2.1

Negotiation of VCC Support
For normal VCC defined in TS 23.206, the network (e.g. S-CSCF and VMSC) is aware of the user’s VCC capability from the user’s subscription based information stored in the HSS/HLR (i.e. provisioned iFCs and CAMEL subscription). The UE uses a statically provisioned VDN (E.164 Voice Domain Transfer Number) and VDI (Voice Domain Transfer SIP URI) for domain transfer. 

For VCC for IMS Emergency, the visited network needs to be aware of the VCC capability of the user. This may be achieved using one of the following alternatives:
(a) If the visited network is the home network for the UE, it may discover UE VCC capability from subscription information for the user.

(b) The visited network (e.g. E-CSCF) may assume that all UEs are VCC capable (whether or not any particular UE actually is).

(c) The visited network (e.g. E-CSCF and GMLC) may be configured with either the identities of particular networks all of whose UEs can be assumed to support VCC or the identities of particular UEs (e.g. belonging to roaming partners) who can be assumed to support VCC.  

Editor’s Note: Details of how (a) could be supported are FFS. 

With alternative (b), the visited network assumes that the UE is VCC capable and assigns VCC resources when the emergency call is originated. VCC resources would then be wasted for UEs that were not VCC capable. For emergency calls originated in the PS domain the wastage may be small, because the number of such calls will generally be a very small proportion of all IMS calls in the PS domain. In addition, if alternative (a) is combined with alternative (b) such that the visited network assumes UE VCC capability only if it is not the home network, the wastage is further reduced. However, for CS originated emergency calls, there will probably be a higher level of wastage because most CS emergency calls, at least initially, will come from legacy UEs not capable of supporting VCC.

With alternative (c), a particular operator may agree to provide VCC support to the UEs belonging to certain other operators as part of normal roaming agreements.

Alternatives (a), (b) and (c) avoid adding new impacts to the UE, which is desirable to enable a common VCC solution, from the perspective of the UE, for both emergency and non-emergency calls.

To convey to the UE that the visited network is VCC capable and transfer the VDN and VDI, the following alternatives are possible.
(d) The UE discovers visited network VCC capability (and VDN and VDI) from system broadcast messages.

Editor’s Note: further details of this are FFS. 

(e) The UE discovers the visited network VCC capability and the VDN and VDI where needed using DHCP or using HTTP or HTTPS from a server in the visited network whose role is to provide information related to emergency calls (e.g. including also local emergency numbers).
Editor’s Note: adoption of this alternative implies some further architectural enhancement (e.g. a 

new server)  

(f) The home network downloads information to the UE, or to the UICC, concerning networks that are known to support VCC for emergency calls. For example, the home network could provide the UE with the MCC and MNC of all known networks that support VCC for emergency calls. Additional information, such as the VDNs and VDIs use by such networks, could also be provided.
Editor’s Note: further details of this are FFS.
(g) Use of SIP (e.g. UE Subscribe/Notify after call set up or use of 200 OK).

Editor’s Note: further details of this are FFS.
Alternative (d) would be suitable for UMTS, GPRS and GSM networks and may be suitable for WLANs. 

Alternative (e), which is applicable to IMS but not CS originated calls could be combined with the provision of local emergency numbers to a UE from some server in the visited network. The address of this server could be obtained by the UE using either DHCP or a DNS query on some known FQDN containing the visited network’s known domain name and some fixed user name – e.g. “emergency-support@<visited network domain>”). As a variant, VCC capability (and VDN and VDI addresses if needed) could be signalling directly if and when the UE uses DHCP to discover the P-CSCF and DNS server addresses. The impacts of such a solution remain to be quantified and evaluated. 

Alternative (f) can be valid for all UEs but may require protocol enhancements between the home network and the UE.

Alternative (g) is available when an emergency call is originated in IMS. Further study is required when the call is originated in CS.
6.2.2.2

Domain Transfer
Domain transfer can occur in a very similar manner to that for normal VCC as defined in TS 23.206. Figures 6.2.2.2-3 and 6.2.2.2-4 are modifications of Figures 6.4.1.3-1 and 6.4.1.3-2 in TS 23.206 showing switching of the user plane for IMS emergency calls to an IP capable PSAP and a CS (PSTN) capable PSAP, respectively. Note that some elements are missing or may be missing from both figures – e.g. I-CSCF and possibly RUA or CSAF between the I-CSCF and E-CSCF in the case of CS domain access – and need to be included once validated by further study.
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Figure 6.2.2.2-3: U-plane path between VCC UE and IP Capable PSAP
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Figure 6.2.2.2-4: U-plane path between VCC UE and CS Capable PSAP
6.2.3

Assessment

6.2.4

Procedures

In the following procedures, the VDN and VDI are assumed to be assigned by the visited IMS network (e.g. may be static in the visited network) and are thus not configured in the UE as for normal VCC defined in TS 23.206. 

Editor’s Note: assumptions and requirements concerning the involved network elements in these procedures (e.g. possible sharing of a GMLC among multiple service providers) remain to be specified in section 6.2.2 (Impact).

6.2.4.1

IMS Emergency Call Origination
Emergency call origination could occur as defined in TS 23.167 but with some changes to add negotiated usage of VCC. In particular, in order to preserve continuity of location support as well as continuity of the voice call following any domain transfer, the E-CSCF in the visited network would need to send the SIP INVITE (for the IMS emergency call) to the VCC DTF before invoking the LRF to obtain or verify location and select the destination PSAP. The VCC DTF would then anchor the incoming call leg and originate a new outgoing call leg through the E-CSCF towards the PSAP. On receiving the SIP INVITE from the VCC DTF, the E-CSCF would perform normal location and routing as defined in TS 23.167 and transfer the call to the PSAP either via IP or through an MGCF and the PSTN. This will result in the E-CSCF being part of the outgoing call leg from the DTF which means the LRF can remain associated with the outgoing call leg following any domain transfer and will thus be able to provide continuing support of location provided it is updated with new information regarding changes to the access network following any change of domain. Figure 6.2.4.1-1 illustrates the ensuing call origination procedure.


[image: image21.wmf] 

VCC

 

DTF

 

PSAP

 

E

-

CSCF

 

LRF

 

UE IMS

 

1. Init. Emerg.Call

 

 

3. INVITE (emergency

 

MGCF/

MGW

 

 

10

a. INVITE (emergency)

 

 

10

b. IAM

 

 

10

c. INVITE (emergency)

 

 

4

. INVITE (emergency)

 

 

6

. INVITE (emergency)

 

8

. Obtain an interim location

 

 

7

. Retrieve Location

 

 

9

. Return Location

 

 

11

a. ANM

 

 

11

b. 200 OK

 

 

11

c. 200 OK

 

 

12

. 200 OK

 

 

13

. 200 OK

 

14

. 200 OK

 

 

 

P

-

CSCF

 

2. Registratio

n 

 

 

5

. INVITE (emergency,)

 

UE CS

 


Figure 6.2.4.1-1 – IMS Emergency Call Origination with VCC support

1.
The user initiates an emergency call.

2.
If the UE is roaming or if the UE is not roaming and not yet IMS registered, the UE performs an emergency registration procedure with the visited network P-CSCF and home network S-CSCF (not shown) as described in TS 23.167 if it contains the necessary credentials.
3.
The UE sends an INVITE with an emergency indication to the visited network P-CSCF. The INVITE may contain any location objects that the UE has. The INVITE should contain identification information for the UE – e.g. public user SIP URI and Tel URI. 
4.
The P-CSCF forwards the SIP INVITE to an E-CSCF.

5.
The E-CSCF based on assumption or knowledge of VCC support by the UE forwards the SIP INVITE to a VCC DTF.

6.
The VCC DTF anchors the incoming call leg and originates an outgoing leg by sending the INVITE to (or back to) the E-CSCF. The INVITE still carries an emergency indication. 

7.
The E-CSCF performs normal treatment for emergency call setup as defined in 3GPP TS 23.167. If the location object provided in the INVITE is insufficient to determine the correct PSAP or if the IMS core requires the assistance of an RDF, of if the IMS core is required to verify the location object, a retrieve location request is sent to the LRF performing the location retrieval functionality. The retrieve location request shall include information identifying the UE (e.g. public user Tel UEI and SIP URI), the IP-CAN and may include means to access the UE (e.g. UE IP address). The retrieve location request may also include any location objects provided in the INVITE in step 3. The retrieve location request may further include an indication of VCC support by the UE and identification information for the VCC DTF – e.g. the VDN and VDI assigned by the VCC DTF – if this is not already known (e.g. provisioned in) the LRF. This information enables continuity of location support by the LRF as described in other sections in association with domain transfer. 

8.
The LRF may obtain an interim location estimate as described in TS 23.167. The LRF may invoke an RDF to convert the interim location or any location object received in step 6 into the address of a PSAP. The LRF may record the information received in step 6.  
9.
The location information and/or the PSAP address obtained in step 7 are returned to the E-CSCF. The LRF may also return correlation information (e.g. ESQK) identifying itself and any record stored in step 7. For the remainder of the call, the LRF serves as the anchor LRF.

10.
The E-CSCF uses the PSAP address provided in step 8 or selects an emergency centre or PSAP based on location information provided in step 8 and sends the request including the location information and any correlation information to the emergency centre or PSAP.
9a. The INVITE is sent to an MGCF/MGW, 9b. The IAM is continued towards the emergency centre or PSAP Or 9c. The INVITE is sent directly to the emergency centre or PSAP.

11.
Intermediate signalling for call establishment may occur (e.g. return of an ACM from a PSTN capable PSAP) which is not shown. When the PSAP answers the call, the following steps occur:


11a. The PSAP returns an ANM to the MGCF/MGW, 10b. The MGCF/MGW returns a 200 OK to the E-CSCF Or 11c. The PSAP returns a 200 OK directly to the E-CSCF.

12.
The E-CSCF returns the 200 OK to the VCC DTF (on the outgoing call leg started in step 5).

13.
The VCC DTF returns a 200 OK to the E-CSCF.
14.
The E-CSCF returns the 200 OK to the UE via the P-CSCF.

6.2.4.2

CS Emergency Call Origination
Figure 6.2.4.2-1 shows VCC support for an emergency call originated in the CS domain.
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Figure 6.2.4.2-1 – CS Emergency Call Origination with VCC support

1. The user initiates an emergency call.

2. The UE originates an emergency voice call in the CS domain by sending an Emergency Setup message to the VMSC (as defined in 3GPP TS 24.008).

3. The VMSC may initiate a procedure in the RAN to obtain an interim location estimate for the UE as defined and allowed in 3GPP TS 23.271.

4. Based on normal handling for all CS emergency calls (e.g. as described in TS 23.271) or based on assumed VCC support according to the UE’s home network operator or based on subscription information obtained from the UE’s home HLR/HSS, the VMSC sends a MAP Subscriber Location Report to a GMLC associated with the emergency service provider (PSAP) to which the call would normally be sent (e.g. based on the serving cell ID and dialled emergency number).  The MAP Subscriber Location Report carries the IMSI, MSIDN, IMEI, VMSC address and serving cell identity or SAI for the UE. It also includes any interim location estimate obtained in step 3. In regions where the VMSC and not the GMLC normally determines the PSAP (e.g. the EU), the message may carry the address of the intended destination PSAP. 
5. The GMLC assumes the UE supports VCC (e.g. an assumption for all UEs or just certain operators’ UEs) or possibly determines this from subscription information if the UE is served by the home network. The GMLC stores a call record for the UE including all the information received in step 4. The GMLC assigns an IP Multimedia Routing Number (IMRN) to the call. Minimally, the IMRN enables call routing to the VCC DTF in steps 6 and 7 and, if needed, identifies the GMLC. Optionally, the IMRN may also temporarily identify the call record stored in the GMLC. The IMRN is used in later steps to select an LRF associated with the GMLC enabling the call record stored in the GMLC in this step to be retrieved by the LRF and enabling the LRF to locate the UE via the GMLC. The GMLC returns a MAP Subscriber Location Report Ack. to the VMSC carrying the IMRN in the NA-ESRD or NA-ESRK or in some other new parameter.  The GMLC may subsequently instigate a CS-MT-LR with the VMSC (not shown) to obtain either an interim location estimate for routing or an accurate location estimate for later provision to the PSAP. As an alternative, the MSC rather than GMLC could assign the IMRN and transfer this to the GMLC in step 4. 

6. The VMSC routes the call based on the IMRN received in step 5. If the IMRN is conveyed using the existing NA-ESRK or NA-ESRD parameter then the call routing procedure in the VMSC can be the same as that used for normal emergency call origination in TS 23.271 (i.e. the IMRN appears like an ESRK or ESRD to the VMSC). Based on IMRN routing, the VMSC routes the call to an MGCF in the visited network.

7. The MGCF initiates an INVITE towards an I-CSCF in the visited IMS (not shown) or possibly the MGCF routes directly to the E-CSCF, an S-CSCF or VCC DTF. The INVITE contains the identity of the UE (e.g. MSISDN Tel URI as Contact address). The I-CSCF or S-CSCF (not shown) or E-CSCF, based on the IMRN, instigates PSI based application server termination to the VCC DTF. 
NOTE: routing via an E-CSCF or S-CSCF needs further study since it is not normal; routing to the VCC DTF may also require the support of an RUA and/or CSAF.

8. The VCC DTF anchors the incoming call leg and originates an outgoing leg by sending the INVITE to (or back to) the E-CSCF. The INVITE carries information identifying an emergency call and carrying or enabling recovery of the IMRN. 

9. Based, for example, on inclusion of IMRN information in step 8, the E-CSCF sends a retrieve location request to an LRF identified by or associated with the IMRN. The retrieve location request includes IMRN information and any UE identification received in step 8 – e.g. an MSISDN Tel URI. The retrieve location request may further include an indication of VCC support and identification information for the VCC DTF – e.g. the VDN and VDI. 

10. Based on any UE identification received in step 9 (e.g. MSISDN) and/or on IMRN information, the LRF interacts with the GMLC and retrieves the call record stored by the GMLC in step 5. Using any interim location information already in the call record or any interim location obtained according to step 5, the LRF returns a PSAP address and possibly location information to the E-CSCF. The LRF will provide the anchor point for further support of location and may copy the call record obtained from the GMLC as well as storing information received from the E-CSCF in step 9. The LRF may return correlation information (e.g. ESQK) to the E-CSCF identifying itself and the call record. The LRF may further interact with the GMLC to instigate a CS-MT-LR procedure with the VMSC (as defined in 3GPP TS 23.271) to obtain an accurate location estimate for the UE. 

11. The E-CSCF uses the PSAP address provided in step 10 and sends on the call request including the location information and any correlation information to the emergency centre or PSAP. The call request is either sent via an MGCF/MGW into the PSTN (not shown) or is sent directly as a SIP INVITE towards an IP capable emergency centre or PSAP.

12. The rest of the call establishment procedure occurs between the UE, VMSC, VCC DTF, E-CSCF and PSAP based on the VCC CS origination procedure described in TS 23.206. 

The above procedure preserves support for existing PSAP routing options (e.g. using cell ID or an interim location estimate), does not necessarily require any new impacts to MSCs and supports accurate location retrieval by the PSAP in the manner currently defined in TS 23.271. It also enables CS originated emergency calls to be sent to IP capable PSAPs.

6.2.4.3 
Domain Transfer IMS to CS – Procedure A

Two alternative procedures are described to support domain transfer for an IMS emergency call from the IMS domain to the CS domain when the UE moves out of IMS coverage and into CS coverage. In procedure A, the VCC capable UE behaves as for normal VCC (described in TS 23.206) and originates a new call leg in the CS domain to the VCC DTF using the VDN obtained from the visited network using any of alternatives (d), (e), (f) or (g) described in clause 6.2.2.1.

Procedure A is only applicable to a UE that has sufficient credentials to register in the new visited network supporting the CS domain and places limitations on the continuity of support for providing further UE location updates to the PSAP. However, the procedure has the advantage of being compatible from the UE perspective with IMS to CS domain transfer for normal VCC.
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Figure 6.2.4.3-1 – Procedure A for IMS to CS domain transfer

1. If the user is not attached to the CS domain at the time when the UE determines a need for Domain Transfer to CS, the UE performs a CS Attach including a location update to its HLR/HSS. It subsequently originates a voice call in the CS domain using the VDN obtained earlier from the original visited network to establish an Access Leg via the CS domain. It is assumed for this procedure that the UE can be authenticated in the CS domain.
NOTE: because a normal call is originated, the domain transfer will not receive priority treatment in the new CS domain.

2. The originating call is processed as for normal CS call originations in the CS network.

3. The VMSC routes the call towards the original visited IMS network via an MGCF in the original visited network.
NOTE: the VMSC is not aware of the emergency call or VCC support and thus will not perform a GMLC query as for CS emergency call origination. Continued support of location is described further down.

4. The MGCF initiates an INVITE towards an I-CSCF in the original visited IMS (not shown) or possibly the MGCF routes directly to the E-CSCF, an S-CSCF or VCC DTF. The I-CSCF or S-CSCF (not shown) or E-CSCF, based on the VDN, instigates PSI based application server termination to the VCC DTF. 

5. The DTF updates the outgoing Access Leg by communicating the SDP of the Access Leg established in the transferring-in domain to the remote end via the E-CSCF. Access Leg update happens according to SIP session modification procedures in IETF RFC 3261. The DTF may also explicitly indicate domain transfer to the E-CSCF to allow the E-CSCF to notify the LTF in the next step.

6. The E-CSCF sends a Location Update to the anchor LRF with the new SDP information which may assist the LRF in identifying the type of domain transfer. Minimally the E-CSCF indicates to the LRF that there has been a CS domain transfer (e.g. this can be known by the DTF from use of a VDN rather than VDI and/or from domain transfer involving an MGCF).

7. The update continues towards the PSAP if IP capable or to an MGCF.

8. The new call leg in the transferring-in CS domain is established between the VCC DTF, E-CSCF or S-CSCF if present, I-CSCF if present, MGCF, VMSC and UE. 

9. The previous incoming Access Leg which is the Access leg previously established over IMS is released. The UE should de-register if possible in the visited network P-CSCF and home network S-CSCF.

Continuing support of location after procedure A has transferred the UE to the CS domain is restricted as follows. If the PSAP sends a request to the anchor LRF to obtain the location of the UE, it may not be possible for the LRF to continue using the same procedure to obtain location as it may have been using (or expecting to use) while the UE was in the IMS domain. For example, if the LRF was using OMA SUPL based on UDP/IP or SIP Push initial transport between the LRF and UE, the loss of access to the PS domain by the UE following IMS to CS domain transfer may prevent further use of SUPL. In addition, the LRF may not be able to use the control plane location solutions defined in 3GPP TS 23.271 for CS emergency calls (e.g. in clause 9.1.3 of TS 23.271) because it may not know the VMSC address. However, the LRF could use the more general CS-MT-LR procedure described in clauses 9.1.1 and 9.1.2 of 3GPP TS 23.271 in which the LRF (behaving as or accessing a GMLC) obtains the VMSC address by querying the UE’s home HLR/HSS. A disadvantage of this, however, is that the UE’s HLR/HSS will need to support the CS-MT-LR query procedure and there may be billing issues between the visited network and home network (since the home network may not be aware of the emergency call significance).

6.2.4.4 
Domain Transfer IMS to CS – Procedure B

Procedure B enabling IMS to CS domain transfer may be applicable to a UE whether or not it has sufficient credentials to register in the new visited network and enables continuity of location support without limitation.  However, it may have to be restricted to domain transfer between networks belonging to the same operator (e.g. networks sharing the same MCC and MNC). The procedure requires a new variant of VCC domain transfer in the UE in which knowledge of a VDN is not needed.
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Figure 6.2.4.4-1 – Procedure B for IMS to CS domain transfer

1. If the user is not attached to the CS domain at the time when the UE determines a need for Domain Transfer to CS, the UE may perform a CS Attach if it contains the necessary credentials. It subsequently originates an emergency voice call in the CS domain by sending an Emergency Setup message to the VMSC (as defined in 3GPP TS 24.008).

2. Based on normal handling for all CS emergency calls (e.g. as described in TS 23.271) or based on assumed VCC support according to the UE’s home network operator, the VMSC sends a MAP Subscriber Location Report to a GMLC associated with the emergency service provider (PSAP) to which the call would normally be sent (e.g. based on the current serving cell or SAI).  The MAP Subscriber Location Report carries the same information as that which would be sent for a normal emergency call origination (e.g. as in step 4 in Figure 6.2.4.2-1) including the IMSI, MSIDN, IMEI, VMSC address and serving cell identity or SAI. No location estimate is included.

3. Based on local policy, the GMLC interacts with an associated LRF (e.g. which may be within the same physical entity) to search for the call record for the UE that was originally established in the anchor LRF (e.g. using the procedure described in clause 6.1.4.1 or 6.1.4.2). The anchor LRF may use the IMSI, MSISDN and/or IMEI received in step 2 to identify the correct call record. Note that in the case of an unauthenticated emergency call, the IMEI would have to be used to identify the call record which is an item for further study since the identification cannot be completely reliable. If no call record is found, the GMLC should assume that this is a new emergency call and proceed as in Figure 6.2.4.2-1. Otherwise, if the call record is found, the GMLC returns a MAP Subscriber Location Report Ack. to the VMSC carrying the VDN needed to establish the new access leg. The VDN would have been obtained by the LRF when the call was first originated (e.g. in step 6 in Figure 6.2.4.1-1 or step 9 in Figure 6.2.4.2-1). The VDN could be carried by the existing NA-ESRK or existing NA-ESRD parameter in the MAP Subscriber Location Report ack. The GMLC also stores the information received from the VMSC in step 2.

4. The VMSC routes the new leg based on the VDN received in step 3. If the VDN is conveyed using the existing NA-ESRK or NA-ESRD parameter then the call routing procedure can be the same as that used for normal emergency call origination (i.e. there would be no additional VMSC impact). Based on VDN routing, the VMSC routes the call towards the original visited IMS network via an MGCF in the original visited network.

5. The MGCF initiates an INVITE towards an I-CSCF in the original visited IMS (not shown) or possibly the MGCF routes directly to the E-CSCF, an S-CSCF or VCC DTF. The I-CSCF or S-CSCF (not shown) or E-CSCF, based on the VDN, instigates PSI based application server termination to the VCC DTF. 

6. The DTF updates the outgoing Access Leg by communicating the SDP of the Access Leg established in the transferring-in domain to the remote end via the E-CSCF. Access Leg update happens according to SIP session modification procedures in IETF RFC 3261. The DTF may also explicitly indicate CS domain transfer to the E-CSCF.

7. The E-CSCF sends a Location Update to the anchor LRF with the new SDP information. Minimally the E-CSCF indicates to the LRF that there has been a CS domain transfer. The LRF correlates this indication with the indication of domain transfer determined in step 3 and determines that the UE has now changed domain to that indicated in step 2. The LRF communicates this information to the GMLC selected by the VMSC in step 2.

8. The update continues towards the PSAP or MGCF.

9. The new call leg in the transferring-in CS domain is established between the VCC DTF, E-CSCF or S-CSCF if present, I-CSCF if present, MGCF, VMSC and UE. 

10. The source Access Leg which is the Access leg previously established over IMS is released. The UE should de-register if possible in the visited network P-CSCF and home network S-CSCF.

Besides possibly allowing domain transfer for unregistered UEs, procedure B also enables the anchor LRF to make use of the normal location procedure defined in 3GPP TS 23.271 (e.g. in clause 9.1.3) to locate a UE that has originated an emergency call. This is enabled due to steps 2 and 3 in Figure 6.2.4.4-1 in which the VMSC obtains and stores information concerning the GMLC, and the LRF and GMLC obtain and store information concerning the VMSC. This then permits a CS-MT-LR without the need to query the UE’s home HSS/HLR. 

A further aspect of procedure B is that the call origination procedure at the VMSC can be identical to that for a normal emergency call as described in TS 23.271 or identical that for VCC support for a CS originated emergency call as described in clause 6.1.4.2. From the perspective of the GMLC, the procedure is also almost identical to that for a normal emergency call with regard to the MAP signalling transaction with the VMSC.

A disadvantage of procedure B is that it depends on the GMLC and LRF finding the original call record in step 3. This seems to be possible provided the GMLC and LRF belong to the same operator – e.g. because then the GMLC and LRF could be part of the same physical entity or could at least be interconnected. But if the original call record is not found, the GMLC will assume that this is a new emergency call and not a domain transfer resulting in connection of the user to a new PSAP operator. This disadvantage could be averted by making the procedure visible (not transparent) to the VMSC – e.g. by including special information or a special called party number in the Emergency SETUP or a normal SETUP in step 1 – but this would significantly impact the VMSC, whereas the procedure as described can be transparent to the VMSC.

6.2.4.5 
Domain Transfer CS to IMS – procedure C

Two alternative procedures are described to support domain transfer for an emergency call from the CS domain to the IMS domain. In procedure C described in this clause, the VCC capable UE behaves as for normal VCC (described in TS 23.206) and originates a new call leg in the IMS domain to the VCC DTF using the VDI obtained from the visited network using any of alternatives (d), (e), (f) or (g) described in clause 6.1.2.1. The call is treated like a normal originating SIP call and thus is only applicable to a UE that has sufficient credentials to register in the new visited network.
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Figure 6.2.4.5-1 - Domain Transfer CS domain to IMS – procedure C

1. If the user is not registered with IMS at the time when the UE determines a need for Domain Transfer to IMS, the UE initiates Registration with IMS as specified in 3GPP draft TS 23.206. It subsequently initiates an IMS originated session toward the DTF in the original visited network using the VDI obtained earlier from the visited network (e.g. as described in clause 6.1.2.1 and in Figures 6.1-5 and 6.1-6) to establish an Access Leg via IMS and request Domain Transfer of the active CS session to IMS. Due to normal call handling, the SIP INVITE may be routed through a P-CSCF in either the new visited network or home network (not shown) and an S-CSCF in the home network (not shown) and will eventually reach either an S-CSCF (not shown) or the E-CSCF in the original visited network.
NOTE: because a normal call is originated, the domain transfer will not receive priority treatment in the new IMS domain.

2. The IMS session is processed at an S-CSCF (not shown) or the E-CSCF in the original visited network and delivered to the VCC DTF. 

3. The DTF completes the establishment of the new incoming Access Leg via IMS. The DTF performs the Domain Transfer by updating the Remote Leg with connection information of the newly established Access Leg using the Access Leg Update procedure as specified in TS 23.206. The UPDATE or ReINVITE is sent to the E-CSCF used to originate the call (e.g. according to Figure 6.2.4.1-1 or 6.2.4.2-1). The DTF may also explicitly indicate domain transfer to the E-CSCF.

4. The E-CSCF updates the anchor LRF with the new SDP information – e.g. indicates that the UE is now using the IMS domain and provides the UE IP address.

5. The update continues towards the PSAP or MGCF.

6. The source Access Leg which is the Access leg previously established over CS is subsequently released as specified in TS 23.206. This includes releasing the previous incoming CS leg through the E-CSCF.

Once procedure C has been completed, it will be possible to continue location support for the UE because the LRF should now have the UE’s IP address and can thus invoke OMA SUPL (or any other solution involving IP transport). However, use of the 3GPP control plane solution to enable location of the UE for GPRS access will only be possible using the more general PS-MT-LR procedure described in clauses 9.1.1 and 9.1.6 of 3GPP TS 23.271 in which the LRF queries the UE’s home HLR/HSS for the visited SGSN address.

6.2.4.6 
Domain Transfer CS to IMS – Procedure D

The other procedure D supporting CS to IMS domain transfer does not require use of a VDI and places fewer restrictions on continued location support. However, it may have to be restricted to domain transfer between networks owned and managed by the same operator as for procedure B.
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Figure 6.2.4.6-1 - Domain Transfer CS domain to IMS – procedure D

1. Prior to sending the INVITE, the UE executes an emergency registration in the new visited IMS network if it contains adequate credentials as defined in 3GPP TS 23.167 (i.e. a normal registration is not used). This will be needed to support call back to the UE (via the new visited network) and to authenticate the UE in the new visited IMS. 

2. The UE then sends an INVITE with an emergency indication to the visited network P-CSCF. The INVITE should contain identification information for the UE – e.g. MSISDN Tel URI. 
3. Based on knowledge or assumption of VCC support according to alternatives (a), (b) or (c) in clause 6.1.2.1, the P-CSCF forwards the SIP INVITE to an E-CSCF.

4. The E-CSCF based on assumption or knowledge of VCC support forwards the SIP INVITE to a VCC DTF.

5. The VCC DTF finds the original call record – e.g. as established according to step 5 in Figure 6.2.4.1-1. The DTF then updates the outgoing Access Leg by communicating the SDP of the Access Leg established in the transferring-in domain to the remote end via the E-CSCF. The DTF may also explicitly indicate domain transfer to the E-CSCF. If the VCC DTF does not find the original call record, it could assume that this is a new emergency call (not a domain transfer) and proceed as in step 5 in Figure 6.2.4.5-1.

6. The E-CSCF updates the anchor LRF with the new SDP information – e.g. indicates that the UE is now using the IMS domain and provides the UE IP address.

7. The update continues towards the PSAP or MGCF.

8. The source Access Leg which is the Access leg previously established over CS is subsequently released as specified in 3GPP draft TS 23.206. This includes releasing the previous incoming CS leg through the E-CSCF.

Continuing location support can be the same as that for procedure C – e.g. by using OMA SUPL with the UE IP address provided to the anchor LRF in step 5 or using the 3GPP PS-MT-LR procedure for location with GPRS access. However, as an added benefit, it may be possible to use the 3GPP PS-NI-LR and PS-MT-LR procedures specific to emergency calls defined in 3GPP TS 23.271 (in clauses 9.1.6A and 9.1.7). This can be enabled if the UE indicates an emergency call for GPRS access and/or GPRS PDP context establishment. This can trigger the SGSN into instigating a PS-NI-LR either to obtain location or provide its address to a GMLC. If the GMLC is associated with the anchor LRF, it will be possible to provide the anchor LRF with the SGSN address thereby enabling use of a PS-MT-LR without having to query the home HLR/HSS (and also allowing location for an unauthorized UE with possibly no HLR/HSS). 

A disadvantage of procedure D, as with procedure B, is that it depends on the DTF finding the original call record in step 4 which in turn requires that the P-CSCF or E-CSCF route the call to the correct DTF in step 3. This is likely to be possible only for domain transfer to the IMS of the original visited network operator and would not be feasible for domain transfer to a different operator unless possibly the DTF and anchor LRF are shared among multiple operators which is FFS.
7
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Annex x:
Change history

	Change history

	Date
	TSG #
	TSG Doc.
	CR
	Rev
	Subject/Comment
	Old
	New

	2006-08
	SA2#54
	
	
	
	Skeleton
	
	0.0.1

	2007-04
	SA2#57
	
	
	
	Incorporates S2-062628 agreements; S2-070106; S2-070629
	0.0.1
	0.0.2

	2007-09
	SA2#58 SA2#59
	
	
	
	Incorporates S2-072812, S2-073834, S2-073709, S2-073710, S2-073711
	0.0.2
	0.1.0

	2007-10
	SA2#60
	
	
	
	Incorporates S2-074324, S2-074505, S2-074530
	0.1.0
	0.2.0

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	








































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































3GPP


_1249841138.vsd
MGW


VoIP


CS Voice


2. INVITE (…) 


13. Allocate Session Transfer DN


9. INVITE (ESRN, ESQK,...)


15. 200 OK 
(STN)


MGCF


ECS


DTF


E-CSCF


VCC UE


7a. Obtain UE location (if required) 
7b. Select PSAP based on UE Loc.
7c. Allocate ESQK and ESRN


16. 200 OK
 (STN)


17. Store STN


1. INVITE (Initial SDP Offer, UE location info)


6. INVITE (...)


11. 183 Session Progress 


10. IAM (...)


14. 200 OK 
(STN)


P-CSCF


5. INVITE (...)


PSAP


3. INVITE (…) 


4. Anchor Emergency Call


8. RE-DIRECT (ESRN, ESQK,...)


12. Continue with Call Set-up


ECS


VoIP


CS Voice


2. Set-up (STN)


10. ReINVITE (…)


E-CSCF


E-RUA


I-CSCF


CS MGW


VMSC


3. IAM (STN, updated UE location data)


6. INVITE (...)


CS MGCF


5. INVITE (...)


PSAP MGCF


4. INVITE (STN,...) 


9. ReINVITE (updated loc info)


VCC UE


DTF


PSAP MGW


PSAP


1. Determine need for DT to CS


7. INVITE (...)


8. Perform Access Leg Update 


CS Voice


11a. Obtain updated UE location info (if not provided by the UE)
11b. Store updated location info against current ESQK allocated to the user


12. ReINVITE (…) 


13. ReINVITE (…)


15. Source access leg release


VoIP


CS Voice


ECS


VoIP


CS Voice


2. Set-up (STN)


10. ReINVITE (…)


E-CSCF


E-RUA


I-CSCF


CS MGW


VMSC


11a. Obtain updated UE location info (if not provided by the UE)
11b. Store updated location info against current ESQK allocated to the user


3. IAM (STN, updated UE location data)


6. INVITE (...)


12. ReINVITE 
(updated loc info)


15. Source access leg release


CS MGCF


5. INVITE (...)


4. INVITE (STN,...) 


1. Determine need for DT to CS


9. ReINVITE (updated loc info)


13. ReINVITE (updated loc info)


VCC UE


DTF


PSAP


7. INVITE (...)


VoIP


8. Perform Access Leg Update 


MGW


VoIP


CS Voice


3. INVITE (…) 


MGCF


ECS


DTF


E-CSCF


VCC UE


2. INVITE (STN, updated UE location data)


7. ReINVITE (...)


P-CSCF


6. ReINVITE (updated loc info)


PSAP


4. INVITE (…) 


1. Determine need for DT to IMS


5. Perform Access Leg Update 


8a. Obtain updated UE location info (if not provided by the UE)
8b. Store updated location info against current ESQK allocated to the user


9. ReINVITE (…) 


10. ReINVITE (…)


12. Source access leg release


VoIP


3. INVITE (…) 


ECS


DTF


E-CSCF


VCC UE


2. INVITE (STN, updated UE location data)


7. ReINVITE (...)


P-CSCF


6. ReINVITE (updated loc info)


PSAP


4. INVITE (…) 


1. Determine need for DT to IMS


8a. Obtain updated UE location info (if not provided by the UE)
8b. Store updated location info against current ESQK allocated to the user


9. ReINVITE (updated loc info) 


10. ReINVITE (updated loc info)


5. Perform Access Leg Update 


11. Source access leg release



_1252500779.vsd
MGW


VoIP


CS Voice


2. INVITE (…) 


13. Allocate Session Transfer DN


9. INVITE (location and correlation info)


15. 200 OK 
(STN)


MGCF


LRF


DTF


E-CSCF


VCC UE


7a. Obtain UE location (if required) 
7b. Select PSAP based on UE Loc.
7c. Allocate necessary correlation and routing information (e.g. ESQK, ESRN, LRO)


16. 200 OK
 (STN)


17. Store STN


1. INVITE (Initial SDP Offer, UE location info)


6. Retrieve UE Location


11. 183 Session Progress 


10. IAM (...)


14. 200 OK 
(STN)


P-CSCF


5. INVITE (...)


PSAP


3. INVITE (…) 


4. Anchor Emergency Call



8. Return UE Location, PSAP-addr, correlation info, etc


12. Continue with Call Set-up


LRF


VoIP


CS Voice


2. Set-up (STN)


10. Update UE Location


E-CSCF


E-RUA


I-CSCF


CS MGW


VMSC


3. IAM (STN, updated location ref)


6. INVITE (...)


CS MGCF


5. INVITE (...)


PSAP MGCF


4. INVITE (STN,...) 


9. ReINVITE (updated loc ref)


VCC UE


DTF


PSAP MGW


PSAP


1. Determine need for DT to CS


7. INVITE (...)


8. Perform Access Leg Update 


CS Voice


12. Acknowledgement


13. ReINVITE (…)


15. Source access leg release


VoIP


CS Voice


11a. Obtain updated UE location info if required.
11b. Obtain new positioning method and location server for the access network and store against the current correlation information allocated to the user (e.g. ESQK).


LRF


VoIP


CS Voice


2. Set-up (STN)


10. Update UE Location


E-CSCF


E-RUA


I-CSCF


CS MGW


VMSC


11a. Obtain updated UE location info if required.
11b. Obtain new positioning method and location server for the access network and store against the current correlation information allocated to the user (e.g. ESQK).


3. IAM (STN, updated location ref)


6. INVITE (...)


12. Acknowledgement


15. Source access leg release


CS MGCF


5. INVITE (...)


4. INVITE (STN,...) 


1. Determine need for DT to CS


9. ReINVITE (updated loc ref)


13. ReINVITE (updated loc info)


VCC UE


DTF


PSAP


7. INVITE (...)


VoIP


8. Perform Access Leg Update 


MGW


VoIP


CS Voice


3. INVITE (…) 


MGCF


LRF


DTF


E-CSCF


VCC UE


2. INVITE (STN, updated UE location info)


7. Update UE Location


P-CSCF


6. ReINVITE (updated loc info)


PSAP


4. INVITE (…) 


1. Determine need for DT to IMS


5. Perform Access Leg Update 


8a. Obtain updated UE location info if required.
8b. Obtain new positioning method and location server for the access network and store against the current correlation information allocated to the user (e.g. ESQK).


9. Acknowledgement


10. ReINVITE (…)


12. Source access leg release


VoIP


3. INVITE (…) 


LRF


DTF


E-CSCF


VCC UE


2. INVITE (STN, updated UE location info)


7. Update UE Location


P-CSCF


6. ReINVITE (updated loc info)


PSAP


4. INVITE (…) 


1. Determine need for DT to IMS


8a. Obtain updated UE location info if required.
8b. Obtain new positioning method and location server for the access network and store against the current correlation information allocated to the user (e.g. ESQK).


9. Acknowledgement 


10. ReINVITE (updated loc info)


5. Perform Access Leg Update 


11. Source access leg release



_1252504642.vsd
MGW


VoIP


CS Voice


2. INVITE (…) 


13. Allocate Session Transfer DN


9. INVITE (location and correlation info)


15. 200 OK 
(STN)


MGCF


LRF


DTF


E-CSCF


VCC UE


7a. Obtain UE location (if required) 
7b. Select PSAP based on UE Loc.
7c. Allocate necessary correlation and routing information (e.g. ESQK, ESRN, LRO)


16. 200 OK
 (STN)


17. Store STN


1. INVITE (Initial SDP Offer, UE location info)


6. Retrieve UE Location


11. 183 Session Progress 


10. IAM (...)


14. 200 OK 
(STN)


P-CSCF


5. INVITE (...)


PSAP


3. INVITE (…) 


4. Anchor Emergency Call



8. Return UE Location, PSAP-addr, correlation info, etc


12. Continue with Call Set-up


LRF


VoIP


CS Voice


2. Set-up (STN)


10. Location Update


E-CSCF


E-RUA


I-CSCF


CS MGW


VMSC


3. IAM (STN, updated location ref)


6. INVITE (...)


CS MGCF


5. INVITE (...)


PSAP MGCF


4. INVITE (STN,...) 


9. ReINVITE (updated loc ref)


VCC UE


DTF


PSAP MGW


PSAP


1. Determine need for DT to CS


7. INVITE (...)


8. Perform Access Leg Update 


CS Voice


12. Acknowledgement


13. ReINVITE (…)


15. Source access leg release


VoIP


CS Voice


11a. Obtain updated UE location info if required.
11b. Obtain new positioning method and location server for the access network and store against the current correlation information allocated to the user (e.g. ESQK).


LRF


VoIP


CS Voice


2. Set-up (STN)


10. Location Update


E-CSCF


E-RUA


I-CSCF


CS MGW


VMSC


11a. Obtain updated UE location info if required.
11b. Obtain new positioning method and location server for the access network and store against the current correlation information allocated to the user (e.g. ESQK).


3. IAM (STN, updated location ref)


6. INVITE (...)


12. Acknowledgement


15. Source access leg release


CS MGCF


5. INVITE (...)


4. INVITE (STN,...) 


1. Determine need for DT to CS


9. ReINVITE (updated loc ref)


13. ReINVITE (updated loc info)


VCC UE


DTF


PSAP


7. INVITE (...)


VoIP


8. Perform Access Leg Update 


MGW


VoIP


CS Voice


3. INVITE (…) 


MGCF


LRF


DTF


E-CSCF


VCC UE


2. INVITE (STN, updated UE location info)


7. Location Update


P-CSCF


6. ReINVITE (updated loc info)


PSAP


4. INVITE (…) 


1. Determine need for DT to IMS


5. Perform Access Leg Update 


8a. Obtain updated UE location info if required.
8b. Obtain new positioning method and location server for the access network and store against the current correlation information allocated to the user (e.g. ESQK).


9. Acknowledgement


10. ReINVITE (…)


12. Source access leg release


VoIP


3. INVITE (…) 


LRF


DTF


E-CSCF


VCC UE


2. INVITE (STN, updated UE location info)


7. Location Update


P-CSCF


6. ReINVITE (updated loc info)


PSAP


4. INVITE (…) 


1. Determine need for DT to IMS


8a. Obtain updated UE location info if required.
8b. Obtain new positioning method and location server for the access network and store against the current correlation information allocated to the user (e.g. ESQK).


9. Acknowledgement 


10. ReINVITE (updated loc info)


5. Perform Access Leg Update 


11. Source access leg release



_1252504680.vsd
MGW


VoIP


CS Voice


2. INVITE (…) 


13. Allocate Session Transfer DN


9. INVITE (location and correlation info)


15. 200 OK 
(STN)


MGCF


LRF


DTF


E-CSCF


VCC UE


7a. Obtain UE location (if required) 
7b. Select PSAP based on UE Loc.
7c. Allocate necessary correlation and routing information (e.g. ESQK, ESRN, LRO)


16. 200 OK
 (STN)


17. Store STN


1. INVITE (Initial SDP Offer, UE location info)


6. Retrieve UE Location


11. 183 Session Progress 


10. IAM (...)


14. 200 OK 
(STN)


P-CSCF


5. INVITE (...)


PSAP


3. INVITE (…) 


4. Anchor Emergency Call



8. Return UE Location, PSAP-addr, correlation info, etc


12. Continue with Call Set-up


LRF


VoIP


CS Voice


2. Set-up (STN)


10. Location Update


E-CSCF


E-RUA


I-CSCF


CS MGW


VMSC


3. IAM (STN, updated location ref)


6. INVITE (...)


CS MGCF


5. INVITE (...)


PSAP MGCF


4. INVITE (STN,...) 


9. ReINVITE (updated loc ref)


VCC UE


DTF


PSAP MGW


PSAP


1. Determine need for DT to CS


7. INVITE (...)


8. Perform Access Leg Update 


CS Voice


12. Acknowledgement


13. ReINVITE (…)


15. Source access leg release


VoIP


CS Voice


11a. Obtain updated UE location info if required.
11b. Obtain new positioning method and location server for the access network and store against the current correlation information allocated to the user (e.g. ESQK).


LRF


VoIP


CS Voice


2. Set-up (STN)


10. Location Update


E-CSCF


E-RUA


I-CSCF


CS MGW


VMSC


11a. Obtain updated UE location info if required.
11b. Obtain new positioning method and location server for the access network and store against the current correlation information allocated to the user (e.g. ESQK).


3. IAM (STN, updated location ref)


6. INVITE (...)


12. Acknowledgement


15. Source access leg release


CS MGCF


5. INVITE (...)


4. INVITE (STN,...) 


1. Determine need for DT to CS


9. ReINVITE (updated loc ref)


13. ReINVITE (updated loc info)


VCC UE


DTF


PSAP


7. INVITE (...)


VoIP


8. Perform Access Leg Update 


MGW


VoIP


CS Voice


3. INVITE (…) 


MGCF


LRF


DTF


E-CSCF


VCC UE


2. INVITE (STN, updated UE location info)


7. Location Update


P-CSCF


6. ReINVITE (updated loc info)


PSAP


4. INVITE (…) 


1. Determine need for DT to IMS


5. Perform Access Leg Update 


8a. Obtain updated UE location info if required.
8b. Obtain new positioning method and location server for the access network and store against the current correlation information allocated to the user (e.g. ESQK).


9. Acknowledgement


10. ReINVITE (…)


12. Source access leg release


VoIP


3. INVITE (…) 


LRF


DTF


E-CSCF


VCC UE


2. INVITE (STN, updated UE location info)


7. Location Update


P-CSCF


6. ReINVITE (updated loc info)


PSAP


4. INVITE (…) 


1. Determine need for DT to IMS


8a. Obtain updated UE location info if required.
8b. Obtain new positioning method and location server for the access network and store against the current correlation information allocated to the user (e.g. ESQK).


9. Acknowledgement 


10. ReINVITE (updated loc info)


5. Perform Access Leg Update 


11. Source access leg release



_1252505135.vsd
MGW


VoIP


CS Voice


2. INVITE (…) 


13. Allocate Session Transfer DN


9. INVITE (location and correlation info)


15. 200 OK 
(STN)


MGCF


LRF


DTF


E-CSCF


VCC UE


7a. Obtain UE location (if required) 
7b. Select PSAP based on UE Loc.
7c. Allocate necessary correlation and routing information (e.g. ESQK, ESRN, LRO)


16. 200 OK
 (STN)


17. Store STN


1. INVITE (Initial SDP Offer, UE location info)


6. Retrieve UE Location


11. 183 Session Progress 


10. IAM (...)


14. 200 OK 
(STN)


P-CSCF


5. INVITE (...)


PSAP


3. INVITE (…) 


4. Anchor Emergency Call



8. Return UE Location, PSAP-addr, correlation info, etc


12. Continue with Call Set-up


LRF


VoIP


CS Voice


2. Set-up (STN)


10. Location Update


E-CSCF


E-RUA


I-CSCF


CS MGW


VMSC


3. IAM (STN, updated location ref)


6. INVITE (...)


CS MGCF


5. INVITE (...)


PSAP MGCF


4. INVITE (STN,...) 


9. ReINVITE (updated loc ref)


VCC UE


DTF


PSAP MGW


PSAP


1. Determine need for DT to CS


7. INVITE (...)


8. Perform Access Leg Update 


CS Voice


12. Acknowledgement


13. ReINVITE (…)


15. Source access leg release


VoIP


CS Voice


11a. Obtain updated UE location info if required.
11b. Obtain new positioning method and location server for the access network and store against the current correlation information allocated to the user (e.g. ESQK).


LRF


VoIP


CS Voice


2. Set-up (STN)


10. Location Update


E-CSCF


E-RUA


I-CSCF


CS MGW


VMSC


11a. Obtain updated UE location info if required.
11b. Obtain new positioning method and location server for the access network and store against the current correlation information allocated to the user (e.g. ESQK).


3. IAM (STN, updated location ref)


6. INVITE (...)


12. Acknowledgement


15. Source access leg release


CS MGCF


5. INVITE (...)


4. INVITE (STN,...) 


1. Determine need for DT to CS


9. ReINVITE (updated loc ref)


13. ReINVITE (updated loc info)


VCC UE


DTF


PSAP


7. INVITE (...)


VoIP


8. Perform Access Leg Update 


MGW


VoIP


CS Voice


3. INVITE (…) 


MGCF


LRF


DTF


E-CSCF


VCC UE


2. INVITE (STN, updated UE location info)


7. Location Update


P-CSCF


6. ReINVITE (updated loc info)


PSAP


4. INVITE (…) 


1. Determine need for DT to IMS


5. Perform Access Leg Update 


8a. Obtain updated UE location info if required.
8b. Obtain new positioning method and location server for the access network and store against the current correlation information allocated to the user (e.g. ESQK).


9. Acknowledgement


10. ReINVITE (…)


12. Source access leg release


VoIP


3. INVITE (…) 


LRF


DTF


E-CSCF


VCC UE


2. INVITE (STN, updated UE location info)


7. Location Update


P-CSCF


6. ReINVITE (updated loc info)


PSAP


4. INVITE (…) 


1. Determine need for DT to IMS


8a. Obtain updated UE location info if required.
8b. Obtain new positioning method and location server for the access network and store against the current correlation information allocated to the user (e.g. ESQK).


9. Acknowledgement 


10. ReINVITE (updated loc info)


5. Perform Access Leg Update 


11. Source access leg release



_1252503151.vsd
MGW


VoIP


CS Voice


2. INVITE (…) 


13. Allocate Session Transfer DN


9. INVITE (location and correlation info)


15. 200 OK 
(STN)


MGCF


LRF


DTF


E-CSCF


VCC UE


7a. Obtain UE location (if required) 
7b. Select PSAP based on UE Loc.
7c. Allocate necessary correlation and routing information (e.g. ESQK, ESRN, LRO)


16. 200 OK
 (STN)


17. Store STN


1. INVITE (Initial SDP Offer, UE location info)


6. Retrieve UE Location


11. 183 Session Progress 


10. IAM (...)


14. 200 OK 
(STN)


P-CSCF


5. INVITE (...)


PSAP


3. INVITE (…) 


4. Anchor Emergency Call



8. Return UE Location, PSAP-addr, correlation info, etc


12. Continue with Call Set-up


LRF


VoIP


CS Voice


2. Set-up (STN)


10. Location Update


E-CSCF


E-RUA


I-CSCF


CS MGW


VMSC


3. IAM (STN, updated location ref)


6. INVITE (...)


CS MGCF


5. INVITE (...)


PSAP MGCF


4. INVITE (STN,...) 


9. ReINVITE (updated loc ref)


VCC UE


DTF


PSAP MGW


PSAP


1. Determine need for DT to CS


7. INVITE (...)


8. Perform Access Leg Update 


CS Voice


12. Acknowledgement


13. ReINVITE (…)


15. Source access leg release


VoIP


CS Voice


11a. Obtain updated UE location info if required.
11b. Obtain new positioning method and location server for the access network and store against the current correlation information allocated to the user (e.g. ESQK).


LRF


VoIP


CS Voice


2. Set-up (STN)


10. Update UE Location


E-CSCF


E-RUA


I-CSCF


CS MGW


VMSC


11a. Obtain updated UE location info if required.
11b. Obtain new positioning method and location server for the access network and store against the current correlation information allocated to the user (e.g. ESQK).


3. IAM (STN, updated location ref)


6. INVITE (...)


12. Acknowledgement


15. Source access leg release


CS MGCF


5. INVITE (...)


4. INVITE (STN,...) 


1. Determine need for DT to CS


9. ReINVITE (updated loc ref)


13. ReINVITE (updated loc info)


VCC UE


DTF


PSAP


7. INVITE (...)


VoIP


8. Perform Access Leg Update 


MGW


VoIP


CS Voice


3. INVITE (…) 


MGCF


LRF


DTF


E-CSCF


VCC UE


2. INVITE (STN, updated UE location info)


7. Update UE Location


P-CSCF


6. ReINVITE (updated loc info)


PSAP


4. INVITE (…) 


1. Determine need for DT to IMS


5. Perform Access Leg Update 


8a. Obtain updated UE location info if required.
8b. Obtain new positioning method and location server for the access network and store against the current correlation information allocated to the user (e.g. ESQK).


9. Acknowledgement


10. ReINVITE (…)


12. Source access leg release


VoIP


3. INVITE (…) 


LRF


DTF


E-CSCF


VCC UE


2. INVITE (STN, updated UE location info)


7. Update UE Location


P-CSCF


6. ReINVITE (updated loc info)


PSAP


4. INVITE (…) 


1. Determine need for DT to IMS


8a. Obtain updated UE location info if required.
8b. Obtain new positioning method and location server for the access network and store against the current correlation information allocated to the user (e.g. ESQK).


9. Acknowledgement 


10. ReINVITE (updated loc info)


5. Perform Access Leg Update 


11. Source access leg release



_1249938592.vsd
MGW


VoIP


CS Voice


2. INVITE (…) 


13. Allocate Session Transfer DN


9. INVITE (ESRN, ESQK,...)


15. 200 OK 
(STN)


MGCF


ECS


DTF


E-CSCF


VCC UE


7a. Obtain UE location (if required) 
7b. Select PSAP based on UE Loc.
7c. Allocate ESQK and ESRN


16. 200 OK
 (STN)


17. Store STN


1. INVITE (Initial SDP Offer, UE location info)


6. INVITE (...)


11. 183 Session Progress 


10. IAM (...)


14. 200 OK 
(STN)


P-CSCF


5. INVITE (...)


PSAP


3. INVITE (…) 


4. Anchor Emergency Call


8. RE-DIRECT (ESRN, ESQK,...)


12. Continue with Call Set-up


ECS


VoIP


CS Voice


2. Set-up (STN)


10. ReINVITE (…)


E-CSCF


E-RUA


I-CSCF


CS MGW


VMSC


3. IAM (STN, updated location ref)


6. INVITE (...)


CS MGCF


5. INVITE (...)


PSAP MGCF


4. INVITE (STN,...) 


9. ReINVITE (updated loc ref)


VCC UE


DTF


PSAP MGW


PSAP


1. Determine need for DT to CS


7. INVITE (...)


8. Perform Access Leg Update 


CS Voice


11a. Obtain updated UE location info if required.
11b. Obtain new positioning method and location server for the access network and store against the current ESQK allocated to the user.


12. ReINVITE (…) 


13. ReINVITE (…)


15. Source access leg release


VoIP


CS Voice


ECS


VoIP


CS Voice


2. Set-up (STN)


10. ReINVITE (…)


E-CSCF


E-RUA


I-CSCF


CS MGW


VMSC


11a. Obtain updated UE location info if required.
11b. Obtain new positioning method and location server for the access network and store against the current ESQK allocated to the user.


3. IAM (STN, updated location ref)


6. INVITE (...)


12. ReINVITE 
(updated loc info)


15. Source access leg release


CS MGCF


5. INVITE (...)


4. INVITE (STN,...) 


1. Determine need for DT to CS


9. ReINVITE (updated loc ref)


13. ReINVITE (updated loc info)


VCC UE


DTF


PSAP


7. INVITE (...)


VoIP


8. Perform Access Leg Update 


MGW


VoIP


CS Voice


3. INVITE (…) 


MGCF


ECS


DTF


E-CSCF


VCC UE


2. INVITE (STN, updated UE location info)


7. ReINVITE (...)


P-CSCF


6. ReINVITE (updated loc info)


PSAP


4. INVITE (…) 


1. Determine need for DT to IMS


5. Perform Access Leg Update 


8a. Obtain updated UE location info (if not provided by the UE)
8b. Store updated location info against current ESQK allocated to the user


9. ReINVITE (…) 


10. ReINVITE (…)


12. Source access leg release


VoIP


3. INVITE (…) 


ECS


DTF


E-CSCF


VCC UE


2. INVITE (STN, updated UE location info)


7. ReINVITE (...)


P-CSCF


6. ReINVITE (updated loc info)


PSAP


4. INVITE (…) 


1. Determine need for DT to IMS


8a. Obtain updated UE location info (if not provided by the UE)
8b. Store updated location info against current ESQK allocated to the user


9. ReINVITE (updated loc info) 


10. ReINVITE (updated loc info)


5. Perform Access Leg Update 


11. Source access leg release



_1249978296.vsd
to PSAP (via PSTN
via BGCF/MGCF)


to PSAP via IP  mutimedia Network


UE


P-CSCF


E-CSCF


Gm


Mw


Mi/Mg


Mm


S-CSCF


Mm/Mw


Mw


from PSAP


Ml


Le (e.g. E2)


from PSAP


Anchor
LRF


DTF


ISC



_1250689582.doc


 4. INVITE (emergency,)







 6. Location Update







 5. UPDATE or ReINVITE







 3. INVITE (emergency)







 2. INVITE (emergency)







1. Registration 







8. Source Access Leg Releaser 







 7. UPDATE or ReINVITE







UE CS







UE IMS







P-CSCF







E-CSCF







LRF







VCC



DTF












_1249938674.vsd
MGW


VoIP


CS Voice


2. INVITE (…) 


13. Allocate Session Transfer DN


9. INVITE (ESRN, ESQK,...)


15. 200 OK 
(STN)


MGCF


ECS


DTF


E-CSCF


VCC UE


7a. Obtain UE location (if required) 
7b. Select PSAP based on UE Loc.
7c. Allocate ESQK and ESRN


16. 200 OK
 (STN)


17. Store STN


1. INVITE (Initial SDP Offer, UE location info)


6. INVITE (...)


11. 183 Session Progress 


10. IAM (...)


14. 200 OK 
(STN)


P-CSCF


5. INVITE (...)


PSAP


3. INVITE (…) 


4. Anchor Emergency Call


8. RE-DIRECT (ESRN, ESQK,...)


12. Continue with Call Set-up


ECS


VoIP


CS Voice


2. Set-up (STN)


10. ReINVITE (…)


E-CSCF


E-RUA


I-CSCF


CS MGW


VMSC


3. IAM (STN, updated location ref)


6. INVITE (...)


CS MGCF


5. INVITE (...)


PSAP MGCF


4. INVITE (STN,...) 


9. ReINVITE (updated loc ref)


VCC UE


DTF


PSAP MGW


PSAP


1. Determine need for DT to CS


7. INVITE (...)


8. Perform Access Leg Update 


CS Voice


11a. Obtain updated UE location info if required.
11b. Obtain new positioning method and location server for the access network and store against the current ESQK allocated to the user.


12. ReINVITE (…) 


13. ReINVITE (…)


15. Source access leg release


VoIP


CS Voice


ECS


VoIP


CS Voice


2. Set-up (STN)


10. ReINVITE (…)


E-CSCF


E-RUA


I-CSCF


CS MGW


VMSC


11a. Obtain updated UE location info if required.
11b. Obtain new positioning method and location server for the access network and store against the current ESQK allocated to the user.


3. IAM (STN, updated location ref)


6. INVITE (...)


12. ReINVITE 
(updated loc info)


15. Source access leg release


CS MGCF


5. INVITE (...)


4. INVITE (STN,...) 


1. Determine need for DT to CS


9. ReINVITE (updated loc ref)


13. ReINVITE (updated loc info)


VCC UE


DTF


PSAP


7. INVITE (...)


VoIP


8. Perform Access Leg Update 


MGW


VoIP


CS Voice


3. INVITE (…) 


MGCF


ECS


DTF


E-CSCF


VCC UE


2. INVITE (STN, updated UE location info)


7. ReINVITE (...)


P-CSCF


6. ReINVITE (updated loc info)


PSAP


4. INVITE (…) 


1. Determine need for DT to IMS


5. Perform Access Leg Update 


8a. Obtain updated UE location info (if not provided by the UE)
8b. Store updated location info against current ESQK allocated to the user


9. ReINVITE (…) 


10. ReINVITE (…)


12. Source access leg release


VoIP


3. INVITE (…) 


ECS


DTF


E-CSCF


VCC UE


2. INVITE (STN, updated UE location info)


7. ReINVITE (...)


P-CSCF


6. ReINVITE (updated loc info)


PSAP


4. INVITE (…) 


1. Determine need for DT to IMS


8a. Obtain updated UE location info (if not provided by the UE)
8b. Store updated location info against current ESQK allocated to the user


9. ReINVITE (updated loc info) 


10. ReINVITE (updated loc info)


5. Perform Access Leg Update 


11. Source access leg release



_1249937320.vsd
MGW


VoIP


CS Voice


2. INVITE (…) 


13. Allocate Session Transfer DN


9. INVITE (ESRN, ESQK,...)


15. 200 OK 
(STN)


MGCF


ECS


DTF


E-CSCF


VCC UE


7a. Obtain UE location (if required) 
7b. Select PSAP based on UE Loc.
7c. Allocate ESQK and ESRN


16. 200 OK
 (STN)


17. Store STN


1. INVITE (Initial SDP Offer, UE location info)


6. INVITE (...)


11. 183 Session Progress 


10. IAM (...)


14. 200 OK 
(STN)


P-CSCF


5. INVITE (...)


PSAP


3. INVITE (…) 


4. Anchor Emergency Call


8. RE-DIRECT (ESRN, ESQK,...)


12. Continue with Call Set-up


ECS


VoIP


CS Voice


2. Set-up (STN)


10. ReINVITE (…)


E-CSCF


E-RUA


I-CSCF


CS MGW


VMSC


3. IAM (STN, updated UE location info)


6. INVITE (...)


CS MGCF


5. INVITE (...)


PSAP MGCF


4. INVITE (STN,...) 


9. ReINVITE (updated loc info)


VCC UE


DTF


PSAP MGW


PSAP


1. Determine need for DT to CS


7. INVITE (...)


8. Perform Access Leg Update 


CS Voice


11a. Obtain updated UE location info (if not provided by the UE)
11b. Store updated location info against current ESQK allocated to the user


12. ReINVITE (…) 


13. ReINVITE (…)


15. Source access leg release


VoIP


CS Voice


ECS


VoIP


CS Voice


2. Set-up (STN)


10. ReINVITE (…)


E-CSCF


E-RUA


I-CSCF


CS MGW


VMSC


11a. Obtain updated UE location info (if not provided by the UE)
11b. Store updated location info against current ESQK allocated to the user


3. IAM (STN, updated UE location info)


6. INVITE (...)


12. ReINVITE 
(updated loc info)


15. Source access leg release


CS MGCF


5. INVITE (...)


4. INVITE (STN,...) 


1. Determine need for DT to CS


9. ReINVITE (updated loc info)


13. ReINVITE (updated loc info)


VCC UE


DTF


PSAP


7. INVITE (...)


VoIP


8. Perform Access Leg Update 


MGW


VoIP


CS Voice


3. INVITE (…) 


MGCF


ECS


DTF


E-CSCF


VCC UE


2. INVITE (STN, updated location ref)


7. ReINVITE (...)


P-CSCF


6. ReINVITE (updated loc ref)


PSAP


4. INVITE (…) 


1. Determine need for DT to IMS


5. Perform Access Leg Update 


8a. Obtain updated UE location info if required
8b. Obtain new positioning method and location server for the access network and store against the current ESQK allocated to the user.


9. ReINVITE (…) 


10. ReINVITE (…)


12. Source access leg release


VoIP


3. INVITE (…) 


ECS


DTF


E-CSCF


VCC UE


2. INVITE (STN, updated UE location info)


7. ReINVITE (...)


P-CSCF


6. ReINVITE (updated loc info)


PSAP


4. INVITE (…) 


1. Determine need for DT to IMS


8a. Obtain updated UE location info (if not provided by the UE)
8b. Store updated location info against current ESQK allocated to the user


9. ReINVITE (updated loc info) 


10. ReINVITE (updated loc info)


5. Perform Access Leg Update 


11. Source access leg release



_1249937707.vsd
MGW


VoIP


CS Voice


2. INVITE (…) 


13. Allocate Session Transfer DN


9. INVITE (ESRN, ESQK,...)


15. 200 OK 
(STN)


MGCF


ECS


DTF


E-CSCF


VCC UE


7a. Obtain UE location (if required) 
7b. Select PSAP based on UE Loc.
7c. Allocate ESQK and ESRN


16. 200 OK
 (STN)


17. Store STN


1. INVITE (Initial SDP Offer, UE location info)


6. INVITE (...)


11. 183 Session Progress 


10. IAM (...)


14. 200 OK 
(STN)


P-CSCF


5. INVITE (...)


PSAP


3. INVITE (…) 


4. Anchor Emergency Call


8. RE-DIRECT (ESRN, ESQK,...)


12. Continue with Call Set-up


ECS


VoIP


CS Voice


2. Set-up (STN)


10. ReINVITE (…)


E-CSCF


E-RUA


I-CSCF


CS MGW


VMSC


3. IAM (STN, updated UE location info)


6. INVITE (...)


CS MGCF


5. INVITE (...)


PSAP MGCF


4. INVITE (STN,...) 


9. ReINVITE (updated loc info)


VCC UE


DTF


PSAP MGW


PSAP


1. Determine need for DT to CS


7. INVITE (...)


8. Perform Access Leg Update 


CS Voice


11a. Obtain updated UE location info (if not provided by the UE)
11b. Store updated location info against current ESQK allocated to the user


12. ReINVITE (…) 


13. ReINVITE (…)


15. Source access leg release


VoIP


CS Voice


ECS


VoIP


CS Voice


2. Set-up (STN)


10. ReINVITE (…)


E-CSCF


E-RUA


I-CSCF


CS MGW


VMSC


11a. Obtain updated UE location info (if not provided by the UE)
11b. Store updated location info against current ESQK allocated to the user


3. IAM (STN, updated UE location info)


6. INVITE (...)


12. ReINVITE 
(updated loc info)


15. Source access leg release


CS MGCF


5. INVITE (...)


4. INVITE (STN,...) 


1. Determine need for DT to CS


9. ReINVITE (updated loc info)


13. ReINVITE (updated loc info)


VCC UE


DTF


PSAP


7. INVITE (...)


VoIP


8. Perform Access Leg Update 


MGW


VoIP


CS Voice


3. INVITE (…) 


MGCF


ECS


DTF


E-CSCF


VCC UE


2. INVITE (STN, updated UE location info)


7. ReINVITE (...)


P-CSCF


6. ReINVITE (updated loc info)


PSAP


4. INVITE (…) 


1. Determine need for DT to IMS


5. Perform Access Leg Update 


8a. Obtain updated UE location info (if not provided by the UE)
8b. Store updated location info against current ESQK allocated to the user


9. ReINVITE (…) 


10. ReINVITE (…)


12. Source access leg release


VoIP


3. INVITE (…) 


ECS


DTF


E-CSCF


VCC UE


2. INVITE (STN, updated location ref)


7. ReINVITE (...)


P-CSCF


6. ReINVITE (updated loc ref)


PSAP


4. INVITE (…) 


1. Determine need for DT to IMS


8a. Obtain updated UE location info if required.
8b. Obtain new positioning method and location server for the access network and store against the current ESQK allocated to the user.


9. ReINVITE (updated loc info) 


10. ReINVITE (updated loc info)


5. Perform Access Leg Update 


11. Source access leg release



_1242676345.vsd
VMSC


PSAP


E-CSCF


MGCF#1


MGW#1


DTF


Switch at MGW


CS Radio


IP-CAN


IMS+IP Leg


Remote Leg (CS)


Control Plane


User Plane


CS Leg


VCC UE



_1243250362.ppt








Visited IMS 

To PSAP

   UE

LRF/ VPC

     LIS

  DTF

Note: 	LRF shown in proxy mode here; When using LRF in redirection/query mode, the signaling path runs directly out of E-CSCF.



E-CSCF



P-CSCF









Call Signaling 

Call Bearer



Location push/pull


















_1243314035.ppt








Note: Only relevant  standard functions are shown.

Assumes NENA i2: “To PSAP” represents Emergency Network Elements in-route to PSAP 

[SIP signaling via MGCF for legacy PSAP]

E-CSCF

LRF/

VPC

MGCF

VCC

UE

VMSC

ICCF

P-CSCF

I-CSCF

To PSAP



 LIS/GMLC 

DTF








_1249826397.doc


8. Obtain an interim location







1. Init. Emerg.Call







UE CS







 7. Retrieve Location







 5. INVITE (emergency,)







 4. INVITE (emergency)







 3. INVITE (emergency







2. Registration 







 10b. IAM







 6. INVITE (emergency)







 13. 200 OK







 12. 200 OK







14. 200 OK 











 9. Return Location







 11c. 200 OK







 11b. 200 OK







 11a. ANM







 10c. INVITE (emergency)







 10a. INVITE (emergency)







P-CSCF







E-CSCF







LRF







MGCF/MGW







VCC



DTF







UE IMS







PSAP












_1242766569.ppt


    MSC

2. Emergency Setup

MGCF

UE-CS

UE-IMS

VCC DTF

E-CSCF

Visited Network

6. IAM (IMRN)

   GMLC / LRF

7. INVITE (IMRN)

8. INVITE 

11. INVITE 

9. Retrieve Location 

4. MAP Subscriber Location Report (IMSI, IMEI)

5. MAP Subscriber Location Report Ack (IMRN)

10. Return Location 











1. Init. Emerg. Call













12.Remainder of CS Emergency Call Establishment



3. Location Procedure








_1243249828.ppt








VMSC

Visited CS 

Visited IMS 

MGW

To PSAP

   UE

LRF/ VPC

LIS [GMLC]

Note: 	LRF shown in proxy mode here; When using LRF in redirection/query mode, the signaling path runs directly out of E-CSCF.



E-CSCF



MGCF







  RUA



I-CSCF









Call Signaling 

Call Bearer



Location push/pull













  DTF








_1243105534.ppt


    MSC

1. Emergency Setup (VCC)

MGCF

UE-CS

UE-IMS

VCC DTF

E-CSCF

Original Visited Network

New Visited Network

CS Domain 

4. IAM (VDN)

   GMLC / LRF

5. INVITE (DTF PSI)

6. UPDATE or reINVITE 

8. UPDATE or reINVITE 

7. Location update 

2. MAP Subscriber Location Report (IMSI, IMEI)

3. MAP Subscriber Location Report Ack (VDN)











9. Source Access Leg Release



















10.Remainder of CS Call Establishment








_1242678111.ppt


    MSC

1. Setup (VDN)

MGCF

UE-CS

UE-IMS

VCC DTF

E-CSCF

Original Visited Network

New Visited Network

CS Domain 

3. IAM (VDN)

    LRF

4. INVITE (DTF PSI)

5. UPDATE or reINVITE 

7. UPDATE or reINVITE 

6. Location update 











9. Source Access Leg Release







2. CS Origination procedure.















8. Completion of CS domain Call Leg








_1242758224.ppt


UE-CS

UE-IMS

Original Visited Network

VCC DTF

E-CSCF

2. INVITE (VDI)

6. Source Access Leg Release

3. UPDATE or ReINVITE

5. UPDATE or ReINVITE

LRF

4. Location Update



1. INVITE (VDI)














_1242675001.ppt








Visited IMS 

MGCF

MGW

To PSAP

E-CSCF

  DTF

VMSC

Visited CS 

     UE-CS

     UE-IMS

CS Access leg

Remote leg

Access leg

Visited IMS 

MGCF

MGW

To PSAP

E-CSCF

  DTF

IMS Access leg

Remote leg

 Access leg



CS Access

IMS Access



Signaling 

Bearer





















     UE-CS



     UE-IMS








_1242675918.vsd
VMSC


IP Capable PSAP


E-CSCF


MGCF


MGW


DTF


Switched End to End


CS Radio


IP-CAN


IMS+IP Leg


Remote Leg (IMS+IP)


Control Plane


User Plane


CS Leg


VCC UE



_953458302.unknown

