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Abstract of the contribution:

One of the study items in the scope of MMSC is the possibility of P-CSCF mobility. This can occur when there is Multi Media Session Transfer due to IP-CAN change (In particular when there is a change in UE’s contact address). Since the P-CSCF is a stateful SIP proxy, there is a need to transfer the state of existing multimedia session from the serving P-CSCF to the target P-CSCF to support multimedia session continuity. While the MMSC UE could certainly assist to re-establish this state in the target P-CSCF(using Replaces OR Refer methods), there are some serious issues with UE initiated state transfer :-

1) UE does not have the complete state info

While UE has most of the the required information to re-establish the SIP dialog e.g. To, From, Call-ID, headers etc. it does not have the IDs that were created by the IMS core e.g. ICID for charging, PCC state etc.

Further, UEs are not considered part of the trust domain. UE initiated session transfer could be viewed as a potential DOS threat. Hence, the P-CSCF could  validate  the UE initiate transfer state information (provided by REFER/REPLACES SIP methods)  with the information provided by the S-CSCF.
2) Session transfer latency caused by UE initiated state transfer.

To make MMSC an effective function, the session transfer latency has to be < 1 sec (for interactive applications). People generally say “hello” twice and hang up if they don’t get a response from the far end. Network assisted transfer (S-CSCF to P-CSCF) of dialog state will help expedite dialog re-establishment (e.g. PCC authorizations could be done in parallel). 
This contribution creates a new procedure to expedite transfer of dialog state between S-CSCF and target P-CSCF. When a UE in send a IMS Registration. The S-CSCF checks if the UE was involved in a existing dialog. In case, a dialog did exist, the S-CSCF piggy backs the dialog state in the 200 OK (REGISTER) as a MIME body.
                                           **** First Change ******

6.2.4.1
Signalling flow for providing PS-PS session continuity
The following simplified example flow describes a possible use case of PS-PS session continuity. In this example, UE#1 registers over one IP-CAN and establishes a video sharing session with UE#2. Then UE#1 discovers and attaches to a new IP-CAN, it registers its new contact address and transfers the ongoing video sharing session to this new IP-CAN. In this example flow, it is assumed that (i) the UE changes IP address after it moves to the new IP-CAN and (ii) a new P-CSCF is used in the new IP-CAN.
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Figure 6.2.1: Signalling flow for providing PS-PS session continuity (session with no voice components)
NOTE: 
Since this example considers a multimedia session with no voice components, the VCC Application is not involved in the signalling flow and it is not shown in Figure x1 for simplicity.

A step-by-step description of the signalling flow is shown below:

1.
UE#1 registers an IMPU with contact addr1 over one IP-CAN (e.g. 3G PS domain). 

Editor’s note: Is it FFS if 3rd-party registration is required. 

2.
UE#1 sends an INVITE request for initiating a video sharing session with UE#2.

3.
The S-CSCF evaluates iFC to decide if the INVITE should be forwarded to SMF. Appropriate initial filter criteria could be used in order to forward sessions initiated from a PS domain or IP-CAN to SMF.

4.
In this example flow, the S-CSCF forwards the INVITE to SMF.

5-6.
Based on operator policy and/or other conditions the SMF decides to anchor this session and to establish the remote leg with UE#2. It therefore acts as a B2BUA and creates another dialog by sending a new INVITE request to UE#2. 

7-8.
UE#2 accepts the INVITE from SMF and responds with a 200 OK.

9.
SMF responds to the INVITE sent by UE#1 in step 4 with a 200 OK. The video sharing session can then be established between UE#2 and UE#1. 
10.
Later, UE#1 discovers and attaches to a new IP-CAN (e.g. an I-WLAN). The discovery and attachment to the new IP-CAN might be triggered by poor QoS in the old IP-CAN (e.g. as a result of signal deterioration) or by applicable user preferences and/or network policy. During attachment UE#1 obtains configuration information for the new IP-CAN including a new IP address (addr2). In the example shown in Figure x1, UE#1 also discovers a new P-CSCF (P-CSCF#2) that is applicable in the new IP-CAN. P-CSCF discovery is triggered since a new IP address (addr2) is acquired in the new IP-CAN.

Editor’s note:
When the UE performs the P-CSCF discovery is FFS.

11.
 UE#1 registers again its IMPU with contact addr2. Again, 3rd-party registration may optionally be used. The S-CSCF piggy backs any existing dialog state  for the UE#1 as a MIME encoded message body. Exisiting state dialog would comprise of charging IDs, called-party address, call-id, PCC authorizations (i.e. approved SDPs), .  
Editor’s note: The UE of 3rd-party registration is FFS.

12.
To transfer its ongoing video sharing session from the old IP-CAN (addr1) to the new IP-CAN (addr2), UE#1 sends an INVITE effectively requesting to replace the previous dialog settings (including the address(es) for media transport) with the settings in the new INVITE. The INVITE sent by UE#1 includes in SDP a new address (addr2) for the video sharing media. P-CSCF validates the UE provided dialog state with the state information received in step 11 from S-CSCF and re-establishes the dialog .


13-14. SMF identifies if there is matching ongoing SIP session that the SMF has previously anchored. In this case the SMF updates this existing dialog with UE#2 by sending a re-INVITE (or UPDATE) message which contains the new SDP payload transmitted by UE#1 in step 12. 

15-16. UE#2 accepts the dialog update and the new SDP by sending a 200 OK response to SMF.
17.
SMF responds to the INVITE sent by UE#1 in step 12 with a 200 OK effectively accepting the request to transfer the video sharing session from the old contact (addr1) to the new one (addr2). The video sharing session between UE#1 and UE#2 is then continued by used the new contact address of UE#1 (addr2). 
  

*** END Change ***
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