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1 Introduction and Background
A new way of integrating WiMAX adding new reference points and new functional entitles was presented in contributions S2-074159 and S2-074792 at SA#60 in Kobe. However, no justification is provided on why 3GPP need to support the proposed architecture when service and session continuity is already sufficiently provided with the existing EPS architecture specified in 23.402.  

It should be noted that the current TS 23.402 v1.4.0 fulfils the requirements documented in TS 22.278 v8.3.0 as well as the original objectives agreed during the SAE study. This includes:
· An “IETF based” architecture 

· Separation of mobility and QoS/bearer handling

· Support for both Client and network based mobility mechanism

· Support of optimised handover/session continuity to/from the existing widely deployed access technologies GERAN, UTRAN and CDMA-HRPD (accounting for more than 3 billion subscribers)
· Support for reliable handover and session continuity between any 3GPP and non-3GPP accesses in a generic manner with good performance.
As current architecture is not deficient in any significant aspect, there is no justification to further delay LTE/SAE progress and approval of the TS 23.402, and no benefit in adding new architecture options at this late stage of the work. It is of utmost importance that both GTP and PMIP/CMIP based architectures progress towards its completion by December/2007 to meet existing market requirements and that any further enhancements are considered part of future studies.
It is also believed that this parallel architecture also takes away the key importance of SAE work which is to provide a single architecture fulfilling generic mobility and policy mechanism between the new and evolved access technologies within and outside of 3GPP.

It should also be noted that adding new reference points and functional entities is not aligned with the SA Plenary guidance on WiMAX integration [1].
This contribution discusses the agreed architecture in TS 23.402 for integrating WiMAX as a trusted non-3GPP access and how it maps to the existing SA1 requirements. …
2 Discussion
2.1 Integration of WiMAX in EPC

Mobile WiMAX access can be integrated either using network based mobility (PMIPv6) or client based mobility (DS-MIPv6). Also client based MIPv4 in FA mode is supported over trusted non-3GPP accesses. In all cases the HA/LMA for PMIPv6, DS-MIPv6 and MIPv4 in FA mode is located in the common anchor node, PDN GW. Procedures for mobility with trusted non-3GPP accesses like WiMAX are currently included in TS 23.402 clause 5.6.1.2. 

WiMAX release 1.1.1 describes integration of WiMAX with the 3GPP architecture through use of I-WLAN as described in TS 23.234. The WiMAX CSN contains an Interworking Unit functionality to connect/proxy AAA signalling to the 3GPP AAA and for connection towards the WAG/PDG in a 3GPP architecture including I-WLAN. An IPSec tunnel is established between the terminal and the PDG entity in I-WLAN transparent for the WiMAX access or other non-3GPP access technology used with I-WLAN.

In EPS, network based mobility would be used either from the WiMAX ASN GW connecting via S2a to the PDN GW in EPC, or re-using the I-WLAN connectivity towards an Evolved PDG (ePDG) similar to what is described above, connecting via S2b to the PDN GW. In both cases network based mobility is used when moving between 3GPP accesses and WiMAX.
Another option is to use client based mobility between the terminal and the anchor point in the PDG GW (S2c). For DS-MIPv6, the terminal receives a local IP address in the visited non-3GPP access and then contacts the HA function in the PDN-GW with a Binding Update informing the HA of its CoA. 

The mobility mechanisms for mobility between 3GPP accesses and non-3GPP accesses like WiMAX are supported whether the UE supports simultaneous radio transmission or not. For terminals supporting simultaneous dual radio operation, mobility procedures between 3GPP accesses and non-3GPP accesses can be optimized to improve handover performance. We have not been able to identify any scenarios where an optimized single radio solution is needed.
2.2 HO procedure and performance for 3GPP Access <-> WiMAX

For mobility with Mobile IP or Proxy MIP, the performance of the HO depends on the radio capabilities of the terminal. 

For a terminal using host based MIP with capability of handling multiple simultaneous radio technologies, the terminal can be attached to multiple accesses at the same time, e.g. a 3GPP access and a WiMAX access, and the Mobile IP client in the terminal performs the selection of which access to use (through sending Binding Updates to the HA function). For such a terminal the HO can be made lossless. HO outage can be eliminated for the downlink traffic, and for uplink it is essentially equal to the time it takes for the terminal to signal the BU to the HA, i.e. a single roundtrip between UE and PDN GW. 

Also when network based mobility (PMIP) is used it is possible to improve handover performance for dual-radio capable terminals. The UE can continue sending uplink traffic in the source access while proceeding with the attach procedure in the target access, thereby essentially eliminating outage time for both and downlink traffic. 
2.2.1 Trusted Non-3GPP IP Access to 3GPP Access with PMIPv6 Handover 

In this section the handover performance for different mobility scenarios is discussed. The flows are taken from TS 23.402 v1.4.0. 

2.2.1.1 Using GTP based S5 Interface
The figure below shows the handover scenario from trusted non-3GPP access using S2a (PMIPv6) to 3GPP access using GTP-based S5/S8.
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Figure C.1.1.1-1: Handover from Trusted Non-3GPP IP Access to 3GPP Access with PMIPv6 on S2a and GTP on S5 interfaces

A UE supporting dual radio operation can initiate the access change to the 3GPP access while still being active in the source non-3GPP access. The user plane will switch from the non-3GPP access to the 3GPP access when the radio bearer is set up in the target 3GPP access (step 12) and the user plane path switch has taken place in the PDN GW (step 13-14). For further details on step 12, please see TS 23.401, clause 5.3.2. Once the UE is attached to 3GPP access, it can immediately start sending uplink data. Downlink data can also be received without interruption in the target 3GPP access. 
2.2.1.2 Using PMIP based S5 Interface
In the case of PMIP based S5, a Create Bearer Request and Update Bearer Request is not sent from the Serving GW to the PDN GW.  Instead, the PCRF in the HPLMN is informed of the change and any change in the policy that results is signalled to the Serving GW.  
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Figure C.1.1.2-1: Trusted Non-3GPP IP Access to 3GPP Access Handover using PMIP based S5
Similar considerations as for GTP-based S5/S8 applies (section 2.2.1.1). 
2.2.2 3GPP Access to Trusted Non-3GPP IP Access with PMIPv6 Handover 
The steps involved in the handover from 3GPP Access connected to the EPC to trusted non-3GPP IP access are depicted below for the case of non-roaming case when PMIPv6 is used. It is assumed that while the UE is served by the 3GPP Access, a PMIPv6 or GTP tunnel is established between the S-GW and the PDN GW in the evolved packet core.
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Figure C.1.2-1: Handover from 3GPP Access to Trusted Non-3GPP IP Access with PMIPv6 on S2a and PMIPv6 or GTP on S5 interface

A UE supporting dual radio operation can initiate the access change to the non-3GPP access while still being active in the source 3GPP access. The UE can continue to use the source 3GPP access while the L3 attach in non-3GPP access is in progress.  After step 12, the UE can start transmitting uplink traffic over the non-3GPP access without interruption. Also, the downlink data can be received in the target non-3GPP access without interruption.
2.2.3 Discussion 
Looking at the flows in C.1.1.1-1, C.1.1.2-1 and C.1.2-1 and considering them for a terminal with capabilities of simultaneous transmitting and receiving for both towards the LTE access and towards a Mobile WiMAX access, the outage time at the UE is essentially eliminated for both uplink and downlink traffic.
3 Summary and Conclusion

The procedures described for the S2a interface are sufficient to address the requirements on WiMAX integration to LTE access as described in TS 22.278 v8.3.0. 
It is also well aligned with the SA Plenary guidance [1] on the requirements for WiMAX integration as formulated by the appropriate standard bodies via LS and prioritization of work and completion of the SAE architecture for Rel-8.

As such, we believe that there is no reason to delay and confuse the architecture work in TS 23.402 where tremendous efforts have been made to complete an enormous amount of work to progress the current architecture and procedures fulfilling the requirements and key ambitions of SAE. 
4 References
[1] Draft Report of TSG SA meeting #37, September 2007. (http://www.3gpp.org/ftp/tsg_sa/TSG_SA/TSGS_37/Report/Draft_Rep_SA_37_v007.zip)
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