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Abstract of the contribution:
This paper clarifies when 3GPP based authentication shall be performed when non-3GPP access is used.
Introduction

The current description about access authentication in non-3GPP access networks does not explicitly specify when the 3GPP based access authentication is mandatory and when it is optional. During the earlier discussion it was agreed that no 3GPP based service can be used without 3GPP based authentication and authorization. 
In case of Untrusted Non-3GPP Access a 3GPP based authentication is performed within IKEv2 when the IPSec tunnel between the UE and ePDG is established. Therefore the 3GPP based access authentication is not needed.
In case of Trusted Non-3GPP Access the UE may access the 3GPP based services after the access authentication, therefore the 3GPP based access authentication shall be preformed.
The 3GPP based access authentication does not preclude performing any non-3GPP based access authentication within the non-3GPP access network, but this type of access authentication is out of the scope of 3GPP and it has no impact on the 3GPP based access authentication.

Proposal 
Based on the above discussion the following changes are proposed against 23.402.
***** Start of changes******
5.4.1
Access Authentication in non-3GPP Accesses
Non-3GPP access authentication defines the process that is used for Access Control i.e. to permit or deny a subscriber to attach to and use the resources of a non-3GPP IP access which is interworked with the EPC network. Non-3GPP access authentication signalling is executed between the UE and the 3GPP AAA server/HSS. The authentication signalling may pass through AAA proxies.
In case of Trusted Non-3GPP Access a 3GPP based access authentication is required. In case of Untrusted non-3GPP access network a 3GPP based access authentication may be performed. 
Note 1
Beyond the 3GPP access authentication any other type of authentication can be performed in the non-3GPP access network, but this is out of the scope of 3GPP, and it has no impact to the 3GPP based access authentication.

Note 2
In case of Untrusted Non-3GPP Access the 3GPP based authentication and authorization is performed during the Tunnel Authentication (see 5.4.1b) when the IPSec tunnel is established between the UE and ePDG.
3GPP based access authentication is executed across a Wa*/Ta* reference point as depicted in the EPS architecture diagram. Following principles shall apply in this case -
-
Transport of authentication signalling shall be independent of the non-3GPP IP Access technology.

-
The 3GPP based access authentication signalling shall be based on IETF protocols, for e.g., Extensible Authentication Protocol (EAP) as specified in RFC 3748 [11].

-
The 3GPP based access authentication signalling procedures shall be based on the I-WLAN Access Authentication procedures described in TS 33.234 [7].
5.4.1b
Tunnel Authentication

Tunnel authentication refers to the procedure by which the UE and the ePDG perform mutual authentication during the IPsec tunnel establishment between the UE and the ePDG (Wu reference point).
Tunnel authentication is used only in case of Untrusted Non-3GPP Access and is executed across a Wm* reference point as depicted in the EPS architecture diagram.

The tunnel authentication signalling procedures shall be based on the I-WLAN Tunnel Authentication and Authorisation procedures described in TS 33.234 [7].
***** End of changes******
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