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Abstract of the contribution: This contribution describes the network behaviour for selection of appropriate mobility mode.
1. Introduction

IPMS principles were approved in Kobe meeting (SA2#61). As discussed in the principles, IP mobility management selection (IPMS) consists of two components:
· IP MM protocol selection between Network Based Mobility (NBM) and DSMIPv6
· Decision on IP address preservation if NBM is selected

The principles also indicate that the UE may provide an indication to the non-3gpp network about its capabilities i.e. which mobility protocol is supported by the UE. We argue that the indication, when provided by the UE, is regarding:

· The UE ability to support DSMIPv6

· The UE ability to support IP address preservation based on a NBM mechanism. We will refer to this as NAP (Network Address Preservation) in the rest of the document
Based on the information regarding the UE that the network has (e.g. the information the UE has provided), and based on the network policies a decision is made on what mobility management protocol is to be used  (e.g. upon initial attachment over a non-3GPP access and upon handover to a non-3GPP access) and whether IP address needs to be preserved or not (in case of handover from a 3GPP access to a non-3GPP access and vice versa). 
This document analyzes various cases that the network may encounter and the desired actions that the network has to take to provide connectivity to the UE.

2. Discussion

The network makes the IPMS in the following scenarios:

· Upon initial attach to a non-3GPP access, the IP MM protocol selection is performed to decide how to establish IP connectivity for the UE. 

· Upon establishment of additional PDN connectivity, the IP MM protocol selection is performed to decide how to establish IP connectivity for the UE.

· Upon handover between a 3GPP access and a non-3GPP access, the IP MM protocol selection is performed to decide how to establish IP connectivity for the UE. 

· Upon handover between a 3GPP access and a non-3GPP access, if the IP MM protocol selected is a NBM protocol, then a decision is performed on whether IP address preservation shall be provided or not.

· Upon handover between a non-3GPP access and a 3GPP access, if the IP MM protocol used to provide connectivity to the UE before the handover is a NBM protocol, then a decision is performed on whether IP address preservation shall be provided or not.

The description of when the network performs the IPMS decision is added to the IPMS principle section as part of this proposal.

Based on the discussions that took place during the approval process of the IPMS principles, it was decided that there would be following types of UE’s that may connect to the SAE/LTE networks. 

· UE’s that would be capable of handling Network address preservation (NAP), and also provide that indication to the network

· UE’s that would be capable of using CMIP to manage mobility, and also capable of indicating that support to the network.

· UE’s that would be capable of supporting both CMIP and NAP, and provide that indication to the network.

· UE’s that would not be able to indicate their capabilities to the network, independently of the actual capabilities.  

To support these UEs, the network must be able to decide how the connectivity to the PDN GW needs to be achieved according to the information the network has on the UE (e.g. because the UE provides such information) and based on the network policies.
Based on whether it is an initial attach to the non-3gpp network OR it is an handover from 3gpp network, the behaviour of the network would differ. This contribution proposes to add text specifically describing the behaviour of the network in the various cases both at initial attach to a non-3GPP access and at handover. Please see the proposal section for such text. Some details are however discussed in the following.
Initial Attach to a Non-3GPP Access or UE Requested PDN Connectivity
When establishing initial connectivity, and the UE wants to connect directly with a specific PDN identified by a specific Target APN (and not the default APN), when the UE provides the indication that it supports only CMIP or that it supports both CMIP and NAP, we argue that the UE needs to provide the Target APN to the network. Then: 
1. If the network decides to allow the UE to use CMIP (S2c) for establishing the connectivity, the network disregards the Target APN provided by the UE. 
2. If instead the IPMS decision from the network is to provide connectivity with PMIP, then the network uses the Target APN provided by the UE to identify the PDN the connectivity should be established with. 
This paper proposes a solution that:

· Allows the network to select the actual mechanism used to establish connectivity

· Allows a consistent behaviour for the UE:

· since the UE provides the target APN it desires to connect to, and the indication of the supported IPMM (i.e. in this specific case CMIP or CMIP and NAP), then independently of what the network decides, the UE behaviour is the same, and there is no need for the UE to add extra steps if the network decides to use PMIP instead of CMIP

· allows for LBO scenarios where connectivity to a PDN in the hPLMN may e.g. be based on CMIP, whereas connectivity to a PDN in the vPLMN may required PMIP, based on network policies
· does not violate any layering in the protocol stacks, since the exchange of information takes place “below” the IP connectivity layer (i.e. below simple IP connectivity or CMIP), and therefore can be seen as “L2” signalling.
On Handover from 3GPP access to non-3GPP access 
In this case, the actual target APN identifying the PDN does not need to be provided. The network would already have information about PDNs that needs to be connected and provides such information to the Access Gateway (AGW).

The IPMS decision during handoff when the UE is connected to multiple PDN GWs is FFS. 
Details of UE indication to the network
The specific details of the parameters provided by the UE to the network regarding the indication of the UE capabilities belong to the CT discussion. However, some details are under the responsibility of SA2. 

The IPMS principles adopted in TS 23.402 indicate that 

The final decision on the mobility management mechanism is made by the HSS/AAA upon UE authentication in the non-3GPP access system (both at initial attachment and handoff), based on the information it has regarding the UE, local/home network capabilities and local/home network policies.

The indication from the UE must therefore be provided either before the authentication with the non-3GPP access network takes place, or during the UE authentication. We believe that it is the responsibility of SA2 to decide when such information should be provided (if provided). In particular, we argue that such information should be provided by the UE during the UE authentication and authorization. This can happen through various mechanisms, examples of which include:
· NAI decoration (however this may over-burden the NAI since NAI decoration is already used in some accesses for a different purpose)

· APN “decoration”: it is possible for the UE to provide the target APN identifying the PDN the UE wants to connect to, decorated with additional information regarding the UE capability to support CMIP and/or NAP. In case the UE decides to connect using the default APN, the UE can simply provide a dummy APN decorated with the same indications. The specific format is FFS. 

· Using e.g. some fields of EAP, redeployed for the new purpose, specifically EAP AKA since it is the only mechanism currently accepted in SAE for the UE authentication. 
As indicated above, the decision on the details should be made by CT1. 
It should be noted that if the information is provided during the UE authentication, and the decision is made by the HSS/AAA as decided in the principles, then any access supporting EAP-based authentication connecting to the EPC will enable the UE to provide the indication. 

3. Proposal

The following changes are proposed to 23.402

Start of first change
4.1.3.2
Networks supporting Multiple IP Mobility Mechanisms

IP Mobility management Selection (IPMS) consist of two components:

-
IP MM protocol selection between Network Based Mobility (NBM) and DSMIPv6

-
Decision on IP address preservation if NBM is selected

Upon initial attachment to a 3GPP access, no IPMS is necessary since connectivity to a PDN GW is always established with a network based mobility mechanism. 

Upon initial attachment to a non-3GPP access and upon handoff from 3GPP to non-3GPP access, IPMS is performed before an IP address is allocated and provided to the UE. 

The UE support for a specific IP Mobility Management protocol  and/or IP address preservation mechanism for inter-access mobility may be known by the network based on explicit indication from the UE.

Editor’s Note: It is FFS over which accesses and how we support the explicit indication form the UE. It is FFS if an implicit indication is also possible. 

Upon attachment to a non-3GPP access, if the access network (supporting at least PMIP6) is not aware of the UE capabilities and the home and access network’s policies allow the usage of PMIP6, then PMIP6 is used for establishing connectivity for the UE to the EPC. 

When a NBM mechanism is used for establishing connectivity in the target access upon inter-access mobility, IP address preservation for session continuity based on NBM may take place if the network is aware of the UE capability to support NBM for inter-access mobility. Such knowledge may be based on an explicit indication from the UE upon handoff that IP address preservation based on NBM management can be provided. 

IP address preservation for session continuity based on DSMIPv6 may take place if the network is aware of the UE capability to support DSMIPv6. In such a case, the access network provides the UE with a new IP address, local to the access network. Such knowledge may be based on an indication to the target non-3GPP access from the HSS/AAA (e.g. in case the UE performed S2c bootstrap before moving to the target non-3GPP access). 

Editor’s Note: If the UE supports IP address preservation for session continuity using both PMIP and DSMIPv6, it is FFS whether it is possible for the UE to indicate a preference to the network. 

The final decision on the mobility management mechanism is made by the HSS/AAA upon UE authentication in the non-3GPP access system (both at initial attachment and handoff), based on the information it has regarding the UE, local/home network capabilities and local/home network policies. 

NOTE:
The case of the UE initiating a new session on a second access while maintaining existing sessions on a first access is FFS and are not covered in these principles.

IPMS is performed in the following scenarios:

· Upon initial attach to a non-3GPP access, the IP MM protocol selection is performed to decide how to establish IP connectivity for the UE. 

· Upon establishment of UE Requestedr PDN connectivity, the IP MM protocol selection is performed to decide how to establish IP connectivity for the UE.
· Upon handover between a 3GPP access and a non-3GPP access, the IP MM protocol selection is performed to decide how to establish IP connectivity for the UE. 

· Upon handover between a 3GPP access and a non-3GPP access, if the IP MM protocol selected is a NBM protocol, then a decision is performed on whether IP address preservation shall be provided or not.

· Upon handover between a non-3GPP access and a 3GPP access, if the IP MM protocol used to provide connectivity to the UE before the handover is a NBM protocol, then a decision is performed on whether IP address preservation shall be provided or not.
End of first change
Start of second change
5.4.3.2 IP mobility management selection during initial attach to a non-3GPP access and UE Requested PDN Connectivity
On initial attach to non-3GPP access and UE Requested PDN Connectivity establishment, the UE may provide an indication on whether it supports CMIP or not, and whether it supports Network-based IP address preservation (NAP) or not. Based on the information the network has regarding the UE, local/home network capabilities and local/home network policies, the network performs an IPMS decision.

No decision about Network based Address Preservation is performed upon initial attach to a non-3GPP access. 

The UE may provide a Target APN identifying the specific APN the UE wants to connect to. This is optional for initial attachment to a non-3GPP access (in which case the default APN is used by the network), and mandatory for the UE Requested PDN Connectivity to enable the network to identify the specific PDN the UE wants to connect to. 

The network behaviour for IPMS is similar whether the UE provides no APN (i.e. default APN is used) or a Target APN is provided by the UE. 

The IPMS decision is performed as described in the following:
· If the UE indicates NAP support only, PMIP is used for providing connectivity to the PDN GW if network supports it.

· If the UE indicates CMIP support only, and the network supports and selects CMIP, the access network provides a local IP address to the UE to be used as CoA for DSMIPv6/S2c.

· If the UE indicates CMIP support only, and the network selects PMIP for providing connectivity, then PMIP is used for connectivity. Either the default APN or the Target APN provided by the UE is used to select the PDN GW corresponding to the desired PDN. 

· If the UE indicates support for both NAP and CMIP

· PMIP is used for connectivity if the network supports and selects PMIP for providing connectivity

· The network provides a local IP address to the UE if network supports and selects CMIP.

· If the UE does not indicate any capabilities. It is assumed that the UE is not able to support either NAP or CMIP, and PMIP is used for providing connectivity

When establishing initial connectivity with a specific PDN identified by a specific Target APN, the Target APN is provided by the UE if the UE provides the indication that:

· it supports only CMIP, and 

· it supports both CMIP and NAP

If the IPMS decision by the network is to allow the UE to use CMIP (S2c) for establishing the connectivity, the network disregards the Target APN provided by the UE. If the IPMS decision by the network is to provide connectivity with PMIP, the network uses the Target APN provided by the UE to identify the PDN the connectivity should be established with.

End of second change

Start of third change

5.6.1.1 IP Mobility mode selection for handover without optimization
For the handover scenarios, the actual Target APN identifying the PDN the UE wants to be connected to after the handoff does not need to be provided, since the network retrieves such information would already have information about PDNs that needs to be connected and provides such information to the Access Gateway (AGW).
Editor’s node: IPMS for multiple PDN support is FFS, including LBO scenarios where e.g. connectivity to a PDN in the hPLMN may e.g. be based on CMIP, whereas connectivity to a PDN in the vPLMN may required PMIP, based on network policies.
5.6.1.1.1 IP Mobility mode selection on handover from 3GPP access to non-3gpp access
On attach to a non-3GPP access during a handover from a 3GPP access, the UE may provide an indication on whether it supports CMIP or not, and whether it supports Network-based IP address preservation (NAP) or not.

Based on the information the network has regarding the UE, local/home network capabilities and local/home network policies, the network performs an IPMS decision. Specifically, the network shall decide whether connectivity is provided using PMIPv6 and whether NAP should be provided, or if connectivity is provided using DSMIPv6 and therefore the UE is assigned a local IP address to be used as CoA for DSMIPv6/S2c.

The IPMS decision is performed as described in the following: 

· If the UE indicates NAP support only, the network uses PMIP to establish the connectivity and provides IP address preservation

· If the UE indicates CMIP support only, and the network supports and selects CMIP, the access network provides a local IP address to the UE to be used as CoA for DSMIPv6/S2c.

· If the UE indicates CMIP support only, and the network selects PMIP for providing connectivity, then PMIP is used for connectivity towards the PDN GW the UE is already connected to.In this case the UE IP address is not preserved and a new IP address is returned to the UE. 

· If the UE indicates support for both NAP and CMIP, and the network based on policies selects PMIP to establish the connectivity, then PMIP is used to establish connectivity and IP address preservation is provided. 
· If the UE indicates support for both NAP and CMIP, and the network based on policies selects CMIP to establish the connectivity, then the access network provides a local IP address to the UE to be used as CoA for DSMIPv6/S2c.

· If the UE does not indicate any capabilities:

· PMIP is used to establish the connectivity. In this case the UE IP address is not preserved and a new IP address is returned to the UE.
· Alternatively, IP address preservation could be provided if the access gateway may have information about NAP support from other sources (e.g. from HSS or in case of optimized handover schemes with inter-AGW communications)

Also, the network may provide a local IP address to the UE, if the network has information that the UE had bootstrapped DSMIPv6 over 3gpp access and HSS/AAA returns such information to AGW and vPLMN allows the use of CMIP
End of third change
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