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This contribution discusses the implement of method of the selected PCRF host name to be stored and forward to the network element and proposes to include text about PCRF selection in TS23.401.
Discussion

In last meeting, it has been agreed that for each UE’s IP-CAN session, within a PLMN, there is a single PCRF node associated with all the associated UE’s PCC sessions over the different PCRF interfaces and initial selection of PCRF in a PLMN to handle PCC sessions for a UE is based on standard Diameter routing  But it is FFS if subsequent selection of PCRF for the UE by a different network element for the same IP-CAN session is based on the same procedure as the initial selection or if this requires the selected PCRF’s host-name to the stored and forward to the network element. This contribution compares these two candidate methods from two aspects: one is the efficiency of routing; the other is how to find same vPCRF in roaming scenario.
As we all know, when the Diameter Client does not have an existing session with the Diameter Server, it would normally send a request that does not include a specific Diameter-Host name, and just includes the Diameter-realm. This permits the Diameter infrastructure to route to the Diameter Agent (e.g. Proxy Agent, Relay Agent, Translation Agent, etc) which is in the same realm as the Diameter Server and has the peer connections with the servers. Then the Diameter Agent will select one of the servers supporting the Diameter application client requested. When the Diameter Server responds, it includes the Diameter-Host name of Diameter Server. Subsequent messaging for the same session would be sent specifying both the Diameter-Realm and Diameter-Host.

Method 1: Subsequent selection using the same procedure as the initial selection

Firstly, we consider efficiency. One PCEF (e.g. P-GW) select a proper PCRF using standard Diameter routing based on Diameter-Realm. If other PCEFs’ request based on the Diameter-realm, using the same procedure as the initial selection would be routed to the Agent as above. Diameter Agent also selects one of the servers supporting the application client requested. These two selected server maybe are not same PCRF. 
In order to select the same PCRF, we shall enhance the standard Diameter routing. There are several possible solutions, but all solutions are to store the relationships between PCRF’s host name and IP-CAN session in PCRFs. 
If the relationships are just only stored in the PCRF which is selected by the particular IP-CAN session, the relationships should be check for every request among all available servers until find the same PCRF, regardless of the subsequent selection request or initial selection request. Especially, for initial selection, all PCRFs should be checked to find that no PCRF assigned. So we think it is not very efficient. 
If these relationships are shared by all available servers, the synchronization is also a severe problem. 
If these relationships are stored in a redirect agent in the PCRF realm, we think this is not just an implementation issue; the EPS network and PCC architecture are affected. 

In all the above mentioned alternatives, the association between the hPCRF and the IP-CAN need to be stored somewhere even though it’s not in HSS/AAA.

If the selection is implemented by allocate the PCRF server according to the IMSI, then if the PCRF allocated to that IMSI is down, then the UE/PDN can’t not be served by other PCRFs in the pool even though they are available; and this alternative cannot support selecting PCRF according to PDN.
Method 2: The selected PCRF’s host-name to the stored and forward to the network element

After the initial selection completed, PCEF initiated the hPCRF selection has the Diameter-Host name of the selected hPCRF. Then it will send this Host name to other PCEFs. For PMIP based scenarios, i.e. PMIP based S5/S8, PMIP based based S2a/S2b, P-GW executes the initial selection and transfers the Diameter-Host name to S-GW /MAG (ePDG or GW in trusted non 3GPP) through Proxy Binding Ack. This needn’t any enhancement in PCC architecture and does not add any signalling flow. For CIMP based on S2a/S2b, ePDG or MAG in trusted non-3GPP executed the initial selection and transfers the Diameter-Host name to HSS/AAA message and P-GW gets the Diameter-Host name from HSS/AAA before initial the subsequent selection. This just needs to add some signalling messages. The possible solutions are describeb as follow:

1. Initial E-UTRAN Attach with PMIP based S5 or S8b
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Figure 1 E-UTRAN Initial Attach via PMIP-based S5 or S8b
Step C.4. The PDN GW sends Proxy Binding Ack with hPCRF’s host name to Serving GW.

The hPCRF’s host name is stored to the HSS/AAA by the MME together with the PDN GW IP address.

2. Initial Attach procedure with MIPv4 FACoA Mode for trusted non-3GPP access:
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Figure 2 Initial attachment when MIPv4 FACoA mode MM mechanism is used over S2a for Roaming and Non-roaming
Step 10. The PDN GW sends an update PCRF information (MN-NAI, PCRF’s host name) to the HSS/AAA.
Step 11. The HSS/AAA will acknowledge the updating of hPCRF information.

Step 12. The PDN GW sends MIPv4 Registration Reply with hPCRF’s host name to Trusted non-3GPP IP Access.
3. Initial Attach procedure with PMIPv6 for trusted non-3GPP access:
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Figure 4: Initial attachment with Network based MM mechanism over S2a for roaming, LBO and non-roaming scenarios
Step 7. The PDN GW sends update hPCRF host name together with the update of PDN GW Address.
Step 10. The PDN GW sends the Proxy Binding Ack with the hPCRF’s host name to the trusted non-3GPP access.
4. Initial Attach procedure with PMIPv6 for untrusted non-3GPP access:
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Figure 5: Initial attachment when Network based MM mechanism are used over S2b for roaming, non-roaming and LBO
Step 5. The PDN GW sends update hPCRF host name together with the update of PDN GW Address.
Step 6. The PDN GW sends the Proxy Binding Ack with the hPCRF’s host name to ePDG.
5. Initial Attach Procedure in Trusted Non-3GPP IP Access with DSMIPv6 for untrusted non-3GPP access:
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Step 4a. The tursted non-3GPP access sends an update PCRF information (MN-NAI, PCRF’s host name) to the HSS/AAA.
Step 4b. The HSS/AAA will acknowledge the updating of hPCRF information.

Step 7a. The PDN GW sends a request message to get the selected PCRF information from the AAA server.

Step 7b. The HSS/AAA server returns the selected hPCRF information which get from step 4a.
So as we can see, Method 2 is more efficient than Method1. This mechanism is also efficient in roaming local breakout scenario. 

Conclusion
Based on the analysis above, we think the method of the selected PCRF host name to be stored and forward to the network element is more efficient, the implement is simpler.
Proposal
The following text is proposal to add in TS23.401
/************************ Start of first change *************************/

4.3.7.5
Selection of PCRF

The PDN-GW and AF may be served by one or more PCRF nodes in the HPLMN and, in roaming with local breakout scenarios, one or more PCRF nodes in the VPLMN.
All PCRF nodes in a PLMN belong to one or more Diameter realms. All PCRF nodes in a Diameter realm are equivalent. Initial selection of PCRF in a PLMN to handle PCC sessions for a UE is based on standard Diameter routing RFC 3588 [31], i.e. based on UE-NAI domain part. 
In order to ensure that multiple GWs in an IP-CAN session (e.g. the Servering GW and the PDN GW) can use the same hPCRF, once the PCC sessions have been setup, the association of the IP-CAN session and related PCRF’s host name is stored in HSS/AAA.
Editor's Note: It is FFS if other parameters in addition to UE-NAI are required for initial selection of PCRF.

Editor's note: It is FFS if selection of PCRF by AF can be performed as specified in 3GPP TS 23.203 [6] or if extensions are needed. 
/********************************* End of first change ****************************/

The following text is proposal to add in TS23.402
/**********************************Start of second change ******************************/

4.3.1.1
Selection of PCRF

In addition to the PDN-GW and AF being served by one or more PCRF nodes in a HPLMN and, where applicable , in VPLMN as in TS 23.401 [4], the following nodes in this specification also are served by PCRF:

-
Serving GW, 

-
Elements in trusted non-3gpp access 

-
ePDG

For each UE’s IP-CAN session , within a PLMN, there is a single PCRF node associated with all the associated UE’s PCC sessions over the different PCRF interfaces (e.g.  Rx+ session, S7 session, S9 session etc.)..

Selection of a PCRF by nodes served by PCRF in this specification, is the same as that in specified in TS 23.401 [4].
The selected PCRF’s host name is transferred during attach/handover to Serving GW/Elements in trusted non-3gpp access/ePDG from PDN GW through PMIP PBA message for PMIP based scenarios and through MIPv4 RRP message for MIPv4 FA Mode.
When DSMIPv6 is used, the selected PCRF’s host name is transferred to PDN GW from HSS/AAA.
Editor's note: It is FFS if selection of PCRF by AF can be performed as specified in 3GPP TS 23.203 [6] or if extensions are needed.
/******************** end of second change *************************/
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Roaming and LBO Cases:�(Figures 4.2.3-1, 4.2.3-2 & 4.2.3-4)
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