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This contribution provides some discussion on PCRF selection specific for TS23.402.
Discussion
The Diameter base protocol provides the method of finding and routing to the correct server for a specific user, and it can be used in PCC to perform the initial PCRF selection. There are several agents to be used for this purpose, i.e.” relay agent”, “proxy agent”, and “redirect agent”. They can forward a message according to the destination-host or select a server according to the destination-realm, application and user id. Once the diameter session has been setup between the client and the server, the client will have the host-name of the server and can use the same server in the subsequent communication.
However, in the EPS network, there is more than one PEP/PCEF for one IP-CAN session in the TS23.402, which means there is more than one client that needs to communicate to the same server for the same IP-CAN session. 
In TS23.402, both the Serving GW and the PDN GW are the PEP/PCEFs and need to communicate with a PCRF for PCC application in case of 3GPP accessing. If there is more than one PCRF in the realm that can be used by the user, then for different clients (i.e. the Serving GW and the PDN GW) the diameter message may be routed to different PCRFs even for the same IP-CAN session if the message doesn’t contain an unique destination-host information and is just routed by the domain part of the NAI. It is similar in case of non-3GPP accessing with S2 or S2/S8b interface, and non-3GPP AGW, Serving GW and PDN GW are the PEP/PCEFs.

Therefore, in these scenarios it needs a mechanism to ensure the multiple PEP/PCEFs will use the same PCRF for the same IP-CAN session of the user, which means the PEP/PCEFs should know the destination PCRF before communicating with it if the IP-CAN session of the user has been setup in that PCRF.
We think either the EPS network or the PCC architecture can be updated to solve this problem.
The solution in PCC architecture may be extending a redirect agent in the PCRF realm to store the association of “IP-CAN session ~ PCRF” after first selection, and after that, every time the redirect agent can only return the recorded PCRF in the response messages. The detail method in PCC is out of the SA2 working scope and here is just for reference to consideration which one is better to solve the problem above.
The solution in EPS network can be as follows:
1. Initial E-UTRAN Attach with PMIP based S5 or S8b
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Figure 2 E-UTRAN Initial Attach via PMIP-based S5 or S8b
Step C.4. The PDN GW sends the selected PCRF information (PCRF host name) to the HSS/AAA.
Step C.5. The HSS/AAA stores the association of the UE IP-CAN session and the PCRF and acknowledges the updating of the PCRF information.

Step C.7. The Serving GW sends a request message to get the selected PCRF information from the HSS/AAA server.

Step C.8. The HSS/AAA returns the selected PCRF information obtained in step C.4.

2. Initial Attach procedure with MIPv4 FACoA Mode for trusted non-3GPP access:
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Figure 3 Initial attachment when MIPv4 FACoA mode MM mechanism is used over S2a for Roaming and Non-roaming
Step 10. The PDN GW sends the selected PCRF information (PCRF host name) to the HSS/AAA.
Step 11. The HSS/AAA stores the association of the UE IP-CAN session and the PCRF and acknowledges the updating of the PCRF information.
Step 13. The trusted non-3GPP access sends a request message to get the selected PCRF information from the HSS/AAA.
Step 14. The HSS/AAA server returns the selected PCRF information obtained in step 10.

3. Initial Attach procedure with PMIPv6 for trusted non-3GPP access:
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Figure 4: Initial attachment with Network based MM mechanism over S2a for roaming, LBO and non-roaming scenarios
Step 7. The PDN GW sends the selected PCRF information (PCRF host name) to the HSS/AAA.
Step 8. The HSS/AAA stores the association of the UE IP-CAN session and the PCRF and acknowledges the updating of the PCRF information.

Step 12. The trusted non-3GPP access sends a request message to get the selected PCRF information from the HSS、AAA.

Step 13. The HSS/AAA server returns the selected PCRF information obtained in step 7.

4. Initial Attach procedure with PMIPv6 for untrusted non-3GPP access:
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Figure 5: Initial attachment when Network based MM mechanism are used over S2b for roaming, non-roaming and LBO
Step 5. The PDN GW sends the selected PCRF information (PCRF host name) to the HSS/AAA.
Step 6. The HSS/AAA stores the association of the UE IP-CAN session and the PCRF and acknowledges the updating of the PCRF information.

Step 9. The ePDG sends a request message to get the selected PCRF information from the HSS/AAA.

Step 10. The HSS/AAA server returns the selected PCRF information obtained in step 5.

5. Initial Attach Procedure in Trusted Non-3GPP IP Access with DSMIPv6 for untrusted non-3GPP access:
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Step 4a. The tursted non-3GPP access sends the selected PCRF information (PCRF host name) to the HSS/AAA.
Step 4b. The HSS/AAA stores the association of the UE IP-CAN session and the PCRF and acknowledges the updating of the PCRF information.

Step 7a. The PDN GW sends a request message to get the selected PCRF information from the HSS/AAA.

Step 7b. The HSS/AAA returns the selected PCRF information obtained in step 4a.

Edit Note: If these two steps (7a/b) can be combined with step 5 is FFS.

We think if SA2 chooses to solve this problem in EPS, the solution above is a reasonable and feasible one, which does not affect PCC network entities and is similar with PDN GW address storing and retrieving mechanism.
Proposal
Base on the analysis above, it is proposed to document the relevant flows in TS23.402
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Roaming and LBO Cases:�(Figures 4.2.3-1, 4.2.3-2 & 4.2.3-4)
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