SA WG2 Temporary Document

Page 1
-


3GPP TSG SA WG2 Meeting #61
TD S2-075034
Ljubljana, Slovenia,

12 - 16 November 2007

Source:
Huawei
Title:
Clarification on IPMS for Untrusted Non-3GPP Access
Document for:
Discussion / Approval
Agenda Item:
8.4.2
Work Item / Release:
SAE/Rel-8
Abstract of the contribution:
This contribution provides some discussion on the IPMS of untrusted non-3GPP access procedure.

Discussion
Since the IP mobility management selection principles have been agreed in the last SA2 meeting, we’d like to provide some discussion about the detail method to perform the IPMS for untrusted non-3GPP access.

According to the principle that “IPMS is performed before an IP address is allocated and provided to the UE”, the IPMS should be performed during the IKEv2 procedure or before it in case untrusted non-3GPP access. Because it involves the capability or/and policy of the ePDG and the ePDG is selected by the UE after the UE accessing the local AN, then the IPMS has to be performed during the IKEv2 procedure.
Some possible methods are considered as below:

[image: image1]
Method 1. 
Step 1-1. The UE initiates the IKEv2 procedure to the selected ePDG, and performs the IKE_SA_INIT.
Step 1-2. The UE send the IKEv2 authentication request message, it includes an explicit indication about the available IP mobility management protocol of the UE.

Step 1-3. The ePDG informs the AAA server of the available IP mobility management protocol of the UE and the local network. The AAA server makes the decision about the IPMS. This can be done during the authentication and authorization procedure.
Step 1-4. IPsec tunnel setup is completed.

Step 1-5. In the final IKEv2 message, the ePDG informs the UE the selected IP mobility management protocol with an explicit indication, and the UE’s IP address is also included.
UE can distinguish the IP address is PDN IP or care of address according to the explicit indication.
Method 2. An implicit indication combined with IP address allocation:
Here we use two different attribute types in the configuration payload to identify the PDN IP address and the care of address.
Step 2-1. The UE initiates the IKEv2 procedure to the selected ePDG, and performs the IKE_SA_INIT.

Step 2-2. The UE sends the IKEv2 authentication request message including the IP address allocation indication. If the UE supports DSMIPv6, it may request to allocate the care of address, whereas it may request to allocate the PDN IP address. Besides that, if the UE supports both DSMIPv6 and NBM, it may request to allocate both the care of address and the PDN IP address.
Step 2-3. The ePDG knows the available IPMM protocol UE supporting by the IP address allocation indication. And it informs the AAA server of the available IPMM protocol of the UE and the local network. The AAA server makes the decision about the IPMS. This can be done during the authentication and authorization procedure.
Step 2-4. IPsec tunnel setup is completed.

Step 2-5. In the final IKEv2 message, the allocated UE IP address is included. The UE will know the IPMM protocol which the network selected by the type of the allocated IP address, i.e. the care of address or the PDN IP address.
We think either method 1 or method 2 can be used to do the IPMS for untrusted non-3GPP access. 

For method 1, the UE can inform the network of the IPMM protocol it supporting. But there is a limit that it can be only used for UEs supporting one of the IPMM protocol. Because if the UE supports both DSMIPv6 and NBM, then how it requests the network to allocate IP address in the same IKE message is a problem. i.e., the IP address allocation indication in the same authentication request message represents care of address or PDN IP address? However, method 2 can be used for UEs supporting DSMIPv6 or NBM or both.
Proposal
It is proposed to add the text following into TS 23.402.
**** Start 1st of changes ****

4.1.3.2
Networks supporting Multiple IP Mobility Mechanisms

IP Mobility management Selection (IPMS) consist of two components:

-
IP MM protocol selection between Network Based Mobility (NBM) and DSMIPv6

-
Decision on IP address preservation if NBM is selected

Upon initial attachment to a 3GPP access, no IPMS is necessary since connectivity to a PDN GW is always established with a network based mobility mechanism. 

Upon initial attachment to a non-3GPP access and upon handoff from 3GPP to non-3GPP access, IPMS is performed before an IP address is allocated and provided to the UE. 

The UE support for a specific IP Mobility Management protocol and/or IP address preservation mechanism for inter-access mobility may be known by the network based on explicit or implicit indication from the UE. 
For untrusted non-3GPP access, the IPMS is performed during the IPsec setup procedure, the UE may inform the network about its supported IPMM protocol by an indication in the IKEv2 authentication request message.
Editor’s Note: It is FFS over which accesses and how we support the explicit indication form the UE. 
Upon attachment to a non-3GPP access, if the access network (supporting at least PMIP6) is not aware of the UE capabilities and the home and access network’s policies allow the usage of PMIP6, then PMIP6 is used for establishing connectivity for the UE to the EPC. 

When a NBM mechanism is used for establishing connectivity in the target access upon inter-access mobility, IP address preservation for session continuity based on NBM may take place if the network is aware of the UE capability to support NBM for inter-access mobility. Such knowledge may be based on an explicit indication from the UE upon handoff that IP address preservation based on NBM management can be provided. 

IP address preservation for session continuity based on DSMIPv6 may take place if the network is aware of the UE capability to support DSMIPv6. In such a case, the access network provides the UE with a new IP address, local to the access network. Such knowledge may be based on an indication to the target non-3GPP access from the HSS/AAA (e.g. in case the UE performed S2c bootstrap before moving to the target non-3GPP access). 

Editor’s Note: If the UE supports IP address preservation for session continuity using both PMIP and DSMIPv6, it is FFS whether it is possible for the UE to indicate a preference to the network. 

The final decision on the mobility management mechanism is made by the HSS/AAA upon UE authentication in the non-3GPP access system (both at initial attachment and handoff), based on the information it has regarding the UE, local/home network capabilities and local/home network policies. 

NOTE:
The case of the UE initiating a new session on a second access while maintaining existing sessions on a first access is FFS and are not covered in these principles.

**** End 1st of changes ****
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same as S2b or S2c according to the result of IPMS.








Roaming - All Scenarios


(Figures 4.2.3-1, 4.2.3-2 & 4.2.3-4)














5. IKEv2 (IP Address Configuration)





4. IPSec Tunnel Setup Completion











3. IKEv2 Authentication & Tunnel Setup




















3. Authentication & Authorization





2. IKEv2 Auth Request
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