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Abstract of the contribution: This contribution updates TS23.402 with attach, detach and handoff flows for S2c over Untrusted non-3GPP accesses.
1. Discussion

This contribution updates TS23.402 with attach and detach flows involving S2c and untrusted non-3GPP accesses.
In particular:

· Section 5.4.3.4.2 regarding initial attach of S2c over untrusted non-3GPP accesses is updated to conform with the style and agreements already adopted for the trusted non-3GPP cases in 5.4.3.4.1.

· A new Section 5.4.4.4.X is introduced to define S2c detach over untrusted non-3GPP accesses, again in accordance to what has already been agreed for trusted non-3GPP accesses in Section 5.4.4.4.X
2. Proposal
It is proposed to implement the changes outlined in the discussion section of this paper.

*** Start of 1st change ***

5.4.3.4.2
Initial Attach procedure from Untrusted Non-3GPP IP Access with DSMIPv6 
This section is related to the case when the UE powers-on in an untrusted network and host based mobility management mechanism is used to establish IP connectivity and to perform inter-access handoff. Dual Stack MIPv6 [10] is used for supporting mobility over S2c interface.
The S2c attach over untrusted non-3GPP access is similar to that of S2c over Trusted non-3GPP access (see section 5.4.3.4.1) and can be seen to consist of several modules:

A.
The UE sets up local IP connectivity with an ePDG via an Untrusted Non-3GPP Access

B.
The UE discovers the HA, and establishes a security association.

C.
The UE performs a Binding Update with the PDNGW

Module (A) is defined in detail below. Modules (B) and (C) are identical to those defined in Figure 5.4.3.4.1-1.
In the non-roaming case, none of the optional entities in Figure 5.4.3.4.X-1 are involved.  

The optional entities are involved in other cases.  

-
In the roaming cases, however, the 3GPP AAA Proxy mediates all interaction between the 3GPP AAA Server in the PLMN and entities in the vPLMN and non-3GPP access. 

-
Similarly, interaction between hPCRF in the HPLMN and entities in the vPLMN and non-3GPP access occurs by way of the vPCRF in the vPLMN.  In both these cases, messages are relayed by the optional entities towards and from the hPLMN.  
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Figure 5.4.3.4.2-1: Initial attachment when Host based MM mechanism are used over S2b 
The UE is authenticated and authorised to access the Untrusted Non-3GPP Access network. After the authentication, UE is configured with Local IP Address from the access network domain. This address is used for sending all IKEv2 [9] messages and as the source address on the outer header of the IPsec tunnel.

1)
The IKEv2 tunnel establishment procedure is started by the UE. The UE may indicate in a notification part of the IKEv2 authentication request that it supports MOBIKE. The ePDG IP address to which the UE needs to form IPsec tunnel is discovered via DNS query as specified in section 5.4.2.2. After the UE is authenticated, UE is also authorized for access to the APN. The procedure is as described in 3GPP TS 33.234 [7].


NOTE: 
It is assumed that the access system is aware that network-based mobility procedures do not need to be initiated.
The ePDG sends the final IKEv2 message with the assigned IP address in IKEv2 Configuration payloads..
IPsec Tunnel between the UE and ePDG is now setup.
2)
If the ePDG supports PCC-based policy control, it sends a Gateway Control Session Establishment message to the PCRF (2a). The message includes at least the UE IP address or IPv6 prefix allocated by the access system. The message includes also the IP-CAN type.

Editor's Note: It is FFS how the hPCRF is discovered.

Based e.g. on the UE identity and user profile, operator's policies and the IP-CAN type, the PCRF decides on the QoS policy rules and completes the session establishment towards the ePDG (2b). The rules provided in this step are referred to the address assigned by the ePDG.


In the roaming case, PCC signalling is sent via a vPCRF in the vPLMN


If PCC is not supported, these rules are provisioned to the Access System using configuration independent of this procedure

NOTE:
The UE identity information to be used by the access system to establish the session with the PCRF may be piggybacked by the AAA/HSS in step 1.
3) 
The IKEv2 procedure is concluded and the IPSEC tunnel between the UE and the ePDG is created. As a result of steps 1 and 3 an IP address or an IPv6 prefix is also assigned to the UE by the access system (i.e. a Local IP address that will be used as a Care-of Address for DSMIPv6 over the S2c reference point).

4) The flow proceeds as defined in modules (B) and (C) of Figure 5.4.3.4.X-1






5)
The IP Connectivity is now setup.

*** End of 1st change ***

*** Start of 2nd change ***

5.4.4.4.X
S2c Detach Procedure in Untrusted Non-3GPP IP Access

5.4.4.4.X.1
General

This section is related to the case when a DSMIPv6 detach procedure is performed over untrusted non-3GPP accesses. The procedures defined here are similar to those defined in Section 5.4.4.4.1 for trusted non-3GPP accesses. 
5.4.4.4.X.2 
UE-initiated detach procedure

The Detach procedure when initiated by the UE is illustrated in Figure 5.4.4.4.X.2-1. 


[image: image3]
Figure 5.4.4.4.X.2-1: UE-initiated S2c detach procedure

1.
The procedure starts with the steps defined in Figure 5.4.4.4.1.2-1
2.
UE releases the IKEv2 tunnel
3.
Non-3GPP specific resource release procedure is executed..
5.4.4.4.X.3 
HSS-initiated detach procedure

The Detach procedure when initiated by the HSS/AAA is illustrated in Figure 5.4.4.4.X.3-1.

In the explicit detach procedure steps 2, 3a and 3b of Figure-5.4.4.4.1.3-1, are performed as illustrated. In the implicit detach, steps 2, 3a and 3b of Figure-5.4.4.4.1.3-1, are omitted.  


[image: image4]
Figure 5.4.4.4.X.3-1: AAA/HSS-initiated detach procedure

1.
The procedure starts with the steps defined in Figure 5.4.4.4.1.3-1

2.
UE releases the IKEv2 tunnel

3.
Non-3GPP specific resource release procedure is executed..

*** End of 2nd change ***
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