-


3GPP TSG-SA WG2 Meeting #61
S2-075002
12 – 16 November, 2007

Ljubljana, Slovenia

Source:
Qualcomm Europe
Title:
Usage of a specific mobility reference points towards the PDNGW
Document for:
Approval

Agenda Item:
8.4.2
Work Item / Release:
SAE / Rel. 8

1. Introduction

This contribution proposes principles on the usage of different mobility reference points for accessing a PDNGW from given access networks.
2. Discussion
2.1 A Specific access as DSMIPv6 home link

In SA2#59 it was discussed whether a specific access technology should be mandated to always be the home link for a possible DSMIPv6 based UE-PDNGW connection. 
Using a certain access system as the home link means that DSMIPv6 user data encapsulation will not be used over that access system i.e. the UE gets a home IP address directly from the access system being the home link.
We consider that an important role of the 3GPP EPS specification is to enable efficient collocation of the HA function and of the 3GPP access link. This enables all the benefits of such a collocation in a deployment where the collocation is desired by the operator. 
We however consider that there are no benefits in mandating the 3GPP access link to always be the home link.
The mechanism by which the UE detects that it is within its home link in the case of DSMIPv6 is very clearly specified. The detection is solely done at the UE, based on the IP network advertised to the UE by the node performing functions of “access router”. 
If the access router is a PDNGW, the PDNGW already has, with the existing specification, the full capability to advertise the home link to the UE and to allocate a home address for the accessing UE accordingly.  Mandating such a deployment model has practically no benefit, since it adds no new functionality to the system. 

Mandating the 3GPP link to be the home link would not provide any simplification (nor any other impact) to the system, i.e. such a sentence in the EPS specification would be an artificial deployment restriction and limit the operator choice for EPS system configuration.
2.2. DSMIPv6 Overhead

Lastly, it has often been claimed that the usage of DSMIPv6 creates a large amount of overhead over the air. However no related analysis or discussion has been carried out in SA WG2 to substantiate or disprove such claims

In general, the claims about the over-the-air overhead created by DSMIPv6 are largely unfounded. Annex A of this contribution provides a more detailed description about the DSMIPv6 overhead over the air. 
In short it is concluded that:
· DSMIPv6 control signalling (Security Association management and DSMIpv6 Binding Updates) have a negligible impact on the air interface efficiency

· Assuming a DSMIPv6 BU every 60 seconds, the extra over the air signalling is 0.02 kbps. For a VoIP user this implies about ~0.2% bit rate increase)

· DSMIPv6 User place encapsulation has negligible impact to the air interface overhead:

· For the first two IP packets after ROHC reset, the usage of DSMIPv6 causes overhead on the air interface

· From the 3rd IP packet onwards after ROHC reset, DSMIPv6 causes zero extra overhead and zero impact to the air interface

· The additional overhead for VoIP user from DSMIPv6 encapsulation is therefore ~0.2 bits per each VoIP packet (~20 bytes), i.e. ~0.1% packet size increase) 
See Annex A for more detailed analysis of the DSMIPv6 overhead.

3. Proposal
In line with the above discussion, the following changes are proposed to TS 23.402

**************************FIRST CHANGE START ***********************
4.5
Reference Points

4.5.1
List of Reference Points
[...unchanged text not shown....]
Protocol assumption:

-
S2a interface and S2b interface are based on current or future IETF RFCs. S2a is based on Proxy Mobile IP. To enable access via Trusted Non 3GPP IP accesses that do not support PMIP, S2a also supports Client Mobile IPv4 FA mode. S2b is based on Proxy Mobile IP.

-
S2c is based on Client Mobile IP co-located mode. (The exact protocol decision is FFS)
-
The S5, S8b and S2a/S2b interfaces are based on the same protocols and differences shall be minimized. The S5 interface is based on current or future IETF RFCs. The GTP variant of S5 interface is described in TS 23.401 [4].

-
S8b interface is based on current or future IETF RFCs. The GTP variant interface (S8a) is described in TS 23.401 [4].

-
Wu* interface is based on IKEv2 [9] and MOBIKE [18].
Editor’s note: It is FFS if MOBIKE support on ePDG is mandatory.

It is up to the PDNGW configuration and operator policy to enable/disable access to the PDNGW via S5, S5-PMIP, S8, S8b, S2a, S2b and S2c reference points from specific access networks.
The EPS shall allow the operator to configure a type of access (3GPP or non-3GPP) as the "home link" for Client Mobile IP purposes. Especially it shall be possible to configure the 3GPP access system as the "home link" for a UE when the S2c reference point is carried to the PDNGW on top of S5/S5-PMIP/S8 or S8b reference point. In this case the UE receives a home address directly from the 3GPP access network and thus DSMIPv6 user plane encapsulation is not used over that access.
**************************FIRST CHANGE END ***********************
**************************2ND CHANGE START ***********************
4.2.2
Non-roaming Architectures for EPS


[image: image1]
Figure 4.2.2-1: Non-Roaming Architecture within EPS using S5, S2a, S2b

The following are some considerations for the interfaces:

-
S5 can be GTP-based or PMIP-based.

-
S7c is used only in the case of PMIP variant of S5.

-
S7a is used when the Trusted non-3GPP Access network is owned by the same operator.

-
S9 is used instead of S7a to the Trusted non-3GPP Access network not owned by the same operator.

-
S7a or S9 are terminated in the Trusted non-3GPP Accesses if supported.
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Figure 4.2.2-2: Non-Roaming Architecture within EPS using S5, S2c

The following are some considerations for the interfaces:

-
S5 can be GTP-based or PMIP-based.

-
S7c is used only in the case of PMIP variant of S5.

-
S7a is used when the Trusted non-3GPP Access network is owned by the same operator.

-
S9 is used instead of S7a to the Trusted non-3GPP Access network not owned by the same operator.

-
S7a or S9 are terminated in the Trusted non-3GPP Accesses if supported. 


**************************2ND CHANGE END  ***********************
Annex A:  Overhead analyses about usage of S2c

It has been commented that the usage of S2c (DSMIPv6) causes significant overhead over the air. This Annex analyses these claims).
A.1
DSMIPv6 Control overhead

DSMIPv6 control overhead consists of 2 components:

1) Security Association (SA) establishment between UE and HA/PDNGW

· The SA is established only when a UE connects to a new PDN i.e. is a very rare event. The overhead from the SA establishment is not at all significant when compared to the typical duration of a PDN connection
· Due to the reliable nature of the underlying access systems there is no need to have specific keep-alive mechanisms for the SA 

2) Binding Updates between UE and HA/PDNGW

· A Binding Update (BU) is executed over S2c when UE moves between access system

· The typical size of a DSMIPv6 BU is 96 bytes. The typical size of a Binding Acknowledgement (BA) is 78 bytes

· An inter access system handover involves a significant amount between the UE and the target access system of "RRC and NAS level" signalling (or equivalent for the specific access). The extra 174 bytes of the BU/BA are not considered significant compared to typical signalling exchange in these situations.

· Example: If an inter access system handover occurred every 1 minute, the resulting additional bit rate generated by the DSMIPv6 BU/BA would be 0.02 kbps 

· Due to the reliable nature of the underlying access system, there is no need to have specific keep alive Binding Updates 
Conclusion: DSMIPv6 control overhead has a negligible impact on the air interface efficiency
A.2
DSMIPv6 Use Plane Overhead
DSMIPv6 user plane overhead consists of the MIP encapsulation of the user data. 

· If IP header overhead is a concern for a specific IP flow, header compression should be used.
· Example: Without header compression the typical IP header for a RTP/UDP/IPv6 flow is 60 bytes. With DSMIPv6 the typical IP header size is 100 bytes. For a typical VoIP payload of 20 bytes, neither of these IP headers is acceptable without compression. The default header compression mechanism in 3GPP is ROHC (RFC 3095). 
· RoHC has been designed from the beginning to compress one or two IP headers in an equally efficient manner. 
· This means that any RFC 3095 compliant ROHC implementations already supports compression of a DSMIPv6 header (i.e. RTP/UDP/IP/IP). 
· In DSMIPv6 encapsulation, the additional overhead in the IP header is the Home Address (HoA) of the UE. As the HoA is static information, the extra overhead can be compresses to zero bits. 
· Is the transitory to achieve full compression significant?

· When ROHC is reset, full compression is achieved after the 3rd transmission. 
· Therefore, only for the initial 2 IP there is a difference depending on whether DSMIPv6 encapsulation is used or not. 
· For VoIP this means that there is a packet size difference in the first 40ms of conversation after ROHC resets. 
· The figure below illustrates the RTP/UDP/IPv6 header sizes for different mobility protocols after a ROHC reset. 
· If a ROHC reset is assumed to happen every 60 seconds, the average IP packet size difference for a VoIP user is 0.2 bit. 


[image: image3]Conclusions: 

· For the first two IP packets after ROHC reset, the usage of DSMIPv6 causes overhead on the air interface
· From the 3rd IP packet onwards after ROHC reset, DSMIPv6 causes zero extra overhead and zero impact to the air interface
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