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Abstract of the contribution: This contribution cleans-up S2c based PDNGW selection in TS23.402
1. Discussion

The PDNGW selection for S2c based initial attach, defined in section 5.4.2.1 of TS23.402, includes a number of FFS statements which we attempt to resolve in this paper.

The alternatives included in the current text are as follows:

“1)
Via attach procedure for 3GPP access (as defined in TS 23.401)”
· Proposal: It is clarified that this mechanism can be used by the UE not just during attach but in general during default bearer establishment to discover the address of a DSMIPv6 Home Agent function collocated with its PDNGW, when the UE is connected to a 3GPP access.
“2)
Via IKEv2 during tunnel setup to ePDG”
· Proposal: It is now understood that there is no mechanism defined as part of IKEv2 to provide a PDNGW address to the UE. For this reason it is proposed that this mechanism is removed.
“3)
The UE can request a PDN Gateway address in a given PDN via DHCP”
· Proposal: It is clarified that this option is used to request the PDNGW Home Agent address of the PDN the UE wants to access from the PLMN it is directly connected to.
“4)
If the IP address of the PDN GW is not delivered using options 1-3 above the UE can resolve an FQDN corresponding to a PDN via DNS.”
· Proposal: It is clarified that this mechanism works for initial attach to non-3GPP accesses as well as for the discovery of additional PDNGWs in S2c based multiple PDN support
The following FFS statements are also included:

“Editor's note: It is FFS under which conditions (e.g. in which accesses) the above methods can be used”

· Proposal: It is proposed to remove this Editor’s note since the clarifications provided above fully resolve the issue.
“Editor's Note: It is FFS how the FQDN in alternative 4 is constructed from available information. For example the UE could use home APN (or W-APN) and well known strings (e.g., "homeagent") to construct such an FQDN.”

· Proposal: It is proposed to replace this Editor’s note with a note indicating that the construction of the FQDN is part of stage 3 design.
“Editor's Note: The mechanism for mobility mode selection (i.e. host-based vs network-based mobility) is FFS.”

· Proposal: It is proposed to remove this Editor’s note since it has now been clarified as part of Section 4.1.3
The S2c based Multiple PDN support section 5.11.4.1of TS23.402, includes a number of FFS statements which we attempt to resolve in this paper.

“Editor’s note: The details for the PDN GW selection procedure are FFS”.

· Proposal: It is proposed to replace this Editor’s note with normative text pointing to Section 5.4.2.1
“Editor’s Note: it is FFS how to handle the scenario where the UE discovers a different PDN GW for the additional PDN connectivity, when the current PDN GW could provide access to the additional PDN”
· Proposal: It is proposed to remove this Editor’s note since it is a valid scenario for S2c to be used for connecting the UE to different PDNGWs for the different PDNs.
2. Proposal
It is proposed to implement the changes outlined in the discussion section of this paper.

*** Start of 1st change ***
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*** End of 1st change ***

*** Start of 2nd change ***
5.4.2.1
PDN GW Selection Function for non-3GPP Accesses
…unmodified text not shown…
Additionally, for the S2c reference point, the UE needs to know the IP address of the PDN Gateway for the PDN the UE wants to connect to. This address is made known to the UE with one of the following ways:

1)
Via default bearer establishment procedure for 3GPP access (as defined in TS 23.401)


2)
The UE can request a PDN Gateway address in a given PDN via DHCP as defined in [X2]
3)
If the IP address of the PDN GW is not delivered using options 1-2 above the UE can resolve an FQDN corresponding to a PDN via DNS as defined in [X1].


Note: How the FQDN is constructed in alternative 2 is up to stage 2 specification
Alternative (1) above can be used by the UE to discover the address of a DSMIPv6 Home Agent function collocated with its PDNGW, when the UE is connected to a 3GPP access. Note that the default bearer establishment procedure is used during initial attach as well as to establish connectivity with one or more additional PDNs for multiple PDN support.
Alternative (2) above can be used by the UE for PDNGW selection during initial attach over non-3GPP accesses as well as for additional PDNGW selection for multiple PDN support over non-3GPP accesses.


Alternative (3) above can be used for PDNGW selection during initial attach over non-3GPP accesses as well as for additional PDNGW selection for multiple PDN support over 3GPP and non-3GPP accesses.
*** End of 2nd change ***

*** Start of 3rd change ***


5.11.4 
Multiple PDN Support for S2c Interface
5.11.4.1
UE initiated connectivity to additional PDN from Trusted Non-3GPP IP Access with DSMIPv6 for non-roaming case
This section is related to the case when the UE attaches to a Trusted Non-3GPP Access network and host based mobility management mechanisms are used. Dual Stack MIPv6 [10] is used for supporting mobility over S2c interface. This case describes the scenario when UE adds connectivity to an additional PDN after initial attach. Since host based mobility mechanisms are used, the procedure is similar to the initial attach procedure.
Figure 5.11.4.1-1 depicts the procedure for the non-roaming case
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Figure 5.11.4.1 -1: UE initiated connectivity to additional PDN from Trusted Non-3GPP IP Access with DSMIPv6 in non-roaming case

1) 
When the initial attachment is performed the UE shall be authenticated and authorized to get IP connectivity through the Trusted Access network and a Local IP address from the access network domain shall be assigned to the UE. UE performs the procedures described in Figure 5.4.3.4.1-1 to obtain connectivity with a PDN GW. When UE would like to obtain connectivity with additional PDN, the first step it will perform is the PDN GW selection for connecting to that PDN.

2) The UE selects a PDN GW that can provide connectivity to the additional PDN. PDNGW selection is defined in Section 5.4.2.1

Editor’s note: In case a single PDN GW provides access to multiple PDNs, additional mechanisms are needed for PDN selection on the PDN GW. Such mechanisms are FFS. 

3) 
Once a PDN GW is selected, the UE performs steps 4 to 7 as mentioned in Figure 5.4.3.4.1-1 for this selected PDN GW. As a result of these steps the IP connectivity is established with an additional PDN GW and the UE can start using its home address assigned by this new PDN GW at the application level.


*** End of 3rd change ***

































































































































































































from Figure 5.4.3.4.1-1 repeated with new PDN GW





3) Steps 4-7
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