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Abstract of the contribution: Signalling flows for Inter-RAT UTRAN Iu mode to E-UTRAN PS Handover and Inter-RAT E_UTRAN to UTRAN Iu mode PS Handover are proposed for inclusion into 23.401.

1. Introduction

In the SA2#59 meeting the S2-073878, ”2G to E-UTRAN IRAT Handover” was approved.
Please note that this proposal only handles the case when 3GDT is used in the UTRAN system.
During the SA2#60 meeting the S2-074094 have been revised to S2-074635.
2. Discussion

The signal names have been aligned with the names in the 3GPP TS 36.413 (v0.2.0).

The chapter 5.5.2.1 and 5.5.2.2 have been updated in line with the SA2#59 approved contribution S2-073878.

The approved S2-072965 contribution were missing some information which is already agreed in the 3GPP TS 43.129 v7.2.0 regarding IRAT PS Handover UTRAN/GERAN Iu mode to GERAN A/Gb mode and vice versa. This information has been included below and updated to apply for E-UTRAN/EPC.

It is an FFS regarding the update message to the Serving GW to set up the bearers used for indirect forwarding shall be a “create” or an “update” message. This contribution proposes to use “Create Bearer Request” and “Create Bearer Response” because it is to set-up a new bearer in the Serving GW to handle the forwarding payload data.

The Routeing Area Update and Tracking Area Update procedure at the end of the IRAT PS Handover procedure have been specified on the same level as in 3GPP TS 43.129.

It is an FFS regarding when the resources in the Serving GW allocated for indirect forwarding shall be released. This contribution proposes to release these resources at the same time the resources between source SGSN/source MME is released, e.g. when the Cancel Location message from HSS is received. It is also proposed to start a supervision timer in source MME/source SGSN when it sends the message “Forward Relocation Complete Acknowledge” to the target SGSN/target MME. If the Cancel Location message is not received and this timer expires the resources shall be released in the Serving GW.

In the flow “E-UTRAN to UTRAN Iu mode” the message at Step 7/9 in the execution phase is proposed to be changed to “Update PDP Context Request” and “Update PDP Context Response” to minimize the changes in the SGSN.

In the execution phase (both use cases) when the Serving GW responses with “Update PDP Context Response” and “Update Bearer Response” message to the Target SGSN/Target MME, the IE ‘Protocol Configuration Options’ has been included. In this way the network has the possibility to modify the options to the UE in same way as in legacy.

3. Proposal

It is proposed to add the updates below to 23.401 for the specific case of Inter RAT handover between E-UTRAN and Iu mode and vice versa, i.e chapters 5.5.2.1and 5.5.2.2 respectively. 

********************** START OF CHANGE *****************************
5.5.2.1
E-UTRAN to UTRAN Iu Mode Inter RAT Handover
5.5.2.1.1
General

Pre-conditions:

· The UE is in LTE_ACTIVE state (E-UTRAN mode).

The procedure is based on the PS handover procedures in the 3GPP TS 43.129.

5.5.2.1.2
Preparation phase
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Figure 5.5.2.1-1: E-UTRAN to UTRAN Iu mode Inter RAT HO, preparation phase
1)
The source eNodeB decides to initiate an Inter-RAT PS handover to the target access network, UTRAN Iu mode. At this point both uplink and downlink user data is transmitted via the following: Bearer(s) between UE and source eNodeB, GTP tunnel(s) between source eNodeB, Serving GW and PDN GW.

Note: The process leading to the handover decision is outside of the scope of this specification.
2)
The source eNodeB sends a Handover Required (Cause, Target RNC Identifier, Source eNodeB Identifier, Source to Target Transparent Container, Bearers Requesting Data Forwarding List) message to the source MME to request the CN to establish resources in the target RNC, target SGSN and the Serving GW.

The ‘Bearers Requesting Data Forwarding List’ IE contains the list of bearers for which the source eNodeB decided that data forwarding (direct or indirect) is necessary.
3)
The source MME determines from the ‘Target RNC Identifier’ IE that the type of handover is IRAT PS Handover to UTRAN Iu mode. The Source MME initiates the PS Handover resource allocation procedure by sending a Forward Relocation Request (IMSI, Target Identification, MM Context, PDP Context, PDP Context Prioritization, MME Tunnel Endpoint Identifier for Control Plane, MME Address for Control plane, Source to Target Transparent Container, S1-AP Cause, Direct Forwarding Flag) message to the target SGSN. This message includes all PDP contexts corresponding to the bearers established in the source system and the uplink Tunnel endpoint parameters of the Serving GW.

‘Direct Forwarding Flag’ IE indicates if Direct Forwarding of data to Target side shall be used or not. This flag is set by the source MME.
The MM context contains security related information, e.g. supported ciphering algorithms as described in 3GPP TS 29.060 [14]. The relation between UTRAN and EPS security parameters is FFS.
Editor’s note: This needs to be aligned with security requirements for Release 8.
Editor’s note: It is FFS how the mapping of individual parameters and bearer identifiers is done. It is FFS how the bearer identifiers are mapped.


4)
The target SGSN determines if the Serving GW is relocated, e.g., due to PLMN change. If the Serving GW is relocated, the target SGSN selects the target Serving GW as described under clause “GW selection function”. The target SGSN sends a Create PDP Context Request message (IMSI, SGSN Tunnel Endpoint Identifier for Control Plane, SGSN Address for Control plane, PDN GW address(es) for user plane, PDN GW UL TEID(s) for user plane, PDN GW address(es) for control plane, and PDN GW TEID(s) for control plane) to the target Serving GW.
4a)
The target Serving GW returns a Create PDP Context Response (Serving GW address(es) for user plane, Serving GW UL TEID(s) for user plane, Serving GW DL TEID(s) in case of indirect forwarding, Serving GW context ID) message to the target SGSN.

5)
The target SGSN will request the target RNC to establish the radio network resources (RABs) by sending the message Relocation Request (UE Identifier, Cause, CN Domain Indicator, Integrity protection information (i.e. IK and allowed Integrity Protection algorithms), Encryption information (i.e. CK and allowed Ciphering algorithms), RAB to be setup list, Source to Target Transparent Container).
For each RAB requested to be established, RABs To Be Setup shall contain information such as RAB ID, RAB parameters, Transport Layer Address, and Iu Transport Association. The target SGSN shall not request resources for which the Activity Status Indicator within aPDP Context indicates that no active radio bearer exist on the source side for that PDP Context. The RAB ID information element contains the NSAPI value, and the RAB parameters information element gives the QoS profile. The Transport Layer Address is the Serving GW Address for user data, and the Iu Transport Association corresponds to the uplink Tunnel Endpoint Identifier Data.

 Ciphering and integrity protection keys are sent to the target RNC to allow data transfer to continue in the new RAT/mode target cell without requiring a new AKA (Authentication and Key Agreement) procedure. Information that is required to be sent to the UE (either in the Relocation Command message or after the handover completion message) from RRC in the target RNC shall be included in the RRC message sent from the target RNC to the UE via the transparent container.

In the target RNC radio and Iu user plane resources are reserved for the accepted RABs.
5a)
The target RNC allocates the resources and returns the applicable parameters to the target SGSN in the message Relocation Request Acknowledge (Target to Source Transparent Container, RABs setup list, RABs failed to setup list). Upon sending the Relocation Request Acknowledge message the target RNC shall be prepared to receive downlink GTP PDUs from the Serving GW for the accepted RABs.
Each RAB to be setup is defined by a Transport Layer Address, which is the target RNC Address for user data, and the Iu Transport Association, which corresponds to the downlink Tunnel Endpoint Identifier for user data.
6)
The target SGSN may send an Update PDP Context Request message (IMSI SGSN Tunnel Endpoint Identifier for Control Plane, SGSN Address for Control plane, Target RNC Address and TEID(s) for DL user plane) to the target Serving GW.
6a)
The target Serving GW returns a Update PDP Context Response (Cause) message to the target SGSN.
7)
The target SGSN sends the message Forward Relocation Response (Cause, SGSN Tunnel Endpoint Identifier for Control Plane, SGSN Address for control plane, Target to Source Transparent Container, RANAP cause, RAB Setup Information, Additional RAB Setup Information, Address(es) and TEID(s) for User Traffic Data Forwarding) to the source MME.

If ‘Direct Forwarding’ is applicable, then the IE ‘Address(es) and TEID(s) for User Traffic Data Forwarding’ contains the GTP-U tunnel endpoint parameters to the Target RNC. Otherwise the IE ‘Address(es) and TEID(s) for User Traffic Data Forwarding‘ may contain the GTP-U tunnel endpoint parameters to the Serving GW (or to the Target Serving GW in case of re-location).
8)
If “Direct Forwarding” is not applicable, the Source MME shall send the message Create Bearer Request (Cause, Address(es) and TEID(s) for Data Forwarding (see Step 7), NSAPI(s)) to the Serving GW used for indirect packet forwarding. The Cause shall indicate that the Bearer is subject to data forwarding.
Indirect forwarding may be performed via a Serving GW which is different from the Serving GW used as the anchor point for the UE.

8a)
The Serving GW returns the forwarding parameters by sending the message Create Bearer Response (Cause, Serving GW Address(es) and TEID(s) for Data Forwarding). If the Serving GW doesn’t support data forwarding, an appropriate cause value shall be returned and the Serving GW Address(es) and TEID(s) will not be included in the message.



5.5.2.1.3
Execution phase
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Figure 5.5.2.1-2: E-UTRAN to UTRAN Iu mode Inter RAT HO, execution phase
NOTE:
For a PMIP-based S5/S8, procedure steps (A) are defined in 3GPP TS 23.402 [2]. Steps 8 and 8a concern GTP based S5/S8.

The source eNodeB continues to receive downlink and uplink user plane PDUs.

1)
The source MME completes the preparation phase towards source eNodeB by sending the message Handover Command (Target to Source Transparent Container, Bearers Subject to Data Forwarding List). The "Bearers Subject to Data forwarding list" IE may be included in the message and it shall be a list of ‘Address(es) and TEID(s) for user traffic data forwarding’ received from target side in the preparation phase (Forward Relocation Response message). 

The source eNodeB initiates data forwarding for bearers specified in the “Bearers Subject to Data Forwarding List”. The data forwarding may go directly to target RNC or alternatively go via the Serving GW if so decided by source MME and/or target SGSN in the preparation phase. 
2)
The source eNodeB will give a command to the UE to handover to the target access network via the message HO from E-UTRAN Command. This message includes a transparent container including radio aspect parameters that the Target RNC has set-up in the preparation phase (Radio Network (RN) part). The details of this E-UTRAN specific signalling are described in 3GPP TS 36.300 [5].
Upon the reception of the HO from E-UTRAN Command message containing the PS Handover Command message, the UE shall associate its bearer IDs to the respective RABs based on the relation with the NSAPI and shall suspend the uplink transmission of the user plane data.
3)
The source eNodeB informs the source MME which then informs the target SGSN regarding "delivery order" parameters in the message Forward SRNS Context. The Target SGSN forwards the SRNS Context to the Target RNC.
Editor's Note: The need for step 3 is FFS.

4)
The UE moves to the target UTRAN Iu (3G) system and executes the handover according to the parameters provided in the message delivered in step 2. The procedure is the same as in step 6 and 8 in subclause 5.2.2.2 in 3GPP TS 43.129 [8] with the additional function of association of the received RABs and existing Bearer Id related to the particular NSAPI. Relation between NSAPI, RAB and Bearer Id is FFS.
The UE may resume the user data transfer only for those NSAPIs for which there are radio resources allocated in the target RNC.
5)
 When the new source RNC-ID + S-RNTI are successfully exchanged with the UE, the target RNC shall send the Relocation Complete message to the target SGSN. The purpose of the Relocation Complete procedure is to indicate by the target RNC the completion of the relocation of the source E-UTRAN to the EPC. After the reception of the Relocation Complete message the target SGSN shall be prepared to receive data from the target RNC. Each uplink N-PDU received by the target SGSN is forwarded directly to the Serving GW. 

6)
Then the target SGSN knows that the UE has arrived to the target side and target SGSN informs the source MME by sending the message Forward Relocation Complete. The source MME will also acknowledge that information. A timer may be started to supervise when resources in Source eNodeB and Source Serving GW (in case of Serving GW relocation) shall be released (normally this will occur when Source MME receives the message Cancel Location from HSS). Further action in the source MME continues at step 13.

7)
The target SGSN will now complete the PS Handover procedure by informing the Serving GW (in case of Serving GW relocation this will be the Target Serving GW) that the target SGSN is now responsible for all the PDP Context the UE have established. This is performed in the message Update PDP Context Request (SGSN Tunnel Endpoint Identifier for Control Plane, NSAPI(s), SGSN Address for Control Plane, RNC Address(es) and TEID(s) for User Traffic, and RAT type).
8)
The Serving GW (in case of Serving GW relocation this will be the Target Serving GW) may inform the PDN GW(s) the change of for example in case of Serving GW relocation or the RAT type that e.g. can be used for charging, by sending the message Update Bearer Request. The PDN GW must acknowledge the request with the message Update Bearer Response. 
9)
The Serving GW (in case of Serving GW relocation this will be the Target Serving GW) acknowledges the user plane switch to the target SGSN via the message Update PDP Context Response (Cause, Serving GW Tunnel Endpoint Identifier for Control Plane, Serving GW Address for Control Plane, and Protocol Configuration Options). At this stage the user plane path is established for all PDP contexts between the UE, Target RNC, Serving GW (in case of Serving GW relocation this will be the Target Serving GW) and PDN GW.


10)
The UE sends a Routing Area Update Request message to the target SGSN informing it that the UE is located in a new routing area. The UE shall send this message immediate after message 4a.

The target SGSN knows that a PS handover has been performed for this UE and can therefore exclude the context procedures between source MME and target SGSN which normally are used within the RA Update procedure.

11)
At this point the target SGSN may optionally invoke security function. The security function can be deferred and performed at any later time as well. Procedures are defined in the clause “Security Function”.

12)
The target SGSN informs the HSS of the change of CN node by sending Update Location (SGSN Number, SGSN Address, IMSI) message to the HSS.
13)
The HSS sends a Cancel Location (IMSI, Cancellation Type) message to the source MME with Cancellation Type set to Update Procedure. The source MME acknowledges with a Cancel Location Acknowledge (IMSI) message. This message allows the source MME to release the bearer(s) in the Serving GW by sending a Delete Bearer Request message. In case the Serving GW is not re-located, only the signalling relationship is released between the Serving GW and the source MME, but the UE context continues to exist in the Serving GW. If resources for indirect forwarding have been allocated, those shall also be released at this point.


14)
After the source MME has received the Cancel Location message or the timer started at Step 6a) expires, Source MME sends a Release Resources message to the Source eNodeB. When the Release Resources message has been received and there is no longer any need for the eNodeB to forward data, the Source eNodeB releases its resources.
15)
This step is only performed in case of Serving GW relocation. When the source MME removes the MM context, the source MME deletes the EPS bearer resources by sending Delete Bearer Request (Cause, TEID) messages to the Source Serving GW. Cause indicates to the Source Serving GW that the Source Serving GW shall not initiate a delete procedure towards the PDN GW. The Source Serving GW acknowledges with Delete Bearer Response (TEID) messages.
16)
The HLR sends Insert Subscriber Data (IMSI, Subscription data) message to the target SGSN. The target SGSN validates the UE presence in the new RA. If all checks are successful for the UE the target SGSN returns an Insert Subscriber Data Acknowledge (IMSI) message to the HLR.
17)
The HSS acknowledges the Update Location by returning an Update Location Ack (IMSI) message to the target SGSN. 

18)
The target SGSN validates the UE presence in the new RA. If the UE is allowed to be attached in this RA, the target SGSN updates the MM context and sends a Routing Area Update Accept (P-TMSI, TMSI, P-TMSI signature, etc.) message to the UE.

19)
The UE confirms the re-allocation of the new P-TMSI by responding to the target SGSN with a Routing Area Update Complete message.
5.5.2.2
UTRAN Iu mode to E-UTRAN Inter RAT Handover
5.5.2.2.1
General

Pre-conditions:

-
The UE is in PMM_CONNECTED state (UTRAN Iu mode).

The procedure is based on the PS handover procedures in the 3GPP TS 43.129.

5.5.2.2.2
Preparation phase
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Figure 5.5.2.2-1: UTRAN Iu mode to E-UTRAN Inter RAT HO, preparation phase
1)
The source RNC decides to initiate an IRAT PS handover to the E-UTRAN. At this point both uplink and downlink user data is transmitted via the following: Bearers between UE and source RNC, GTP tunnel(s) between source RNC, Serving GW and PDN GW.

Note: The process leading to the handover decision is outside of the scope of this paper.
2)
The source RNC sends a Relocation Required (Cause, Target eNodeB Identifier, Source RNC Identifier, Source to Target Transparent Container, Bearers Requesting Data Forwarding List) message to the source SGSN to request the CN to establish resources in the target eNodeB, Target MME and the Serving GW. The Bearers Requesting Data Forwarding List IE contains that list of RABs for which the source RNC decided that data forwarding (direct or indirect) is necessary.
3)
The source SGSN determines from the ‘Target eNodeB Identifier’ IE that the type of handover is IRAT PS Handover to E-UTRAN. The Source SGSN initiates the PS Handover resource allocation procedure by sending the message Forward Relocation Request (IMSI, Target Identification, MM Context, PDP Context, PDP Context Prioritization, SGSN Tunnel Endpoint Identifier for Control Plane, SGSN Address for Control plane, Source to Target Transparent Container (Radio Network (RN) part), Direct Forwarding Flag) to the target MME. This message includes all PDP contexts corresponding to all the bearers established in the source system and the uplink Tunnel endpoint parameters of the Serving GW.
The ‘Direct Forwarding Flag’ IE indicates if Direct Forwarding of data to Target side shall be used or not. This flag is set by the source SGSN. 


The MM context contains security related information, e.g. supported ciphering algorithms as described in 3GPP TS 29.060 [14]. The relation between UTRAN and EPS security parameters is FFS.

The target MME selects the ciphering algorithm to use. This algorithm will be sent transparently from the target eNodeB to the UE in the Target to Source Transparent Container (EPC part).
Editor’s note: This needs to be aligned with security requirements for Release 8.
Editor’s note: It is FFS how the mapping of individual parameters and bearer identifiers is done. It is FFS how the bearer identifiers are mapped. 



4)
The target MME determines if the Serving GW is relocated, e.g., due to PLMN change. If the Serving GW is relocated, the target MME selects the target Serving GW as described under clause “GW selection function”. The target MME sends a Create Bearer Request message (IMSI, MME context ID, MME Tunnel Endpoint Identifier for Control Plane, MME Address for Control plane, PDN GW address(es) for user plane, PDN GW UL TEID(s) for user plane, PDN GW address for control plane, and PDN GW TEID(s) for control plane) to the target Serving GW.

4a)
The target Serving GW returns a Create Bearer Response (Serving GW address(es) for user plane, Serving GW UL TEID(s) for user plane, Serving GW DL TEID(s) in case of indirect forwarding, Serving GW context ID) message to the target MME.

5)
The target MME will request the target eNodeB to establish the bearer(s) by sending the message Handover Request (UE Identifier, Cause, CN Domain Indicator, Integrity protection information (i.e. IK and allowed Integrity Protection algorithms), Encryption information (i.e. CK and allowed Ciphering algorithms), EPS Bearers to be setup list, Source to Target Transparent Container).
For each EPS bearer requested to be established, ‘EPS Bearers To Be Setup’ IE shall contain information such as ID, bearer parameters, Transport Layer Address, and S1 Transport Association. The Transport Layer Address is the Serving GW Address for user data, and the S1 Transport Association corresponds to the uplink Tunnel Endpoint Identifier Data.
The ciphering and integrity protection keys will be sent transparently from the target eNodeB to the UE in the Target to Source Transparent Container, and in the message HO from UTRAN Command from source RNC to the UE. This will then allow data transfer to continue in the new RAT/mode target cell without requiring a new AKA (Authentication and Key Agreement) procedure.
5a)
The target eNodeB allocates the request resources and returns the applicable parameters to the target MME in the message Handover Request Acknowledge (Target to Source Transparent Container, EPS Bearers setup list, EPS Bearers failed to setup list). Upon sending the Relocation Request Acknowledge message the target eNodeB shall be prepared to receive downlink GTP PDUs from the Serving GW for the accepted EPS bearers.
6)
The target MME may send an Update Bearer Request message (IMSI, MME context ID, Target eNodeB Address and TEID(s) for DL user plane) to the target Serving GW.

6a)
The target Serving GW returns an Update Bearer Response (Cause) message to the target MME.
7)
The target MME sends the message Forward Relocation Response (Cause, List of Set Up RABs, MME Tunnel Endpoint Identifier for Control Plane, S1-AP cause, MME Address for control plane, Target to Source Transparent Container, Address(es) and TEID(s) for Data Forwarding) to the source SGSN.


If ‘Direct Forwarding’ is applicable, then the IEs ‘Address(es) and TEID(s) for Data Forwarding’ contains the GTP-U tunnel endpoint parameters to the eNodeB. Otherwise the IEs ‘Address(es) and TEID(s) for Data Forwarding’ may contain the GTP-U tunnel endpoint parameters to the Serving GW (or to the Target Serving GW in case of re-location).

8)
If “Direct Forwarding” is not applicable, the source SGSN shall send the message Create Bearer Request (Cause, Address(es) and TEID(s) for Data Forwarding (see Step 7), NSAPI(s)) to the Serving GW used for indirect packet forwarding. The Cause shall indicate that the Bearer is subject to data forwarding.
Indirect forwarding may be performed via a Serving GW which is different from the Serving GW used as the anchor point for the UE.

8a)
The Serving GW returns the forwarding user plane parameters by sending the message Create Bearer Response (Cause, Serving GW Address(es) and TEID(s) for Data Forwarding). If the Serving GW doesn’t support data forwarding, an appropriate cause value shall be returned and the Serving GW Address(es) and TEID(s) will not be included in the message.




5.5.2.2.3
Execution phase
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Figure 5.5.2.2-2: UTRAN Iu mode to E-UTRAN Inter RAT HO, execution phase
NOTE:
For a PMIP-based S5/S8, procedure steps (A) are defined in 3GPP TS 23.402 [2]. Steps 9 and 9a concern GTP based S5/S8.

The source RNC continues to receive downlink and uplink user plane PDUs.

1) The source SGSN completes the preparation phase towards source RNC by sending the message Relocation Command (Target to Source Transparent Container, RABs to be Released List, RABs Subject to Data Forwarding List). The "RABs to be Released list" IE will be the list of all NSAPIs (RAB Ids) for which a Bearer was not established in Target eNode. The "RABs Subject to Data forwarding list" IE may be included in the message and it shall be a list of ‘Address(es) and TEID(s) for user traffic data forwarding’ received from target side in the preparation phase (Forward Relocation Response message).
2) The source RNC will command the UE to handover to the target eNodeB via the message HO from UTRAN Command. The access network specific message to UE includes a transparent container including radio aspect parameters that the target eNodeB has set-up in the preparation phase. The procedure for this is FFS.

The source RNC may initiates data forwarding for the indicated RABs/PDP contexts specified in the “RABs Subject to Data Forwarding List”. The data forwarding may go directly to target eNodeB, or alternatively go via the Serving GW if so decided by source SGSN and/or target MME in the preparation phase.
Upon the reception of the HO from UTRAN Command message containing the Relocation Command message, the UE shall associate its RAB IDs to the respective bearers ID based on the relation with the NSAPI and shall suspend the uplink transmission of the user plane data.
3)
The Source RNC may inform the Source SGSN which then informs the Target MME regarding "delivery order" parameters in the message Forward SRNS Context. 
The target MME forwards the SRNS Context to eNodeB.

The need for the step 3 is FFS.
4)
The UE moves to the E-UTRAN and performs access procedures toward target eNodeB.

5)
When the UE has got access to target eNodeB it sends the message HO to E-UTRAN Complete.

6)
When the UE has successfully accessed the target eNodeB, the target eNodeB informs the target MME by sending the message Handover Notify.

7)
Then the target MME knows that the UE has arrived to the target side and target MME informs the source SGSN by sending the message Forward Relocation Complete. The source SGSN will also acknowledge that information. A timer may be started to supervise when resources in the in Source RNC and Source Serving GW (in case of Serving GW relocation) shall be released (normally this will occur when Source SGSN receives the message Cancel Location from HSS). Further action in the source SGSN continues at step 14.

8)
The target MME will now complete the PS Handover procedure by informing the Serving GW (in case of Serving GW relocation this will be the Target Serving GW) that the target MME is now responsible for all the bearers the UE have established. This is performed in the message Update Bearer Request (Cause, MME Tunnel Endpoint Identifier for Control Plane, NSAPI, MME Address for Control Plane, eNodeB Address(es) and TEID(s) for User Traffic, and RAT type).
9)
The Serving GW (in case of Serving GW relocation this will be the Target Serving GW) may inform the PDN GW(s) the change of, for example Serving GW relocation or the RAT type that e.g. can be used for charging, by sending the message Update Bearer Request. The PDN GW must acknowledge the request with the message Update Bearer Response. 
10)
The Serving GW (in case of Serving GW relocation this will be the Target Serving GW) acknowledges the user plane switch to the target MME via the message Update Bearer Response (Cause, Serving GW Tunnel Endpoint Identifier for Control Plane, Serving GW Address for Control Plane, and Protocol Configuration Options). At this stage the user plane path is established for all bearers between the UE, target eNodeB, Serving GW (in case of Serving GW relocation this will be the Target Serving GW) and PDN GW.


11)
The UE sends a Tracking Area Update Request message to the target MME informing it that the UE is located in a new tracking area. The UE shall send this message immediately after message 5.

The target MME knows that a PS handover has been performed for this UE and can therefore exclude the context procedures between source SGSN and target MME which normally are used within the TA Update procedure.

12)
At this point the target MME may optionally invoke security function. The security function can be deferred and performed at any later time as well. Procedures are defined in the clause “Security Function”.

13)
The target MME informs the HSS of the change of CN node by sending Update Location (MME Address, IMSI) message to the HSS.

14)
The HSS sends a Cancel Location (IMSI, Cancellation Type) message to the source SGSN with Cancellation Type set to Update Procedure. The source SGSN acknowledges with a Cancel Location Acknowledge (IMSI) message. This message allows the source SGSN to release the bearer(s) in the Serving GW by sending a Delete Bearer Request message. In case the Serving GW is not re-located, only the signalling relationship is released between the Serving GW and the source SGSN, but the UE context continues to exist in the Serving GW. If resources for indirect forwarding have been allocated, those shall also be released at this point.


15)
After step 7 the source SGSN will clean-up all its resources towards source RNC by performing the Iu Release procedures. When there is no longer any need for the RNC to forward data, the source RNC responds with an Iu Release Complete message.
16)
This step is only performed in case of Serving GW relocation. When the source SGSN removes the MM context, the source SGSN deletes the EPS bearer resources by sending Delete Bearer Request (Cause, TEID) messages to the Source Serving GW. Cause indicates to the Source Serving GW that the Source Serving GW shall not initiate a delete procedure towards the PDN GW. The Source Serving GW acknowledges with Delete Bearer Response (TEID) messages.
17)
The HLR sends Insert Subscriber Data (IMSI, Subscription data) message to the target MME. The target MME validates the UE presence in the new TA. If all checks are successful for the UE the target MME returns an Insert Subscriber Data Acknowledge (IMSI) message to the HLR.
18)
The HSS acknowledges the Update Location by returning an Update Location Ack (IMSI) message to the target MME.

19)
The target MME validates the UE presence in the new TA. If the UE is allowed to be attached in this TA, the target MME updates the MM context and sends a Tracking Area Update Accept (S-TMSI, TMSI, TA-List, etc.) message to the UE.

20)
The UE confirms the re-allocation of the new S-TMSI by responding to the target MME with a Tracking Area Update Complete message.

********************** END OF CHANGE ********************************
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