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Abstract of the contribution:

Changes are proposed to TS 23.402, Annex C.2.1.2 to. The intent is to resolve the FFS items as much as possible.
Introduction

Summary of proposed changes:

1. Clarified that the MME needs to pass the MN-NAI to the Serving GW prior to step A.
2. Clarified that the HSS needs to fetch the UE’s IP address information from the 3GPP AAA and pass it to the MME -> Serving GW. Note that w/o knowledge of the IP address of the UE, the Serving GW cannot open the PCC session 

3. Removed a note under A.2 which seemed to be out of context.

4. Added a note to state that the difference in the step “Create Default Bearer Response” between PMIP6 based S5 and GTP based S5 scenarios.
Proposal

The following changes to TS 23.402, Annex C.2.1.2 are proposed:
Start of first change: to TS 23.402, Annex C.2.1.2
C.2.1.2 
Using PMIP6 based S5 Interface

When an Untrusted non-3GPP IP Access to 3GPP Access handover occurs, the following steps are performed instead of and in addition to the steps performed in the GTP based S5 case (see previous section, C.2.1.1)In the case of an PMIP6 based S5, a Create Bearer Request or Update Bearer Request is not sent from the Serving GW to the PDN GW.  Instead, the PCRF in the HPLMN is informed of the change and any change in the policy that results is signalled to the Serving GW.  


[image: image1]
Figure C.2.1.2-1: Untrusted Non-3GPP IP Access over PMIP6 based S2b to 3GPP Access Handover using PMIP6 based S5
Editor’s Note: 
The alignment of the handover procedure with the attach procedure over PMIP based S5 is FFS

A.1)
If PCC is supported, the Serving GW sends an “Gateway Session Control” message to the PCRF(IMSI, MME Context ID, MN-NAI, IP Address: Comment: this list is left FFS in other call flows) to inform the PCRF about the handover to E-UTRAN and to obtain the information required for the Serving GW to perform the S1 bearer setup and the bearer binding for the active IP-CAN session of the UE. Also, as a prerequisite for PMIP6 based S5 operation, the MME sends MN-NAI to the Serving GW along with other information.
Editor’s Note: 
The IP Address that the UE has had in the untrusted non-3GPP IP Access system must be known to the Serving GW at this stage. The HSS fetches the assigned address from 3GPP AAA during authentication and it passes the info to the MME/SGSN which in turn passes it to the Serving GW. 
Editor’s Note: 
The mechanism for the discovery of the address of the hPCRF from the Serving GW performing the bearer binding is FFS .The same mechanisms like the ones used to discover the PDN GW address might be applicable. It is FFS whether there are alternative solutions for the initial connection establishment between Serving GW and hPCRF. (Comment: this sould be removed. The hPCRF address storage in the HSS/AAA system is not the ideal solution. Diameter routing should suffice here).
A.2)
If A.1 is performed, the PCRF sends to the Serving GW an “Acknowledge Access Gateway Session Control” message including QoS policy information enabling the Serving GW to perform the S1 bearer setup and the bearer binding. The SGW may setup a number of dedicated EPS bearers at this step depending on the received QoS policy information (i.e. QCI, bitrates, ARP)


Steps between A.2 and B.1 are described in Section C.2.1.1.
Note: in this case, the Serving GW sends “Create Default Bearer Response” message to the MME w/o performing binding update with the PDN GW. This may speed up the handover process in case of PMIP6 based S5. The same message is sent after updating the PDN GW in case of GTP based S5. Also, step 11 (in C.1.1.1) happens prior to Serving GW performing PMIP6 registration.
B.1)
The Serving GW sends a Proxy Binding Update to the PDN GW.

Editor's Note: 
How the Proxy Binding Update message is secured is FFS.

B.2)
If PCC is supported, the PDN GW sends an “Modification of IP CAN Session” message to the PCRF to obtain any changes to QoS policy or the PCC rules related to the IP-CAN session.
B.3)
If B.2 is performed, the PCRF responds to the PDN GW with an “Acknowledge Modification of IP CAN Session” including any changes to the QoS policy or the PCC rules.

B.4)
The PDN GW responds with a PMIP Binding Ack to the Serving GW.
Note: RS/RA is exchanged with the Serving GW in this case. The Serving GW acts as the MAG (in terms of PMIP6).
End of first change: to TS 23.402, Annex C.2.1.2





























































































































































































































































































































































































Procedure as per Figure C.2.1.1-1 after Step (B)





Procedure as per Figure C.2.1.1-1 between Step (A) and Step (B)





A.2 Ack Gateway Session Control





A.1 Gateway Session Control





Procedure as per Figure C.2.1.1-1 before Step (A)





B.3. Ack of IP-CAN Session Modification





B.2. Modification of IP-CAN Session





B.4. Proxy Binding Ack





B.1. Proxy Binding Update
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