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Introduction
The contribution analysis the difference between Initial Attach and Handover Attach and propose principle of differentiating Initial Attach and Handover Attach to EPS via LTE or non-3GPP Access network is assumed.
Discussion
There are some differences in the two attach procedures, as following:

1. For 3GPP Access network, the MME requires select PDN GW according to the APN received from the HSS during Initial Attach. The MME retrieves PDN GW addresses used by the UE in non-3GPP network from the HSS during Handover Attach. For non-3GPP Access network, the non-3GPP GW or AAA Server requires select PDN GW during Initial Attach. The non-3GPP GW retrieves PDN GW addresses used by the UE in 3GPP network from the AAA Server during Handover Attach.

2. For 3GPP Access network, if UE context (e.g. UE’s Subscription Data) for the UE exists in the MME, authentication and Location Update procedure aren’t mandatory during Initial Attach. Therefore, MME may not communicate with the HSS. The MME must communicate with the HSS in order to retrieve PDN GW addresses used by the UE in non-3GPP network during Handover Attach.

3. For 3GPP Access network, the EPS will create one or multi default bearers for the UE during Initial Attach. The EPS will initiate dedicated bearer activation procedure to establish dedicated bearers according to the PCC rules information used by the UE in non-3GPP network during Handover Attach. For non-3GPP Access network, the non-3GPP network enforces the PCC rules provided from the PCRF for established IP-CAN session during Initial Attach. The non-3GPP network enforces the PCC rules used by the UE in 3GPP network during Handover Attach.
4. For Initial attach, the PDN GW need to assign a new IP address to the UE. For Handover attach, the PDN GW does not assign a new IP address to the UE.
The EPS network should differentiate the two attach scenarios mentioned above. The difference should be indicated by the UE to the EPS network. The state information stored in the EPS network can not be used as a basis to trigger handover specific behaviour if Attachment is used as the trigger for handover. The state information stored in the EPS network is not always accurate. For example, the UE accesses to source network and exceptionally switches off, the state information stored in the EPS network will not be deleted before source network initiates resource release procedure (e.g. inactivity timer is expired). In the scenario, When the UE accesses to target network (Initial attach), the EPS network will trigger handover specific behaviour according to the state information stored in the EPS network. The EPS network will initiate dedicated bearer activation procedure to establish dedicated bearers according to the PCC rules information used by the UE in source network. As we know, the UE will delete all service information and bearer information when the UE initially accesses to network. Therefore, these established dedicated bearers are useless for the UE and may lead to UE’s exception during initial attach procedure.
Therefore, the UE should send one indication of which king of attach (e.g. Initial Attach or Handover Attach) to the network during Attach procedure, and the network will have different handling behaviour according to this indication form the UE. For 3GPP access network, the UE may include Attach Type in Attach Request message to indicate the EPS which type of attach is to be performed, e.g. Initial Attach, or Handover Attach. For non-3GPP access network, the UE may include Attach Type in authentication procedure to indicate the EPS which type of attach is to be performed, e.g. Initial Attach, or Handover Attach.
Proposed Principle: 
It is proposed to have the following principle as working assumption:

“The UE shall be able to send one indication of which kind of attach (e.g. Initial Attach or Handover Attach) during Attach procedure, and the network will have different handling behaviour according to this indication from the UE. For 3GPP access network, the UE includes Attach Type in Attach Request message to indicate the EPS which type of attach is to be performed. For non-3GPP access network, the UE includes Attach Type in authentication procedure to indicate the EPS which type of attach is to be performed”
******************************Begin of the first modification in TS 23.401********************************
5.3.2
Attach procedure

A UE/user needs to register with the network to receive services that require registration. This registration is described as Network Attachment. The always-on IP connectivity for UE/users of the EPS is enabled by establishing a default EPS bearer during Network Attachment. The PCC rules applied to the default EPS bearer may be predefined in the PDN GW and activated in the attachment by the PDN GW itself. The Attach procedure may trigger one or multiple Dedicated Bearer Establishment procedures to establish dedicated EPS bearer(s) for that UE. During the attach procedure, the UE may request for an IP address allocation. Terminals utilising only IETF based mechanisms for IP address allocation are also supported.
The UE includes Attach Type in Attach Request message to indicate the EPS which type of attach is to be performed, e.g. Initial Attach, Handover Attach. The EPS network will have different handling behaviour according to the Attach Type from the UE.
Editor's note:
The specific triggers for the Dedicated Bearer Activation procedure(s), i.e. the initial step(s) of the procedure, are FFS in this case.

Editor's note: The procedure needs to cover also the case if the old node is an SGSN.
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Figure 5.3.2-1: Attach Procedure

NOTE:
For a PMIP-based S5/S8, procedure steps (A), (B), and (C) are defined in 3GPP TS 23.402 [2]. Steps 6, 9, 13, 14 and 15 concern GTP based S5/S8
1.
The UE initiates the Attach procedure by the transmission of an Attach Request (IMSI or S TMSI and old TAI, UE Network Capability, PDN Address Allocation, Attach Type) message together with an indication of the Selected Network to the eNodeB. IMSI shall be included if the UE does not have a valid S TMSI available. If the UE has a valid S-TMSI, S-TMSI and the old TAI associated with S-TMSI shall be included. Selected Network indicates the PLMN that is selected for network sharing purposes. UE Network Capability is described in clause "UE capabilities". If a NAS security association between the UE and the MME already exists, the Attach Request message shall be integrity protected in order to allow validation of the UE by the MME. It is FFS if the Attach Request message, or any individual information elements included in it, may also be encrypted to ensure its confidentiality. The PDN Address Allocation indicates whether the UE wants to perform the IP address allocation during the attach procedure and, when known, it indicates the UE IP version capability (IPv4, IPv4/IPv6, IPv6), which is the capability of the IP stack associated with the UE. Attach Type indicates the EPS which type of attach is to be performed, e.g. Initial Attach, Handover Attach. The EPS network will have different handling behaviour according to the Attach Type from the UE. 
Editor's note: The eNodeB may need to read S-TMSI/IMSI or other information elements from NAS message (e.g. to derive MME routeing), therefore it is assumed that at least these parts of that message are not encrypted.

Editor's note: It’s assumed that all the radio capabilities of the UE that the eNodeB has to know in order to handle radio resources for this UE are send to eNodeB upon RRC connection establishment.

Editor's note: It's FFS whether the other values of the PDN Address Allocation and related use should be considered.
Editor’s note: It is FFS how the EPS network differentiates to handle attach procedure according to the Attach Type from the UE.
******************************End of the first modification in TS 23.401********************************
******************************Begin of the first modification in TS 23.402********************************
5.4.1
Access Authentication

Non-3GPP access authentication defines the process that is used for Access Control i.e. to permit or deny a subscriber to attach to and use the resources of a non-3GPP IP access which is interworked with the EPC network. Non-3GPP access authentication signalling is executed between the UE and the 3GPP AAA server/HSS. The authentication signalling may pass through AAA proxies.
Non-3GPP access authentication includes Attach Type from the UE to indicate the EPS which type of attach is to be performed, e.g. Initial Attach, or Handover Attach. The EPS network will have different handling behaviour according to the Attach Type from the UE.
Editor’s note: It is FFS how the EPS network differentiates to handle attach procedure according to the Attach Type from the UE.
If 3GPP based access authentication is required, it is executed across a Wa*/Ta* reference point as depicted in the EPS architecture diagram. Following principles shall apply in this case -
-
Transport of authentication signalling shall be independent of the non-3GPP IP Access technology.

-
Access authentication signalling shall be based on IETF protocols, for e.g., Extensible Authentication Protocol (EAP) as specified in RFC 3748 [11].

-
Access authentication signalling procedures shall be based on the I-WLAN Access Authentication procedures described in TS 33.234 [7].

******************************End of the first modification in TS 23.402********************************
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