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TA list allocation and old TA identity selection for the TAU procedure are discussed in this contribution.
1. Introduction
In the TA update procedure, there is an old TAI is included in the TA Update Request message, because the old TA list includes one or more TAI, then there is a question: which old TAI within the old TA list is selected to be included in the TA Update Request message.

Also during the TAU procedure, the MME needs to allocate a new TA list to the UE, how the new TA list is assigned by the new MME to the UE based on the UE’s old TA list information is also discussed.

2. Discussion

2.1 Old TAI selection in the TA Update Procedure

The following sentences are excerpted from the section 5.1.2 of TR24.801:

A temporary user identity for E-UTRA based services, the S-Temporary Mobile Subscriber Identity (S-TMSI), is used for identification within the signalling procedures. The purpose of the S-TMSI is to provide identity confidentiality, i.e., to protect a user from being identified and located by an intruder. The structure of the S-TMSI will be specified in 3GPP TS 23.003 [7]. The S-TMSI provides for an unambiguous identity only within the tracking area list for which it was allocated. Outside the tracking area list the S-TMSI has to be combined with a Tracking Area Identity (TAI) to provide for an unambiguous identity. For this purpose the UE shall use the first TAI of the tracking area list.
Based on the above conclusion, the UE shall use the first TAI of the old TA List to be included in the TA Update Request message in the TAU procedure.
It seems that it is simple for the UE to use the first TAI of the TA List, but this simplicity does not help the TA List reallocation during the TA Update procedure. If the UE use the last visited TAI of the TA List, the MME can allocate a better TA List during the TA update procedure. 

The following figure will illustrate the benefits of using last visited TAI. In the figure 1, when the UE enters TA1, it is supposed that there is a TAU procedure and the MME assigns a TA list to the UE in the TAU procedure, the allocated TA list is supposed to be TA1~TA6. Then the UE enters the idle mode and moves forward to TA2 and TA3. When the UE enters the TA7 from the TA3, there is a new TAU procedure, the MME needs to allocate a new TA list to the UE. If the UE provides the TA1 in the TAU Request message, the MME has no idea where the UE enters the TA7 and can not allocate a good TA List. If the UE provides the TA3, the last visited TA ID in the TA list, in the TAU Request message, the MME knows that the MME enters TA7 from the TA3, the MME now knows the moving direction of the UE, and the MME can allocate a new TA list that is TA3, TA7, and TA8. 
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Figure 1: TA List allocation during the TA Update Procedure

2.2 Tracking character information in the TA Update Procedure
During the TA update procedure, the new MME needs to allocate a new TA list to the UE, if the new MME can not allocate a good TA list to UE, the benefits of TA list technology will be lost.

More tracking character information of the UE is provided to MME, better TA list is allocated by the MME to the UE. The UE can provide its tracking information to the MME in the TA Update Request message, but it will take a lot of radio resources and increase the latency of TA Update Request message. Another way is the new MME gets the UE’s tracking information from the old MME. MME can record the UE’s tracking information, the tracking information can include the TA list assigned to the UE, the time when the TA list is assigned to the UE, the TA Identity where the UE is located and the TA list is assigned, i.e., where the TA Update procedure is executed and other information. A feasible way for the MME to record the UE’s tracking information is to store them at UE Context and the UE’s tracking information is stored as TA List information. That is, the MME should store the TA list information in the UE Context. 

In case there is a TAU procedure, when the new MME asks the old MME to provide the UE Context, the old MME can provide the UE’s tracking information, i.e. TA List information which is store in the UE Context to the new MME, and the new MME can allocate a better TA List based on these TA list information provided by the old MME.

How the new MME uses the TA list information to allocate a new TA list is a stage 3 issue and needs FFS in stage 3.
3. Last visited TA Identity
The last visited TAI is like the RAI stored by the UE in the TS23.060.The last visited TA Identity is the TAI:
· When the idle mode UE moves within the TAs of the TA list, the UE can get its current TAI from EPS System Broadcast information, this TAI is the last visited TAI. or

· When the active mode UE moves within the TAs of the TA list, the RRC-connected eNodeB can inform the active mode UE the UE’s current TAI by a RRC message, this TAI is the last visited TAI.
The UE shall store this last visited TAI in its non volatile medium. When there is an old last visited TAI already stored in the UE, the UE shall firstly delete the old last visited TAI then store the new last visited TAI. The new last visited TAI is the TAI stored in the UE’s non volatile medium. 
4. Conclusion

Based on the above discussion, the following conclusions can be made:
· The UE shall store the last visited TAI within the TA list and associated S-TMSI to its non volatile medium and include the stored last visited TAI and the associated the S-TMSI in the TA Update Request message or Attach Request message.
· The MME stores the TA list information in its MME Context for the UE, the TA list information includes the TA list assigned to the UE, the time when the TA list is assigned to the UE, the TA Identity where the UE is located and the TA list is assigned, i.e., where the TA Update procedure is executed, and other information.

5. Proposal

Based on the above discussion, it is proposed the following changes to be included in the TS23.401
**** Start of 1st set of changes ****
5.3.3
Tracking Area Update procedures

5.3.3.1
Tracking Area Update procedure with MME and Serving GW change
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Figure 5.3.3-1: Tracking Area Update procedure with MME and Serving GW change
1.
The UE detects a change to a new TA by discovering that its current TA is not in the list of TAs that the UE registered with the network.
2.
The UE initiates the TAU procedure by sending a TAU Request (S‑TMSI, last visited TAI and active flag) message together with an indication of the Selected Network to the eNodeB. The S‑TMSI and the last visited TAI associated with S‑TMSI shall be included. Selected Network indicates the network that is selected. Active flag is a request by UE to establish the user plane by the TAU procedure when the UE is in LTE-IDLE state.
Editor's note: FFS whether all or selected bearers shall be established as part of the TAU procedure when ‘active flag’ indicates that the UE wants to re-establish bearers.
3.
The eNodeB derives the MME from the S-TMSI and from the indicated Selected Network. If no MME can be derived the eNodeB selects an MME as described in clause 4.3.7.3 on "MME Selection Function".

The eNodeB forwards the TAU Request message together with an indication of the E-UTRAN Area Identity, a globally unique E-UTRAN ID, of the cell from where it received the message and with the Selected Network to the new MME.

4.
The new MME sends a Context Request (S‑TMSI, last visited TAI) message to the old MME to retrieve user information. The new MME derives the old MME from last visited TAI and old S-TMSI. If the new MME indicates that it has authenticated the UE or if the old MME correctly validates the UE, then the old MME starts a timer.

Editor's note: It is FFS if the legacy solution with S-TMSI Signature shall be used for integrity check of the message or if the NAS security functionality can be used.

5.
The old MME responds with a Context Response (MME context (e.g. IMSI, Authentication Quintets, bearer contexts, Serving GW signalling Address and TEID(s)), Subscription Data) message. The PDN GW Address and TEID(s) is part of the Bearer Context. If the UE is not known in the old MME, the old MME responds with an appropriate error cause.
Editor's note: It is FFS if the Subscription Data may be sent from the old MME in the Context Response message.

6.
The authentication functions are defined in clause "Security Function". Ciphering procedures are described in clause "Security Function". If S‑TMSI allocation is going to be done and the network supports ciphering, the NAS messages shall be ciphered.

7.
The new MME sends a Context Acknowledge message to the old MME. The old MME marks in its context that the information in the GWs and the HSS are invalid. This ensures that the old MME updates the GWs and the HSS if the UE initiates a TAU procedure back to the old MME before completing the ongoing TAU procedure. If the security functions do not authenticate the UE correctly, then the TAU shall be rejected, and the new MME shall send a reject indication to the old MME. The old MME shall continue as if the Identification and Context Request was never received.
8.
The MME constructs an MM context for the UE. The new MME determines whether to relocate the Serving GW or not. The Serving GW is relocated when the old Serving GW cannot continue to serve the UE. The new MME may also decide to relocate the Serving GW in case a new Serving GW is expected to serve the UE longer and/or with a more optimal UE to PDN GW path, or in case a new Serving GW can be co-located with the PDN GW.  Selection of a new Serving GW is performed according to clause 4.3.7.2 on "Serving GW selection function". If the new MME selected a new Serving GW it sends a Create Bearer Request (IMSI, bearer contexts, MME Context ID) message to the selected new Serving GW. The PDN GW address is indicated in the bearer Contexts.
9.
The new Serving GW sends the message Update Bearer Request (Serving GW Address, Serving GW Tunnel Endpoint Identifier) to the PDN GW concerned.
Editor's note:
Steps 9 and 10 are specific for the GTP based option of S5/S8

10.
The PDN GW updates its bearer contexts and returns an Update Bearer Response (PDN GW address and TEID(s)) message. 

11.
The Serving GW updates its bearer context. This allows the Serving GW to route Bearer PDUs to the PDN GW when received from eNodeB.


The Serving GW returns a Create Bearer Response (MME Context ID, Serving GW address and TEID for user plane, Serving GW Context ID) message to the new MME.

12.
The new MME sends an Update Location (MME Identity, IMSI) message to the HSS.
13.
The HSS sends the message Cancel Location (IMSI, Cancellation Type) to the old MME with Cancellation Type set to Update Procedure.
14.
If the timer started in step 4 is not running, the old MME removes the MM context. Otherwise, the contexts are removed when the timer expires. It also ensures that the MM context is kept in the old MME for the case the UE initiates another TAU procedure before completing the ongoing TAU procedure to the new SGSN. The old MME acknowledges with the message Cancel Location Ack (IMSI). 

15.
The HSS acknowledges the Update Location (Subscription Data) message by sending an Update Location Ack message to the MME. If the Update Location is rejected by the HSS, the MME rejects the TAU Request from the UE with an appropriate cause sent in the TAU Reject message to the UE.

16)
If subscription data was transferred in the Update Location Ack message the MME acknowledge the received Subscription Data by returning an Update Location Complete message to the HSS.

Editor's note: FFS if step 16 is needed. If the MME doesn’t receive an Update Location Ack message from HSS, it will re-send the Update Location message.

17.
When the old MME removes the MM context, the old MME deletes the EPS bearer resources by sending Delete Bearer Request (TEID) messages to the Serving GW. Cause indicates to the old Serving GW that the old Serving GW shall not initiate a delete procedure towards the PDN GW. If the Serving GW has not changed, the Serving GW does not delete the bearers. If the MME has not changed, step 11 triggers the release of EPS bearer resources when a new Serving GW is allocated.

18.
The Serving GW acknowledges with Delete Bearer Response (TEID) messages.
19.
The new MME validates the UE's presence in the (new) TA, after it has received valid and updated subscription data. If due to regional subscription restrictions or access restrictions the UE is not allowed to attach in the TA, the MME rejects the TAU Request with an appropriate cause. If subscription checking fails for other reasons, the MME rejects the TAU Request with an appropriate cause. If all checks are successful then the MME sends a TAU Accept (S‑TMSI, TA list) message to the UE. S‑TMSI is included if the MME allocates a new S‑TMSI. If the "active flag" is set in the TAU Request message the user plane setup procedure can be activated in conjunction with the TAU Accept message. The procedure is described in detail in 3GPP TS 36.300 [5]. The message sequence should be the same as for the UE triggered Service Request procedure specified in clause 5.3.4.1 from the step when MME establishes the bearer(s).
20.
If S‑TMSI was changed, the UE acknowledges the received S-TMSI by returning a TAU Complete message to the MME.

5.3.3.2
Tracking Area Update between UTRAN and E-UTRAN

5.3.3.2.1
UTRAN Iu mode to E-UTRAN Tracking Area Update

The UTRAN to E-UTRAN Tracking Area Update procedure takes place when a UE registered with a 3G-SGSN selects an E-UTRAN cell. In this case, the UE changes to a Tracking Area that the UE has not yet registered with the network. This procedure is initiated by an idle state UE. This TA update case is illustrated in Figure 5.3.3.2-1. 
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Figure 5.3.3.2-1: Tracking Area Update UTRAN to E-UTRAN

1.
The UE selects an E-UTRAN cell of a Tracking Area which is not in the UE’s TA list of TA’s that the UE registered with the network.

2.
Tracking Area Update Request

a.
The UE initiates a TAU procedure by sending a Tracking Area Update Request (last visited TAI, old S-TMSI, UE Network Capability, Selected Network, active flag) message to the eNodeB. Selected Network indicates the network that is selected. Active flag is a request by UE to establish the user plane by the TAU procedure. In the information element last visited TAI the UE indicates the RAI that the UE registered with the network. In the information element old S-TMSI, the UE indicates the P-TMSI that is allocated to the UE.

Editor's note: FFS whether all or selected bearers shall be established as part of the TAU procedure when 'active flag' indicates that the UE wants to re-establish bearers.

b.
The eNodeB shall add the E-UTRAN Area Identity before forwarding the message to the MME. This E-UTRAN Area identity globally unique E-UTRAN ID for the eNodeB the UE is connected to the eNodeB derives the MME from the P-TMSI and the indicated Selected Network. If no MME can be derived the eNodeB selects the MME as described in clause 4.3.7.3 on "MME Selection Function". The eNodeB forwards the TAU Request message together with an indication of the Cell Global Identity of the cell from where it received the message and with the Selected Network to the MME.

3.
The new MME sends a Context Request (last visited RAI, old P-TMSI, MME Address) message to the old SGSN to retrieve the user information. The MME derives the old SGSN from the last visited RAI and old P-TMSI. P-TMSI Signature is used by the SGSN for integrity check. If the new MME indicates that it has authenticated the UE or if the SGSN authenticates the UE, the old MME starts a timer.

Editor's note: it is FFS how the old SGSN validates the TAU Request.

4.
The old SGSN responds with a Context Response (3G-SGSN Context () message. PDN GW Address, Serving GW Address and Subscription Data are part of the 3G-SGSN Context. The MME shall ignore the UE Network Capability contained in the 3G-SGSN Context of SGSN Context Response only when it has previously received an UE Network Capability in the Tracking Area Update Request. If the UE is not known in the SGSN, the SGSN responds with an appropriate error cause.

Editor's note: it is FFS if subscriber data is sent in this step. 

5.
Authentication functions and ciphering procedures are defined in the clause "Security Function". Security functions may be executed. 
6.
The MME sends a Context Acknowledge message to the old SGSN. The SGSN marks in its context that the information in the GWs and the HSS are invalid. This ensures that the SGSN updates the GWs and the HSS if the UE initiates a TAU procedure back to the SGSN before completing the ongoing TAU procedure. 
If the security functions do not authenticate the UE correctly, then the TAU shall be rejected, and the MME shall send a reject indication to the old SGSN. The old SGSN shall continue as if the Identification and Context Request was never received.
7.
The MME sends an Update Bearer Request (new MME address and TEID, QoS Negotiated, Serving network identity) message to the selected new Serving GW. The PDN GW address is indicated in the bearer contexts.
Editor's note: it is FFS how to handle the case when the UE has no PDP contexts. 

8.
The Serving GW informs the PDN GW(s) the change of for example the RAT type that e.g. can be used for charging, by sending the message Update Bearer Request (Serving GW Address and TEID, RAT type, etc.) to the PDN GW(s) concerned. 

9.
The PDN GW updates its context field to allow DL PDUs to be routed to the correct Serving GW. PDN GW returns an Update Bearer Response (PDN GW address and TEID, etc.) to the Serving GW.

10.
The Serving GW updates its bearer context. This allows the Serving GW to route Bearer PDUs to the PDN GW when received from eNodeB. 
The Serving GW returns an Update Bearer Response (Serving GW address and TEID, PDN GW Address and TEID) message to the new MME.

11.
The new MME informs the HSS of the change of SGSN to MME by sending an Update Location (MME Id, IMSI) message to the HSS.
12.
The HSS sends a Cancel Location (IMSI, Cancellation type) message to the old SGSN with a Cancellation Type set to Update Procedure.
13.
If the UE is Iu Connected, the old SGSN sends an Iu Release Command message to the RNC. The RNC responds with an Iu Release Complete message.

14.
If the timer started in step 3 is not running, the SGSN removes the MM context. Otherwise, the contexts are removed when the timer expires. It also ensures that the MM context is kept in the SGSN for the case the UE initiates another TAU procedure before completing the ongoing TAU procedure to the new MME. The old SGSN acknowledges with a Cancel Location Ack (IMSI) message.
15.
The HSS acknowledges the Update Location by returning an Update Location Ack (IMSI) message to the new MME after the cancelling of the old SGSN context is finished. If the Update Location is rejected by the HSS, the MME rejects the TAU Request from the UE with an appropriate cause sent in the TAU Reject message to the UE.
If needed the HSS includes Subscription Data in the Update Location Ack message to the new MME.

Editor's note: It is FFS if subscriber data is included in this step, or it is sent in an Insert Subscriber Data message.

16.
If Subscription Data was updated from the HSS the new MME acknowledge the received subscription data with an Update Location Complete message to the HSS.

Editor's note: It is FFS if this step is needed.

17.
The MME validate the UE's presence in the new TA, after it has received valid and updated subscription data. If due to regional subscription restrictions or access restrictions the UE is not allowed to attach in the TA, the MME rejects the Attach Request with an appropriate cause sent in the TAU Reject message to the UE.
If validation is successful the MME responds to the UE with a Tracking Area Update Accept (S‑TMSI, TA-list) message. Restriction list shall be sent to eNodeB as eNodeB handles the roaming restrictions and access restrictions in the Intra E-UTRAN case. If the "active flag" is set in the TAU Request message the user plane setup procedure can be activated in conjunction with the TAU Accept message. The procedure is described in detail in 3GPP TS 36.300 [5]. The message sequence should be the same as for the UE triggered Service Request procedure specified in clause 5.3.4.1 from the step when MME establish the bearers(s). 
18.
If the S-TMSI was changed the UE acknowledges the new S‑TMSI by returning a Tracking Area Update Complete message to the MME. 
5.3.3.2.2
E-UTRAN to UTRAN Iu Mode Routeing Area Update

The E-UTRAN to UTRAN Routeing Area Update procedure takes place when a UE that is registered with an MME selects a UTRAN cell. In this case, the UE changes to a Routeing Area that the UE has not yet registered with the network. This procedure is initiated by an idle state UE. The RA update case is illustrated in Figure 5.3.3.2-2.
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Figure 5.3.3.2-2: E-UTRAN to UMTS RA Update
1.
The UE selects a UTRAN cell. This cell is in a Routeing Area that is not yet registered with the network. 

2.
Routeing Area Update Request

a.
The UE sends a Routeing Area Update Request (old P-TMSI, last visited RAI, UE Network Capability) message to the SGSN. In the information element last visited RAI the UE indicates one TA from the TA list the UE registered with the network. In the information element old P-TMSI the UE indicates the S-TMSI that is allocated to the UE. If the UE has a follow-on request, i.e. if there is pending uplink traffic (signalling or data). The SGSN may use, as an implementation option, the follow-on request indication to release or keep the Iu connection after the completion of the RA update procedure.
b.
The RNC shall add the Routeing Area Identity before forwarding the message to the SGSN. This RA identity corresponds to the RAI in the MM system information sent by the RNC to the MS.

3.
The new SGSN uses the last visited TAI and old S-TMSI received from the UE to derive the MME address, and sends a Context Request (last visited TAI, old S‑TMSI, New SGSN Address) message to the MME to get the context for the UE. If the new SGSN indicates that it has authenticated the UE or if the old MME authenticates the UE, the old MME starts a timer.

4.
The old MME responds with an Context Response (MME Context) message. The PDN GW address, Serving GW address and subscription data is part of the MME Context. The new SGSN shall ignore the UE Network Capability contained in the context of Context Response only when it has previously received an UE Network Capability in the Routeing Area Update Request. If UE is not known in the old MME, the old MME responds with a appropriate error cause.

Editor's note: it is FFS if subscriber data is sent in this step.

5.
Authentication functions and ciphering procedures are defined in the clause “Security Function”. Security functions may be executed.

6.
The new SGSN sends an Context Acknowledge message to the old MME. The old MME marks in its context that the information in the GWs and the HSS are invalid. This ensures that the old MME updates the GWs and the HSS if the UE initiates a TAU procedure back to the old MME before completing the ongoing TAU procedure.
7.
The SGSN sends an Update Bearer Request (new SGSN Address and TEID, QoS Negotiated, serving network identity, RAT type) message to the Serving GW. 
8.
The Serving GW informs the PDN GW(s) the change of for example the RAT type that e.g. can be used for charging, by sending the message Update Bearer Request (Serving GW Address and TEID, RAT type, etc.) to the PDN GW(s) concerned.

9.
The PDN GW updates its context field and returns an Update Bearer Response (PDN GW address and TEID, etc.) message to the Serving GW.

10.
The Serving GW updates its context fields and returns an Update Bearer Response (Serving GW address and TEID, PDN GW address and TEID, etc) message.

11.
The new SGSN informs the HSS of the change of MME to SGSN by sending an Update Location (SGSN Number, SGSN Address, IMSI) message to the HSS.

12.
The HSS sends a Cancel Location (IMSI, Cancellation Type) message to the old MME with the Cancellation Type set to Update Procedure. 
If the timer started in step 3 is not running, the old MME removes the MM context. Otherwise, the contexts are removed when the timer expires. It also ensures that the MM context is kept in the old MME for the case the UE initiates another TAU procedure before completing the ongoing TAU procedure to the new SGSN. The old MME acknowledges with a Cancel Location Ack (IMSI) message.
13.
The HSS acknowledges the Update Location by returning an Update Location Ack (IMSI, Subscription Data) message to the new SGSN. If needed the HSS includes Subscription Data in the Update Location Ack message to the new SGSN. If the Update Location is rejected by the HSS, the SGSN rejects the RAU Request from the UE with an appropriate cause sent in the RAU Reject message to the UE.

Editor's note: It is FFS if subscriber data is included in this step, or it is sent in an Insert Subscriber Data message.
14.
If Subscription Data was updated from the HSS the new SGSN acknowledge the received subscription data with an Update Location Complete message to the HSS.

Editor's note: It is FFS if this step is needed.

15.
The new SGSN validate the UE's presence in the new RA, after it has received valid and updated subscription data. If due to roaming restrictions or access restrictions the UE is not allowed to be attached in the RA, or if subscription checking fails, the new SGSN rejects the routeing area update with an appropriate cause sent in the RAU reject message to the UE. 
If validation is successful the new SGSN responds to the UE with a Routeing Area Update Accept (P‑TMSI, P‑TMSI signature, TA-list) message to the UE. P-TMSI is included if the SGSN allocates a new P-TMSI.

16.
If P-TMSI was changed, the UE acknowledges the new P‑TMSI by returning a Routeing Area Update Complete message to the SGSN.

17.
If the UE has uplink data or signalling pending it shall send a Service Request (P‑TMSI, RAI, CKSN, Service Type) message to the SGSN. Service Type specifies the requested service. Service Type shall indicate one of the following: Data or Signalling.

18.
If the UE has sent the Service Request, the new 3G‑SGSN requests the RNC to establish a radio access bearer by sending a RAB Assignment Request (RAB ID(s), QoS Profile(s), GTP‑SNDs, GTP‑SNUs, PDCP‑SNUs) message to the RNC. If Direct Tunnel is established the SGSN provides to the RNC the Serving GW's Address for User Plane and TEID for uplink data. 

19.
If the SGSN established Direct Tunnel in step 18) it shall send Update PDP Context Request to the Serving GW and include the RNC's Address for User Plane and downlink TEID for data. The Serving GW updates the Address for User Plane and TEID for downlink data and return an Update PDP Context Response.
5.3.3.3
Tracking Area Update GERAN – E-UTRAN

5.3.3.3.1
GERAN A/Gb mode to E-UTRAN Tracking Area Update

The GERAN to E-UTRAN Tracking Area Update procedure takes place when a UE registered with an SGSN selects an E-UTRAN cell. In this case, the UE changes to a Tracking Area that the UE has not yet registered with the network. This procedure is initiated by an idle state UE and may also be initiated if the UE is in Active state. This TA update case is illustrated in Figure 5.3.3.3-1. 
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Figure 5.3.3.3-1: GERAN A/Gb mode to E-UTRAN Tracking Area Update

1.
The UE selects an E-UTRAN cell of a Tracking Area that is not in the list of TAs that the UE registered with the network.

2a.
The UE sends a Tracking Area Update Request (old S‑TMSI, last visited TAI, UE Network Capability, active flag) message to the new MME. Active flag is a request by UE to establish the user plane by the TAU procedure. In the information element last visited TAI the UE indicates its RAI. In the information element old S-TMSI, the UE indicates the P-TMSI that is allocated to the UE.

Editor's note: FFS whether all or selected bearers shall be established as part of the TAU procedure when ‘active flag’ indicates that the UE wants to re-establish bearers.
2b.
The eNodeB shall add the E-UTRAN Area Identity before forwarding the message to the MME. This E-UTRAN Area identity globally unique E-UTRAN ID for the eNodeB the UE is connected to.

3.
The new MME uses the last visited RAI received from the UE to derive the old 2G‑SGSN address, and sends a Context Request (last visited RAI, old P‑TMSI, New MME Address) message to the old 2G‑SGSN to get the contexts for the UE. The old 2G-SGSN validates the old P‑TMSI Signature and responds with an appropriate error cause if it does not match the value stored in the old 2G‑SGSN. If the received old P-TMSI Signature does not match the stored value, the old 2G-SGSN should initiate the security functions in the new MME. If the security functions authenticate the UE correctly, the new MME shall send a Context Request (last visited RAI, IMSI, UE Validated, New MME Address) message to the old 2G-SGSN. UE Validated indicates that the new MME has authenticated the UE. If the old P‑TMSI Signature was valid or if the new MME indicates that it has authenticated the UE correctly. If the new MME indicates that it has authenticated the UE or if the old 2G-SGSN authenticates the UE, the old 2G-SGSN starts a timer.

Editor's note: it is FFS how the old SGSN validates the TAU Request. 
4.
The old 2G‑SGSN responds with a Context Response (2G-SGSN Context) message. The PDN GW Address and Serving GW Address is part of the 2G-SGSN Context. The new MME shall ignore the UE Network Capability contained in 2G-SGSN Context of Context Response only when it has previously received an UE Network Capability in the Tracking Area Request. The 2G-SGSN Context includes also the Subscriber Data. If the UE is not known in the old 2G-SGSN, the old 2G-SGSN responds with an appropriate error cause.
Editor's note: it is FFS if subscriber data is sent in this step.
5.
Security functions may be executed. Procedures are defined in the clause “Security Function”. 

6.
The new MME sends a Context Acknowledge message to the old 2G‑SGSN. The old 2G-SGSN marks in its context that the information in the GWs and the HSS are invalid. This ensures that the old 2G-SGSN updates the GWs and the HSS if the UE initiates a TAU procedure back to the old 2G-SGSN before completing the ongoing TAU procedure.
Forwarding occurs if applicable. 

Editor's note: It is FFS if data forwarding needs to be avoided for this procedure.
7.
The new MME sends an Update Bearer Request (new MME Address and TEID, QoS Negotiated, serving network identity) message to the Serving GW. The MME shall send the serving network identity to the Serving GW.

Editor's note: it is FFS how to handle the case when the UE has no PDP contexts. 

8.
The Serving GW informs the PDN GW(s) about the change of the RAT type. The Serving GW sends an Update Bearer Request (Serving GW Address and TEID, RAT type, etc.) message to the PDN GW(s) concerned.

9.
The PDN GW updates its context field and returns an Update Bearer Response (PDN GW address and TEID, etc.) message to the Serving GW.

10.
The Serving GW updates its context and returns an Update Bearer Response (Serving GW address and TEID, PDN GW address and TEID, etc.) message.

11.
The new MME informs the HSS of the change of SGSN by sending an Update Location (MME Address, IMSI) message to the HSS.

12.
The HSS sends a Cancel Location (IMSI, Cancellation Type) message to the old 2G‑SGSN. The old 2G‑SGSN removes the contexts. 
If the timer started in step 3 is not running, the old 2G-SGSN removes the MM context. Otherwise, the contexts are removed when the timer expires. It also ensures that the MM context is kept in the old 2G-SGSN for the case the UE initiates another TAU procedure before completing the ongoing TAU procedure to the new MME. The old 2G‑SGSN acknowledges with a Cancel Location Ack (IMSI) message.

13.
The HSS acknowledges the Update Location by returning an Update Location Ack (IMSI, Subscriber Data) message to the new MME. If needed the HSS includes also Subscriber Data in the Update Location Ack message to the new MME. If the Update Location is rejected by the HSS, the MME rejects the TAU Request from the UE with an appropriate cause sent in the TAU Reject message to the UE.

Editor's note: It is FFS if subscriber data is included in this step, or it is sent in an Insert Subscriber Data message.
14.
If Subscription Data was updated from the HSS the new MME acknowledges the received subscriber data with an Update Location Complete message to the HSS. 

Editor's note: It is FFS if this step is needed.

15.
The new MME validate the UE's presence in the new TA, after it has received valid and updated subscription data. If due to roaming restrictions or access restrictions the UE is not allowed to be attached in the TA, or if subscription checking fails, the new MME rejects the tracking area update with an appropriate cause sent in the TAU Reject message to the UE.
If all checks are successful, the new MME responds to the UE with a Tracking Area Update Accept (S‑TMSI, TA-list) message. If the “active flag” is set in the TAU Request message the user plane setup procedure can be activated in conjunction with the TAU Accept message. The procedure is described in detail in 3GPP TS 36.300 [5]. The messages sequence should be the same as for the UE triggered Service Request procedure specified in clause 5.3.4.1 from the step when MME establishes the bearer(s).

16.
If the S-TMSI was changed, the UE acknowledges the new S‑TMSI by returning a Tracking Area Update Complete message to the MME.

5.3.3.3.2
E-UTRAN to GERAN Routeing Area Update

The E-UTRAN to GERAN Routeing Area Update procedure takes place when a UE that is registered with an MME selects a GERAN cell. In this case, the UE changes to a Routeing Area that the UE has not yet registered with the network.. This procedure is initiated by an idle state UE and may also be initiated if the UE is in Active state. This RA update case is illustrated in Figure 5.3.3.3-2. 


[image: image6]
Figure 5.3.3.3-2: E-UTRAN to GERAN A/Gb mode Routeing Area Update
1.
The UE selects a GERAN cell. This cell is in a Routeing Area that is not yet registered with the network.

2a.
The UE sends a Routeing Area Update Request (last visited RAI, old P-TMSI, UE Network Capability) message to the new 2G‑SGSN. In the information element last visited RAI the UE indicates one TA from the TA list the UE registered with the network. In the information element old P-TMSI, the UE indicates the S-TMSI that is allocated to the UE.

2b.
The BSS shall add the Cell Global Identity (CGI) of the cell where the UE is located before passing the message to the new 2G-SGSN.

3.
The new 2G-SGSN uses the last visited TAI and old S-TMSI received from the UE to derive the old MME address, and sends a Context Request (last visited TAI, old S-TMSI, New SGSN Address) message to the old MME to get the context for the UE. If the UE is not known in the old MME, the old MME responds with an appropriate error cause. If the new 2G‑SGSN indicates that it has authenticated the UE or if the old MME authenticates the UE, the old MME starts a timer.

3b.
If the UE was in LTE_Active state, the source MME sends a Context Request message to the source eNodeB.  The source eNodeB begins buffering downlink packets for forwarding rather than transmitting them to the UE. 

3c.
The source eNodeB sends a Context Response message to the source MME. Data forwarding is optional.
Editor's note: It is FFS if data forwarding needs to be avoided for this procedure. 
4.
The old MME responds with a Context Response (MME Context) message. The PDN GW Address and Serving GW Address are part of the context. The new 2G-SGSN shall ignore the UE Network Capability contained in MME Context of Context Response only when it has previously received an UE Network Capability in the Routeing Area Request. The MME Context includes also the Subscriber Data.
Editor's note: it is FFS if subscriber data is sent in this step.
5.
Security functions may be executed. Procedures are defined in the clause "Security Function".
6.
The new 2G‑SGSN sends a Context Acknowledge message to the old MME. The old MME marks in its context that the information in the GWs and the HSS are invalid. This ensures that the old MME updates the GWs and the HSS if the UE initiates a RAU procedure back to the old MME before completing the ongoing RAU procedure.
If packets are to be forwarded, the source MME sends a Data Forwarding Command message to trigger the source eNodeB to begin data forwarding. Forwarding occurs if applicable. 
Editor's note: It is FFS if data forwarding needs to be avoided for this procedure.
7.
The new 2G‑SGSN sends an Update Bearer Request (new SGSN Address and TEID, QoS Negotiated, serving network identity, RAT type) message to the Serving GW. 

8.
The Serving GW informs the PDN GW(s) about the change of the RAT type. The Serving GW sends an Update Bearer Request (Serving GW Address and TEID, RAT type, etc.) message to the PDN GW(s) concerned.

9.
The PDN GW updates its context field and returns an Update Bearer Response (PDN GW address and TEID, etc.) message to the Serving GW.

10.
The Serving GW updates its context and returns an Update Bearer Response (Serving GW address and TEID, PDN GE address and TEID, etc.) message to the SGSN.

11.
The new 2G‑SGSN informs the HSS of the change of SGSN by sending an Update Location (SGSN Number, SGSN Address, IMSI) message to the HSS.

12.
If the timer started in step 3 is not running, the old MME removes the MM context. Otherwise, the contexts are removed when the timer expires. It also ensures that the MM context is kept in the old MME for the case the UE initiates another RAU procedure before completing the ongoing RAU procedure to the new 2G-SGSN.The HSS sends a Cancel Location (IMSI) message to the old MME. The old MME acknowledges with a Cancel Location Ack (IMSI) message. 

If the old MME has an S1-MME association for the UE, the source MME sends a S1-U Release Command to the source eNodeB. It is FFS what triggers the sending of this message. The RRC connection is released by the source eNodeB. The source eNodeB confirms the release of the RRC connection and of the S1-U connection by sending a S1-U Release Complete message to the source MME.

13.
The HSS acknowledges the Update Location by returning an Update Location Ack (IMSI, Subscriber Data) message to the new 2G‑SGSN. If needed, the HSS includes also Subscriber Data in the Update Location Ack message to the new 2G-SGSN. If the Update Location is rejected by the HSS, the 2G-SGSN rejects the RAU Request from the UE with an appropriate cause sent in the RAU Reject message to the UE.
Editor's note: It is FFS if subscriber data is included in this step, or it is sent in an Insert Subscriber Data message. 
14.
If Subscription Data was updated from the HSS, the new 2G-SGSN acknowledges the received subscriber data with an Update Location Complete message to the HSS. 
Editor's note: It is FFS if this step is needed.
15.
The new 2G‑SGSN validates the UE’s presence in the new RA, after it has received valid and updated subscription data. If due to roaming restrictions or access restrictions the UE is not allowed to be attached in the RA, or if subscription checking fails, the new 2G‑SGSN rejects the routeing area update with an appropriate cause sent in the RAU Reject message to the UE.
If all checks are successful, the new 2G‑SGSN constructs contexts for the UE. The new 2G‑SGSN responds to the UE with a Routeing Area Update Accept (P‑TMSI, P‑TMSI Signature, etc.) message.

16.
If the P-TMSI was changed, the UE acknowledges the new P‑TMSI by returning a Routeing Area Update Complete message to the SGSN. 
**** End of 1st set of changes ****
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