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Abstract of the contribution:

This contribution proposes principle to support of Idle-mode Signalling Reduction (ISR) and describes the associated Attach procedure.
Introduction
This contribution is a proposal for ISR principle with associated Attach procedure when  ISR is used between SGSN and MME.
Discussion
The procedures proposed below take the following into account:

· Minimize changes to SGSN/MME when ISD (Idle mode Signaling Reduction) is introduced:

· independent attachment of the UE to SGSN and to MME to keep existing Attach unchanged in the SGSN as much as possible
· Independent registration to the HSS: both MME and SGSN nodes interface the HSS. This minimize changes to MME and SGSN whatever idle mode signaling is used or not and this brings no change from the SGSN perspective
· Double registration with the HSS:

· To support ISR, two solutions are possible regarding HSS registration:

· Either both MME and SGSN register to the HSS and the HSS maintain two PS registration

· Or only the latest MME or SGSN is registered in the HSS

· It is proposed that the HSS stores both the MME and the SGSN for a LTE UEs when ISR is used for the following reasons:

· To keep the consistency between the HSS information and the real UE location and avoid any confusion.
· To reduce the number of registrations procedure to be done with the HSS:

· With double registration, both MME and SGSN are registered and are kept registered.
· With single registration, it is expected that HLR registration and associated Cancel Location would take place each time the UE moving silently in Idle mode between the two RAT does a Service Request or a Periodic RAU/TAU (changes to Active) to ensure that the latest UE location is up-to-date (to get latest subscription information)
· To keep current Cancel Location procedure simple: 
· With double HSS registration, there is no need to perform a Cancel Location as the UE context is kept in all RAT. 

· With single HSS registration, the Cancel Location would always be sent to the last RAT:

· this Cancel Location would have to get a specific handling in order to not remove the UE context in the last RAT. 
· this is a misleading usage of the Cancel Location procedure, this brings a change in the Cancel Location procedure usage 

· single registration needs a useless CL message transfer and treatment in both HSS and MME/SGSN while the UE context will not be cancelled
· In case of HSS subscription change: with double registration both the SGSN and MME are directly updated (this is needed as the UE may be under any of the two entities)
· The changes needed in the HSS to store two registrations are seen as similar to the current storage of both CS and PS registration for a UE.
· Avoiding Cancel Location to store two registrations is seen as similar to the existing Super Charger feature.

· This double HSS registration is proposed to be done as following: 
· The MME/SGSN the UE camps-on sends an Update Location to the HSS.

· Some UE may not support ISR, some SGSNs or some MMEs in the Network may not support ISR feature: 
· the SGSN/MME shall indicate to the HSS if they request ISR support or not
· the HSS has to inform the SGSN/MME if ISR has been agreed or not as the other MME/SGSN may not support ISR.
· the HSS does not send Cancel Location to the other when ISR is supported
· UE identifiers (see more description in Tdoc S2-073509):
· The UE does independent attachment to the two “domains” (2G/3G and LTE)

· Each of the SGSN and MME provides its own temporary identifier and area id to the UE, respectively P-TMSi/RAi and S-TMSI/TAi.

· When attaching to SGSN or MME with ISR, the UE provides: 

· Old P-TMSI/RAi if the UE was previously attached to a SGSN

· Old S-TMSI/TAi if the UE was previously attached to a MME

· It can provide both if ISR is used and if the UE is attached to both LTE and 3G

· The UE also provides an indication allowing the current MME/SGSN to determine that the UE supports ISR and to determine which of these Ids/RAT type are the most recent.
· The SGSN/MME retrieves old UE context from previous access: it can be from a SGSN or from a MME, depending on last RAT type
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Proposal

Scenario A for ISR setup: 
UE registered at SGSN and then change and registers with a new MME, ISR can then be established
The proposal below shows Attach procedure when the UE was previously attached to a SGSN and supports ISR.

The proposal below is based on the Attach procedure described in 5.3.2 of 23.401 when the UE attached to a MME while it was previously attached to another MME. 
The main differences compared to existing 5.3.2 are highlighted with revision marks in the text (the yellow parts being the ones existing in the text of the TS 23.401), and are the following:

· The procedure is modified so that the old node is a SGSN, not a MME.
· Step 1: the UE provides the temporary and area identifiers that have been allocated when attaching to the previous RAT (SGSN) when accessing to the new RAT (MME): a P-TMSI/RAi allocated by the previous SGSN.

· Step 1: the UE indicates whether it supports ISR or not
· Step 3: as it is a first Attach, the UE provide the IMSI. As the UE arrives from another RAT and supports ISR, it provides in addition the temporary identifier allocated by the previous RAT to allow retrieval of context in the previous RAT.

· Step 3: The LTE UE may have previously established a PDP context for its LTE default bearer. As a consequence, when ISR is used, the MME shall retrieve the UE context from the old SGSN in order to keep the bearer established and allow a future common paging to both MME and SGSN. If ISR is not requested by the UE or not supported by the MME, a simple Identification Request is used as usual

· Step 8 and 9: the HSS does not send a Cancel Location to the old SGSN if ISR applies and bearers in the SGSN are then not removed, to allow future paging…
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Figure x: Attach Procedure with ISR
1.
The UE initiates the Attach procedure by the transmission of an Attach Request (IMSI or S‑TMSI and P-TMSI and old TAI/RAi, UE Network Capability, PDN Address Allocation) message together with an indication of the Selected Network to the eNodeB. IMSI shall be included if the UE does not have a valid S‑TMSI/P-TMSI available. If the UE has a valid S-TMSI/P-TMSI, S-TMSI/P-TMSI and the old TAI/RAi associated with S-TMSI/P-TMSI shall be included. The S-TMSI/P-TMSI and TAi/RAi allows the new MME to determine the old MME/old SGSN the UE was previously attached to. In this scenario, the UE was previously attached to a SGSN, so if the UE supports ISR, provides an old P-TMSI/oldRAI of the previous SGSN (if any). The UE indicates whether it support ISR. Selected Network indicates the PLMN that is selected for network sharing purposes. UE Network Capability is described in clause "UE capabilities". If a NAS security association between the UE and the MME already exists, the Attach Request message shall be integrity protected in order to allow validation of the UE by the MME. It is FFS if the Attach Request message, or any individual information elements included in it, may also be encrypted to ensure its confidentiality. The PDN Address Allocation includes the UE IP version information and a PDN address request (requested, not requested).

Editor's note: The eNodeB may need to read S-TMSI/IMSI or other information elements from NAS message (e.g. to derive MME routeing), therefore it is assumed that at least these parts of that message are not encrypted.

Editor's note: It’s assumed that all the radio capabilities of the UE that the eNodeB has to know in order to handle radio resources for this UE are send to eNodeB upon RRC connection establishment.

Editor's note: the details of the meaning of IP version information are FFS.

Editor's note: It's FFS whether the other values of the PDN Address Allocation and related use should be considered.

2.
The eNodeB derives the MME from the S-TMSI and from the indicated Selected Network. If no MME can be derived the eNodeB selects an MME as described in clause 4.3.7.3 on "MME selection function". The eNodeB forwards the Attach Request message to the new MME contained in a S1-MME control message (Initial UE message) together with the Selected Network and an indication of the E-UTRAN Area identity, a globally unique E-UTRAN ID of the cell from where it received the message to the new MME.

3.
If the UE last RAT is 3G and ISR is supported by the UE and by the new MME, the new MME sends a Context Request (P-TMSI, old RAI) to the old SGSN to request the UE contexts. The new MME derives the old SGSN from the old RAI and old P-TMSI. Else, if the UE identifies itself with S-TMSI and if the MME has changed since detach, the new MME sends an Identification Request (S-TMSI, old TAI) to the old MME to request the IMSI. The old MME responds with Identification Response (IMSI, Authentication Quintets). If the UE is not known in the old MME, the old MME responds with an appropriate error cause.
4.
If the UE is unknown in both the old SGSN/MME and new MME, the new MME sends an Identity Request to the UE to request the IMSI. The UE responds with Identity Response (IMSI).

5.
If no UE context for the UE exists anywhere in the network, authentication is mandatory. Otherwise this step is optional. The authentication functions are defined in clause "Security Function". If performed, this step involves AKA authentication and establishment of a NAS level security association with the UE in order to protect further NAS protocol messages. 

6.
If there are active bearer contexts in the new MME for this particular UE (i.e. the UE re-attaches to the same MME without having properly detached before), the new MME deletes these bearer contexts by sending Delete Bearer Request (TEIDs) messages to the GWs involved. The GWs acknowledge with Delete Bearer Response (TEIDs) message.
Editor's note:
The concept of bearer context needs to be defined.

7.
If the MME has changed since the last detach, or if it is the very first attach in LTE, the MME sends an Update Location (MME Identity, IMSI, ISR requested) to the HSS. “ISR requested” indicates whether ISR is requested or not.
8.
If ISR is requested, the HSS does not send any Cancel Location to SGSN registered for this UE, else, the HSS sends Cancel Location (IMSI, Cancellation Type) to the old SGSN with Cancellation Type set to Update Procedure. The old SGSN acknowledges with Cancel Location Ack (IMSI) and removes the MM and bearer contexts. The HSS sends Cancel Location (IMSI, Cancellation Type) to the old MME if any with Cancellation Type set to Update Procedure. The old MME acknowledges with Cancel Location Ack (IMSI) and removes the MM and bearer contexts.
9.
If Cancel Location is received, and if there are active bearer contexts in the old SGSN/MME for this particular UE, the old SGS/MME deletes these bearer contexts by sending Delete Bearer Request (TEIDs) messages to the GWs involved. The GWs return Delete Bearer Response (TEIDs) message to the old SGSN/MME.
10.
The HSS sends Insert Subscriber Data (IMSI, Subscription Data) message to the new MME. The Subscription Data contains the Default APN. The new MME validates the UE's presence in the (new) TA. If due to regional subscription restrictions or access restrictions the UE is not allowed to attach in the TA, the new MME rejects the Attach Request with an appropriate cause, and may return an Insert Subscriber Data Ack message to the HSS. If subscription checking fails for other reasons, the new MME rejects the Attach Request with an appropriate cause and returns an Insert Subscriber Data Ack message to the HSS including an error cause. If all checks are successful then the new MME constructs a context for the UE and returns an Insert Subscriber Data Ack message to the HSS.
11.
The HSS acknowledges the Update Location message by sending an Update Location Ack to the new MME indicating whether ISR is accepted or not. If the Update Location is rejected by the HSS, the new MME rejects the Attach Request from the UE with an appropriate cause.

Editor's note:
Further considerations on subscription data handling needed, e.g. if transferred between MMEs, if insertion by separated procedure from HSS necessary or if Steps 10 and 11 can be combined as one message.
12.
If ISR is supported, the new MME selects the same Serving GW as received in the UE context retrieved from the previous SGSN, else the new MME selects a Serving GW as described in clause 4.3.7.2 on  Serving GW selection function. The new MME sends a Create Default Bearer Request (IMSI, MME Context ID, RAT type, Default Bearer QoS, PDN Address Information) message to the selected Serving GW. The RAT type is provided in this message for the later PCC decision.
Editor's note: it is FFS how static IP address allocation is managed.

13.
If the bearer does not exist in the Serving GW, the Serving GW creates a new entry in its EPS Bearer table and sends a Create Default Bearer Request (Serving GW Address for the user plane, Serving GW TEID of the user plane, Serving GW TEID of the control plane, RAT type, Default Bearer QoS, PDN Address Information) message to the PDN GW. After this step, the Serving GW buffers any downlink packets it may receive from the PDN GW until receives the message in step 21 below.

Editor’s Note:
It's FFS which entity will select the PDN GW. 

Editor’s Note:
This step is for GTP based S5/S8 reference point, it's FFS for IETF based S5/S8 reference point.
14.
The PDN GW may interact with the PCRF to get the default PCC rules for the UE if PCRF is applied in the network. This may optionally lead to the establishment of a number of dedicated bearers following the procedures defined in clause 5.4.1 in association with the establishment of the default bearer. It is FFS how the establishment of the default and dedicated bearers is synchronized.
The RAT type is provided to the PCRF by the PDN GW if received by the previous message. If the PDN GW/PCEF is configured to activate predefined PCC rules for the default bearer, the interaction with the PCRF is not required (e.g. operator may configure to do this) at the moment.
Editor's note:
It is FFS which kind of information will be provided by the PCRF. 
15.
The PDN GW returns a Create Default Bearer Response (PDN GW Address for the user plane, PDN GW TEID of the user plane, PDN GW TEID of the control plane, PDN Address Information) message to the Serving GW. PDN Address Information is included if the PDN GW allocated a PDN address based on PDN Address Allocation received in the Create Default Bearer Request. The PDN GW takes into account the UE IP Version Information and the policies of operator when the PDN GW allocates the PDN Address Information.
Editor’s Note:
This step is for GTP based S5/S8 reference point, it's FFS for IETF based S5/S8 reference point.

16.
The Serving GW returns a Create Default Bearer Response (PDN Address Information, Serving GW address for User Plane, Serving GW TEID for User Plane, Serving GW Context ID) message to the new MME. PDN Address Information is included if it was provided by the PDN GW.
17.
The new MME sends an Attach Accept (S-TMSI, PDN Address Information, TA List) message to the eNodeB. S-TMSI is included if the new MME allocates a new S-TMSI. This message is contained in an S1_MME control message Initial Context Setup Request. This S1 control message also includes the security context for the UE, Handover Restriction List and QoS information needed to set up the radio bearer, as well as the TEID at the Serving GW used for user plane and the address of the Serving GW for user plane. The PDN address information, if assigned by the PDN GW, is included in this message. Handover Restriction List contains roaming and area restrictions; its usage is described in clause "Roaming and Area Restrictions". The MME informs the UE if ISR is accepted.
18.
The eNodeB sends Radio Bearer Establishment Request to the UE and the Attach Accept Message (S-TMSI, PDN address, TA List, PDN Address Information) will be sent along to the UE.
19.
The UE sends the Radio Bearer Establishment Response (FFS) to the eNodeB. In this message, the Attach Complete Message will be included.

20.
The eNodeB forwards the Attach Complete message to the new MME. On the S1_MME reference point, this message is contained in an S1_MME control message Initial Context Setup Complete. This S1 control message also includes the TEID of the eNodeB and the address of the eNodeB used for downlink traffic on the S1_U reference point. 

After the Attach Accept message and once the UE has obtained a PDN Address Information, the UE can then send uplink packets towards the eNodeB which will then be tunnelled to the Serving GW and PDN GW.
21.
The new MME sends an Update Bearer Request (eNodeB address, eNodeB TEID) message to the Serving GW. 

22.
The Serving GW acknowledges by sending Update Bearer Response to the new MME. The Serving GW can then send its buffered downlink packets.

23)
After the MME receives Update Bearer Response in step 22, if an EPS bearer was established, the MME may send an Update Location Request including the PDN GW address to the HSS for mobility with non-3GPP accesses.

24)
The HSS stores the PDN GW address and sends an Update Location Response to the MME.

Editor’s Note: The exact message name which is used to transfer the PDN GW address to the HSS is FFS.
Scenario B for ISR setup: 
UE registered at MME and then change and registers with a new SGSN, ISR can then be established

The proposal below is based on the mirror procedure of above proposal A:
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Figure x: Attach Procedure with ISR
1.
The UE initiates the Attach procedure by the transmission of an Attach Request (IMSI or P‑TMSI and S-TMSI and old TAI/RAi, UE Network Capability, PDN Address Allocation) message together with an indication of the Selected Network to the eNodeB. IMSI shall be included if the UE does not have a valid S‑TMSI/P-TMSI available. If the UE has a valid S-TMSI/P-TMSI, S-TMSI/TMSI and the old TAI/RAi associated with S-TMSI/P-TMSI shall be included. The S-TMSI/P-TMSI and TAi/RAi allows the new SGSN to determine the old MME/old SGSN the UE was previously attached to. In this scenario, the UE was previously attached to a MME, so if the UE supports ISR, it provides an old S-TMSI/oldTAI of the previous MME (if any). The UE indicates whether it support ISR. Selected Network indicates the PLMN that is selected for network sharing purposes. UE Network Capability is described in clause "UE capabilities". If a NAS security association between the UE and the MME already exists, the Attach Request message shall be integrity protected in order to allow validation of the UE by the MME. It is FFS if the Attach Request message, or any individual information elements included in it, may also be encrypted to ensure its confidentiality. The PDN Address Allocation includes the UE IP version information and a PDN address request (requested, not requested).
Editor's note: The eNodeB may need to read S-TMSI/IMSI or other information elements from NAS message (e.g. to derive MME routeing), therefore it is assumed that at least these parts of that message are not encrypted.

Editor's note: It’s assumed that all the radio capabilities of the UE that the eNodeB has to know in order to handle radio resources for this UE are send to eNodeB upon RRC connection establishment.

Editor's note: the details of the meaning of IP version information are FFS.
Editor's note: It's FFS whether the other values of the PDN Address Allocation and related use should be considered.
2.
The eNodeB derives the MME from the S-TMSI and from the indicated Selected Network. If no MME can be derived the eNodeB selects an MME as described in clause 4.3.7.3 on "MME selection function". The eNodeB forwards the Attach Request message to the new MME contained in a S1-MME control message (Initial UE message) together with the Selected Network and an indication of the E-UTRAN Area identity, a globally unique E-UTRAN ID of the cell from where it received the message to the new MME.

3.
If the UE last RAT is LTE and ISR is supported by the UE and by the new SGSN, the new SGSN sends a Context Request (P-TMSI, old RAI) to the old MME to request the UE contexts. The new SGSN derives the old MME from the old RAI and old S-TMSI. Else, if the UE identifies itself with P-TMSI and the SGSN has changed since detach, the new SGSN sends an Identification Request (S-TMSI, old TAI) to the old SGSN to request the IMSI. The old SGSN responds with Identification Response (IMSI, Authentication Quintets). If the UE is not known in the old SGSN, the old SGSN responds with an appropriate error cause. 
4.
If the UE is unknown in both the old and new SGSN/MME, the new MME sends an Identity Request to the UE to request the IMSI. The UE responds with Identity Response (IMSI).

5.
If no UE context for the UE exists anywhere in the network, authentication is mandatory. Otherwise this step is optional. The authentication functions are defined in clause "Security Function". If performed, this step involves AKA authentication and establishment of a NAS level security association with the UE in order to protect further NAS protocol messages. 

6.
If there are active bearer contexts in the new MME for this particular UE (i.e. the UE re-attaches to the same MME without having properly detached before), the new MME deletes these bearer contexts by sending Delete Bearer Request (TEIDs) messages to the GWs involved. The GWs acknowledge with Delete Bearer Response (TEIDs) message.
Editor's note:
The concept of bearer context needs to be defined.

7.
If the SGSN has changed since the last detach, or if it is the very first attach, the SGSN sends an Update Location (SGSN Identity, IMSI, ISR requested) to the HSS. . “ISR requested” indicates whether ISR is requested or not
8.
If ISR is requested, the HSS does not send any Cancel Location to a MME registered for this UE. If ISR is not requested, the HSS sends Cancel Location (IMSI, Cancellation Type) to the old MME with Cancellation Type set to Update Procedure. The old MME acknowledges with Cancel Location Ack (IMSI) and removes the MM and bearer contexts. The HSS sends Cancel Location (IMSI, Cancellation Type) to the old SGSN if any with Cancellation Type set to Update Procedure. The old SGSN acknowledges with Cancel Location Ack (IMSI) and removes the MM and bearer contexts.

9.
If Cancel location is received, and if there are active bearer contexts in the old SGSN/MME for this particular UE, the old SGSN/MME deletes these bearer contexts by sending Delete Bearer Request (TEIDs) messages to the GWs involved. The GWs return Delete Bearer Response (TEIDs) message to the old SGSN/MME.
10.
The HSS sends Insert Subscriber Data (IMSI, Subscription Data) message to the new SGSN. The Subscription Data contains the Default APN. The new SGSN validates the UE's presence in the (new) RA. If due to regional subscription restrictions or access restrictions the UE is not allowed to attach in the RA, the new SGSN rejects the Attach Request with an appropriate cause, and may return an Insert Subscriber Data Ack message to the HSS. If subscription checking fails for other reasons, the new SGSN rejects the Attach Request with an appropriate cause and returns an Insert Subscriber Data Ack message to the HSS including an error cause. If all checks are successful then the new SGSN constructs a context for the UE and returns an Insert Subscriber Data Ack message to the HSS.
11.
The HSS acknowledges the Update Location message by sending an Update Location Ack to the new SGSN indicating wheter ISR is accepted or not. If the Update Location is rejected by the HSS, the new SGSN rejects the Attach Request from the UE with an appropriate cause.

Editor's note:
Further considerations on subscription data handling needed, e.g. if transferred between MMEs, if insertion by separated procedure from HSS necessary or if Steps 10 and 11 can be combined as one message.
12.
If ISR is supported, the new SGSN selects the same Serving GW as described in the UE context retrieved from the previous MME, else the new SGSN selects a Serving GW as described in clause 4.3.7.2 on  Serving GW selection function. The new SGSN sends a Create Default Bearer Request (IMSI, SGSN Context ID, RAT type, Default Bearer QoS, PDN Address Information) message to the selected Serving GW. The RAT type is provided in this message for the later PCC decision.
Editor's note: it is FFS how static IP address allocation is managed.
13.
If the bearer does not exist in the Serving GW, the Serving GW creates a new entry in its EPS Bearer table and sends a Create Default Bearer Request (Serving GW Address for the user plane, Serving GW TEID of the user plane, Serving GW TEID of the control plane, RAT type, Default Bearer QoS, PDN Address Information) message to the PDN GW. After this step, the Serving GW buffers any downlink packets it may receive from the PDN GW until receives the message in step 21 below.

Editor’s Note:
It's FFS which entity will select the PDN GW. 

Editor’s Note:
This step is for GTP based S5/S8 reference point, it's FFS for IETF based S5/S8 reference point.
14.
The PDN GW may interact with the PCRF to get the default PCC rules for the UE if PCRF is applied in the network. This may optionally lead to the establishment of a number of dedicated bearers following the procedures defined in clause 5.4.1 in association with the establishment of the default bearer. It is FFS how the establishment of the default and dedicated bearers is synchronized.
The RAT type is provided to the PCRF by the PDN GW if received by the previous message. If the PDN GW/PCEF is configured to activate predefined PCC rules for the default bearer, the interaction with the PCRF is not required (e.g. operator may configure to do this) at the moment.
Editor's note:
It is FFS which kind of information will be provided by the PCRF. 
15.
The PDN GW returns a Create Default Bearer Response (PDN GW Address for the user plane, PDN GW TEID of the user plane, PDN GW TEID of the control plane, PDN Address Information) message to the Serving GW. PDN Address Information is included if the PDN GW allocated a PDN address based on PDN Address Allocation received in the Create Default Bearer Request. The PDN GW takes into account the UE IP Version Information and the policies of operator when the PDN GW allocates the PDN Address Information.
Editor’s Note:
This step is for GTP based S5/S8 reference point, it's FFS for IETF based S5/S8 reference point.

16.
The Serving GW returns a Create Default Bearer Response (PDN Address Information, Serving GW address for User Plane, Serving GW TEID for User Plane, Serving GW Context ID) message to the new SGSN. PDN Address Information is included if it was provided by the PDN GW.
17.
The new SGSN sends an Attach Accept (P-TMSI, PDN Address Information, RA List) message to the UE. P-TMSI is included if the new SGSN allocates a new P-TMSI. The SGSN informs the UE if ISR is accepted.
18.
The rest of the Attach procedure is as described in 23.060
Conclusion

The above changes are proposed to update TS 23.401
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