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Abstract of the contribution:

In the LS from TISPAN WG2 (S2-072615) discussed during SA2#58, two main actions were given to SA2; to progress the wildcarded public user identities, and to advice on the handling of terminating sessions. This discussion paper tries to give a way forward and conclude on some of the open discussion points. 

1. Wildcarded public user identities
During SA2#58, there were different views on what TISPAN meant with the action on progressing the wildcarded public user identities, and in particular how involved TISPAN would need to be before approving CRs. To avoid too much delay in the discussions, two ways forward seem to be reasonable:
1) SA2 tries to progress the work and agree to the initial CRs, to allow TISPAN to have a stable ground to work on. Considering Rel-8 is not closed, opportunities for improvement and additional requirements from TISPAN can still be incorporated later. 

2) Provide TISPAN with more information about the discussions in SA2. In particular, if SA2 cannot agree on the CRs themselves, it may be time to communicate the proposed initial CR to TISPAN WG2 to allow for feedback and confirmation whether it is fulfilling their requirements. In this case, it may also be reasonable to explicitly confirm whether it is really the intention of TISPAN to review each CR before they are approved or if SA2 can progress independently and only inform TISPAN WG2 of agreed CRs. 
2. Wildcarded public user identities
At least two different ways of solving this seem to be possible:

1. Changing the behaviour in the CSCF, and for the scenarios where an IP PBX is registered, not change the R-URI to the registered contact address. 

2. Assume that the IP PBX will be added in the R-URI (for the UNI case), as could be expected. Then assume that the IP PBX instead manages the mapping to the end users' IP addresses themselves. In this case the target user identity can be obtained by the IP PBX from the P-Called-Party-ID header. 

For option one, the following reflections can be made:

· It is not clear whether all IP PBX's would really have this problem, or if it is only the so called "legacy" IP PBX's that has this problem. If an IP PBX is IMS aware and registers on behalf of one or more users, it would be prudent to assume that it would expect to use the P-Called-Party-ID header to obtain the end-user address and not the R-URI. 
· It would require the core IMS to become access and IP PBX aware and implement two different UNI behaviour depending on different scenarios. It may not be trivial to decide whether a registered UE is an IP PBX or not, and if this behaviour is needed. 

For option two, the following reflections can be made:

· No changes needed in IMS network
· The target user identity can be already be obtained by the IP PBX from the P-Called-Party-ID header, and can be used for mapping to correct local contact address. 

· In general, it will most likely not be possible to simply add a "legacy" IP PBX to IMS without the need to implement other IMS feature (e.g., IMPI/IMPU handling, authentication support, and other TISPAN Rel-2 and 3GPP Rel-8 features related to business communication, such as wildcarded IMPU). Support of P-Called-Party-ID header appears as a reasonable small addition. 
It is proposed that the SA2 recommends to use the P-Called-Party-ID header to obtain the end-user identity and for any onward routing, instead of duplicating this also in the R-URI. 
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