SA WG2 Temporary Document

Page 2
-


3GPP TSG SA WG2 Meeting #59
S2-073391
27 - 31 August, 2007

Helsinki, Finland

Source:
ORANGE

Title:
Initial Attach procedure for GTP-based Roaming with non-3GPP Accesses
Document for:
Approval
Agenda Item:
8.1.4
Work Item / Release:
SAE / Release 8
Abstract of the contribution:

Roaming with home routed traffic in SAE assumes two protocols on the roaming interfaces either PMIPv6 on S8b and/or GTP on S8a. In some scenarios only GTP interface will be implemented by the operator for roaming conditions. This contribution proposes procedures for initial attach in roaming situation on un-trusted non-3GPP IP Access through S2b (PMIP) in case of home routed traffic anchored by the visited Serving GW and the PDN GW with GTP based S8a roaming interface.

Proposed text for TS23.402:
5.4.2.4.x Initial Attach procedure on S2b with GTP for roaming case with home routed traffic anchored by visited Serving GW
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1) The IKEv2 tunnel establishment procedure is started by the UE. The ePDG IP address to which the UE needs to form IPsec tunnel is discovered via DNS query as specified in section 5.4.2.2. After the UE is authenticated, UE is also authorized for access to the APN. The procedure is as described in 3GPP TS 33.234 [7]. The PDN Gateway address is determined at this point as described in section 5.4.2.1  The PDN GW information is returned as part of the reply from the 3GPP AAA Proxy to the ePDG.

2) The ePDG sends the Proxy Binding Update message to the Serving GW. The proxy binding update message shall be secured.

Editor's note: How to select a visited Serving GW is FFS. If APN should be included in this step is FFS.

Editor's Note: It is FFS whether the Proxy Binding Update suffices to provide equivalent functionality to the GTP "Create Bearer Request" message and if additional messages are required.

Editor's note: How the Proxy Binding Update message is secured is FFS.
3) The visited Serving GW processes the proxy binding update and sends a Create Default Bearer Request message to the PDN GW to setup a default bearer for the UE.  The Create Default Bearer Request includes the UE's identifier, Serving GW Address for the user plane, Serving GW TEID of the user plane, Serving GW TEID of the control plane and a request for an IP address from the PDN GW

4) PCC messages exchange could be performed here between the PDN GW and the PCRF. 

Editor's Note:  The need of PCRF interactions is FFS.

5) The PDN GW processes the Create Default Bearer Request message from the Serving GW, updates the context entry for the UE and responds with the Create Default Bearer Response (PDN GW Address for the user plane, PDN GW TEID of the user plane, PDN GW TEID of the control plane, PDN Address) message to the Serving GW 

Editor's note: Whether the visited Serving GW should inform the visited 3GPP AAA server that it is serving the UE is FFS.  It is FFS which entity stores the allocated Serving GW IP Address. But this could be the HSS as for PDN GW address storage see 23.401

Editor's note: It is FFS whether the selected Serving/PDN GW or 3GPP AAA server informs the HSS of the Serving/PDN GW address.
6) The Serving GW processes the proxy Binding Ack, it stores the UE's PDN IP address information in the binding cache entry and sends a Proxy Binding Ack message to the ePDG.
NOTE: After the Proxy BU/Proxy BAck is successful, there is a PMIPv6 tunnel between the ePDG and the Serving GW.
7) The ePDG continues with the IKE_AUTH exchange.
8) The ePDG sends the final IKEv2 message with the IP address in IKEv2 Configuration payloads.  The IP address sent in the IKEv2 configuration payload is the same address that the ePDG received in the Proxy Binding Ack message.
9) IP connectivity from the UE to the PDN GW is now setup. Any packet in the uplink direction is tunnelled to the ePDG by the UE using the IPsec tunnel. The ePDG then tunnels the packet to the visited Serving GW. The visited Serving GW then tunnels the packet to the PDN GW. From the PDN GW normal IP based routing takes place. In the downlink direction, the packet for UE arrives at the PDN GW. The PDN GW tunnels the packet within GTP-U to the visited Serving GW. The visited Serving GW tunnels the packet based on the binding cache entry to the ePDG. The ePDG then tunnels the packet to the UE via proper IPsec tunnel.
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