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Abstract of the contribution:

This paper describes an interworking scenario between EPC networks based on GTP and EPC network based on PMIP. The paper makes the assumption that QoS/PCC signalling in PMIP roaming interfaces is performed out-of-band off-path. A text proposal is made for an informative Annex in TS 23.402. 

NOTE: more detailed presentation on this topic is available in a companion paper for this meeting (S2-073387).

1
Introduction

With the agreement of having two variants for the roaming interfaces in EPS there is a need to think about scenarios allowing EPS operators with roaming interfaces based on GTP to interwork with EPS operators whose roaming interfaces are based on PMIP.

2
Proposal

This paper proposes to agree on an informative Annex for TS 23.402 providing high-level description of options for GTP to PMIP interworking for EPS.

References

*** Start of Change *****

Annex X (informative): GTP - PMIP Roaming

This Annex identifies and describes various deployment scenarios for interworking between EPC networks based on GTP and EPC network based on PMIP. The scenario described here is the direct peering scenario. Future versions of this Annex will identify and describe other scenarios. 

X.1
Direct peering scenario

The “direct peering” scenario consists in having one of the two roaming partners provide support for “the other” roaming flavour (e.g. a PMIP operator would support GTP-based roaming interface towards a GTP-only roaming partner, or vice versa).

The support for “the other” roaming flavour can be provided either on the same GW node or on different GW nodes. Upon establishment of connectivity for a specific roaming UE, the Visited network chooses a GTP-based or a PMIP-based S8 interface (on the same GW node or on different GW nodes), depending on the preferences of the roaming partner that owns the subscriber.
NOTE: GTP/PMIP interworking for local breakout scenarios, where the UE could have concurrent connectivity to a local breakout PDN and a home network PDN, require further study. For these scenarios, one option could be to have the SGW support both interface types simultaneously.
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Figure X1: Direct peering examples: a) PMIP-based VPLMN to GTP-based HPLMN; b) GTP-based VPLMN to PMIP-based HPLMN

Depicted in Figure X1a is an example of “direct peering” interworking between a GTP-based HPLMN and a PMIP-based VPLMN. It is assumed that the PMIP-based operator has deployed a limited number of GTP-capable EPS Gateways (shortly “GW”).

When roamers whose subscription is owned by the GTP-based operator attach to the EPS network of the PMIP-based operator, they are assigned a GTP-capable GW acting in the role of SGW. The SGW selection is carried out by MME based on the GTP-based operator identity. This is possible thanks to the S1-flex feature.

The advantage of this interworking approach is that the GTP-based operator does not need to make any effort to support outbound roaming with PMIP-based operators. No modifications to standards are required either.

Note that the PMIP-based operator in this approach loses some functionality (e.g. traffic visibility and control on per-SDF level) compared to the case with inbound roamers owned by PMIP-based operators.

Depicted in Figure X1b is an example of “direct peering” interworking between a PMIP-based HPLMN and a GTP-based VPLMN. Again the assumption is that the PMIP-based operator has deployed a limited number of GTP-capable EPS Gateways.

When roamers whose subscription is owned by the PMIP-based operator attach to the EPS network of the GTP-based operator, they are assigned a GTP-capable GW acting in the role of SGW. (Note that the GTP-based operator has only GTP-capable GWs). The PGW selection function in the PMIP-based network must take into account that the Visited network is GTP-only, in order to return either the IP address (or an APN that can be resolved to an IP address via DNS query) that points to a GTP-capable PDN GW.

The advantage of this interworking approach is that the GTP-based operator does not need to make any effort to support inbound roaming with PMIP-based operators. No modifications to standards are required either.

Note that the PMIP-based operator may need to perform additional PDN gateway selection configuration in order to handle requests from GTP-based operators.
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