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The present document is to discuss multiple-PDN support in Non-3GPP IP Access.
Introduction

Multiple-PDN support is a basic and important feature from GPRS time. In SAE, multiple-PDN support has mentioned and discussed in stage 1 and stage 2. However there are still some unclear points in the case of Non-3GPP IP Access. The present document is to clarify related requirements and then discuss some issues about multiple-PDN support.
Discussion

1. Clarifications on requirements of multiple-PDN support

User case 1: IMS services and internet access.
Typically, IMS services, controlled by IMS platform, are provided in an individual PDN from other service provisioning networks to avoid any potential interference or security risk, e.g. internet access. It is normal for a user to make IMS-based voice call meanwhile browsing websites.
User case 2: home network provided services and local breakout

When the user is roaming, he may access internet locally while enjoying services provided by his home network, e.g. customized user data storage, IMS services.
User case 3: mobile operator provided services and VPN access
Generally VPN accesses are configured in different PDNs from those for mobile operator provided services. It is possible for a business man to enjoy rich services provided by mobile operators while accessing VPN of his company for secure work.
3GPP TR 23.882 and current 3GPP TS 23.402 v1.2.0 have mentioned multiple PDN issue, but the corresponding statements are still not very clear, so it is proposed to clarify the requirements of multiple-PDN support as following:
· A user shall be allowed to connect to different PDNs simultaneously.

2. Clarifications on some concepts
a) Default APN, default Bearer/IP connectivity

It is clear that a default APN is used for initial attachment to establish an "always-on" bearer / IP connectivity. The default APN is supposed to be stored in HSS and be sent to MME or 3GPP AAA Server (?). The established bearer / IP connectivity is so-called default bearer / IP connectivity. However when multiple-PDN is supported, some concepts are needed to clarify:
· The relation between the default APN and all APNs a user subscribed. It is reasonable to understand that the default APN is one of subscribed APNs and is the configured in the HSS. It is used for initial attachment, and other subscribed APNs are used for more bearers / IP Connectivity with different PDNs. The default APN is used the most frequently by the user and can be changed by operators or the user. Another understanding with being less reasonable is all subscribed APNs are regarded as default APNs and sent to MME or 3GPP AAA Server (?) to establish default bearers.
· How many bearers are established during initial attach procedures. Different people may have different understanding: only one bearer / IP connectivity is established according to the default APN, and additional bearers / IP connectivity for any other APNs are established, or during initial attach procedure for each subscribed APN at least one bear / IP connectivity is established. Obviously the latter is not efficient and wasting resources, so it is needed to clarify that one default bearer / IP connectivity is established according the default APN during initial attachment and additional bearers / IP connectivity for other subscribed APNs are established when needed.
b) Relation between PDN GW and LMA/Home Agent (HA)

If multiple PDNs are addressing independently (i.e. different PDNs have their own address spaces), each PDN shall be allocated one LMA/HA logically. As a PDN GW can serve more than one PDN and integrates the function of LMA/HA, a PDN GW can act as multiple LMAs/HAs to multiple PDNs.
3. Connectivity establishment with different PDN besides default APN

One IP connectivity is established during initial attach procedure by using default APN. This procedure is linked with access authentication and authorization procedure. However the approach is more applicable to initial attach and establishment of the first connection, i.e. default IP connectivity. And for establishment connections with more PDNs, the approach is inefficient and unnecessary as more time consumed and unnecessary burden on AAA server. So it is needed to find some efficient approaches for establishing more connections with different PDNs besides default APN.
4. Indication of APN information
a) How does a user indicate its APN to networks

During initial attach procedure, the default APN is provided by the HSS. After that, when the user initiates more connections to more PDNs, involved network entities, e.g. MAG, need to know which PDN the user is trying to access, i.e. APN. L3 or application mechanisms may be used by the UE to indicate requested APN.
b) How to differentiate different PDNs in networks

If a PDN GW supports multiple PDNs and these PDNs are addressing independent, it means multiple LMAs/HAs co-located in a single PDN GW are needed for different PDNs. Fro example:
· How does a PGN GW (LMA/HA) know which PDN the user is trying to access when receiving a (P)MIP registration messages;

· How does a PGN GW (LMA/HA) know which PDN the user is leaving when receiving a (P)MIP de-registration messages;

· Etc.

Here is the question is how to identify a PDN and the related HoA when a PDN GW supports multiple PDNs (multiple HAs). 
There are two kinds of mechanisms which are foreseen to solve the problem:

First one is to have a LMA/HA selection function in addition to PDN GW selection: a PDN GW is selected based on APN information, and a LMA/HA module is selected based on APN information within the PDN GW. The information about PDN GW and corresponding LMA/HA information is provided to the MAG serving the user. In this case, each LMA/HA module serves a different PDN and has an IP address.

Second one is to transfer APN information to PDN GW. In this mechanism, a PDN GW is selection based on APN information, and then the APN information is transferred to the PDN GW. The PDN GW selects a LMA/HA module within itself to serve the user and return an HoA from the LMA/HA module. In this case, APN information with IP address information is necessary to identify PDNs.
The first mechanism needs a new functionality, i.e. LMA/HA selection. The second mechanism is more consistent with current PGW selection functionality (This solution needs some extensions in IETF to (P)MIPv6. Some ongoing IETF drafts, e.g. IETF Draft, draft-korhonen-mip6-service-02.txt, can be applicable to the purpose). It seems that the second mechanism is more like a 3GPP way (i.e. an APN is used to select a GGSN and the GGSN uses the APN to select a PDN), but it is better have it open and expected to make a decision after more approaches are raised and discussed widely.
5. Impacts from inter-RAT Handover

Potential impacts from inter-RAT handover should be considered. For example, when handover from Non-3GPP IP Access to LTE access, the UE needs to initiate attach procedure. In this case, what information about APN should be sent to MME from HSS, default APN or all used APNs? How does the MME differentiate initial attach or handover attach and then perform possible different behaviours? Because of differences between LTE access and Non-3GPP Access IP Access on network architecture, network control model and other aspects, the requirements of multiple-PDN support for inter-RAT handover are possibly different from the requirements in the cast intra-LTE handover. So it is needed to study potential impacts on inter-RAT handover from multiple-PDN support.
Conclusion
Based on discussion above, it is proposed to clarify the requirement of multiple-PDN support that a user shall be allowed to connect to different PDNs simultaneously (see related changes to 3GPP TS 23.402 as below). And then it is expected to provide multiple-PDN support in 3GPP TS 23.402 as it is an important basic feature for mobile networks. Further detailed principle and procedure discussion about multiple PDN support is also expected to start if related requirements are confirmed.
Start of the first change to TS 23.402

5.5
Session Management, QoS and interaction with PCC Functionality

<This section describes the SM, QoS and interaction with PCC functionality when connecting non-3GPP accesses to the EPC network>

5.5.x
Multiple-PDN Support

5.5.x.1
General

This section is related to the case about multiple-PDN support. When an UE attaches to the EPS via Trusted/Untrusted Non-3GPP Accesses:

· It shall be possible to allow the UE to connect to different packet data networks (PDN);

· It shall also be possible to support the UE with concurrent connections to several packet data networks.
· It shall be allowed that per PDN GW have one or multiple logical LMA/HAs. 
Editor's Note: The following subclauses are intended to contain related procedures supporting multiple-PDN. Details are FFS.

End of the first change to TS 23.402

Start of the second change to TS 23.402
4.5.2.1
S5 reference point requirements
Both the GTP and IETF variants of the S5 reference point shall satisfy the following architectural principles:

-
There shall be only one radio interface protocol stack defined, common for both S5 variants, including both radio layer and Non-Access Stratum protocols.

-
There shall be only one S6a interface defined common to both S5 variants. There may be a need for different information elements specific to IETF or GTP based variants of S5 but differences due to the S5 variants should be minimized.

-
In the non-roaming case, there shall be only one S7 interface defined for transfer of policy and charging rules, common to both S5 variants. There may be a need for different information elements specific to IETF or GTP based variants of S5 but differences due to the S5 variants should be minimized.

-
The same functional split between the endpoints of the S5 reference point shall be used, independent of S5 variant.

The S5 reference point shall fulfil the following requirements:

-
S5 shall support transfer of access network and location information (e.g. as input to policy decisions)

-
S5 shall allow access to multiple PDNs. It shall be possible to allow an UE to connect to different packet data networks. It shall also be possible to support a UE with concurrent connections to several packet data networks.

-
S5 shall be able to transport both IPv4 and IPv6 user plane traffic independent of IP version of the underlying IP transport network.

-
S5 shall support fault handling. There should be mechanisms to identify and signal faults for groups of mobiles – e.g., if a large node handling millions of terminals goes down.

NOTE:
As further development of the architecture takes place as well as when additional functionality such as MBMS, LCS etc. are addressed, further requirements will be needed.

End of the second change to TS 23.402
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