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Abstract of the contribution: The document provides a solution for IP MM selection over trusted non-3GPP access.
1. Introduction

This contribution proposes a solution for IP mobility management selection over trusted non-3GPP access. 

2. Discussion

As discussed in S2-073194 (Discussion on IP mobility management selection) and S2-073195 (Principles of IP mobility management selection), IP mobility selection is needed. This contribution focuses on the scenario when the UE powers-on in the trusted non-3gpp access network. Based on the specification of 23.402, PMIP, MIPv4 FA on the s2a interface and CMIP on the s2c interface can run in trusted non-3GPP access network. IP mobility management selection should be based on the capability of UE, PDN GW and access network. 

The contribution also builds on the proposal in S2-073196 and S2-073197.

The contribution focuses on the scenario where the UE is capable of expressing a preference for the IP mobility mechanism to be used for establishment of the connectivity upon initial attachment and upon attachment to the target access during an inter-access handoff. 
In such case, the idea proposed in this document to perform the IP mobility management selection for the mechanism to be used to setup connectivity is to extend the IP address allocation mechanisms used by the UE to gain connectivity in order for the UE to indicate its preference or capability, for example, PMIP or CMIP, and for the access network to indicate whether the mechanism is supported. 
The UE can provide indication to the network of the preferred mobility protocol, and discovery which one is  supported by the access network, by using extended layer 3 message(s) for acquiring IP address; on the other hand, the access network can reply with requested information regarding the mobility mechanisms supported by the local access network, and the decision on whether the requested mobility mechanism is accepted by using extended layer 3 message(s) for acquiring IP address. The details are FFS, but the enhancements can be applicable to both stateless and stateful IP address configuration. . It has to be noted that work related to these enhancements is already on-going in IETF, spurred by the need to support both PMIP and CMIP in networks, and that it is luckily proposed and supported by several companies supporting the work in SA2.

For UEs gaining connectivity to trusted accesses using different mechanisms and/or not being capable of providing any indications, as described in S2-071395 connectivity is setup by the network by default using PMIP for those accesses that do not provide full local IP connectivity at the access network (as in the case of certain trusted non-3GPP accesses). For trusted non-3GPP accesses that support full IP connectivity at the local access network, establishment of connectivity to the PDN GW using PMIP is not the default. 
In the following we discuss each case in details.
2.1 The selection of PMIP

In this case, the UE can select PMIP by explicitly exchanging messages with the network. In the following we assume that stateful IP address configuration is used, though similar extensions are possible for stateless IP address configuration. An example of how the logical procedure can work is described briefly as follows. 
· Firstly, the UE learns that the local access network requires stateful IP address configuration, e.g. from the Router Advertisement message received. 
· Then the UE sends a DHCP request message to request an IP address and also to indicate its preference of PMIP as the mechanism for the support of connectivity. 
· If the network supports PMIP and authorizes the use of PMIP for this UE, It starts to establish the PMIP tunnel with the PDN GW. The PDN GW returns the home network prefix (address) to the access network and the access network returns the allocated home address to the UE. Now the connectivity to the PDN is created. 
· If the network does not support PMIP or does not allow the UE to use PMIP, it can indicate that by either sending a DHCP reply message or not sending any message. If not receiving any reply before the timer expires, the UE may resend or choose another mobility protocol or give it up. Other scenarios are possible
It is not the intention of this paper to work out all the details of the DHCP procedure here, since there is related on-going work in IETF for this, but to provide an overview of how this can be done. 
2.2 The section of MIPv4 FA mode

In this case, the UE wants to use the MIPv4 FA mode. It has to be noted that no new mechanisms are needed to support this. The MIPv4 Agent Solicitation message is used to explicitly indicate the UE's preference to the access network. If the UE sends the MIPv4 AS message, this means that the UE requests the MIPv4 FA mode; and if the access network supports the MIPv4 FA mode and allows the UE to use it, it should reply with the MIPv4 Agent Advertisement message; otherwise it does not send any reply. Thus, the UE knows whether the MIPv4 FA mode can be selected or not.

2.3 The selection of CMIP

In this case, there are two scenarios. For UE configured in such a way that the UE gets connectivity establishment through full local connectivity at the access, the UE may decide to not use any indication. In other cases, the UE needs to explicitly indicate its preference of CMIP to the access network, similarly to the way it provides explicit indication of PMIP in the case shown above. In the following we assume stateful IP address configuration is used, though similar extensions are possible for stateless IP address configuration. 
An example of how the logical procedure can work is described briefly as follows: 
· Firstly, the UE learns that the local access network requires the IP address configuration, e.g. from the Router Advertisement message received. 
· Then the UE sends a DHCP request message to request an IP address and also to indicate its preference of CMIP. 
· If the network supports CMIP and authorizes the use of CMIP for this UE, It returns a local IP address to the UE. 
· If the network does not support CMIP or does not allow the UE to use CMIP, it can indicate that by either sending a DHCP reply message or not sending any message. If not receiving any reply before the timer expires, the UE may resend or choose another mobility protocol or give it up. 
· After a local IP address is assigned, the UE starts the MIP6 bootstrapping procedure and the Binding Update procedure. 

2.4 Multiple PDNs support

The mechanisms described above can be easily extended for support of multiple PDNs through multiple PDN GWs. The details are FFS.

Proposal

It is proposed to make the following modifications to TS 23.402. It is to be noted that some changes are integral part of this ideas, whereas some other are based on the inclusion in TS 23.402 of the result of the approval of S2-072932 and to align the text in the procedure.
**** Start of first change ****

5.4.2.3.3
Initial Attach procedure with PMIPv6 for non-roaming

PMIPv6 [8] is used to setup a PMIPv6 tunnel between the trusted non-3GPP IP access and the PDN GW as a result of the UE selecting PMIP for the establishment of the connectivity or because no indication was provided and the non-3GPP access requires connectivity to a PDN GW to provide the UE with IP connectivity. In both roaming and non-roaming cases, S2a is present. It is assumed that MAG exists in the trusted non-3GPP IP access.
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Figure 5.4.2.3.3-1: Initial attachment with Network based MM mechanism over S2a for non-roaming
1)
The initial Non-3GPP access specific L2 procedures are performed. These procedures are Non-3GPP access specific and are outside the scope of 3GPP;
2)
The EAP authentication procedure is initiated and performed involving the UE, Trusted Non-3GPP IP Access and the 3GPP AAA Server. In the roaming case, there may be several AAA proxies involved. The PDN Gateway address is determined at this point as described in section 5.4.2.1.  The PDN GW information is returned as part of the reply from the 3GPP AAA Server to the MAG in the trusted non-3GPP access. This may entail an additional name resolution step, issuing a request to a DNS Server;
3)
After successful authentication and authorization, the L3 attach procedure is triggered. The UE may provide an explicit indication of the desire to use PMIP for the establishment of connectivity, in order to discover if this is supported by the network. The UE may also provide an indication of the desired mechanism to be used for handoff to other access technologies. If no indication is provided PMIP is used to establish connectivity to the PDN GW for the trusted non-3GPP accesses that do not provide full local IP connectivity at the access network. 
Editor's note:
The details of the L3 attach procedure are FFS. E.g. it can be based on DHCP or  Neighbor Discovery/Stateless IP Address Autoconfiguration.

Editor's note:
The details of how the UE provides such information is FFS. E.g. extensions of DHCP and/or Neighbor Discovery/Stateless IP Address Autoconfiguration could be used.

Editor's note:
The details of how the UE indicates the preferred mobility management protocols when connecting to multiple PDNs, e.g. by using APN, are FFS.
4)
MAG function of Trusted Non-3GPP IP Access sends Proxy Binding Update message to PDN GW;

Editor's note:
How the Proxy Binding Update message is secured is FFS.

5)
The selected PDN GW informs the 3GPP AAA Server of its address;
Editor's note:
It is FFS whether this step can be avoided, e.g. if the PDN GW address is already known by the AAA/HSS by other means.
6)
The PDN GW processes the proxy binding update and creates a binding cache entry for the UE. The PDN GW allocates IP address for the UE. The PDN GW then sends a proxy binding acknowledgement to the MAG function in Trusted Non-3GPP IP Access, including the IP address(s) allocated for the UE;
NOTE:
If UE requests for both IPv4 and IPv6 addresses, both are allocated.  If the UE requests for only IPv4 or IPv6 address only one address is allocated accordingly.
Editor's note:
It is FFS which entity stores the allocated PDN GW IP Address.

7)
The PMIPv6 tunnel is set up between the Trusted Non-3GPP IP Access and the PDN GW;



8)
MAG returns the IP address to the UE; the MAG returns also the PDN GW Address for the user plane if received from the PDN GW and if CMIP is supported by the PDN GW and if the UE indicated CMIP preference for the mechanism to be used for handoff to other access technologies.
9)      L3 attach procedure is completed. IP connectivity between the UE and the PDN GW is set for uplink and downlink directions.
**** End of first change ****

**** Start of second change ****

5.4.2.5.1
Initial Attach procedure from Trusted Non-3GPP IP Access with DSMIPv6 for non-roaming case

This section is related to the case when the UE attaches to a Trusted Non-3GPP Access network and host based mobility management mechanisms are used. Dual Stack MIPv6 [10] is used for supporting mobility over S2c interface.
Figure 5.4.2.3.1-1 depicts the procedure for the non-roaming case.
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Figure 5.4.2.5.1-1: Initial attachment from Trusted Non-3GPP IP Access with DSMIPv6 in non-roaming case
















1)
The initial Non-3GPP access specific L2 procedures are performed. These procedures are Non-3GPP access specific and are outside the scope of 3GPP;
2)
The EAP authentication procedure is initiated and performed involving the UE, Trusted Non-3GPP IP Access and the 3GPP AAA Server. The PDN Gateway address is determined at this point as described in section 5.4.2.1.  The PDN GW information is returned as part of the reply from the 3GPP AAA Server to the MAG in the trusted non-3GPP access. This may entail an additional name resolution step, issuing a request to a DNS Server;
3)
After successful authentication and authorization, the L3 attach procedure is triggered; the UE provides an explicit indication of the desire to use CMIP for the establishment of connectivity. The UE may also provide an indication of the desired mechanism to be used for handoff to other access technologies. 
Editor's note:
The details of the L3 attach procedure are FFS. E.g. it can be based on DHCP or  Neighbor Discovery/Stateless IP Address Autoconfiguration.

Editor's note:
The details of how the UE provides such information is FFS. E.g. extensions of DHCP and/or Neighbor Discovery/Stateless IP Address Autoconfiguration could be used.
Editor's note:
The details of how the UE indicates the preferred mobility management protocols when connecting to multiple PDNs, e.g. by using APN, are FFS.
UE configures a local IP address from the access network. How to configure the local IP address depends on the configuration of the access link, e.g. either stateless IP address configuration or via DHCP.
4)
UE starts the bootstrapping, establishes the security association with the PDN GW and configures its home address;
5)
UE sends the Binding Update message to the PDN GW;

6)
The PDN GW returns the Binding Acknowledgement message to the UE;

7)       L3 attach procedure is completed. IP connectivity between the UE and the PDN GW is set for uplink and downlink directions.
**** End of second change ****
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