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1. Introduction

This paper proposes modifications to the existing text of TS 23.402 to include flows for handoff scenarios for 3GPP to non-3GPP accesses. This is a companion document to document S2-073189 which explains the principles for the handover.
2. Discussion
When the UE is connected to multiple PDN GWs, then upon moving from one network access to other network access, it should maintain connectivity with all the PDN GWs that it was connected with. Thus the mobility protocol used should ensure that the connectivity with all PDN GWs is maintained. This document details the message flows required maintaining such connectivity. 

3. Proposal

The changes described propose additions to the appendix section.
**** Start of first change ****
Annex D : Handovers involving Multiple PDN GW connectivity.

D.1
Handovers involving S2a interface.

D.1.1
Trusted Non-3GPP IP Access to 3GPP Access with PMIPv6 Handover for the Non-Roaming Scenario
The steps involved in the handover from a trusted non-3GPP IP access to 3GPP Access connected to EPC are depicted below for the case of non-roaming case and when PMIPv6 is used on S2a and UE is connected to multiple PDN GWs. It is assumed that while the UE is served by the trusted non-3GPP IP access, PMIPv6 tunnels are established between the non-3GPP access network and one or more PDN GWs in the evolved packet core.
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Figure D.1.1-1: Handover from Trusted Non-3GPP IP Access to 3GPP Access with PMIPv6 on S2a and S5 interfaces
Editor's Note:
These flows do not show the setup of bearers on S5 interface and interactions with the PCC architecture. These are FFS.

Editor's Note:
It is FFS how the multiple-SDFs are handed-over and whether additional SAE dedicated bearers need to be setup.

NOTE:
The flow here assumes that this is an initial attach of the UE and no bearers for the UE exists in UTRAN.

The steps involved in the handover are discussed below.

1)
The UE uses a trusted non-3GPP access system and is being served by one or more PDN GWs (as PMIPv6 home agents).

2)
The UE discovers the 3GPP Access system (UTRAN or E-UTRAN) and determines to transfer its current sessions (i.e. handover) from the currently used non-3GPP access system to the discovered 3GPP Access system. The mechanisms that aid the UE to discover the 3GPP Access system, are specified in section 5.3 (Network Discovery and Selection).

3)
The UE sends an Attach Request to the MME/SGSN. The message from the UE is routed by 3GPP Access to the MME/SGSN as specified in TS 23.401 (E-UTRAN) or TS 23.060 (UTRAN).

FFS: Whether the UE is 3GPP attached when it connects to the non-3GPP access is an open issue that needs to be discussed further.
Editor's Note:
Whether the UE will send TAU/Service request to the MME/SGSN if the GTP based S5 is used is FFS.

4)
The MME/SGSN contacts the HSS and authenticates the UE. As part of the authentication procedure, the IP addresses of one or more PDN GWs that need to be used is conveyed to the MME/SGSN.

5)
After successful authentication, the MME/SGSN performs location update procedure with HSS as specified in TS 23.401 or TS 23.060.

Editor's Note:
It is FFS if the HSS interacts with AAA server to provide the IP address of the PDN GW serving the UE.

6)
The MME/SGSN selects a serving GW as described in TS 23.401 and sends a Create Default Bearer Request (including IMSI, MME Context ID (SGSN equivalent is TBD), and PDN-GW addresses) message to the selected Serving GW. For IETF based S5, the MN-NAI is also included in the message.

7)

a)
For IETF based S5, the Serving GW initiates the PMIPv6 registration procedure towards all the PDN-GWs that the UE was connected to by sending a Proxy Binding Update according to [8].The serving GW can choose to send the Proxy Binding Update either simultaneously or sequentially.
Editor's note:
It is FFS whether the Proxy Binding Update suffices to provide equivalent functionality to the GTP "Create Bearer Request" message and if additional messages are required.
b)
For GTP based S5, the Serving GW sends a Create Bearer Request message to all the PDN-GWs that needs to be connected as described in TS 23.401.

8)


a)
For IETF based S5, each of the PDN GWs responds with a Proxy Binding Ack and updates its mobility binding which effectively switches the PMIPv6 tunnel from the non-3GPP access network to the Serving GW. In the proxy Binding Ack, the PDN-GW includes the home IP address or prefix that was assigned to the UE earlier.

b)
For GTP based S5, each of the PDN GW responds with a Create Bearer Response message to the Serving GW as described in TS 23.401.The Create Bearer Response contains the home IP address or prefix that was assigned to the UE earlier.
Editor's Note:
The flows for bearer setup on S5 and interaction with PCRF are FFS.

9)
The Serving GW returns a Create Default Bearer Response message to the MME/SGSN as specified in TS 23.401. This message also includes the IP addresses of the UE which are obtained from each PDN GW. This message also serves as an indication to the MME/SGSN that the binding has been successful. At this step the PMIP6 or GTP tunnel is established.
10)
Radio and Access bearers are established at this step in the 3GPP access as specified in TS 23.401 or TS23.060.
11) The UE can send, receive data at this point via the 3GPP access system.
12)
The Serving GW which is the MAG in case of IETF based S5 or the PDN-GW in case of GTP based S5 exchanges RA (solicited or unsolicited) with the UE.
Editor's Note:
The point at which resources in the trusted non-3GPP access are torn down is FFS.

D.1.2
3GPP Access to Trusted Non-3GPP IP Access with PMIPv6 Handover for the Non-Roaming Scenario
The steps involved in the handover from 3GPP Access connected to the EPC to trusted non-3GPP IP access are depicted below for the case of non-roaming case when PMIPv6 is used. It is assumed that while the UE is served by the 3GPP Access, a PMIPv6 tunnels are established between the S-GW and one ore more PDN GWs in the evolved packet core.
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Figure D.1.2-1: Handover from 3GPP Access to Trusted Non-3GPP IP Access with PMIPv6 on S2a and S5 interfaces
Editor's Note:
These flows do not show the setup of QoS in the non-3GPP IP access and interactions with the PCC architecture. These are FFS.

Editor's Note:
It is FFS how the QoS bearers on S5 interface are handed-over.

1)
The UE is connected in the 3GPP Access and has PMIPv6 or GTP tunnels established with one or more PDN GWs on the S5 interface.

2)
The UE discovers the trusted non-3GPP IP access system and determines to transfer its current sessions (i.e. handover) from the currently used 3GPP Access to the discovered trusted non-3GPP IP access system. The mechanisms that aid the UE to discover the trusted non-3GPP IP access system, are specified in section 5.3 (Network Discovery and Selection).
3)
The UE performs access authentication and authorization in the non-3GPP access system. The 3GPP AAA server authenticates and authorizes the UE for access in the trusted non-3GPP system. The 3GPP AAA server returns the PDN-GW addresses to the trusted non-3GPP access system at this step (upon successful authentication and authorization). 
Editor’s Note : Exact mechanisms for mobility protocol selection are FFS
Editor's Note:
It is FFS if the AAA Server interacts with the HSS to provide the IP address of the PDN GW serving the UE.

4)
After successful authentication and authorization, the L3 attach procedure is triggered.

5)
The MAG function of Trusted Non-3GPP IP Access sends Proxy Binding Update (PBU) message to one or more PDN GWs that needs to be connected for the UE. The MAG may send the PBU messages either simultaneously or sequentially to each PDN GWs.

Editor's note:
How the Proxy Binding Update message is secured is FFS.

6)
Each PDN-GW may interact with the 3GPP AAA server to perform authorization function, e.g. authorization of the new MAG.

7)
Each PDN GW then processes the proxy binding update and updates the binding cache entry for the UE. The PDN GW also confirms the IP address(es) for the UE sending a proxy binding acknowledgement (PBA) to the MAG function in Trusted Non-3GPP IP Access, including the IP address(es) allocated for the UE.

8)
L3 attach procedure is completed at this point. The IP address(es) assigned to the UE by the PDN-GWs is conveyed to the UE.
9)
The PMIPv6 tunnels are thus set up between the Trusted Non-3GPP IP Access and one or more PDN GWs that the UE was connected to before handover. The UE can send/receive IP packets at this point.
Editor's Note:
The point at which resources in the 3GPP Access are torn down is FFS.

D.2

Handovers involving S2b interface
D.2.1

Untrusted Non-3GPP IP Access with PMIPv6 to E-UTRAN Handover in the Non-Roaming Scenario
This section shows a call flow for a handover when a UE moves from an untrusted non-3GPP access network to the E-UTRAN.  PMIPv6 is assumed to be used on the S5 and S2b interfaces. PMIPv6 tunnels are established on S2b interfaces between ePDG and one or more PDN GWs.
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Figure C.2.1-1: Untrusted Non-3GPP IP Access to E-UTRAN Handover in Non-Roaming case

1)
The UE is initially connected to the untrusted non-3GPP access.  There is an IPsec tunnel between the UE and the ePDG and one or more PMIPv6 tunnels between the ePDG and one or more PDN GWs.

2)
The UE moves and attaches to an E-UTRAN network.

3)
The UE next performs access authentication with the MME.  The MME would contact the HSS for authentication the UE.  As part of the authentication procedure, the PDN GWs that need to be used are conveyed to the MME.

Editor's Note:
How the HSS/3GPP AAA server ensures the same PDN GW that was being used while the UE was attached to the ePDG is used by the MME also is FFS.

4)
The MME performs location update procedure and subscriber data retrieval from the HSS.  See TS 23.401 for more details on these procedures.

5)
Once the MME authenticates the UE, it sends a Create Default Bearer Request message to the Serving GW.  In this message, the MME includes the UE's identifier (NAI) and the PDN GW that needs to be used.

6)
The Serving GW sends a proxy BU message to each of the PDN GW to setup a default bearer for the UE.  The Proxy BU includes the UE's identifier and a request for an IP address from the PDN GWs. The Serving GW can choose to send the PBU either simultaneously or sequentially to each of the PDN GWs

7)
Each PDN GW processes the proxy BU message from the Serving GW, updates the binding cache entry for the UE and responds with a proxy Binding Ack.  In the proxy Binding Ack, the PDN GW replies with the same IP address or prefix that was assigned to the UE earlier. At this point a PMIPv6 tunnel between a PDN GW and Serving GW exists.

Editor's Note:
Interaction with PCRF is FFS.

Editor's Note:
It is FFS whether the Proxy Binding Update suffices to provide equivalent functionality to the GTP "Create Bearer Request" message and if additional messages are required.

8)
The Serving GW responds to the MME with the Create Default Bearer Response message after it receives the PBA from each of the PDN GW.  In this message, the Serving GW includes the IP addresses of the UE.

9)
S1_U default bearer establishment procedure is performed.  This includes radio bearer setup.

10)
At the end of the handover procedure there is a default bearer for the UE that consists of E-UTRAN radio bearer, S1 bearer between the eNB and the Serving GW and a PMIPv6 tunnel between the Serving GW and the PDN GW.

Editor's Note:
IPsec tunnel teardown with the ePDG is for FFS.
D.2.2

E-UTRAN to Untrusted Non-3GPP IP Access with PMIPv6 Handover in the Non-Roaming Scenario
This section shows a call flow for a handover when a UE moves from a E-UTRAN to an untrusted non-3GPP access network. PMIPv6 is assumed to be used on the S5 and S2b interfaces. PMIPv6 tunnels are established between the serving GW and one or more PDN GWs in the 3GPP access.
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Figure C.2.2-1: E-UTRAN to Untrusted Non-3GPP Access Handover in Non-Roaming case

1)
The UE is initially attached to the E-UTRAN network.

2)
The UE moves and attaches to a WLAN network.

3)
The IKEv2 tunnel establishment procedure is started by the UE. The ePDG IP address to which the UE needs to form IPsec tunnel with may be discovered via DNS query or can be statically configured. The exact mechanism is left FFS. After the UE is authenticated, UE is also authorized for access one or more APNs. The procedure is as described in 3GPP TS 33.234 [5]. As part of access authentication the PDN GW information is sent to the ePDG by the 3GPP AAA server. The ePDG gets the information about connectivity with multiple PDN GW at this point.

Editor's Note:
How the HSS/3GPP AAA server ensures the same PDN GW that was being used while the UE was attached to the E-UTRAN is used by the ePDG also is FFS.

4)
The ePDG sends the Proxy Binding Update message to one or more PDN GWs as indicated by the information from AAA,  with the MN-NAI ID and a request for IP address. The ePDG may choose to send the Proxy Binding Update message either simultaneously or sequentially.

5)
Each PDN GW processes the proxy BU message from the ePDG, updates the binding cache entry for the UE and responds with a proxy Binding Ack.  In the proxy Binding Ack, the PDN GW replies with the same IP address or prefix that was assigned to the UE earlier. At this point a PMIPv6 tunnel is created between each PDN GW and ePDG.

6)
The ePDG and the UE continue the IKEv2 exchange and IP address configuration. 

7)
At the end of the handover procedure there is a default bearer for the UE that consists of an IPsec tunnel between the UE and the ePDG and a PMIPv6 tunnel between the ePDG and the PDN GW.

Editor's Note:
E-UTRAN bearer teardown is for FFS.
D.3

Handovers involving S2c interface
D.3.1

Untrusted Non-3GPP IP Access with DSMIPv6 over S2c to 3GPP Access Handover in the Non-Roaming Scenario
In this scenario, the session starts in untrusted non-3GPP access using DSMIPv6 over S2c. The session hands over to 3GPP access (e.g. E-UTRAN) system. UE is connected with multiple PDN GWs using host based mobility mechanism.
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Figure C.3.1-1: Untrusted Non-3GPP S2c (DSMIPv6) to 3GPP Handover

1)
The UE uses a untrusted non-3GPP access system. It has an IPsec/IKEv2 session with the ePDG and a DSMIPv6 session with one or more PDN GWs.

2)
The UE discovers the 3GPP (e.g. E-UTRAN) access system and determines to handover from the currently used trusted non-3GPP access system to the discovered 3GPP access system. The mechanisms that aid the UE discover the 3GPP access system, are specified in section 5.3 (Network Discovery and Selection).

Editor's note:
The criteria / policy used in determining when handover to 3GPP access should be invoked are FFS.

3)
The UE sends an Attach Request which is routed by 3GPP access system to an MME instance in the EPC as specified in TS 23.401. UE might optionally indicate the need to connect to multiple PDN GW using APN information in the attach request message. 
4)
The MME contacts the HSS / 3GPP AAA and authenticates the UE. As part of the authentication procedure, the IP addresses of the PDN GWs that need to be used in 3GPP access are conveyed to the MME
Editor's Note:
It is FFS if the HSS interacts with AAA server to provide the IP address of the PDN GW serving the UE.

5) After successful authentication, the MME performs location update procedure with HSS as specified in TS 23.401.

6)
The MME selects a Serving GW as described in TS 23.401 and sends a Create Default Bearer Request (including IMSI, MME Context ID and PDN GW addresses) message to the selected Serving GW. For IETF based S5, the MN-NAI is also included in the message. Whether this message contains NAI of the user is FFS.

7)
a)
For IETF based S5, the Serving GW initiates the PMIPv6 registration procedure towards each of the PDN GWs by sending a Proxy Binding Update according to [8]. If the NAI of the user is not included in step 6, the Serving GW has to derive it by other means. Serving GW can send the Proxy binding update message to each PDN GW either simultaneously or sequentially.

Editor's note:
It is FFS whether the Proxy Binding Update suffices to provide equivalent functionality to the GTP "Create Bearer Request" message and if additional messages are required.
b)
For GTP based S5, the Serving GW sends a Create Bearer Request message to each of the  PDN GW as described in TS 23.401.

8)

a)
For IETF based S5, each PDN GW responds with a Proxy Binding Ack and updates its mobility binding which effectively switches the DSMIPv6 tunnels from the non-3GPP access network to the PMIPv6 tunnels to the Serving GW. In the proxy Binding Ack, the PDN GW includes the home IP address or prefix that was assigned to the UE earlier.

b)
For GTP based S5, the PDN GW responds with a Create Bearer Response message to the Serving GW as described in TS 23.401.The Create Bearer Response contains the home IP addresses or prefixes that was assigned to the UE earlier.

Editor's Note:
The flows for bearer setup on S5 and interaction with PCRF are FFS.
9)
The Serving GW returns a Create Default Bearer Response message to the MME as specified in TS 23.401. This message also includes the IP addresses of the UE. This message also serves as an indication to the MME that the binding has been successful.

10)
The MME sends an Attach Accept message to UE through 3GPP access as specified in TS 23.401.The 3GPP access system initiates radio bearer setup procedure as specified in TS 23.401. The 3GPP access system responds with an Attach Complete message.

11)
The UE may send a BU to each PDN GW to de-register its DSMIPv6 binding that was created while the UE was in untrusted non-3GPP access system. The UE may send IKEv2 messages (if necessary) to tear down its SA with the ePDG.
Editor's Note:
Clarification needed about the details of how the UE finds out that it is on the "home link". Specifically, in case the UE relies on RS/RA messages it is FFS whether the RS/RA messages are exchanged with the Serving GW or with the PDN GW.
D.3.2

3GPP Access to Untrusted Non-3GPP IP Access with DSMIPv6 over S2c Handover in the Non-Roaming Scenario
In this scenario, the session starts in 3GPP access (e.g. E-UTRAN). When the UE is connected in the 3GPP (E-UTRAN) access system, either GTP or PMIPv6 is used over S5, or no S5 is used (co-located Serving GW and PDN GW). The session hands over to an untrusted non-3GPP access system. Host based mobility protocol is used by the UE. Thus ePDG can then assign local IP address to the UE which will be used as Care of Address to run host based mobility protocol. In this scenario DSMIPv6 is used for mobility management, so the UE will receive a different prefix from the ePDG than the one it was using in 3GPP access system The UE subsequently initiates DSMIPv6 with the its PDN GWs to maintain the IP session.
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Figure D.3.2-1: 3GPP Access to Untrusted Non-3GPP IP Access with S2c (DSMIPv6) Handover
1)
The UE uses a 3GPP access system. It has IP addresses that are supported over S5 interface.

2)
At this point the UE decides to initiate non-3GPP access procedure. The decision is based on any number of reasons e.g. local policies of the UE.
Editor's note:
The criteria / policy used in determining when handover to 3GPP access should be invoked are FFS.

3)
The UE performs access authentication and authorization in the non-3GPP access system. The 3GPP AAA server/HSS authenticates and authorizes the UE for access in the untrusted non-3GPP system.

4)
The UE may discover ePDG address if it does not know that already.

 5)
The UE performs IKEv2 and IPsec SA establishment with the ePDG that was discovered at step 4. . The UE thus gets an IP address from the ePDG which is used as the care of address to initiate DSMIPv6 procedures to maintain its IP sessions.

6)
The UE may also perform IKEv2 and IPsec SA establishment with each of the PDN GWs that it needs to be connected with. The IKEv2 transaction is authenticated and authorized by the 3GPP AAA server. This is an optional step needed only when RFC 4877 based SA is used between UE and PDN GW.
Editor's note:
It is FFS how PDN GW selection and retrieval happens for host based mobility. The UE may need to perform PDN GW address discovery between steps 5 and 6.

Editor's note:
The use of IETF RFC4285 is FFS and when it is used the procedure will be different.

7)
The UE sends a DSMIPv6 BU message to each of the PDN GWs to register its CoA. Each PDN GW authenticates and authorizes the UE and it sends back a BA including the IP address (home address) which the UE was using in the 3GPP access.
NOTE:
If IP address (home address) assignment happens in step 6, inclusion of the home address in step 7 is not necessary.

8)
The UE continues with IP service using the same IP address.
Editor's Note:
The bearer and session teardown in the previous access system is FFS.
D.3.3
Trusted Non-3GPP IP Access with DSMIPv6 over S2c to 3GPP Access Handover in Non-Roaming Scenario

In this scenario, the session starts in a trusted non-3GPP access system (e.g. E-UTRAN) using DSMIPv6 in a non roaming scenario. Subsequently, the session hands over to a 3GPP access system.
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Figure D.3.3-1: Trusted Non-3GPP S2c (DSMIPv6) to 3GPP with S5 handover
1)
The UE uses a trusted non-3GPP access system. It has a DSMIPv6 session with one ore more PDN GWs.
2)
The UE discovers the 3GPP access system and determines to handover from the currently used trusted non-3GPP access system to the discovered 3GPP access system. The mechanisms that aid the UE discover the 3GPP access system, are specified in section 5.3 (Network Discovery and Selection).
Editor's note:
The criteria / policy used in determining when handover to 3GPP access should be invoked are FFS.

3)
The UE sends an Attach Request which is routed by 3GPP to an MME instance in the EPC as specified in TS 23.401. UE might optionally indicate the need to connect to specific PDN GW by using the APN information.
4)
The MME contacts the HSS / 3GPP AAA and authenticates the UE. As part of the authentication procedure, the IP addresses of the PDN GWs that need to be used in 3GPP access are conveyed to the MME. Note: the PDN GW selection and retrieval for host based mobility is still an FFS.

5)
After successful authentication, the MME performs location update procedure with HSS as specified in TS 23.401.

Editor's Note:
It is FFS if the HSS interacts with AAA server to provide the IP address of the PDN GW serving the UE.

6)
The MME selects a Serving GW as described in TS 23.401 and sends a Create Default Bearer Request (including IMSI, MME Context ID, and PDN GW IP address) message to the selected Serving GW.

Editor's Note:
Whether this message contains NAI of the user is FFS.

7)

a)
For IETF based S5, the Serving GW initiates the PMIPv6 registration procedure towards each of the PDN GWs by sending a Proxy Binding Update according to [8]. If the NAI of the user is not included in step 6, the Serving GW has to derive it by other means. The serving GW can send the proxy binding update message to each PDN GWs either simultaneously or sequentially.

Editor's note:
It is FFS whether the Proxy Binding Update suffices to provide equivalent functionality to the GTP "Create Bearer Request" message and if additional messages are required.
b)
For GTP based S5, the Serving GW sends a Create Bearer Request message to each of  the PDN GW as described in TS 23.401.
8)
a)
For IETF based S5, each PDN GW responds with a Proxy Binding Ack and updates its mobility binding which effectively switches the DSMIPv6 tunnels from the non-3GPP access network to the PMIPv6 tunnels to the Serving GW. In the proxy Binding Ack, the PDN GW includes the same IP address or prefix that was assigned to the UE earlier.

b)
For GTP based S5,  each of the PDN GW responds with a Create Bearer Response message to the Serving GW as described in TS 23.401.The Create Bearer Response contains the same IP address or prefix that was assigned to the UE earlier.

Editor's Note:
The flows for bearer setup on S5 and interaction with PCRF are FFS.

9)
The Serving GW returns a Create Default Bearer Response message to the MME as specified in TS 23.401. This message also includes the IP addresses of the UE. This message also serves as an indication to the MME that the binding has been successful.

10)
The MME sends an Attach Accept message to UE through 3GPP access as specified in TS 23.401.The 3GPP access system initiates radio bearer setup procedure as specified in TS 23.401. the 3GPP access system responds with an Attach Complete message.
11)
The UE may send a BU to each PDN GW to de-register its DSMIPv6 binding that was created while the UE was in non-3GPP access system.

D.3.4
3GPP Access to Trusted Non-3GPP IP Access with DSMIPv6 over S2c Handover in Non-Roaming Scenario

In this scenario, the session starts in 3GPP access (e.g. E-UTRAN) using PMIPv6 or GTP over S5 or no S5 is used (co-located Serving GW and PDN GW). The session hands over to the trusted non-3GPP access system that either does not use PMIPv6. In that case the network does not trigger network based mobility protocol and assigns the UE a local IP address. UE will thus receive a different prefix than the one it was using in 3GPP access system. The UE subsequently initiates DSMIPv6 with the same PDN GW to maintain the IP session.
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Figure D.3.4-1: 3GPP S5 to Trusted Non-3GPP S2c (DSMIPv6) Handover
1)
The UE uses a 3GPP access system. It has IP addresses that are supported over S5 interface.
2)
At this point the UE decides to initiate non-3GPP access procedure. The decision is based on any number of reasons e.g. local policies of the UE.

Editor's note:
The criteria / policy used in determining when handover to non-3GPP access should be invoked are FFS.

3)
The UE performs access authentication and authorization in the non-3GPP access system. The 3GPP AAA server authenticates and authorizes the UE for access in the non-3GPP system. Note that PDN GW selection and retrieval for host based mobility is still an FFS. 

4)
If the non-3GPP access system is not PMIPv6 capable or it decides not to use PMIPv6 then the network allocates a local IP address that is different from the IP address it was using in 3GPP access system. Since the UE obtains an IP address that is not the same as the address from 3GPP system, the UE decides to initiate DSMIPv6 procedures to maintain its IP sessions.

5)
The UE may discover PDN GW addresses using MIPv6 bootstrapping procedures. Note: the actual procedure is FFS. 

Editors Note: Optimizations to this step can be performed by allowing UE to discover the PDN GW addresses while connected to 3gpp access in order to reduce the handover delay. Exact procedures are FFS.

6)
The UE may also perform IKEv2 and IPsec SA establishment with each of the PDN GWs that was discovered at step 5. This happens if RFC 4877 is used to establish SA with between the UE and the PDN GW. This step may involve authentication and authorization by the 3GPP AAA system.

Editor's note:
The use of IETF RFC4285 is FFS and when it is used the procedure will be different.

7)
The UE sends a DSMIPv6 BU message to each of the PDN GWs to register its CoA. Each of the PDN GWs authenticates and authorizes the UE  and sends back a BA including the IP address (home address) corresponding to that PDN GW which the UE was using in the 3GPP access.

8)
The UE continues with IP service using the same IP addresses.

Editor's Note:
The bearer and session teardown in the previous access system is FFS.
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