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1. Introduction

This paper proposes additions for the existing text of TS 23.402 for enabling scenarios that support handover from 3GPP access to non-3gPP access when connectivity with multiple PDN GW is supported. This document introduces the principles for supporting handover from 3GPP access to non-3GPP access.
2. Discussion
UE obtains connectivity in the 3GPP access domain using one of the network based mobility management mechanism i.e. GTP or PMIP. UE is provided with the IP address from the address space of the PDN that the UE is connected to. When UE connects to multiple PDNs, UE is configured with multiple IP addresses. To maintain session continuity, it has to be ensured that the IP addresses allocated to the UE are not changed at the application level, when the UE moves from 3GPP access network to non-3GPP access network. TS 23.402 supports both network based mobility and client based mobility that can be used by the UE. Upon attachment to the non-3GPP network, the mobility management mechanisms are automatically triggered either by the network or by the UE.  

When the UE is connected to multiple PDNs through different PDN GWs, it is important that the UE maintains connectivity with all the PDN GWs that the UE was connected with before attaching to non-3GPP network from 3GPP network. This document describes the basic principles that need to be supported for the UE to perform the handoff while still maintaining connectivity with all the PDN GWs.

This paper makes modifications to the generic handover flows described in TS 23.402, for the UE to support handover while still being connected to multiple PDN GWs..
· Network based mobility:\n the case of multiple PDN connectivity through different PDN GWs, there is an indication of connectivity with multiple PDN GWs either in the UE subscription information or is explicitly indicated by the UE. Thus on attach to the non-3GPP network , the MAG in the network, knows about the connectivity to multiple PDN GWs and thus can trigger the PMIP procedures with each PDN GW that the UE was initially connected to (as per the received information) and thus can still maintain UE connectivity with the respective PDN GWs. 

· Host Based mobility protocol : When host based mobility protocol is used, the network entity that grants UE access to the UE in non-3gpp network, allocates a local IP address to UE which is used as a Care of Address by the UE. With this care of address, the UE may trigger the host based mobility procedures towards the PDN GWs that the UE needs to be connected with. UE can discover about the Home address and the PDN GW address by using the bootstrapping mechanisms as described in IETF. UE shall then send the Binding Update to the PDN GW it requests connection with. PDN GW would then create a binding entry based on UEs home address and its care of address to tunnel packets arriving to UEs home address and thus maintain session continuity on handover.

**** Start of first change ****
5.6
Handover

<This section describes the information flows for handover between 3GPP and non-3GPP accesses>

Editor’s Note: The detailed information flows provided in Annex C may need to be updated to conform to the high-level principle flows defined in this section.
5.6.1
Handovers without Optimizations

<This section contains flows for supporting handovers without optimizations>

The following high-level flows show the handover principle for mobility between 3GPP and non-3GPP accesses. 

5.6.1.1
Network Based Mobility

For network-based mobility, the following principle is followed:

Handover to non-3GPP Accesses:
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Figure 5.6.1.1-1.  High-level handover flow for handovers towards non-3GPP accesses for
network-based mobility handling.
1)
The UE detects a Non-3GPP access system while the communication takes place on the 3GPP access system. The mechanisms that aid the UE to discover the trusted non-3GPP IP access system are specified in section 5.3 (Network Discovery and Selection).
2)
The UE first carries out the initial RAT-specific attach procedures with the non-3GPP access (these procedures are outside the scope of 3GPP). It then authenticates itself with the network. After successful authentication and authorization, L2/L3 connectivity between the UE and GW is established. This includes the establishment of an IPsec tunnel if necessary.

Editor’s Note:
The mechanism for mobility protocol selection is FFS. 

NOTE:
As part of the authentication procedure, the IP address of one ore more PDN GWs or Serving GW that anchors the UE is conveyed to the non-3GPP Access GW.

3)
The UE triggers the L3 attach procedure. In case of a handover towards a non-trusted non-3GPP access, the successful establishment of the IPsec tunnel provides the trigger for step 4.

4)
The mobility agent (i.e. MAG) on non-3GPP Access GW (e.g. the ePDG or WiMAX ASN) performs the path update (i.e. Proxy Binding Update) with each of the mobility anchor that is either located on PDN GW or Serving GW – depending on the mobility scenario and the operator policies.

5)
After a successful path update, the non-3GPP Access GW indicates to the UE that the handover is completed (e.g. by sending an IPv6 RA).

Handover to 3GPP Accesses:


<This sub-clause provides the placeholder for the high-level flow for handovers from non-3GPP accesses to 3GPP accesses>

The detailed flows for handovers involving the S2a and S2b interfaces are provided as part of Annex C.1 and Annex C.2 respectively.
5.6.1.2
Client Based Mobility
For client-based mobility, the following principle is followed:

Handover to non-3GPP Accesses:
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Figure 5.6.1.2-1.  High-level handover flow for handovers towards non-3GPP accesses for client-based mobility handling
1)
The UE detects a Non-3GPP access system while the communication takes place on the 3GPP access system. The mechanisms that aid the UE to discover the trusted non-3GPP IP access system are specified in section 5.3 (Network Discovery and Selection).
2)
The UE first carries out the initial RAT-specific attach procedures with the non-3GPP access (these procedures are outside the scope of 3GPP). It then authenticates itself with the network. After successful authentication and authorization, L2/L3 connectivity between the UE and non-3GPP Access GW is established. This includes the establishment of an IPsec tunnel if necessary.

Editor’s Note: The mechanism for mobility protocol selection is FFS. In case the network decides for client-based Mobile IP, it will assign the UE on the non-3GPP access interface a different IP address from the one currently assigned.

NOTE:
As part of the authentication procedure, the IP address of one or more PDN GWs (HA) that anchors the UE is conveyed to the UE or FA (depending on the mode: Co-located CoA or FA-CoA).

3)
The UE performs the Mobile IP Binding Update procedure with each of the HA. In case of MIPv4-FA mode the RRQ/RRP messages are relayed via the FA.

Handover to 3GPP Accesses:
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Figure 5.6.1.2-2.  High-level handover flow for handovers towards 3GPP accesses for client-based mobility handling

1)
The UE detects a 3GPP access system while the communication takes place on the non-3GPP access system. The mechanisms that aid the UE to discover the 3GPP access system are specified in section 5.3 (Network Discovery and Selection).
2)
The UE sends an Attach Request. In response, the network authenticates and authorizes the UE.  After successful authorization, the MME or SGSN performs the location update procedure with HSS and the radio-bearer and access bearer is setup.

Editor’s Note: This step includes the IP address assignment. The mechanism for mobility protocol selection is FFS. In case client-based Mobile IP is currently used and the UE returns “home”, the network will assign the UE’s “home address” on the 3GPP access interface.

Note:
The IP address of one or more PDN GWs (HA) that anchors the UE is conveyed to the UE as part of the attach procedure.

3)
The UE performs the Mobile IP Binding Update procedure with the HA. In case the UE return’s home, the Mobile IP tunnel between the UE and PDN GW will not be maintained.

The detailed flows for handovers involving the S2c interface are provided as part of Annex C.3.
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