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Abstract of the contribution:
1.  Introduction
This contribution mainly discusses the necessity and possibility that PCRF selects different QCI of specific network according to UE specific access type. It is expected that the principle of specific QCI selection in PCRFbased on RAT type should be included into TS23.401 and TS23.402, and the flow chart of handover between the 3GPP and non-3GPP should be modified accordingly.
2.  Discussion

The meaning of QCI in evolved system and legacy system is different as 3GPP UMTS QoS system is specified in TS23.203 while EPS bearer QoS label mechanism has been agreed in 23.401 though the details of LTE/SAE SDF QoS is not defined up to now. It is assumed that EPS bearer label is identical to EPS SDF QCI in the annex of TS 23.401.  
One of SAE EPS objects is to support the mobility both within the same system and between the heterogeneous systems. Therefore the problem of on which level and on which node to performing QoS mapping will the QoS requirement and service continuity be ensured emerges.

In the EPS system, the MME deals with inter-3GPP mobility and bearer management function. During the inter-3GPP handover, the QoS parameters mapping between source system and target system will be performed by the MME or SGSN. 
But for the handover between 3GPP and non-3GPP system, there is no reference point between them to send handover required message to the target system. Therefore the solution of performing QoS mapping in the access gateway is hard to implement. 

According to the agreed flow chart of handover between 3GPP and non-3GPP (figure 5.6.1.1-1 shown in TS23.402), there are two ways to deliver QoS information.

The first is that UE forwards and provides QoS information to non-3GPP access system when establishing L2/L3 connectivity. The UE needs to be pre-configured with QoS mapping algorithm between two systems in this case. As UE is involved too much in QoS management and it is no benefit for QoS policies management for the operator, this is not only unacceptable to the operator, it also increases the implementation cost and complexity of UE .

The other case is that target access gateway fetches the specific QoS information from the PCRF when the L2/L3 connectivity is established between UE and target access gateway. According to the RAT type and QoS configuration, PCRF shall perform QoS mapping and provide specific L2/L3 QoS parameters. 
This method also requires that the PCRF has knowledge of RAT type and QoS mapping algorithm. Although it adds the signalling exchange between network elements, It may be a good way for network operator to implement network smooth migration. 

Taking the above two aspects into account, it is believed that PCRF needs to know UE RAT type to select the specific QCI, and configure QoS mapping algorithm. This way service QoS consistency during the inter-RAT handover could be ensured.
3.  Conclusion

According to the above discussion, in order to support the heterogeneous system mobility and ensure service QoS consistency, PCRF needs to have knowledge of UE RAT type. It is proposed that the procedure of fetching QoS information from PCRF is included into the handover flow between 3GPP and non-3GPP access.
4.  Proposal
It is proposed the following modifications on TS 23.402.

**** Start of changes ****
5.6.1.1
Network Based Mobility

For network-based mobility, the following principle is followed:

Handover to non-3GPP Accesses:
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Figure 5.6.1.1-1.  High-level handover flow for handovers towards non-3GPP accesses for
network-based mobility handling.
1)
The UE detects a Non-3GPP access system while the communication takes place on the 3GPP access system. The mechanisms that aid the UE to discover the trusted non-3GPP IP access system are specified in section 5.3 (Network Discovery and Selection).
2)
The UE first carries out the initial RAT-specific attach procedures with the non-3GPP access (these procedures are outside the scope of 3GPP). It then authenticates itself with the network. After successful authentication and authorization, L2/L3 connectivity between the UE and GW is established. This includes the establishment of an IPsec tunnel if necessary. Non-3GPP GW fetches QoS information from the PCRF. The way of fetching QoS info is FFS.
Editor’s Note:
The mechanism for mobility protocol selection is FFS. 

NOTE:
As part of the authentication procedure, the IP address of the PDN or Serving GW that anchors the UE is conveyed to the non-3GPP Access GW.

3)
The UE triggers the L3 attach procedure. In case of a handover towards a non-trusted non-3GPP access, the successful establishment of the IPsec tunnel provides the trigger for step 4.

4)
The mobility agent (i.e. MAG) on non-3GPP Access GW (e.g. the ePDG or WiMAX ASN) performs the path update (i.e. Proxy Binding Update) with the mobility anchor that is either located on PDN GW or Serving GW – depending on the mobility scenario and the operator policies.

5)
After a successful path update, the non-3GPP Access GW indicates to the UE that the handover is completed (e.g. by sending an IPv6 RA).
Handover to 3GPP Accesses:


<This sub-clause provides the placeholder for the high-level flow for handovers from non-3GPP accesses to 3GPP accesses>

The detailed flows for handovers involving the S2a and S2b interfaces are provided as part of Annex C.1 and Annex C.2 respectively.
5.6.1.2
Client Based Mobility
For client-based mobility, the following principle is followed:

Handover to non-3GPP Accesses:
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Figure 5.6.1.2-1.  High-level handover flow for handovers towards non-3GPP accesses for client-based mobility handling
1)
The UE detects a Non-3GPP access system while the communication takes place on the 3GPP access system. The mechanisms that aid the UE to discover the trusted non-3GPP IP access system are specified in section 5.3 (Network Discovery and Selection).
2)
The UE first carries out the initial RAT-specific attach procedures with the non-3GPP access (these procedures are outside the scope of 3GPP). It then authenticates itself with the network. After successful authentication and authorization, L2/L3 connectivity between the UE and non-3GPP Access GW is established. This includes the establishment of an IPsec tunnel if necessary. Non-3GPP GW fetches QoS information from the PCRF. The way of fetching QoS info is FFS.
Editor’s Note: The mechanism for mobility protocol selection is FFS. In case the network decides for client-based Mobile IP, it will assign the UE on the non-3GPP access interface a different IP address from the one currently assigned.

NOTE:
As part of the authentication procedure, the IP address of the PDN GW (HA) that anchors the UE is conveyed to the UE or FA (depending on the mode: Co-located CoA or FA-CoA).

3)
The UE performs the Mobile IP Binding Update procedure with the HA. In case of MIPv4-FA mode the RRQ/RRP messages are relayed via the FA.
Handover to 3GPP Accesses:
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Figure 5.6.1.2-2.  High-level handover flow for handovers towards 3GPP accesses for client-based mobility handling
1)
The UE detects a 3GPP access system while the communication takes place on the non-3GPP access system. The mechanisms that aid the UE to discover the 3GPP access system are specified in section 5.3 (Network Discovery and Selection).
2)
The UE sends an Attach Request. In response, the network authenticates and authorizes the UE.  After successful authorization, the MME or SGSN performs the location update procedure with HSS and the radio-bearer and access bearer is setup. PDN GW fetches QoS information from the PCRF. 
Editor’s Note: This step includes the IP address assignment. The mechanism for mobility protocol selection is FFS. In case client-based Mobile IP is currently used and the UE returns “home”, the network will assign the UE’s “home address” on the 3GPP access interface.

Note:
The IP address of the PDN GW (HA) that anchors the UE is conveyed to the UE as part of the attach procedure.

3)
The UE performs the Mobile IP Binding Update procedure with the HA. In case the UE return’s home, the Mobile IP tunnel between the UE and PDN GW will not be maintained.
**** End of changes ****

�在现有的23.203中，已经定义了PCRF分配policy时需要考虑RAT Type，所以PCRF基于RAT type选择policy已经存在了，当然PCRF不能只考虑RAT type，还需要考虑其他因素。


�将这句话去掉可以弱化PCEF位置问题。
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