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Abstract of the contribution:

This contribution provides some clarifications on handover scenarios in annex C.3 in TS 23.402.

Introduction:
The Annex C.3 describes the handover scenarios for S2c reference point. There are some FFS in this section. This contribution provides text for the open issues (FFS) and also provides clarification to the existing text.
Proposal:
The following are the proposed to be updated in the TS 23.402:

**** Start of 1st set of changes ****

C.3

Handovers involving S2c interface
C.3.1

Untrusted Non-3GPP IP Access with DSMIPv6 over S2c to 3GPP Access Handover in the Non-Roaming Scenario
In this scenario, the session starts in untrusted non-3GPP access using DSMIPv6 over S2c. The session hands over to 3GPP access (e.g. E-UTRAN) system.


[image: image2.emf]IPsec Tunnel

ePDG MME - EUTRAN

 Untrusted 

Non-3GPP

IP Access

UE

2. UE discovers the LTE 

access system and 

initiates HO

7a. Proxy BU (MN-NAI, IP Addr req)

3. Attach/TAU/Service Request

PDN

GW

HSS/

AAA

8a. Proxy BA (IP Addr)

PCRF

10. RB and S1-U bearer establishment, Attach /TAU Complete in 

EUTRAN (see TS 23.401)

Serving 

GW

9. Create 

Default Bearer

Response 

6. Create 

Default Bearer 

Request 

5. Location Update and Subscriber Data Retrieval

1. DSMIPv6 Tunnel

4. Access Authentication (MN-NAI, PDN-GW)

11. PMIPv6/GTP Tunnel

11. Radio and S1 Bearer

4. Access Authentication

13BU (DSMIPv6 deregistration w/ lifetime 0), BA

7b. Create Bearer Request

8b. Create Bearer Response

12RS/RA

PMIPv6/GTP Tunnel

12RS

/RA


Figure C.3.1-1: Untrusted Non-3GPP S2c (DSMIPv6) to 3GPP Handover
1)
The UE uses an untrusted non-3GPP access system. It has an IPsec/IKEv2 session with the ePDG and a DSMIPv6 session with the PDN-GW.

2)
The UE discovers the 3GPP (e.g. E-UTRAN) access system and determines to handover from the currently used trusted non-3GPP access system to the discovered 3GPP access system. The mechanisms that aid the UE discover the 3GPP access system, are specified in section 5.3 (Network Discovery and Selection).


3)
The UE either sends an Attach Request, or a Tracking Area Update Request or a Service Request to the MME, (the actual message is dependent upon the UE state, i.e. Attach is sent if the UE is not registered in that 3GPP PLMN; TAU is sent if the UE is registered in that PLMN but either the TAU is different or the periodic TAU timer has expired; else Service Request is sent by the UE. The message from the UE is routed by 3GPP access system to an MME instance in the EPC as specified in TS 23.401.
4)
The MME contacts the HSS and authenticates the UE. As part of the authentication procedure, the IP address of the PDN GW that needs to be used in 3GPP access is conveyed to the MME. The HSS may interact with the 3GPP AAA server to obtain the IP address of the PDN-GW that is currently anchoring the UE’s IP session.

5)       After successful authentication, the MME performs location update procedure with HSS as specified in TS 23.401.

6)
The MME selects a Serving GW as described in TS 23.401 and sends a Create Default Bearer Request (including IMSI, MME Context ID and PDN GW address) message to the selected Serving GW. For IETF based S5, the MN-NAI is also included in the message. Whether this message contains NAI of the user is FFS.

7)
a)
For IETF based S5, the Serving GW initiates the PMIPv6 registration procedure towards the PDN GW by sending a Proxy Binding Update according to [8]. If the NAI of the user is not included in step 6, the Serving GW has to derive it by other means.
Editor's note:
It is FFS whether the Proxy Binding Update suffices to provide equivalent functionality to the GTP "Create Bearer Request" message and if additional messages are required.
b)
For GTP based S5, the Serving GW sends a Create Bearer Request message to the PDN GW as described in TS 23.401.

8)

a)
For IETF based S5, the PDN GW responds with a Proxy Binding Ack and updates its mobility binding which effectively switches the DSMIPv6 tunnel from the non-3GPP access network to the PMIPv6 tunnel to the Serving GW. In the proxy Binding Ack, the PDN GW includes the home IP address or prefix that was assigned to the UE earlier.

b)
For GTP based S5, the PDN GW responds with a Create Bearer Response message to the Serving GW as described in TS 23.401.The Create Bearer Response contains the home IP address or prefix that was assigned to the UE earlier.

Editor's Note:
The flows for bearer setup on S5 and interaction with PCRF are FFS.
9)
The Serving GW returns a Create Default Bearer Response message to the MME as specified in TS 23.401. This message also includes the IP address of the UE. This message also serves as an indication to the MME that the binding has been successful. At this step the PMIP6 or GTP tunnel is established.
10)
The MME sends an Attach Accept message or TAU Accept/Complete steps are performed and RB establishment happens at this step through 3GPP access as specified in TS 23.401..
11)     The UE can send, receive data at this point via the 3GPP access system. 
12)    The Serving GW, which is the MAG in case of IETF based S5 or the PDN-GW, in case of GTP based S5 exchanges RA (solicited or unsolicited) with the UE.
13)
The UE determines that it has returned home and it (i.e. home link prefix received in RA) sends a BU to the PDN-GW to de-register its DSMIPv6 binding that was created while the UE was in untrusted non-3GPP access system. The UE may send IKEv2 messages (if necessary) to tear down its SA with the ePDG.
.
**** End of 1st set of changes ****

**** Start of 2nd set of changes ****

C.3.2

3GPP Access to Untrusted Non-3GPP IP Access with DSMIPv6 over S2c Handover in the Non-Roaming Scenario
In this scenario, the session starts in 3GPP access (e.g. E-UTRAN). When the UE is connected in the 3GPP (E-UTRAN) access system, either GTP or PMIPv6 is used over S5, or no S5 is used (co-located Serving GW and PDN-GW). The session hands over to an untrusted non-3GPP access system. In this scenario DSMIPv6 is used for mobility management, so the UE will receive a different prefix from the ePDG than the one it was using in 3GPP access system The UE subsequently initiates DSMIPv6 with the its PDN GW to maintain the IP session.
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Figure C.3.2-1: 3GPP Access to Untrusted Non-3GPP IP Access with S2c (DSMIPv6) Handover
1)
The UE uses a 3GPP access system. It has an IP address that is supported over S5 interface.

2)
At this point the UE decides to initiate non-3GPP access procedure. The decision is based on any number of reasons e.g. local policies of the UE.
Editor's note:
The criteria / policy used in determining when handover to non-3GPP access should be invoked are FFS.

3)
The UE performs access authentication and authorization in the non-3GPP access system. The 3GPP AAA server authenticates and authorizes the UE for access in the untrusted non-3GPP system. The 3GPP AAA server returns the PDN-GW address to the trusted non-3GPP access system at this step (upon successful authentication and authorization). The 3GPP AAA server may interact with the HSS to obtain the IP address of the PDN-GW that is currently anchoring the UE’s IP session.
4)
The UE may discover ePDG address if it does not know that already.

5)
The UE performs IKEv2 and IPsec SA establishment with the ePDG that was discovered at step 4. The UE gets an IP address from the ePDG and it initiates DSMIPv6 procedures to maintain its IP sessions. The ePDG may interact with the 3GPP AAA server to complete the IKEv2 authentication process.
6)
The UE may also perform IKEv2 and IPsec SA establishment with the PDN-GW. The IKEv2 transaction is authenticated and authorized by the 3GPP AAA server. This is an optional step needed only when RFC 4877 based SA is used between UE and PDN-GW. The PDN-GW selection is based on the procedures defined in section 5.4.2.1.
.

Editor's note:
The use of IETF RFC4285 is FFS and when it is used the procedure will be different.

7)
The UE sends a DSMIPv6 BU message to the PDN-GW to register its CoA. The PDN-GW authenticates and authorizes the UE and it sends back a BA including the IP address (home address) which the UE was using in the 3GPP access.
NOTE:
If IP address (home address) assignment happens in step 6, inclusion of the home address in step 7 is not necessary.

8)
The UE continues with IP service using the same IP address.
Editor's Note:
The bearer and session teardown in the previous access system is FFS.
**** End of 2nd set of changes ****

**** Start of 3rd set of changes ****

C.3.3
Trusted Non-3GPP IP Access with DSMIPv6 over S2c to 3GPP Access Handover in Non-Roaming Scenario

In this scenario, the session starts in a trusted non-3GPP access system (e.g. E-UTRAN) using DSMIPv6 in a non roaming scenario. Subsequently, the session hands over to a 3GPP access system.
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Figure C.3.3-1: Trusted Non-3GPP S2c (DSMIPv6) to 3GPP with S5 handover
1)
The UE uses a trusted non-3GPP access system. It has a DSMIPv6 session with the PDN-GW.
2)
The UE discovers the 3GPP access system and determines to handover from the currently used trusted non-3GPP access system to the discovered 3GPP access system. The mechanisms that aid the UE discover the 3GPP access system, are specified in section 5.3 (Network Discovery and Selection).

3)
The UE either sends an Attach Request, or a Tracking Area Update Request or a Service Request to the MME, (the actual message is dependent upon the UE state, i.e. Attach is sent if the UE is not registered in that 3GPP PLMN; TAU is sent if the UE is registered in that PLMN but either the TAU is different or the periodic TAU timer has expired; else Service Request is sent by the UE. The message from the UE  is routed by 3GPP to an MME instance in the EPC as specified in TS 23.401.
4)
The MME contacts the HSS and authenticates the UE. As part of the authentication procedure, the IP address of the PDN-GW that needs to be used in 3GPP access is conveyed to the MME, ref section 5.4.2.1.. The HSS may interact with the 3GPP AAA server to obtain the IP address of the PDN-GW that is currently anchoring the UE’s IP session.
5)
After successful authentication, the MME performs location update procedure with HSS as specified in TS 23.401.

.

6)
The MME selects a Serving GW as described in TS 23.401 and sends a Create Default Bearer Request (including IMSI, MME Context ID, and PDN GW IP address) message to the selected Serving GW. For IETF based S5, the MN-NAI is also included in the message.

7)

a)
For IETF based S5, the Serving GW initiates the PMIPv6 registration procedure towards the PDN GW by sending a Proxy Binding Update according to [8]. If the NAI of the user is not included in step 6, the Serving GW has to derive it by other means.
Editor's note:
It is FFS whether the Proxy Binding Update suffices to provide equivalent functionality to the GTP "Create Bearer Request" message and if additional messages are required.
b)
For GTP based S5, the Serving GW sends a Create Bearer Request message to the PDN GW as described in TS 23.401.
8)
a)
For IETF based S5, the PDN GW responds with a Proxy Binding Ack and updates its mobility binding which effectively switches the DSMIPv6 tunnel from the non-3GPP access network to the PMIPv6 tunnel to the Serving GW. In the proxy Binding Ack, the PDN GW includes the same IP address or prefix that was assigned to the UE earlier.

b)
For GTP based S5,  the PDN GW responds with a Create Bearer Response message to the Serving GW as described in TS 23.401.The Create Bearer Response contains the same IP address or prefix that was assigned to the UE earlier.

Editor's Note:
The flows for bearer setup on S5 and interaction with PCRF are FFS.

9)
The Serving GW returns a Create Default Bearer Response message to the MME as specified in TS 23.401. This message also includes the IP address of the UE. This message also serves as an indication to the MME that the binding has been successful.

10)
The MME sends an Attach Accept message or TAU Accept/Complete steps are performed and RB establishment happens at this step through 3GPP access as specified in TS 23.401..
11)    Radio-bearer and S1-U bearer is setup as specified in TS 23.401. The PMIPv6 or GTP tunnel is established between the SSAE-GW and the PDN-GW. The UE can send, receive data at this point via the 3GPP access system.
12)
The Serving GW, which is the MAG in case of IETF based S5 or the PDN-GW, in case of GTP based S5 exchanges RA (solicited or unsolicited) with the UE.

13)     The UE determines that it has returned home and it (i.e. home link prefix received in RA) and it sends a BU to the PDN-GW to de-register its DSMIPv6 binding that was created while the UE was in non-3GPP access system.
**** End of 3rd set of changes ****

**** Start of 4th set of changes ****

C.3.4
3GPP Access to Trusted Non-3GPP IP Access with DSMIPv6 over S2c Handover in Non-Roaming Scenario

In this scenario, the session starts in 3GPP access (e.g. E-UTRAN) using PMIPv6 or GTP over S5 or no S5 is used (co-located Serving GW and PDN-GW). The session hands over to the trusted non-3GPP access system that does not use PMIPv6 where the UE will receive a different prefix than the one it was using in 3GPP access system. The UE subsequently initiates DSMIPv6 with the same PDN-GW to maintain the IP session.
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Figure C.3.4-1: 3GPP S5 to Trusted Non-3GPP S2c (DSMIPv6) Handover
1)
The UE uses a 3GPP access system. It has an IP address that is supported over S5 interface.
2)
At this point the UE decides to initiate non-3GPP access procedure. The decision is based on any number of reasons e.g. local policies of the UE.

Editor's note:
The criteria / policy used in determining when handover to non-3GPP access should be invoked are FFS.

3)
The UE performs access authentication and authorization in the non-3GPP access system. The 3GPP AAA server authenticates and authorizes the UE for access in the trusted non-3GPP system. The 3GPP AAA server returns the PDN-GW address to the trusted non-3GPP access system at this step (upon successful authentication and authorization). The 3GPP AAA server may interact with the HSS to obtain the IP address of the PDN-GW that is currently anchoring the UE’s IP session. 
4)
The non-3GPP access system is not PMIPv6 capable or it decides not to use PMIPv6. Therefore, the UE gets an IP address that is different from the IP address it was using in 3GPP access system. Since the UE obtains an IP address that is not the same as the address from 3GPP system, the UE decides to initiate DSMIPv6 procedures to maintain its IP sessions.

5)
The UE may discover PDN-GW address using MIPv6 bootstrapping procedures. Refer to section 5.4.2.1 for details..

6)
The UE may also perform IKEv2 and IPsec SA establishment with the PDN-GW that was discovered at step 5. This happens if RFC 4877 is used to establish SA with between the UE and the PDN GW. This step may involve authentication and authorization by the 3GPP AAA system.

Editor's note:
The use of IETF RFC4285 is FFS and when it is used the procedure will be different.

7)
The UE sends a DSMIPv6 BU message to the PDN-GW to register its CoA. The PDN-GW authenticates and authorizes the UE sends back a BA including the IP address (home address) which the UE was using in the 3GPP access.

8)
The UE continues with IP service using the same IP address.
Editor's Note:
The bearer and session teardown in the previous access system is FFS.
**** End of 4th set of changes ****

**** Start of 5th set of changes ****

C.3.5

Trusted Non-3GPP IP Access with MIPv4 over S2a to 3GPP Access Handover in the Non-Roaming Scenario

In this scenario, the session starts in non-3GPP access system using MIPv4 over S2a in a non roaming scenario. Subsequently, the session hands over to the 3GPP E-UTRAN that uses PMIPv6 or GTP over S5.

The call flow for this scenario is identical to that of Section C.1.1 assuming IPv4 addressing is supported over PMIPv6 or GTP based S5.

Editor's Note: It is FFS how the UE is made to think it is on the home link when using MIPv4 FACoA mode and attached to E-UTRAN.

C.3.6

3GPP Access to Trusted Non-3GPP IP Access with MIPv4 over S2a Handover in the Non-Roaming Scenario

In this scenario, the session starts in 3GPP access system using S5. The session hands over to a trusted non-3GPP access system that uses MIPv4 over S2a.
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Figure C.3.6-1: 3GPP Access to Trusted Non-3GPP IP Access with MIPv4 FACoA over S2a Handover
1)
The UE uses a 3GPP access system. It has an IP address (IPv4) that is supported over S5 interface.
2)
At this point the UE decides to initiate non-3GPP access procedure. The decision is based on any number of reasons e.g. local policies of the UE.

3)
The UE performs access authentication and authorization in the non-3GPP access system. The 3GPP AAA server authenticates and authorizes the UE for access in the trusted non-3GPP system. The 3GPP AAA server returns the PDN-GW address to the trusted non-3GPP access system at this step (upon successful authentication and authorization). The 3GPP AAA server may interact with the HSS to obtain the IP address of the PDN-GW that is currently anchoring the UE’s IP session. 
4)
The UE gets an Agent Advertisement with the FA-CoA address and other necessary fields (e.g. FA Challenge if necessary). Note that UE may also send an AS to request for AA from the non-3GPP access system.

5)
The UE sends a MIPv4 RRQ message to the FA. This message may get authenticated and authorized at the FA.

6)
The FA relays the RRQ to the assigned PDN-GW.

7)
Upon receiving the RRQ, the PDN GW authenticates the RRQ. The PDN GW may interact with the AAA/HSS to process the RRQ.

8)
Upon successful processing of the RRQ, the PDN GW replies back with an RRP. The FA relays the RRP back to the UE.

9)
The UE continues with IP service using the same IPv4 address.
Editor's Note:
The bearer and session teardown in the previous access system is FFS.

**** End of 5th set of changes ****
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