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Abstract of the contribution:

This contribution describes the procedure that can be used in 3GPP to discover the access router (AR) address in a non-3GPP network.
Introduction
The S2c interface poses a generic issue for conveyance of Mobile IPv6 specific information to the access network. When the UE is roaming into a non-3GPP access system, it may use S2c interface to connect back to the PDN-GW in the 3GPP network. Due to the end-to-end nature of host based Mobile IPv6 protocol such as DSMIPv6 and MIPv4 in CCoA mode, the Access Router (e.g. AR = ASN-GW, PDSN) in the non-3GPP access systems does not know about the Mobile IPv6 session that gets created between the UE and in the PDN-GW. This poses a challenge for policy enforcement i.e. charging and QoS for the host based mobility sessions in the AR
It may be perceived by some that non-3GPP access systems such as 3GPP2 solved the problem for policy enforcement for these types of sessions. However, it can be easily verified that 3GPP2 SBBC specification lacks the details that would be necessary to establish validity of such claim. Here are some of the loopholes in 3GPP2 SBBC stage-2 specification (X.S0013-012):
This specification states:

“

Enforcement of SBP for the use of access network resources shall be done by the AGW only. This applies even if Mobile IPv6 is used.
“

AGW means PDSN in a 3GPP2 system (“. For MMD, the PDSN supports the functionality of the Access Gateway.”).

Therefore, in 3GPP2, enforcement of policy is performed in the AGW, although the AGW (being an AR) is agnostic to MIPv6 sessions. The AGW will have no knowledge of the beginning and end of a Mobile IPv6 session. It is expected to enforce policies that contain filter rules based on home address! 

· How the PCRF does binds the session IP-CAN session between CoA and HoA is left undefined. Note that there is no interface between the home agent and PCRF in 3GPP2. Hence the PCRF has no direct way to figure out Mobile IPv6 session parameters (and session state). 

· Even if the PCRF figures out somehow in which AGW (AR) the IP-CAN session related to a given HoA exists, the PCRF may not know when the related Mobile IPv6 session is updated and deleted. This will create race conditions and even inaccurate charging information.

Considering the lack of details in 3GPP2 specification regarding PCC support for host based mobility schemes such as DSMIPv6, it is recommended that 3GPP SA2 defines a generic procedure for PCC support over S2c which does not have the stated issues.
Moreover, discovery of AR address by the PDN-GW especially when S2c is in use, is an open issue for on-path PCC for S2c. In this contribution we present a generic way to discover AR address by the PDN-GW.
Proposal

The following call flow illustrates a generic method for AR address discovery by the PDN-GW. This call flow should be discussed. If agreed, Starent will be glad to provide necessary text to update 23.402.
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Figure: AAA based AR address discovery for S2c
1. UE connects to the non-3GPP access system. An Access Router (e.g. ASN-GW or PDSN) acts as the Authenticator for the UE and performs authentication and authorization with the 3GPP AAA system. Upon successful auth/authz, the UE performs global address config based on the prefix advertised by the non-3GPP access systems. 

2. The 3GPP AAA server stores the AR address (NAS-IP-Address) in the session state for the session related to the IP address assigned in the non-3GPP access (this is the CoA to be used for MIP registration by the UE). The 3GPP AAA server obtains the knowledge of the prefix used for CoA by either auth/authz steps or via accounting messages.
3. The UE performs DSMIPv6 (MIPv6) registration with the PDN-GW (HA). This step contains the information of the home address (HoA) which needs to be bound to the CoA.

4. The PDN-GW performs authorization of the MIPv6 request by the UE. This AAA interaction can also take place due to IKEv2 (if IKEv2 is used to establish IPsec SA for MIPv6).

5. The 3GPP AAA server authorizes the UE for MIPv6 service. It also verifies that the UE has an IP-CAN session with CoA at AR (PDSN/ASN-GW). The HAAA sends the AR information to the PDN-GW in the authz response message.

6. The PDN-GW interacts with the PCRF to obtain the default policy of the user /UE.

7. The PDN-GW may establish IPsec/IKEv2 SA with the newly discovered AR in the non-3GPP access (optional).

8. At this stage, the PDN-GW has knowledge of the AR that is providing access service to the UE. The PDN-GW can send QoS and other policy information to the AR.
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