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1.
Introduction

It is proposed to add the following section into the MMSC TR 23.xyz that specifies a potential solution for PS-PS session continuity. 
******** Start of changes ********
x
Architectural Alternatives
x.1
Solution for PS-PS Session Continuity

x.1.1
General

PS-PS session continuity is a special case of multimedia session continuity in which continuity of IMS session(s) is required after performing a PS-to-PS handover, for example, a handover from I-WLAN to UTRAN-PS domain or to another IP-CAN. 
When the UE performs a PS-to-PS handover and changes its contact address and/or needs to change its outbound proxy (i.e., P-CSCF), it has to perform IMS mobility procedures to update its registration binding with a new contact address, to transfer its ongoing IMS session(s) to the new contact address and possibly to change the IMS signalling paths (i.e., dialogs) to use the new P-CSCF. 

There might be cases when the UE performs a PS-to-PS handover but it does not change its contact address, for example when conducting a handover from GERAN-PS domain to UTRAN-PS domain in the same PLMN, or when network mobility mechanisms are used (such those specified in TS 23.401 and TS 23.402). In such cases, session continuity can be achieved by lower-layer mechanisms and there might be no need for IMS level mobility procedures. However, when network-layer mobility mechanisms are not available or when a P-CSCF change is required, there is need for IMS level mobility to enable the continuity of a multimedia session between the source and the target access networks.
x.1.2
Session Mobility Function 

PS-PS session continuity at the IMS level can be enabled by readily available SIP mobility and routing mechanisms (e.g. GRUU, INVITE with Replaces header, etc) should the session participants support these mechanisms. However, it cannot always be assured that all such SIP mechanisms will be supported by the session participants. This creates the need for providing a network function to support the PS-PS session continuity and effectively handle the relevant interworking aspects. This network function is termed as Session Mobility Function (SMF) and is further described below.
The Session Mobility Function (SMF) may be deployed to perform the following functions:

-
Acts as a B2BUA anchoring IMS multimedia sessions originated by UE over an IP-CAN.

-
Acts as a B2BUA anchoring incoming IMS multimedia sessions terminated at UE over an IP-CAN.

NOTE: 
Incoming and outgoing INVITE requests are routed to the IMS SMF using the iFC mechanism.

-
Splits an IMS session into two separate legs, an access leg between the originating UE and the IMS SMF and a remote leg between the IMS SMF and the remote party.

-
Hides and/or translates the SIP mechanisms used by the UE to implement session continuity (e.g., GRUUs, INVITE with Replaces) from the remote terminal which might not support those mechanisms (e.g., when the remote terminal does not support GRUUs or Replaces header).
- 
Terminates session update requests (e.g., UPDATE or re-INVITE requests to add/remove media streams, change or reconfigure codecs, etc.) received from either leg and interworks it with the other leg.

-
Terminates session mobility request (e.g., re-INVITE or INVITE w/Replaces to change IP address and possibly change outbound proxy in signaling path) received from either leg and interworks it with the other leg.

Outgoing INVITE w/Replaces requests can either be addressed to the remote user of the original session in which case they are routed to the SMF using the iFC mechanism, or they can be addressed to a PSI representing the IMS session mobility service in which case they are routed directly to the IMS SMF.

x.1.3
PS-PS Session Continuity signalling flow
The following simplified example flow describes a possible use case of PS-PS session continuity. UE#1registers over one IP-CAN and establishes a video sharing session with UE#2. Then UE#1 moves and discovers and attaches to a new IP-CAN, registers over that and transfers the ongoing video sharing session to this new IP-CAN.
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Figure x1: PS-PS Session Continuity signalling flow
A step-by-step description of the signalling flow is shown below:

1.
UE#1 registers an IMPU with contact addr1 over one IP-CAN (e.g. 3G PS domain). 3rd-party registration may optionally be used.
2.
UE#1 sends an INVITE request for initiating a video sharing session with UE#2.
3.
The S-CSCF evaluates iFC to decide if the INVITE should be forwarded to SMF. Appropriate initial filter criteria could be used in order to forward sessions initiated from a PS domain or IP-CAN to SMF.
4.
In this example flow, the S-CSCF forwards the INVITE to SMF.
5-6.
Based on operator policy and/or other conditions the SMF decides to anchor this session and to establish the remote leg with UE#2. It therefore acts as a B2BUA and creates another dialog by sending a new INVITE request to UE#2. 
7-8.
UE#2 accepts the INVITE from SMF and responds with a 200 OK.
9.
SMF responds to the INVITE sent by UE#1 in step 4 with a 200 OK. The video sharing session can then be established between UE#2 and UE#1. 
10.
Later, UE#1 discovers and attaches to a new IP-CAN (e.g. an I-WLAN). In the context of this attachment UE#1 obtains configuration information for the new IP-CAN including a new IP address (addr2). In the example shown in Figure 5.42a UE#1 also discovers a new P-CSCF (P-CSCF#2) that is applicable in the new IP-CAN. 
NOTE:
The discovery and attachment to the new IP-CAN might be triggered by poor QoS in the old IP-CAN (e.g. as a result of signal deterioration) or by applicable user preferences and/or network policy.

11.
 UE#1 registers again its IMPU with contact addr2. Again, 3rd-party registration may optionally be used. 
12.
To transfer its ongoing video sharing session from the old IP-CAN (addr1) to the new IP-CAN (addr2), UE#1 sends an INVITE with the Replaces header (this initiates a new dialog), effectively requesting from the remote party to replace the previous dialog settings (including the address(es) for media transport) with the settings in the new INVITE with Replaces header. The INVITE with Replaces header sent by UE#1 includes in SDP a new address (addr2) for the video sharing media. This INVITE creates a new dialog between UE#1 and SMF.
13-14. SMF interprets the content of Replaces header and identifies if there is matching ongoing SIP session that the SMF has previously anchored. In this case the SMF updates this existing dialog with UE#2 by sending a re-INVITE (or UPDATE) message which contains the new SDP payload transmitted by UE#1 in step 12. 

15-16. UE#2 accepts the dialog update and the new SDP by sending a 200 OK response to SMF.
17.
SMF responds to the INVITE sent by UE#1 in step 12 with a 200 OK effectively accepting the request to transfer the video sharing session from the old contact (addr1) to the new one (addr2). The video sharing session between UE#1 and UE#2 is then continued by used the new contact address of UE#1 (addr2).
******** End of changes ********
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